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* * * * start of 1st change * * * *
4.2.x	Network Slice Admission Control Function (NSACF) procedures 
The NSACF is configured by the O&M with the maximum number of PDU Sessions that is allowed to be served by the network slice that is subject to NSAC. The NSACF controlls the number of the PDU Sessions per network slice so that the maximum number of PDU Sessions per network slice is not exceeded.
[bookmark: _Toc20203961][bookmark: _Toc27894646][bookmark: _Toc36191713][bookmark: _Toc45192799][bookmark: _Toc47592431][bookmark: _Toc51834512][bookmark: _Toc59100338]4.2.x.1	Number of PDU Sessions per network slice availability check procedure
The number of PDU Sessions per network slice availability check procedure is triggered by the SMF during the PDU Session Establishment procedure to check whether the maximum number of PDU Sessions per network slice subject to NSAC has already been reached. The SMF is configured with the information indicating which network slice is subject to NSAC. 
NSACF
SMF
2. Nnsacf_NumberOfPDUsPerSliceAvailabilityCheck_Request 
4. Nnsacf_NumberOfPDUsPerSliceAvailabilityCheck_Response 
3. The number of PDU Sessions per network slice availability check.
1. A trigger to perform number of PDU Sessions per network slice availability check during PDU Session Establishment procedure
5. Continue with the PDU Session Establishment procedure














Figure 4.2.x.1-1: Number of PDU Sessions per network slice availability check procedure
1. During the PDU Session Establishment procedure, as per clause 4.3.2, if the request from the AMF is for PDU Session Establishment on a network slice that is subject to NSAC, after step 3 in clause 4.3.2.2.1 and 4.3.2.2.2, the SMF triggers a request to the NSACF for number of PDU Sessions per network slice availability check, i.e. to check whether the current number of PDU Sessions on the network slice has already reached the maximum number of PDU Sessions allowed for that network slice.
2. The SMF sends Nnsacf_NumberOfPDUsPerSliceAvailabilityCheck_Request message to the NSACF. The SMF includes in the message the S-NSSAI which is subject to NSAC.
3. The NSACF checks whether the current number of PDU Sessions established on the network slice has already reached the maximum number of PDU Sessions per network slice treshold for that network slice. If the maximum number of PDU Sessions for that S-NSSAI has not been reached, the NSACF returns maximum number of PDU Sessions per network slice not reached result. Otherwise, it returns maximum number of PDU Sessions per network slice reached result.
4. The NSACF returns the Nnsacf_NumberOfPDUsPerSliceAvailabilityCheck_Response in which the NSACF includes the maximum number of PDU Sessions per network slice reached or not reached result parameter.
5. The SMF continues with the PDU Session Establishment procedure. If the NSACF returned maximum number of PDU Sessions per network slice reached result, the SMF rejects the PDU Session establishment request with maximum number of PDU Sessions per network slice reached reject cause. If the NSACF returned maximum number of PDU Sessions per network slice not reached result, the SMF continues with the PDU Session Establishment procedure.

4.2.x.2	Number of PDU Sessions per network slice update procedure
The number of PDU Sessions per network slice update procedure is triggered by the SMF during the PDU Session Establishment procedure to update (i.e. increase or decrease) the number of PDU Sessions per network slice subject to NSAC. The SMF is configured with the information indicating which network slice is subject to NSAC. 
NSACF
SMF
2. Nnsacf_NumberOfPDUsPerSliceUpdate_Request 
4. Nnsacf_NumberOfPDUsPerSliceUpdate_Response 
3. The number of PDUs per network slice update.
1. A trigger to perform number of PDUs per network slice update












Figure 4.2.x.2-1: Number of PDU Sessions per network slice update procedure
1. The AMF triggers the Number of PDU Sessions per network slice update procedure for the network slices that are subject to NSAC as a last step of a successful PDU Session Establishment procedure (clause 4.3.2.2.1 and clause 4.3.2.2.2) and as a last step of successful PDU Session Release procedure (clause 4.3.4.2 and clause 4.3.4.3).
2. The SMF sends Nnsacf_NumberOfPDUsPerSliceUpdate_Request message to the NSACF. The SMF includes in the message the S-NSSAI for which the number of PDU Sessions per network slice update is required and the number of PDUs update flag which indicates that the numver of PDUs established on the S-NSSAI is to be increased if the procedure is triggered at the end of PDU Session Establishment procedure or indicates that the number of PDU Sessions on the S-NSSAI is to be decreased if the procedure is triggered at the end of PDU Sessions Release procedure.
3. The NSACF updates the current number of PDU Sessions established on the S-NSSAI, i.e. increase or decrease the number of PDU Sessions per network slice based on the information orivide by the SMF.
If the number of PDUs update flag from the SMF indicates increase the current number of PDU Sessions per network slice, the NSACF increases the number of PDU Sessions for that network slice.
If the number of PDUs update flag from the SMF indicates decrease the current number of PDU Sessions per network slice, the NSACF decreases the number of PDU Sessions for that network slice.
4. The NSACF acknowledges the update to the SMF.
* * * * end of 1st change * * * *


* * * * start of 2nd change * * * *
[bookmark: _Toc27846418][bookmark: _Toc36187542][bookmark: _Toc45183446][bookmark: _Toc47342288][bookmark: _Toc51768986][bookmark: _Toc59095336][bookmark: _Toc45193659][bookmark: _Toc47593291][bookmark: _Toc51835378][bookmark: _Toc59101204]5.2.xx	Network Slice Admission Control Function (NSACF) services
5.2.xx.1	General
The following table illustrates the NSACF services.
Table 5.2.xx-1: List of NSQCF services
	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nnsacf_NumberOfPDUsPerSlice
	AvailabilityCheck
	Request/Response
	SMF

	
	Update
	Request/Response
	SMF

	
	
	
	



5.2.xx.2.1	Nnsacf_NumberOfPDUsPerSliceAvailabilityCheck service operation
Service Operation name: Nnsacf_NumberOfPDUsPerSliceAvailabilityCheck
Description: Checks whether the number of PDU Sessionss established on a network slice has reached the maximum number of PDU Sessions per network slice.
Inputs, Required: S-NSSAI
The S-NSSAI input parameter is the network slice for which the NSACF checks whether the number of the PDU Sessions already established on that network slice has reached the maximum number of PDU Sessions per network slice. If the maximum number of PDU Sessions per that network slice has not been reached yet, then the operation returns maximum number of PDU Sessions per network slice not reached result. Otherwise, it returns maximum number of PDU Sessions per network slice reached result.
Outputs, Required: result (mux number of PDU Sessions per network slice reached or mux number of PDU Sessions per network slice not reached result for the input S-NSSAI.)

5.2.xx.2.2	Nnsacf_NumberOfPDUsPerSliceUpdate service operation 
Service Operation name: Nnsacf_NumberOfPDUsPerSliceUpdate
Description: Updates the number of PDU Sessions established on a network slice.
Inputs, Required: S-NSSAI, number of PDUs update flag.
The S-NSSAI parameter is the network slice for which the number of PDU Sessions established on a network slice is to be updated.
The number of PDUs update flag input parameter indicates whether the number of the PDU Sessions established on that network slice is to be increased, for example at PDU Session Establishment procedure or the PDU Sessions established decreased, for example at PDU Session Release procedure.
Outputs, Required: none
* * * * end of 2nd change * * * *

