

	
3GPP TSG-SA WG2 Meeting #143E e-meeting	S2-2100936
Elbonia, February 24 – March 09, 2021
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.502
	CR
	2585 
	rev
	-
	Current version:
	17.x.x (temporary 16.7.0)
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Introduction of Network Slice Admission Control (NSAC) services and procedures – mixed model of operation

	
	

	Source to WG:
	Lenovo, Motorola Mobility, NTT DoCoMo, ZTE 

	Source to TSG:
	S2

	
	

	Work item code:
	eNS_Ph2
	
	Date:
	2021-02-17

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	A new 5GS feature of Network Slice Admission Control (NSAC) is introduced resulting from the Rel-17 FS_eNS_Ph2. 

This CR describes the procedures corresponding to the NSAC feature as introduced in TS 23.501, based on the Subscribe/Notify service operation.

	
	

	Summary of change:
	Two new procedures are introduced:
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* * * * start of 1st change * * * *
[bookmark: _Toc20203961][bookmark: _Toc27894646][bookmark: _Toc36191713][bookmark: _Toc45192799][bookmark: _Toc47592431][bookmark: _Toc51834512][bookmark: _Toc59100338]4.2.x	Network Slice Admission Control (NSAC) procedure
4.2.x.1	General
The Network Slice Admission Control procedure is performed for an S-NSSAI which is subject to network slice admission control as described in TS 23.501 [2].
4.2.x.2	Monitoring the status of registered UEs
The AMFs serving the S-NSSAI subject to NSAC offer an Event Exposure service to the NSACF. The NSACF subscribes with the AMF to be notified about the current status of number of registered UEs in the AMFs. The NSACF is configured with the S-NSSAI(s) which are subject to NSAC and with the maximum number of UEs which are allowed to be registered with the S-NSSAI(s).


Figure 4.2.x.2-1: Monitoring procedure for NSAC
1.	The NSACF is configured with the maximum number of UEs which are allowed to be registered with the S-NSSAI. The NSACF performs AMF discovery for the AMFs serving the S-NSSAI using the NRF services. The NSACF may subscribe with NRF for notifications about new AMFs which serve the S-NSSAI.
2.	The NSACF subscribes with the AMFs for the event of the current number of UEs registered with the S-NSSAI by using the Namf_EventExposure_Subscribe request service operation. The Target of Event Reporting is the S-NSSAI subject to NSAC. The NSACF may include Event Filters to control the reporting granularity. For example, a reporting may be periodic or immediate based on operator’s configuration and the level of current number of UEs compared to the maximum number of UEs as described in TS 23.501 [2].
3.	The AMF reports the current status of the number of UEs registered with the S-NSSAI in the AMF. The AMF sends the Notifications according to the Event Filters requested by the NSACF.
4.	The NSACF may determine to update the Event Filters and Event Reporting Information based on the current total number of UEs registered with the S-NSSAI compared to the maximum number of UEs. The NSACF uses the Namf_EventExposure_Subscribe request service operation.
4.2.x.3	Admission enforcement of the number of registered UEs
The admission enforcement of the maximum number of registered UEs is managed by the NSACF, which notifies the AMFs serving the S-NSSAI subject to NSAC to activate the admission control per new UE registrations to the S-NSSAI.

 
Figure 4.2.x.3-1: Admission enforcement procedure for NSAC
1.	The AMF and NSACF are configured with the S-NSSAI(s) subject to network slice admission control for the maximum number of registered UEs.
2.	The NSACF monitors the current total number of UEs registered to the S-NSSAI. Based on operator’s configuration or policy, the NSACF determines when to activate the admission control per UE registration procedure in the AMFs serving the S-NSSAI subject to the NSAC. For example, the NSACF may compare the current total number of UEs registered to the S-NSSAI with the maximum allowed number registered UEs.
3.	The NSACF sends a request to the AMF(s) to activate the admission control per UE registration procedure in the AMF(s). The NSACF uses the service operation Namf_AdmissionControl_Request (S-NSSAI, StartAdmissionControlPerUE), where the StartAdmissionControlPerUE indicates that the AMF shall start to execute admission control for each UE registration request.
The NSACF performs AMF discovery for the S-NSSAI using the NRF services.
4.	The AMF sends for each new UE registration to the S-NSSAI an admission control request to the NSACF. The AMF uses the service operation Nnsacf_AdmissionControl_Request (S-NSSAI), where the S-NSSAI indicates for which the Network Slice Admission Control is performed. The trigger for the admission control per UE registration request is described in TS 23.501 [2].
5.	The NSACF sends a response to the AMF indicating whether the new registration is accepted or rejected. The NSACF uses the service operation Nnsacf_AdmissionControl_Response (S-NSSAI, Result) where the Result indicates the accept or reject of the admission control.
6.	The AMF proceeds with registration procedure depending on the result in step 5. If the UE registration is accepted, the AMF may include the S-NSSAI in the Allowed NSSAI for this UE. If the UE registration is rejected, the AMF shall include the S-NSSAI in the list of Rejected S-NSSAI and indicate an appropriate cause value that the rejection is due to NSAC.
7.	The NSACF may determine to deactivate the admission control in the AMF(s). The NSACF uses the service operation Namf_AdmissionControl_Request (S-NSSAI, StopAdmissionControl) where the StopAdmissionControl indicates that the AMF shall stop sending admission control request per new UE registration. For example, the NSACF determines to deactivate the admission control when the current total number of registered UEs in the S-NSSAI is low compared to the the maximum allowed number registered UEs. 
* * * * end of 1st change * * * *
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