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Abstract: This contribution proposes to update the evaluation and conclusion for UE-to-UE Relay.
1. Introduction/Discussion
This paper proposes to update the evaluation and conclusion for UE-to-UE Relay.
Propose 1: To provide more clear and accurate description on the solution evaluation for UE-to-UE Relay.
Propose 2: How to support end-to-end security for L3 UE-to-UE Relay is left to SA WG3.
Propose 3: The connection establishment in Sol#9 for L2 UE-to-UE Relay can be taken as baseline.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.752.
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For Key Issue #4: "Support of UE-to-UE Relay", based on Table 6.0-1, solutions that are relevant to Layer-3 UE-to-UE Relay include Solution#8, #10, #11, #31, #32, #33, #36, #49, #50. 
These solutions can be summarized and evaluated as the following:
-	Sol#8 proposes to an efficient way of UE-to-UE relay discovery and selection. The solution proposes to use "relay_indication" to extend the reachability of the Direct Communication Request or Solicitation message, thus the source UE can discovery the target UE(s) via the relays. The proposed method can be applied in either Model B discovery or PC5 unicast link establishment procedure. The solution enables both source and target UE to select relays and target UE to select relay path or direct path, furthermore it does not require the UEs and relays to maintain their neighbour lists. 
-	Sol#10 proposes a Layer-3 UE-to-UE relay solution based on IP routing. In the solution, a UE-to-UE relay is responsible for allocating IP addresses to the UEs connected to it. The solution proposes Model A based relay discovery that the relay announces itself to its proximity, the UEs need to setup PC5 links to the all relays in proximity order to discovery other UEs or be discovered via DNS queries. The solution proposes hop-by-hop based QoS handling to achieve E2E QoS requirement, as well as IP encapsulation to handle Non-IP traffic. The UEs should keep the PC5 link with the Relay UE in order to discovery other UEs or be discovered. IPSec is used for end-to-end security protection between source UE and target UE, and this shall be co-ordinated with SA WG3.
-	Sol#11 tries to support both Layer-2 and Layer-3 UE-to-UE relaying for Public Safety use case. The proposed discovery solution is based on clause 6.1.2.4 in TR 23.713 [14] which contains both Model A and Model B discovery. The discovery solution requires the UEs and relays to periodically perform group discovery to maintain their neighbour list. In Model A discovery, the relay broadcast it neighbour list in the announcement message whereas in Model B discovery the source UE sends Solicitation message to discover which relay can reach the target UE. 
-	Sol#31 focuses on the procedures to support end-to-end QoS for both L3 and L2 UE-to-UE relay solutions. Whether the solution is applicable to Layer-2 UE-to-UE relay needs to be confirmed by RAN WG2.
-	Sol#32 focus on IP based Layer-3 UE-to-UE relaying. It proposes to use link-local IPv6 address as Remote UEs IP address for communicating via a L3 UE-to-UE relay. The relay UE maintains a mapping between link-local IPv6 addresses to UE IDs (e.g. Application Layer IDs), as well as mapping from an IP address to a PC5 unicast link, for supporting relaying at L3. The solution also supports IP session continuity for path switching between two UE-to-UE relays.
-	Sol#33 proposes that the network can assist UEs for UE-to-UE relay discovery and selection when the UEs are in coverage. The proposed solution uses locations of UEs and relays to make decisions of relay selection and path switching which makes its applicability debatable. 
-	Sol#49 provides a solution to handle non-IP traffic by Layer-3 UE-to-UE relay without IP encapsulation. As the IP headers are not present, the solution proposes to generate and maintain a mapping between the relay L2-ID and a pair of source and target UEs at the relay UE. For end-to-end security for Non-IP traffic, IPsec cannot be used, and how to handle this shall be co-ordinated with SA WG3.
-	Sol#50 focus on UE-to-UE relay reselection. It proposes that the Source UE or Target UE can initiate the relay reselection procedure and then the two UEs can negotiate UE-to-UE Relay reselection using the existing relay connection.
The following are analysis of the L2 UE-to-UE Relay solution:
-	Sol#9 proposes the procedures of connection establishment and connection management, and the protocol stack for L2 UE-to-UE Relay. The UE-to-UE Relay uses the identity information of UE in the Adaption Layer performs the link mapping for data forwarding between Source UE and Target UE. An extended unicast link is established between Source UE and Target UE, with the end-to-end security in PDCP layer. Both non-IP traffic and IP traffic are supported. Sol#9 has some dependency on the design of RAN specified solution and may be updated based on the RAN2 agreement. For example, whether the mapping table is needed depends on the design/functionality of Adaptation layer by RAN2. Hhow the UE-to-UE Relay forwards the data message and end-to-end PC5-S message between Source UE and Target UE depends on RAN specified L2 relay method. How the Adaptation Layer is configured and established on the UE-to-UE Relay needs to be established in cooperation with RAN WGs.
-	Sol#8 proposes the procedure of Relay discovery and selection, where the Relay discovery and selection are integrated into the PC5 unicast link establishment procedure or performed during Model B discovery. This The integrated solution does not need the standalone discovery and is more efficient, by following the R16 V2X mechanism. In Sol#8, the Source UE adds a relay indication in the DCR message or Solicitation message to indicate whether a UE-to-UE Relay may be used. Target UE performs the UE-to-UE Relay selection. The Target UE may establish an indirect and a direct communication path with the Source UE. Source UE performs the path selection between the direct path and indirect path.
-	Sol#11 proposes the Relay discovery within the group members using Model A and Model B. However, the solution is limited to the Relay discovery within the group members. Sol#11 also proposes a new frame format, where the new fields Relay Layer-2 ID and Direction are added. This new frame format has significant impacts on Source/Target UEs and Relay UE, and the feasibility should be evaluated by RAN WGs.
-	Sol#31 provides the QoS control mechanism with E2E QoS parameter division by the UE-to-UE Relay. After the PC5 QoS parameters splitting for two PC5 links, the AS layer configurations for PC5 QoS parameters in each of the PC5 links can be achieved according to legacy mechanisms in Rel-16 V2X. How the UE-to-UE Relay transfers the data to support the QoS enforcement depends on RAN specified L2 relay method.
-	Sol#33 proposes Relay selection mechanisms. The core network assists Relay discovery and selection based the relative location between the UEs. Sol#33 has the impact on both UE and core network, and does not apply to out of coverage case.
-	Sol#36 proposes PCF based service authorization and provisioning for UE-to-UE Relay Service. And it has been concluded in clause 8.8.
-	Sol#50 proposes the Relay reselection mechanism, by the negotiation between Source UE and Target UE via the existing Relay connection. Source UE sends the candidate Relay UEs to Target UE over the extended unicast link. Target UE selects a new Relay UE from the candidate Relay UEs. A new extended unicast link is established between the peer UEs via the new Relay UE. The radio criteria on Relay reselection is decided by RAN2. Actually, Sol#8 could be also used for UE-to-UE Relay reselection. However, it will cause the Relay UEs in proximity to broadcast the relay discovery message or DCR message. Under some cases, these broadcast messages can be avoided, by Source UE and Target UE negotiating the relay reselection using the existing relay connection. For example, Source UE and Target UE may receive relay discovery messages from the other UE-to-UE Relays using Model A. Then Source UE or Target UE finds that the new Relay UE can provide better signal quality than the old Relay UE. Thus, Sol#50 and Sol#8 can be used for UE-to-UE Relay reselection under different conditions. If Source UE or Target UE has the knowledge on some new Relay UEs can provide better signal quality than the old Relay UE, then Sol#50 can be used. Otherwise, Sol#8 can be used.
* * * * Second change * * * *
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For Key Issue #4 (Support of UE-to-UE Relay), the followings are taken as interim conclusions:
-	UE-to-UE Relay conclusions are subject to confirmation from RAN WG2 and SA WG3 for normative work.
-	The final decision on whether or not to proceed with Layer-2 and/or Layer-3 into normative work will be made in cooperation with other WGs.
The followings are taken as interim conclusion for Layer-3 UE-to-UE relay:
-	No showstopper has been identified by SA2 for L3 UE-to-UE solution. SA WG2 recommends L3 UE-to-UE Relay proceed into normative work, subject to RAN2 and SA3 conclusion.
-	L3 UE-to-UE relay solution can support relaying of IP and non-IP traffic. For IP traffic, the IP addresses of the UEs can be either assigned by the relay (as described in sol#10) or self-assigned (as described in sol#32). For Non-IP traffic, it can be either handled via IP encapsulation or without IP encapsulation (as described in sol#49). 
NOTE 1:	It is left to SA WG3 to decide the details of how to support end-to-end security between the Source UE and Target UE for IP traffic and Non-IP traffic.
-	UE-to-UE Relay discovery and selection are supported by:
-	Model A discovery (as described in sol#11);
-	Model B discovery (as described in sol#8); and
-	Integrated PC5 unicast link establishment procedure (as described in sol#8).
-	UE-to-UE relay reselection
	The relay reselection can be viewed just like redoing the relay selection as described in Sol#8 or be performed as described in Sol#50. The reselection criteria are to be coordinated with RAN2 WG.
-	QoS support 
	End-to-end QoS support for Remote UE is provided by splitting the QoS between the two PC5 links between the source UE and target UE. QoS splitting configuration can be provided from PCF as part of policy to both Remote UE and Relay UE or the QoS splitting can be managed by the Relay UE based on the end-to-end QoS needs. For QoS handling, Sol#31 can be considered as the starting point for the normative work.
The following are taken as interim conclusions for the L2 UE-to-UE Relay:
-	No showstopper has been identified by SA WG2 for L2 UE-to-UE solution. SA WG2 recommends L2 UE-to-UE Relay proceed into normative work.
-	The connection establishment in Sol#9 can be taken as baseline.
NOTE  12:	The operation procedures for supporting the L2 UE-to-UE Relay need coordination with RAN2 to decide how the UE-to-UE Relay performs the data/signalling routing.
-	For UE-to-UE Relay discovery, both Model A and Model B are supported. It is recommended that Relay discovery is integrated into the PC5 unicast link establishment procedure.
-	For QoS handling, Sol#31 can be taken as baseline.
NOTE 23:	It is left to RAN WG2 to support the QoS enforcement in AS layer.
-	For Relay reselection, the negotiated UE-to-UE Relay reselection in Sol#50 and the Relay selection in Sol#8 can be used under different conditions. Both Sol#50 and Sol#8 can be taken as baseline. The reselection criteria are to be coordinated with RAN2 WG.
NOTE 3:	It is left to RAN WG2 to decide the radio criteria on Relay reselection.
[bookmark: _GoBack]NOTE 44:	It is left to RAN WG2 and SA WG3 to decide the details of how to support end-to-end security between the Source UE and Target UE for IP traffic and Non-IP traffic.
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