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In 8.2.2.2 of the TR, there are the following FFS:
Editor's note:	The following aspects need to be studied:
-	How the SMF gets MB-SMF ID
-	For location dependent MB service: how the additional identifier (e.g. Flow Id or Area Session identifier) handled;
-	UE joining 5MBS may get rejected causing denial of service attack type situation
-	Roaming aspects
-	UE join MB service when involving ETSUN procedure
Editor's note:	The following is ffs: If 5GC individual MBS traffic delivery method is used, the (MB-)UPF receives MBS traffic over N9 or N6 interface.
Editor's note:	When and whether to establish or update the associated PDU session for 5GC individual MBS traffic delivery is ffs.
Editor's note:	Whether the UE can stop receiving traffic of a multicast session without indicating leaving in CM-IDLE state or CM-CONNECTED with RRC-INACTIVE state relies on RAN WG feedback.
Editor's note:	How the NG-RAN node notify session activation to UEs relies on RAN WG feedback.
Editor's note:	UP Join is FFS.

How does the SMF get MB-SMF ID?
Currently in solution 3, the SMF retrieves the MB-SMF ID from the UDR based on the MBS session ID. Per existing specification, there is no interface between SMF and UDR. So other alternative mechanisms are proposed, e.g.  UDM, NRF. 
During the offline discussion, majorities prefer the NRF based mechanism. When MB-SMF registers to NRF, the supporting TMGI(s) are included in the NF profile. When the SMF want to discover the MB-SMF, it use the TMGI to query the NRF and get the related MB-SMF ID.  We can follow the majorities. 
Proposal 1: The SMF retrieves MB-SMF ID via NRF. 

Which NF allocates the additional identifier (e.g. Flow Id or Area Session Id) for location dependent MB service?
According to the architecture, the additional identifier can be allocated by MB-SMF or NEF. MBSF-C is excluded since it is an optional NF. Per the conclusion of the moderated e-mail discussion, it is agreed that the MB-SMF allocates the additional identifier. 
Since MB service may be served by different MB-SMF in different location, and the additional identifier is used to identify different content. So it need ensure that the additional identifier allocated by different MB-SMF are not overlapped.
Proposal 2: MB-SMF allocates the additional identifier. The additional identifier allocated by different MB-SMF are not overlapped.

Whether will UE joining message cause DDoS attack?
In principle, all UE may cause DDoS attack. Because the UE may re-send the same request after it has been rejected if it ignore the network instruction. But there are ways to limit the malicious UE, for example, the CN can drop repeated requests from the same UE via the same PDU Session. The detailed mechanisms for limiting the DDoS attack should be discussed in SA3 or left for implementation as this is general issue not special to 5MBS case. Hence, with the suitable cause value, it is assumed that UE will not repeat the same request again. If it is still considered this issue need be resolved due to UE may disregard the cause value, it is suggested to leave the question to implementation.
Proposal 3: With the suitable cause value, there are no DDoS attack issue special for the 5MBS case need be resolved. 

Roaming aspects
There are two issues regarding to roaming:
1. Whether and how to allow a roaming UE receive MBS service provided by the VPLMN?
1. Whether and how to allow a roaming UE receive MBS service provided by the HPLMN?
For the first issue, it is possible that an inbound roamer UE receive MBS service provided by the VPLMN if the roaming agreements allows so. Then the question is how to support this function? One possible way is to establish LBO PDU Session. Thus the UE can receive the MBS service provided by the VPLMN via the LBO PDU session. Since the VPLMN and HPLMN need to have trust relationship to support this MBS service receiving at the VPLMN, e.g. for charging, establishing an LBO PDU session is not an issue for roaming UEs between this two PLMNs.
Proposal 4: it is proposed that LBO PDU Session is established if a roaming UE needs to receive MBS service provided by VPLMN.
For the second issue, the MBS service is provided by HPLMN, the MB-SMF/MB-UPF are located in HPLMN. To support this, it is clear that the 5GC individual MBS traffic delivery can be used. However it is unclear why the UE need join the MBS session in HPLMN when it is in VPLMN. This issue has not been discussed during the TR phase. During the offline discussion, it is mentioned that no such requirement in SA1. So if this is really required from the related business use case, it can be studied in R18.
Proposal 5: it is proposed to defer receiving MBS service provided by HPLMN in Rel-18 if it does need be required.

Whether and how does a UE join MB service when involving ETSUN procedure?
This EN want to describe one potential use case that the UE join a MBS session from the PDU session which have I-SMF involved. 
Similar as the discussion on the roaming aspects, the ETSUN case can be differentiated into two case: 
1. Receiving the MBS session traffic from the region where the UE camp. In this case the shared delivery path can be directly establish from NG-RAN to the MB-UPF as the case without I-SMF. However some additional work can be expected.  For example the SM context stored at the I-SMF need include the MBS session related information. Also when the shared delivery is switched to the individual delivery, the N16a interface need be enhanced. 
1. Receiving the MBS session traffic from the region of where the PSA (UPF) located.  In this case, the 5GC individual MBS traffic delivery can be used. However same as the roaming case, the requirement is unclear. For example if the content is same one more suitable way is to trigger the UE to establish another "LBO" PDU Session. The later mechanism can also be used to solve above case. 
From the above analysis it is impossible to converge all ETSUN issue within one meeting. Thus it is suggested to also defer this issue to Rel-18. 
Proposal 6: it is proposed to identify the use case and requirement related to the MBS session with the ETUSN scenario first, and defer this scenario to Rel-18.

For 5GC individual MBS traffic delivery method, will the (MB-)UPF receive MBS traffic over N9 or N6 interface?
In the TR, the 5GC Individual MBS traffic delivery method is defined as: 5G CN receives a single copy of MBS data packets and delivers separate copies of those MBS data packets to individual UEs via per-UE PDU sessions. Hence for each such UE one PDU session is required to be associated with a multicast session. One possible way is that the PSA UPF receive the MBS traffic via shared tunnel in the N9 interface. That is the solution discussed in the TR now.  
If the PSA receives the MBS traffic via N6 interface, it means the PSA receives data packet from DN directly.  To support that the PSA need trigger the IGMP join the multicast group directly without involvement of MB-UPF. So who generate this IGMP join message and how the UPF is aware that the multicast is support at the connected DN network? Whether the AF support multi ingress point from the 5GC? Also what is the benefit to introduce this additional mechanism? 
Considering all above, we do not see the need to introduce another mechanism to receive MBS session data via N6 interface. This is also confirmed from the moderated e-mail discussion, i.e. the interface between the PSA(UPF) and MB-UPF is GTP based. 
Proposal 7: For 5GC individual MBS traffic delivery the PSA UPF receives MBS traffic from MB-UPF via the GTP-U tunnel. 

When and whether to establish or update the associated PDU session for 5GC individual MBS traffic delivery?
It has been agreed to support individual MBS traffic delivery mode via the associated PDU Session. However, it is still unclear when the associated PDU session is updated/established for the individual MBS traffic delivery mode. There are two potential options:
· Option 1: Establish/updated when the UE joins the MBS. When the UE joins the MBS, the SMF provides the MBS QoS flow info and its mapped unicast QoS flow info to RAN.
· Option 2: Establish/updated just before the UE moves to a RAN that does not support 5G MBS. When the source RAN detects that handover to a non-supporting 5G MBS target RAN is triggered, the source RAN triggers PDU Session modification to establish the unicast QoS flow for the individual delivery mode. After the successful establishment, the handover to target RAN is triggered
Comparing these two options, the option 2 has more impact on the system, e.g. RAN triggered QoS flow establishment, setting a threshold for triggering the establishment of the QoS flow for individual delivery mode. Also per the RAN3 feedback (S2-2100110), the associated QoS flow information should, if applicable, be provided as early as possible, preferably at Joining 
Hence when UE joins MBS, the associated PDU Session is updated with the QoS flow info for 5GC individual MBS traffic delivery.
Proposal 8: It is proposed that when UE joins MBS, the associated PDU Session is updated with the mapped QoS flow info.

Whether the UE can stop receiving traffic of a multicast session without indicating leaving in CM-IDLE state or CM-CONNECTED with RRC-INACTIVE state relies on RAN WG feedback.
Based on the feedback from RAN2(S2-2100142), MBS session join/leave indications are sent using NAS signalling regardless of the RRC state the UE is in. 5GC should inform RAN about the UE leaving the MBS session. 
Proposal 9: It is proposed that for the UE join or leave an MBS session, it always notify the 5GC via the NAS signalling regardless of the RRC state the UE is in. 

How the NG-RAN node notify session activation to UEs relies on RAN WG feedback.
Per RAN2/RAN3 feedback, it is required to clarify the relationship between the session start and session activation. 
It is possible that an application allow UEs to join prior to the MBS session traffic delivery. When the UE join the MBS session, only the group membership information and no MBS session QoS flow information are added into the MBS session context stored at the network. For different case the MBS session context stored at the network are changes as follows: 
· Session start: Prior to the start of the MBS session traffic transmission, the application may allow UE to join the MBS session. In this case no MBS session service information is provided to the 5GS. If a UE joins prior to the start of the multicast session, the network indicates to the UE that the session is not yet started.Later when the MBS Session is started, the MBS session service information is provided to the network and transmission path is established.
· Session deactivation/activation: After the MBS session transmission path is established, when no MBS session traffic has been transmitted for a configurable period, the MBS session may be deactivated. Later when the MBS session data is detected, the MBS session can be activated again. If a UE joins prior to the activation of the multicast session, the network indicates to the UE that the session is not yet activated.In both MBS session activation and deactivation case, 5GS have the MBS session service information and not need provided by the AF.
· Session stop: When there are no MBS session traffic to be delivered further, the MBS session can be stopped. The MBS session service information is removed from 5GS. The AF can start the MBS session again later. 
· Session release: When there are not further need to restart the MBS session, the MBS session can be released. After the MBS session is released, it is impossible to re-start MBS session. 
For this EN, it is related to when the MBS session is in inactivated state but required to be activated by the network, how the network notify the UE to receive the MBS session traffic? Considering the UE in different RRC state, it can be concluded that: 
· When the UE is RRC_CONNECTED State, the NG-RAN node sends RRC reconfiguration message to the UE with the relevant MBS configuration to activate the MBS data transmission.  
· When the UE is not in RRC_CONNECTED state, the UE is supposed to receive Session activation notification regardless whether the UE is in supporting or non-supporting NG-RAN node.
To support this, legacy paging methods need be considered. Whether some further optimization, like group paging is necessary need some further RAN2 feedback as mentioned in S2-2100110, e.g. how to support group paging at the air interface. 
· For the session started case, besides the transmission path establishment, 5GC also need send the MBS QoS flow information, which is expected to be stored as the MBS session context,  to the UE via NAS signaling. 
Proposal 10: It is proposed to clarify how the UE is notified of the session start/activation in different RRC state. 

UP Join is FFS.
Per the conclusion of the moderated e-mail discussion, MBS session joining via the UP is not supported. Thus we can remove this EN. 
Proposal 11: It is proposed to remove this EN. 

The following ENs indicate dependence on other WGs, they can be removed, since some are obvious, some has no instant action due to not responsibility of SA2 (e.g. TMGI efficiency at the radio interface):
EN1: How TMGI can identify MBS sessions/services in an SNPN and how to signal this efficiently need coordination with FS_eNPN.
EN2: Coordination with SA4 is required to determine MBSF-C and MBSF-U functionality.
EN3: RAN and/or SA3 is assumed to determine the handling of the security for MBS traffic.
EN4: Coordination with RAN WGs are needed.
Editor's note:	The conclusion of KI#6 should align with the conclusion of KI#1.
2 Proposal
It is proposed to update clause 8.2.2.2.2 as following in TS 23.757:

**************************** 1st Change ***************************
8.2.2.2	Multicast session
-	The Multicast session model is depicted in Figure 8.2.2.2-1, with the following conclusions:
-	The Multicast Service Context applies when the MBSF is used.
-	The SMF/MB-SMF based approach (i.e., SMF/MB-SMF handles session management for the UE) for Multicast session is adopted.
- 	LBO PDU Session is used for inbound roamer UEs to join MBS service provided by the VPLMN.
-	The MB-SMF registers its serving TMGI into NRF. The SMF select the MB-SMF by query NRF based on the TMGI if there are no local configuration.
Editor's note:	The following aspects need to be studied:
-	How the SMF gets MB-SMF ID
-	For location dependent MB service: how the additional identifier (e.g. Flow Id or Area Session identifier) handled;
-	UE joining 5MBS may get rejected causing denial of service attack type situation
-	Roaming aspects
-	UE join MB service when involving ETSUN procedure
-	For support of 5GC Shared MBS traffic delivery method and 5GC Individual MBS traffic delivery method:
-	Both 5GC Shared MBS traffic delivery method and 5GC Individual MBS traffic delivery method shall be standardized for multicast data delivery. 5GC Shared MBS traffic delivery method is always mandatory, and 5GC Individual MBS traffic delivery is required to support UE mobility to/from non MBS-capable NG-RAN nodes, but otherwise optional.
-	The network shall be able to support selection of 5GC Shared MBS traffic delivery method or 5GC Individual MBS traffic delivery method based on criteria of whether RAN node supports 5MBS or not.
-	MB-UPF acts as the MBS session anchor when 5GC shared MBS traffic delivery method is used, and UPF acts as the unicast session anchor when 5GC individual MBS traffic delivery method is used. If 5GC individual MBS traffic delivery method is used, the UPF receive MBS traffic over GTP-U tunnel. MBSF-U acts as the media entry point for the 5GS when MBSF is used. 
Editor's note:	The following is ffs: If 5GC individual MBS traffic delivery method is used, the (MB-)UPF receives MBS traffic over N9 or N6 interface.
-	Establishment of the associated PDU Session for 5GC Individual MBS traffic delivery method is based on service requirements, networking configuration, local policy, etc.
Editor's note:	When and whether to establish or update the associated PDU session for 5GC individual MBS traffic delivery is ffs.
-	It shall be possible to establish an Associated PDU session for cases, if not exists, where mobility to non-5GMBS-supporting cells happens.The associated PDU session is established before the UE joins the MBS session. 
-	It shall be possible to update tThe associated PDU session is updated with associated QoS flows when the UE joins the MBS Session and mobility to non-5GMBS-supporting cells is required.


Figure 8.2.2.2-1: Merged MBMS session model
NOTE 1a:	The model above needs clarification for its application on UE, 5GC and RAN side, this will be part of normative work.
NOTE 1b: The terms "stop", "release", "deactivated" (as well as "establishment", "start", "activation") used as MBS session actions need clear definitions, this will be part of normative work.
NOTE 2:  When the MBS Session is deactivated, whether the multicast flow need be removed from the MBS Session context is to be decided in normative phase.
-	For multicast session establishment/join/leave/release:
-	The UE may perform application level join/leave to a multicast session, the 5GC shall support multicast session join/leave operation for a user, e.g based on AF request.
-	UE shall support multicast session join/leave operation via CP (NAS signalling for SM procedure)
Editor's note:	UP Join is FFS.
-	The UE shall indicate leaving an MBS session to 5GC via NAS signalling. in CM-CONNECTED with RRC-CONNECTED state.
[bookmark: _Hlk56512253]Editor's note:	Whether the UE can stop receiving traffic of a multicast session without indicating leaving in CM-IDLE state or CM-CONNECTED with RRC-INACTIVE state relies on RAN WG feedback.
[bookmark: _Hlk56512149]-	The 5GC shall be able to reject UE joining to a multicast session when the multicast session will not start soon or has not started..
-	ROHC for MBS traffic is supported by the 5GS, e.g based on AF request.
-	MBSF-C and MBSF-U functionality is supported based on A.3.
Editor's note:	Coordination with SA4 is required to determine MBSF-C and MBSF-U functionality.
-	The network shall support selection of MB-SMF or SMF at session join.
-	The (MB-)SMF decides whether to accept join requests, which may be based on input from NEF/MBSF-C if MBSF is used, and stores that the served UE is participating in a multicast session.
-	The PDU session which is used to send the join is the same as the associated PDU Session which is for 5GC Individual MBS traffic delivery.
-	The AMF shall select an SMF that supports 5MBS for multicast session join during PDU session establishment, which is used for sending join (i.e. handling of join requests for 5MBS and/or fallback to individual delivery).
Editor's note:	RAN and/or SA3 is assumed to determine the handling of the security for MBS traffic.
-	For N3 transport of the 5GC Shared MBS traffic delivery method, GTP-U tunnelling using a transport layer IP multicast method and shared N3 (GTP-U) Point-to-Point tunnel shall be supported with support for QoS.
-	For N3 transport of the 5GC Shared MBS traffic delivery method, for unicast transport there shall be 1-1 mapping between MBS Session and GTP-U tunnel towards a RAN node, and for multicast transport there shall be 1-1 mapping between MBS Session and the GTP-U tunnel.
-	For N9 transport of the 5GC Shared MBS traffic delivery method, GTP-U tunnelling using a transport layer IP multicast method and shared N9 (GTP-U) Point-to-Point tunnel shall be supported.
-	For N9 transport of the 5GC Shared MBS traffic delivery method, for unicast transport there shall be 1-1 mapping between MBS Session and GTP-U tunnel towards a UPF, and for multicast transport there shall be 1-1 mapping between MBS Session and the GTP-U tunnel.
-	The network supports indicating of N6 tunnel information for receiving traffic of a MBS session to the AF or MBSF(and to MBSF-U).
-	5GC provides information of MBS sessions/groups (e.g. TMGI) and QoS requirements of a MBS service to RAN for MBS AN resources handling.
-	For multicast service parameters storage, the UDR shall be able to store the AF provisioned or preconfigured service parameters per MBS session.
-	The PCF shall be able to provide policy and QoS requirement per MBS session to the MB-SMF
-	For UE receiving MBS traffic moving from one RAN node to another in CM-CONNECTED and RRC-CONNECTED state, handover procedure with MBS session context shall be supported by UE and network.
-	When MBS session is released, the N3 transport of the 5GC shared MBS delivery method is released and the radio resource associated with the MBS QoS Flows are released, or the N3/N9 transport of the 5GC Individual MBS traffic delivery method is released and the radio resource associated with the QoS Flows are released. The MBS session context stored at the UE and 5GC NF are released. 
-	MB-UPF is used as the MBS Session anchor for the 5GC shared MBS delivery.
-	Interactions between the MBSF-C and MBSF-U will be defined in coordination with 3GPP SA4.
-	The 5GC shall be able to trigger NG-RAN nodes to notify session start/activation of an MBS session to UEs.
Editor's note:	How the NG-RAN node notify session activation to UEs relies on RAN WG feedback.
· When the UE is RRC_CONNECTED State, the NG-RAN node sends RRC reconfiguration message to the UE with the relevant MBS configuration to activate the MBS data transmission.  
· When the UE is not in RRC_CONNECTED state, the UE is supposed to receive Session activation notification, e.g. via legacy paging, regardless whether the UE is in supporting or non-supporting NG-RAN node.
· For the session started case, besides the transmission path establishment, 5GC also need send the MBS QoS flow information, which is expected to be stored as the MBS session context,  to the UE via NAS signaling. 
-	When an MBS session is established upon AF request, it may be immediately activated (i.e. one AF request combining of session announcement and session activation). If an application requires to allow UEs to join prior to the start/activation of the multicast transmission, the AF may interact with the NEF separately to announce the multicast service and subsequently to request start/activation of the multicast service.
-	If a UE joins prior to the start of the multicast session, the network indicates to the UE that the session is not yet started. If a UE joins prior to the activation of the multicast session, the network indicates to the UE that the session is not yet activated.
-	The following bullets apply if MB-UPF detecting multicast data triggers MBS Session deactivation or activation.
NOTE 3:	Whether the terms "stop/deactivated" or "start/activation" denote the same actions needs to be further clarified.
-	The MBS Session may be deactivated when the MB-UPF detects no multicast data for a configurable period. When the MBS Session is deactivated by 5GC, the MBS Session context is kept in 5GC, but the AN resource with context and N3 tunnel for 5GC Shared MBS delivery method are released. UEs that have joined that multicast session can become IDLE:
NOTE 4:	Whether the MBS QoS flow need be removed from the MBS Session context is to be decided in normative phase.
-	The MBS Session may be activated when the MB-UPF detects multicast data. When the MBS Session needs to be activated, the MB-UPF sends message to the MB-SMF. When the MB-SMF starts the MBS session activation for establishing the transmission resources, the MB-SMF notifies the session activation to NG-RANs via SMFs/AMFs serving UEs within the multicast session. UEs are notified by NG-RAN about the session activation.
-	The following bullets apply if AF decides to start or stop a multicast session:
NOTE 5:	Whether the terms "stop/deactivated" or "start/activation" denote the same actions needs to be further clarified.
-	The MBS Session may be stopped upon AF requests. When the MBS Session is stopped, the MBS Session context is kept in 5GC, but the AN resource with context and N3 tunnel for 5GC Shared MBS delivery method are released. The multicast QoS flow information are removed from the MBS Session context stored at the UE and 5GC NF. UEs that have joined that multicast session can become IDLE.
-	The MBS Session may be activated/started upon AF requests. When the MBS Session needs to be activated/started, the NEF or MBSF sends message to the MB-SMF for establishing the transmission resources. The MB-SMF obtains the related Multicast QoS flow information from PCF. When the MB-SMF restarts/reactivates the MBS session, the MB-SMF notifies the session start/activation to NG-RANs via SMFs/AMFs serving UEs within the multicast session. UEs are notified by NG-RAN about the session start/activation. In addition UE also receive the Multicast QoS flow information via NAS signalling for session start. 
Editor's note:	Coordination with RAN WGs are needed.

********************************* 2nd Change ****************************
[bookmark: _Toc54730096][bookmark: _Toc55203246][bookmark: _Toc57450229][bookmark: _Toc57450633]8.6	Key Issue #6: Local MBS service
The following agreements to support local MBS services apply as baseline for normative work:
-	It shall be possible to support MBS session where the content is not location-dependent, but the distribution is limited to a certain area, and MBS sessions where the content is location-dependent.
-	It shall be possible to locate MBS CN functions in proximity to NG RAN nodes serving the location area.
-	For the case that the multicast service is only available within a limited area, the UE shall be able to obtain service area information of the multicast service, to enable the UE to trigger the session join procedure only within the location area.
-	The UE shall be able to obtain service area information of the local multicast service via NAS signalling or via MBS service announcement.
-	For the case that the MB service content is location-dependent (The content of the same MB service delivered to different sub-areas is different), it shall be possible that the UE is not aware of each sub-area in the available area information of the MB service.
-	It shall be possible to hide the internal PLMN topology from AF (e.g., AF is not aware of cell or TA information).
-	The network shall be able to enforce the area restriction for accessing a local MBS service.
-	If different location-dependent content is provided for an MBS session, the network shall be able to support multiple MB-UPFs as ingress points for an MBS session.
NOTE 1:	The solution for different location-dependent content can also be applied in a scenario where the same content is provided in distributed islands of the network to enable distinct local distribution trees with local ingress points.
-	To support different location-dependent content, an additional identifier (e.g. FlowID) shall be assigned for each location area and used in combination with the multicast session ID/TMGI in network internal signalling to identify a location dependent part of the multicast session.
-	Information about the location dependent multicast service may be provided by an AF, or may be configured.
Editor's note:	The conclusion of KI#6 should align with the conclusion of KI#1.
NOTE 2:	Alignment based on progress/decision in RAN WGs will be performed as part of the normative phase.
-	For location dependent MB service, the MB-SMF allocates the additional identifier (e.g. Flow Id or Area Session identifier). The additional identifier allocated by different MB-SMF are not overlapped. 
[bookmark: _Toc2086459][bookmark: _Toc43806245][bookmark: _Toc43806552][bookmark: _Toc50630907][bookmark: _Toc50631409]********************************* End Change ****************************
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