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Abstract: This contribution provides some further clarification on the TR conclusion related to the network slice admission control functionalities.
1. Introduction
FS-eNS_Ph2 (TR23.700-40) concluded that a new 5GC NF is defined to support network slice admission control functionalities and services in 5G System, without pointing to any specific solution.
Based on the discussion at the CC of eNS_Ph2 work for SA2#143e, it remains unclear how the new 5GC NF would interact with the rest of the 5GC for the network slice admission control functionalities. 
2. Discussion
2.1	Overview
As per the decision in SA2#142e, the Network Slice Admission Control Function (NSACF) is defined to support the Network Slice admission control for specific S-NSSAIs, subject to the limitations on the number of registered UEs and/or established PDU Sessions.
The role of the NSACF needs to take in account a number of constraints that have been identified in the study and in the recent conference call on this topic, and it is therefore important to properly consider how the NSACF should interact with existing 5GC NFs for Network Slice Admission Control. 
2.2	Interaction of NSACF with existing 5GC NFs
2.2.1 General
The NSACF has the following responsibilities:
· NSACF handles the quota information of the slice SLA parameters of the maximum number of UEs and/or PDU Sessions of the S-NSSAI(s) for which it is in charge.
· NSACF controls the admission of UE registrations or PDU Session establishments to an S-NSSAI subject to quota information.
· NSACF determines how quota overuse is handled in the 5GC.
To support Network Slice Admission Control functionalities in the 5G System, there are at least two options to support the conclusion described in clause 8.1 TR23.700-40.
Option 1 is based on a direct interaction between the NSACF and the AMF/SMF.
Option 2 is based on an indirect interaction via a signalling aggregation point in the 5GC (e.g., PCF).
The following clauses describe these options in detail using the UE registration procedure and the slice SLA parameter of maximum number of UEs as example. The same options exist however as well for the PDU Session establishment procedure and the slice SLA parameter of maximum number of PDU Sessions.
2.2.2 Option #1 - NSACF directly interacting with the AMF
The services and information flows to be supported by AMF and NSACF during a general registration procedure are described in Figure 2.2.2-1.


Figure 2.2.2-1: call flows for NSACF with AMF during registration procedure 
0. AMF receives UE request on registration to a set of S-NSSAIs as per Clause 4.2.2.2.2 in TS23.502.
1. During registration procedure as per Clause 4.2.2.2.2 in TS23.502 the AMF triggers the Network Slice quota checking on the maximum number of registered UEs via the service operation < Nnsacf_SliceAdmission_Enforcement> request with the NSACF. The request shall include the Network Slice which is subjected to the quota management and the UE ID. This interaction with NSACF happens for each S-NSSAI and different NSACFs may be involved. 
If the NSACF(s) are not configured in the AMF, the AMF has to perform NSACF discovery and selection per S-NSSAI first.
2. The NSACF checks the status of the slice quota of the requested S-NSSAI, determines the acceptance or rejection of the registration request to the specific S-NSSAI and updates the counter of the S-NSSAI, if accepted. The NSACF maintains a table of the UE ID and the associated registered S-NSSAI. 
When the quota is exceeded, the decision of the acceptance or rejection shall apply according to the NSACF policies.
3. The NSACF sends the decision (accept or reject) as response via the service operation < Nnsacf_SliceAdmission_Enforcement> response to the AMF. As mentioned in step 1, this interaction with AMF happens for each registered S-NSSAI.
4. The AMF waits for all responses from the NSACF(s) and removes all S-NSSAIs that were rejected by the NSACF from the set of Allowed NSSAIs.
5. Registration procedure continues as per clause 4.2.2.2.2 in TS23.502, if the NSACF(s) have accepted at least one of the S-NSSAI(s). 
6. If all of the S-NSSAI(s) have been rejected, the AMF handle the rejection of the specific S-NSSAI(s) to the UE.
If there are multiple S-NSSAIs to be checked, the NSACF interactions can be performed in parallel.
NOTE 1: 	During deregistration of S-NSSAI, the AMF interacts with the NSACF via the service operation < Nnsacf_SliceAdmission_update>. The NSACF updates (i.e., increase by one) the quota status of the S-NSSAI after a successful deregistration. 
NOTE 2: 	During registration update, e.g., update of the allowed S-NSSAI(s) (e.g. adding/removing one S-NSSAI to the Allowed NSSAI or Network Slice authentication and authorization procedure), the AMF interacts with the NSACF via the service operation < Nnsacf_ SliceAdmission_update>. The NSACF updates the quota status of the S-NSSAI.
2.2.3		Option #2 - NSACF interacting with the PCF 
The NSACF performs Network Slice admission control on the number of registered UEs of an S-NSSAI with the PCF. The services and information flows to be supported by PCF and NSACF during a general registration procedure are described in Figure 2.2.3-1.


Figure 2.2.3-1: call flows for NSACF with PCF during registration procedure 
0. [Optional] The NSACF may assign the responsibility for Network Slice Admission Control to the PCF by allocating a local budget for specific S-NSSAI(s) (e.g., number of allowed UE registrations) to the PCF responsible for these S-NSSAI(s).
1. Registration procedure starts as per Clause 4.2.2.2.2 in TS23.502.
2. During the registration, the AMF interacts with the PCF responsible for these S-NSSAI(s) via the service operation <Npfc_AMPolicyControl_Create> and establishes the AM policy association. Per clause 4.16.1.2 in TS23.502 the request include a set of allowed S-NSSAIs (which may be subjected to the slice admission control).
3. The PCF checks each of the requested S-NSSAI(s) and determines, if slice admission control applies for an S-NSSAI, the acceptance or rejection of the registration request to that S-NSSAI as follows. If the PCF has local budget available for an S-NSSAI, the registration request is accepted and the local budget is decreased by one.
4a. [Conditional - depending on the step 3] When there is no local budget remaining, the decision of the acceptance or rejection has to be taken by the NSACF. The PCF sends an enforcement request to the NSACF via the service operation <Nnsacf_ SliceAdmission_Enforcement> request.
4b. [Conditional - depending on the step 4a] The NSACF checks the status of the slice quota of requested S-NSSAI(s), determines the acceptance or rejection of the registration request to each of the requested S-NSSAI(s).
4c. [Conditional - depending on the step 4a and 4b] The NSACF decides and sends the response to the PCF via the service operation <Nnsacf_ SliceAdmission_Enforcement> response informing the PCF about the acceptance or rejection. The response may include a new local budget for the specific S-NSSAI (e.g., a higher number of allowed UE registrations). The PCF follows the NSACF decision for the requested S-NSSAI and uses the new local budget for the handling of other requests (as described in step 4a).
5. The PCF informs the AMF via the service operation < Npfc_AMPolicyControl_Create response >. If one or more requested S-NSSAI(s) are rejected, the response includes the rejected S-NSSAI(s). Thus the AMF handles the rejection of the each of the rejected S-NSSAI(s) to the UE.
6.  Registration procedure continues as per clause 4.2.2.2.2 in TS23.502, if the AMF has received the information that at least one of the requested S-NSSAI(s) has been accepted. The AMF removes all S-NSSAIs that were rejected by the PCF from the set of Allowed NSSAIs. If none of the requested S-NSSAIs was accepted by the PCF, the AMF terminates the registration procedure. 
7.	[Optional] Independently of step 1-6, the NSACF subscribes the status of local budget of the specific S-NSSAI(s) (e.g., number of allowed UE registrations) from the PCF, e.g., periodically or threshold based, so the PCF can send notification of the slice status to the NSACF.
8. 	[Conditional - depending on the step 7] The PCF notifies the NSACF when the conditions for the event exposure of the status of local budget of the specific S-NSSAI (e.g., number of allowed UE registrations) are fulfilled, e.g., periodically or when a threshold is crossed.
9. 	Independently of step 1-8, the NSACF updates the re-allocating a local budget for specific S-NSSAI(s) (e.g., number of allowed UE registrations) to the PCF, if necessary (e.g., when the local budget is too high or too low compared to expected usage).
NOTE 1: 	During deregistration of S-NSSAI, the AMF interacts with the PCF via the service operation <Npfc_AMPolicyControl_Delete>. The PCF updates (i.e., increase by one) the local budget of the S-NSSAI after a successful deregistration. 
NOTE 2: 	During registration update, e.g., update of the allowed S-NSSAI(s) (e.g. adding/removing one S-NSSAI to the Allowed NSSAI or Network Slice authentication and authorization procedure), the AMF interacts with the PCF via the service operation <Npfc_AMPolicyControl_Update>. The PCF updates the local budgets of the S-NSSAIs.
2.3	Comparison of the two interaction options
In the following, the two options are compared. 
Admission control table  
· Option 1: The NSACF needs to record which UE is registered for an S-NSSAI. This is necessary to support AMF re-allocation (e.g. due to UE mobility). So if the number of the slice quota is bigger, it can be expected that this table is huge and difficult to be maintained. 
· Option 2:  The NSACF only needs to maintain the local budget allocated to each PCF, i.e. per node level table, as the PCF has the information about which UE is registered for an S-NSSAI. 
Additional signalling / delay
· Option 1: During each registration/deregistration, the AMF is required to interact with the NSACF to check each S-NSSAI. If multiple NSACFs are deployed in the network, the AMF may be even required to interact with more than one NSACF in parallel. This results in additional signaling and increases the delay similar to what has been discussed for the NSSAA feature. 
If the AMF is not configured with the NSACF information or discovered before (e.g. new AMF), the AMF is required to perform NSACF discovery and selection which requires additional signaling and increases the delay further.
· Option 2: The AMF is only interacting with the PCF based on existing services. The PCF is informed (and subsequently updated) about all the S-NSSAIs the UE is registering for. Based on the local budget, the PCF can directly response to the AMF. No additional signalling is introduced for the AMF and no significant additional delay is expected. 
The interaction between the PCF and NSACF can be executed out of the UE registration procedure. 
NSACF performance and scalability
· Option 1: For each registration/deregistration procedure, the AMF needs to interact with the NSACF. This results in high performance requirements for the NSACF. In networks with many subscribers multiple NSACFs may need to be deployed (with each NSACF responsible for non-overlapping subset of the available S-NSSAIs). 
· Option 2: A considerable part of the S-NSSAI checks can be handled by the PCF based on the local budget. The NSACF is only involved in the NSSAI check when the local budget at the PCF is fully consumed. In addition, the NSACF is responsible for the management of the local budget(s) but this should neither be complex nor result in a lot of signaling. It is therefore expected that the performance requirements for the NSACF are lower than in option 1 and the need for deploying multiple NSACFs decreases. 
Mobility
· Option 1: To support AMF re-allocation due to UE mobility, the NSACF needs to record which UE is registered for an S-NSSAI (see Admission control table above). 
· Option 2: Being the highest signalling aggregation point, the PCF is more stable anchor point than the other 5GC NFs, e.g., AMF/SMF. NSACF only needs to maintain the local budget allocated to each PCF. In particular, the AMF re-allocation with no AM-PCF change due to the UE mobility has no impact to the NSACF for the Network Slice quota update. 
Roaming
· Option 1: A completely new roaming architecture needs to be defined if the S-NSSAI needs to be checked with the HPLMN. 
· Option 2: The roaming architecture is already in place for PCFs. If HPLMN needs to perform the control for the requests of its UEs in the VPLMN, the interactions between vPCF in VPLMN and hPCF in HPLMN can be re-used (e.g., via N24).
3. Conclusion and proposal(s)
From the comparison of the two options in clause 2.3 it can be concluded that option 2, i.e. the NSACF interaction via the PCF, has many advantages and technical benefits. 
Hence, the following is proposed for the normative work of KI#1 and KI#2 from FS-eNS_Ph2.
· The NSACF remains responsible for the storing of network slice information (i.e., the maximum number of UEs or PDU Sessions allowed to be served by a network slice), and managing, updating and enforcing the network slice information for the purpose of network slice admission control.
· To avoid/minimize impacts on the AMF/SMF, the PCF is however proposed to be the primary point of enforcement for the admission of UEs or PDU Sessions to a specific S-NSSAI that is subject to the network slice admission control.
· The NSACF should assign a local budget for the PCF to enforce, i.e. to accept new UEs or PDU Sessions as long as budget is remaining. When the local budget is completely used (or when the PCF does not have a local budget initially), the PCF interacts with the NSACF and the NSACF makes the final decision for this UE or PDU Session and possibly re-allocates an updated budget to the PCF. 
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