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Abstract of the contribution: This contribution solves the ENs in the Evaluation and conclusions for KI#1 and Distributed anchor in relation to Solution #12
1	Introduction
pCR S2-2008485 updates Solution #12 to follow the principles agreed for Solution #22. For aspects that remain open in that solution, the decisions taken for Solution #22 will also apply to solution #12.
One main difference between Solution #22 and Solution #12 is the action that may be triggered by the SMF. In Solution#12, when LDNSR notifies SMF that an Edge AS is preferred, SMF may decide to re-anchor the PDU Session to a more distributed PSA. That can be then SSC mode 2 or SSC mode 3. With this re-anchoring alternative, all traffic in the PDU Session is broken out locally independently on the application.
With those updates, Solution #12 is aligned with Solution #22 so that when LDNSR gets a DNS query for an EC FQDN, it  manipulates the DNS so that an EAS is selected according to the candidate DNAI/Local PSA (this is referred to as “Early DNS handling”). At the same time, the Solution #12 also allows a simpler procedure: LDNSR may also be instructed to notify to SMF on DNS Query instead, and to drop the query after the re-anchoring (this is referred to as “late DNS handling”).
pCR S2-2008489 also clarifies the UE behaviour in this solution. Application clients in the UE can be designed to receive and act upon OS notification of a new connection (this is being used already today for 3GPP-wifi). If the DNS message is dropped and the Application is notified of the new connection (once re-anchoring has been performed), the application design can be show that the notification can trigger a new DNS Query without further delay.
[bookmark: _Toc50468387][bookmark: _Toc50468657][bookmark: _Toc50468928][bookmark: _Toc50630903][bookmark: _Toc50631405][bookmark: _Toc50467043]2	Proposal
It is proposed to add the following changes in TR 23.748.
**************************** Start first Change ***************************
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Many solutions propose using DNS for EAS discovery for distributed anchor connectivity model.
A DNS based mechanism for EAS discovery supports the different EAS deployments described in KI#1. It has no impact on the Application itself and keeps UE unaware of the application deployment (at edge or at central DN) and application ownership (e.g. the EAS is owned by the MNO or by a third party) aspects. The TR includes DNS based solutions for the other connectivity models as well, and so, applications can be developed to rely on DNS for EAS discovery and be agnostic of the operator connectivity model chosen.
Distributed anchor part of Solutions #2, #4, #5 and #10 describe DNS based working solutions for EAS discovery for distributed anchor connectivity model. These solutions are using DNS state of the art: many Authoritative (DNS) Name servers already today return different responses based on the perceived topological location of the user, either using the source IP address of the DNS query or ECS when received according to RFC 7871 [7].
[bookmark: _Hlk49336079]A pre-requisite for solutions in the distributed anchor point scenario is to anchor the UE according to subscription policies.
The goal is to provide to DNS addressing information related to the UE topological location. These solutions show that in 5GC that can be achieved by:
A.	Providing a DNS for the PDU Session that is near the PSA, the DNS request can be solved to an Application server which is closest to that PSA. Solution alternatives:
-	The 5GC(SMF) provides a DNS that is closest to the PSA
-	The 5GC(SMF) provides an Anycast DNS address
B.	Including in the DNS Query an ECS that is representative of the UE location /N6 interface, DNS can provide an EAS that is closest to the PSA. Solution alternatives:
-	The 5GC(SMF) provides a DNS that supports RFC 7871 [7] and adds an ECS that is representative of the UE location /N6 interface, e.g. based on the user IP address after (an optional) NAT.
The above summary plus a selection of procedures from solutions #2, #4, #5 and #10 are to be promoted into normative phase. Procedures from these solutions that illustrate recommended solution versions are: 6.2.3.1, 6.5.2.6, 6.5.2.7, 6.10.2.1 and 6.10.2.2.
These solutions solve KI#1 under certain conditions that are to be documented together with the solutions in normative phase:
-	These solutions require the corresponding geographical resolution support by the Authoritative (DNS) nameserver.
-	These solutions are guaranteed to work if the operator provided DNS settings are used by the UE for the DNS Query. If the OS, user or applications may override the operator-provided DNS settings, the DNS resolvers or servers in the third party could only get the location related information based on the source IP address of the request which may corresponds to the information of the anchor UPF. Such guidelines should be captured to cover scenarios where the OS, user or applications may override the operator-provided DNS settings.
-	When UE DNS Queries are sent to another DNS Resolver instead (that depends on the UE Application client, Browser and/or OS configuration) if that is centrally deployed and it does not support RFC 7871 [7], the selected AS might not be closest to the User PSA. Complementary application layer mechanisms may be needed to reselect AS based on the source IP address of the user application traffic.
-	UE IP address may be subject to privacy restrictions, in which case, it shall not be sent to authoritative DNS/ DNS resolvers outside the network operator within ECS or as UE source IP address. UE source IP address could be hidden by NATing the DNS request.
[bookmark: _Hlk53848032][bookmark: _Hlk53847941][bookmark: _GoBack]Solution #12 thus provides an alternative to DNS triggered dynamic establishment of UL CL/BP and local PSA for Session breakout connectivity model described in Solution #22. It triggers re-anchoring of a SSC mode 2/3 PDU Session to change the PDU Session connectivity from central to distributed anchor, by leveraging on SSC mode 2 and SSC mode 3 enablers. The two solutions, Solution #12 and Solution #22, make use of new LDNSR and are aligned should be aligned as much as possible. When triggering a new PDU session, the old PDU session will be released immediately or later, depending on the SSC mode of the old PDU Session, which means other services on the old PDU sessions need to be either migrated or released together. Further,The Solution #12 includes an alternative that is more suitable for SSC#2 that is dropping the DNS message . from the UE will lead to long delay onIn this case, the application client before in the UE is assumed to support the OS notification of the new connection decide to set up aand based on that to send a new DNS query as soon as the new connection is available.
Editor's note:	Evaluation of solution 12 (clause 6.12.2.1) needs to be done once convergence on the solution has been reached.
Solution #14 is an application layer solution to discover an Edge AS with no impact on 5GC when used with distributed anchor connectivity model. It is up to the application provider to adopt or not this mechanism if desired. 5GC does not preclude this option. This solution may be mentioned during normative phase as a complement to DNS based discovery for distributed anchor connectivity. The solution assumes the Service Switch is pre-configured the mapping information between the IP address range supported by PSA and EAS information based on the agreement between the MNO and service provider. The solution does not provide a description of the procedure for this connectivity model, so no procedure of this solution for Distributed anchor model is recommended into normative. Then, regarding the rest of the solutions for KI#1 and Distributed Connectivity model:
Solutions #6 should not be promoted into normative for this scenario, but it should be evaluated with the rest of solutions for session breakout connectivity model.
Solution #18 addresses the scenario where DNS might not be able to return an AS that is closest to the user location. Unless EC App flows can be differentiated on L3 level, the proposal implies buffering, mapping and remapping and resolving in UPF all first packet of flows showing a new destination IP, which will impact latency and throughput. It is also unclear how it coexists with application layer solutions for service continuity: UPF may overwrites any new target EAS selected at App layer for that app client, which could break procedures for seamless AS relocation for load balancing, resilience or to adapt to edge relocation. This solution relies on IETF standards, but reverse DNS lookup is not critical to the normal function of the internet, and so, it is not universally adopted, which questions the effectiveness of the solution. Rapid mapping/remapping of PTR, SRV and A/AAAA is not well-suited to DNS, and will also require cache flushing throughout the DNS hierarchy. This solution is not recommended into normative.
********************************* End Change ****************************
********************** Start next change ****************************
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Distributed anchor part of Solutions #2,#4, #5 and #10 describe DNS based working solutions for EAS discovery for distributed anchor connectivity model and the following selection of procedures from solutions #2, , #5 and #10 are to be promoted into normative phase: Clauses 6.2.3.1, 6.5.2.6, 6.5.2.7, 6.10.2.1 and 6.10.2.2.
NOTE 1:	Clauses 6.5.2.6, 6.5.2.7 are included based on the understanding they no more refer to "Translate FQDN using LDN/N6 path information" and to "uses distance/closeness metrics". All the clauses above are included with the understanding that usage of Anycast addressing is only one option and that its usage may depend on the deployment, especially on the willingness of the third party application host to control the selection of the EAS used to reach an application
These solutions solve KI#1 under certain conditions. These conditions should be documented together with the solutions in normative phase. They are listed in clause 7.1.5. Conditions include that in some cases, UE IP address can be subject to privacy restrictions and shall not be sent to Authoritative DNS / DNS Resolvers outside the network operator neither within ECS nor as Source IP address of the DNS Query (UE source IP address could be protected by NATing the DNS request.
Decision for anchoring of the UE in the distributed anchor point scenario for EC shall be described as:
-	using subscription policy information to set proper UE policy (e.g. URSP via usage of dedicated DNN); and/or
NOTE 2:	Normative work about how to set proper UE policies (URSP) is defined in clause 9.1.1.
-	to apply proper policies at session (SMF) level applying PCC rules determined based on Nnef_TrafficInfluence and on the user subscription.
Editor's note:	Whether solution 12 is recommended into normative work for KI 1 will be defined at next meeting. The use of the solution 12 for KI#5 will be handled when KI#5 is discussed.
The following aspects from Solution #12 are recommended for normative work:
-	For SSC mode 2/3 PDU Session with central PSA UPF, when LDNSR receive DNS response from DNS server, it may trigger the SMF to release old PDU Session and establish new PDU Session using SSC mode 2/3 PSA change procedures.
Solution #14 is an application layer solution to discover an Edge AS with no impact on 5GC when used with distributed anchor connectivity model. 5GC does not preclude this option. This mechanism may be informatively mentioned during normative phase as a complement to DNS based discovery for distributed anchor connectivity. The solution assumes the Service Switch is pre-configured with the mapping information between the IP address range supported by PSA (not the PSA information) and EAS information based on the agreement between the MNO and service provider.
Solutions #6 and #18 are not recommended into normative.
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