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Abstract of the contribution: We address editor’s notes and show that solution #10 is well harmonized with the release 16 specifications regarding UPF behavior. 
Introduction
The paper discusses the outstanding Editor’s notes in Solution #10 on static forwarding, focusing on the UPF implementation aspects that have been raised. Before addressing the questions about solution #10 itself, we give an overview of the release 16 specifications regarding Ethernet bridge forwarding, and show that solution #10 has low impact on the implementation and can make use of the already existing standardized mechanisms. Based on the review of the release 16 specifications we add further clarifications to the solution description. 
Ethernet bridge forwarding in 3GPP release 16
In 3GPP release-16, Ethernet bridge forwarding is described in 23.501 section 5.8.2.5.3. The description gives rules for unicast forwarding to known destinations as well as flooding for unknown destinations, broadcast and multicast frames. The description gives high-level rules without any implementation requirement. a vendor is free to implement the Ethernet forwarding rules in any way. 
Hence, the release 16 bridge forwarding mechanism can be represented as a “black box” within the UPF without any assumptions about the implementation. This is shown in the figure below. The bridging functionality is shown within the UPF as a box that realizes flooding and MAC learning functionality in release 16 according to the description in section 5.8.2.5.3. In the downlink direction, it is the bridging functionality that determines which PDU Session(s) a given Ethernet frame is to be sent on, i.e. based on flooding or MAC learning. For Ethernet frames to known destinations, the Ethernet frame would be sent on a single PDU Session only, whereas for an unknown unicast, multicast or broadcast frame, it would be sent on all active PDU sessions (except the incoming). It is not specified how this binding is achieved within the UPF. 
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Figure 1 - The release 16 bridge forwarding mechanism
This binding is already supported by the specification using the “Ethernet PDU Session Information” indication that can be sent from the SMF to the UPF (for the stage 3 description see 29.244 section 5.13.1). When this indication is sent, the PDU Session in the DL direction is determined using implementation specific means (such as a binding between the PDU session and the bridge port), and the SMF does not need to supply Ethernet Packet Filters for the PDRs. 
This is also described in stage 2 in 23.501 section 5.8.2.5.3 as follows: “the SMF may, for each PDU Session corresponding to a Network Instance, set an Ethernet PDU Session Information in a DL PDR that identifies all (DL) Ethernet packets matching the PDU session.” This also refers to the option that the PDU Session can be selected in an implementation specific way. Even though the specification does not use the word “binding”, the selection of the PDU Session is implementation specific. The release 16 description includes how the PDU Session is selected for known unicast, where the selection is based on the learning of the MAC address, as well as for flooding of broadcast/multicast/unknown unicast frames, where the selection of the PDU Session is based on other unspecified UPF internal mechanisms and learning of the MAC address is not applicable. Therefore, already in release 16 the specification includes a PDU Session selection (i.e., binding) mechanism that is left to the implementation; and we cannot generally assume that PDU Session selection is based on the MAC address only. The existing release 16 description leaves it to the implementation how the selection of the downlink PDU session; we can re-use the same mechanism for the release 17 static filtering entries mechanism.
The standard also supports other use cases when there is an implementation specific binding within the UPF for Ethernet PDU Sessions. 23.501 section 5.6.10.2 defines “configurations with a 1-1 relationship between a PDU Session and a N6 interface possibly corresponding to a dedicated tunnel established over N6”. 
Applying the release 16 approach to static filtering entries
As we have seen above, the release 16 specification already supports the Ethernet PDU Session Information indication from SMF to UPF to indicate that the PDU session in DL is selected by an implementation specific binding. The rel-16 specification defines this for two purposes:
· for Ethernet bridging based on flooding and MAC learning;
· for 1-1 mapping between PDU Sessions and dedicated tunnels on N6. 

Solution #10 extends this by applying the same approach also for the static filtering entries. 
Note again that this model does not constrain implementations. It may be possible to realize static filtering entries using PDRs as components; or in any other way. We propose to keep the implementation flexible, and consider the bridging functionality as a black box, including static filtering entries as well as any other functionality such as flooding or MAC learning. 

Proposal
Based on the discussion above, it is proposed to update 23.700-20 as follows.
NOTE: a draft CR to TS 23.501 is included to show the impacts, the content is not for approval but for illustration purposes only.

[bookmark: _Hlk26955001]* * * * Start change * * * *
[bookmark: _Toc44311941][bookmark: _Toc50536584][bookmark: _Toc50575337]6.10	Solution #10 Static forwarding rules to all directionsUE-UE communication based on generalized Ethernet model
[bookmark: _Toc43906701][bookmark: _Toc43906816][bookmark: _Toc44311942][bookmark: _Toc50536585][bookmark: _Toc50575338]6.10.1	Introduction
This solution addresses the traffic forwarding aspect of Key Issue #2: UE-UE TSC communication. From a 3GPP system perspective, UE-UE communication is a special case as that requires the UPF to be able to forward traffic between UEs without going through a NW-TT. From the TSN network perspective, however, the UE-UE communication is not special; as the 5GS models a TSN bridge, it just corresponds to communication between two ports. Currently, static forwarding rules (i.e. filtering entries) can only be configured by the CNC for the uplink direction in the UPF/NW-TT to select between the NW-TT ports. However, centrally managed TSN networks require the capability of configuring static forwarding rules in any direction so that the CNC can set up the TSN streams according to the delay requirements. Note also that centrally configured static forwarding rules are applicable also to non-TSN traffic.
This solution generalizes the forwarding capability 5GS bridge model, so that is becomes capable of TSC communication between any two ports. That includes communication between a DS-TT port and a NW-TT port, as already supported, but also extended to include communication between two DS-TT ports (i.e., UE to UE communication), as well as communication between two NW-TT ports. The solution makes the 5GS model comply to IEEE bridging functionality by including the Bridging forwarding function as a single entity which can then realizes the needed forwarding functions. In this way the 5GS provides a general framework that can apply to all cases, while vendors are free to implement the bridge forwarding function however they want.
The solution is illustrated in the figure 6.x.1-1 below. The bridge forwarding inside the UPF/NW-TT realizes Ethernet bridging forwarding functionality and makes use of the static forwarding rules to any port as provided by the CNC. These forwarding rules are applicable to all traffic irrespective of QoS. It is up to the implementation how the UPF is structured internally; the Ethernet forwarding function that realizes static filtering entries may be implemented inside or outside the NW-TT. The PDU Sessions serving TSC or non-TSC traffic correspond to 5GS bridge ports, as already specified for TSN feature in release 16. are bound to the bridge forwarding function as logical ports, which act in the same way as physical ports from the point of view of forwarding. In case of downlink traffic, the bridge Ethernet forwarding functionality in the UPF determines which PDU Session to use using the CNC provided filtering entries. N4 rules configured by the SMF are still possible required to use according to the current specification, e.g. for QoS enforcement or usage reporting; i.e., the CUPS mechanism remains as specified today. But as the bridge Ethernet forwarding mechanism inside the UPF already determines the PDU Session to use, there is no need to set up N4 rules for selecting the downlink PDU Session. The existing “Ethernet PDU Session Information” indication is sent from the SMF to the UPF to indicate that the PDU Session is selected based on the implementation specific Ethernet forwarding within the UPF. This is aligned with the release 16 specification where the same indication can be used in case the UPF implements general Ethernet forwarding functions based on flooding and MAC learning (23.501 section 5.8.2.5.3) or when the UPF implements 1-1 relationship between a PDU Session and an N6 tunnel (23.501 section 5.6.10.2). Also in these release 16 cases, the UPF implements a similar implementation specific selection of the PDU sessions. Besides what R16 defines, the Ethernet forwarding functionality in the UPF can also use the CNC provided filtering entries to select the PDU session.
NOTE:	The impact on PDU session lookup is to be evaluatedup to UPF implementation.


Figure 6.10.1-1 Static forwarding rule setup
This solution focuses only on the forwarding aspect, and hence it does not address questions related to the delay model and QoS.
[bookmark: _Toc43906702][bookmark: _Toc43906817][bookmark: _Toc44311943][bookmark: _Toc50536586][bookmark: _Toc50575339]6.10.2	Functional Description
-	The CNC has the possibility to configure static forwarding rules (i.e., static filtering entries) into the bridging function within the UPF/NW-TT. Static forwarding rules may be configured for forwarding between any two ports in any direction, including the possibility of static forwarding between two DS-TT ports (UE to UE) or between two NW-TT ports. The possibility of static forwarding rules makes the 5GS logical bridge act similarly as TSN Ethernet bridge where centrally controlled forwarding rules are expected to be supportedmandatory. This allows the CNC to explicitly establish the traffic forwarding path using the destination MAC address and VLAN combination of the TSN stream, even that MAC address/VLAN combination is different from what is used for non-TSN traffic from the given host which is observed by MAC learning.
NOTE:	Configuring/updating static forwarding rules between two NW-TT ports in a UPF using the Rel-16 BMIC mechanism, which is based on PDU-session related signaling, is only supported as long as at least one PDU session for TSN is established towards the related UPF. This solution focuses on the forwarding aspect, and the mechanism used to convey the forwarding rules to the UPF is out of scope of this solution.
-	For the purposes of static forwarding in the downlink in the UPF/NW-TT, the PDU Sessions serving TSC or non-TSC traffic correspond to 5GS bridge ports. When static forwarding dictates that a frame is to be forwarded on a given port, the UPF/NW-TT binds the port to the givensends the Ethernet frame on the corresponding PDU Session. It is out of scope of 3GPP specification how the sending of the Ethernet frame on the given PDU session is realized within the UPF implementation. How this binding is realized is implementation specific. The already specified “Ethernet PDU Session Information” indication is sent to indicate to the UPF to use the implementation specific selection of the PDU Session. The UPF does not need to install additional filtering in the packet detection rules (PDRs) to determine which PDU Session to select for the downlink traffic once the port is already determined by the static forwarding rules. Therefore, the PDRs may contain e.g., match-all filters or filters that correspond to the appropriate QoS or other rules; the downlink traffic that is offered to the PDR in the given N4 session corresponding to the PDU Session does not include the traffic that goes to another port as determined by the bridging function in the NW-TT.
Note that the solution does not restrict how the UPF binds the PDU Sessions to bridge ports in the implementation. One possible implementation could be to assign an interface identifier to the PDU Sessions as well as to the bridge ports and tag the packets with the interface identifier to realize the binding. The N4 rules are extended within the UPF automatically to map packets marked with the interface identifier to the given PDU session. Other implementation options are also possible. The implementation of how this binding is done is not visible outside of the UPF, hence it does not impact the N4 sessions. By binding the PDU sessions to bridge ports, the PDU Sessions act as logical ports, which act the same way as physical ports from the point of view of bridge forwarding. 
Editor's note:	It is FFS how to manage the interface identifier in 5GS and how to maintain the binding between PDU session or N19 tunnel, interface identifier and (logical/physical) bridge port.
The solution realizes the bridge forwarding in a single logical function. It is up to the implementation to what extent that logical function makes use of PDR/FAR rules, and how the bridge forwarding implementation is integrated with the existing N4 rules.
-	The solution assumes any two DS-TT ports are allowed to communicate, as determined by the CNC/CUC.
-	The solution does not rely on 5G VN mechanism. The solution can co-exist with some features of the 5G VN mechanism, such as group management and the setup of N19 tunneling. An N19 tunnel may be bound to a port of the bridge forwarding function similarly as PDU sessions serving TSC or non-TSC traffic are bound to a 5GS bridge port, using similar UPF internal mechanisms. As the centrally managed TSN network use static forwarding rules provided by the CNC, there is no need for using SMF provided PDRs for mapping downlink traffic to PDU Sessions; instead the selection of the downlink PDU Session is performed in the bridge forwarding function as described above.
[bookmark: _Toc43906703][bookmark: _Toc43906818][bookmark: _Toc44311944][bookmark: _Toc50536587][bookmark: _Toc50575340]6.10.3	Procedures
The following new or adjusted procedures are needed for the solution.
-	The scope of the possible static forwarding rules is extended as these are currently specified for uplink traffic from the UEs to the NW-TT ports. This solution allows static forwarding rules to be provided between to any two ports of the 5GS Bridgedirection. As already specified, the CNC may provide static forwarding rules to the TSN AF, which includes the static forwarding rules in the Bridge Management Information Container that is forwarded to the UPF/NW-TT that implements the forwarding accordingly. When implementing the forwarding rules, the bridging Ethernet forwarding function in the UPF/NW-TT selects the binds PDU Session corresponding to the outgoing port of the forwarding rules to logical ports  and the existing “Ethernet PDU Session Information” is provided. so that no additional filtering in the PDRs are needed to determine which PDU Session to select for the downlink once the port is already determined by the static forwarding rules that are part of the bridging function in the NW-TT.
[bookmark: _Toc43906704][bookmark: _Toc43906819][bookmark: _Toc44311945][bookmark: _Toc50536588][bookmark: _Toc50575341]6.10.4	Impacts on services, entities and interfaces
UPF/NW-TT:
-	The UPF/NW-TT implements static forwarding rules (i.e., filtering entries) not only in the uplink direction from a UE to the NW-TT ports, but also between any two ports. It is out of scope of 3GPP how the static filtering entries inside the UPF are implemented. 
-	In case of downlink traffic, the Ethernet forwarding functionality in the UPF determines which PDU Session to use using the CNC provided filtering entries and the existing “Ethernet PDU Session Information” indication.
[bookmark: _GoBack]
PDU Sessions are bound to the logical ports in the NW-TT bridging function so that when the bridge forwarding rules dictate that a frame is forwarded on a port corresponding to a PDU Session, no additional filtering is needed in the PDRs to send the frame on the given PDU Session. It is implementation specific how the bridge forwarding function is realized and how the binding between the bridge ports and the PDU Sessions are implemented within the UPF.
SMF:
-	None
Do not provide PDR filter conditions for mapping downlink traffic to PDU sessions.
TSN AF:
-	TSN AF provides the static forwarding rules to the UPF/NW-TT not only in the uplink direction from a UE to the NW-TT ports, but also between any two ports.
* * * * End change * * * *
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