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Discussion
Editor's note: It is FFS which network function(s) in 5GC needs to be configured to store the network slice related quota information and how it gets the network slice related quota information.
On how to get the information seems to be quite straightforward, as there is already an assumption that the O&M should first have such information. The O&M can simply configure the 5GC NF with the information when the network slice and its constituent 5GC NFs are instantiated. Alternatively, if there is no such configuration available at the 5GC NF, the O&M should provide the information to the 5GC NF on a per demand basis, i.e., the O&M provides the information, when the 5GC NF requests for it. To enable this latter alternative, the 5GC NF would need to have at least an information available at the 5GC NF indicating that the S-NSSAI(s) supported by the 5GC NF is subject to the network slice quota management. Nevertheless, both approaches are feasible. 
Proposal#1: It is suggested to allow the O&M to configure the 5GC NF with the network slice related quota information when the network slice is instantiated. If the O&M does not configure the 5GC NF with the network slice related quota information, the 5GC NF should be at least configured with the information indicating that the S-NSSAI(s) supported by the 5GC NF is subject to the network slice quota management.
On the question, which network function in 5GC is configured to store the information, this depends on which 5GC NF performs the network slice quota management functionality and/or the network slice quota enforcement functionality. This is because these network functionalities would require the knowledge the network slice quota information. 
Proposal#2: It is suggested to first discuss about which 5GC NF should perform the network slice quota management functionality and/or the network slice quota enforcement functionality as discussed below. The selected 5GC NF(s) would then need to be configured to store the network slice related quota information.
Editor's note: It is FFS which network function(s) in 5GC should manages the NW Slice quota of the maximum number of UEs in a network slice.
Based on the update of solution evaluation for KI#1 (S2-2008896), one can draw a conclusion remark as following:
· System impact:
· All solutions have a system impact, in particular in the CN. If the goal is to minimize a system impact, it would be better to reuse existing NF and enhance it as much as possible to support the network slice quota management.
· Amount of signalling: 
· [bookmark: _Hlk55575177]If we would assume that the distributed quota check is to be supported, then there will be additional signalling introduced in the CN to coordinate on the quota splitting/(re-)distribution. If no distributed quota check is needed, then almost all solutions introduce additional signalling, except Sol#3 and Sol#38, as they enhance the existing signalling for network slice quota management. For Sol#4 and Sol#9, the additional signalling, which the AMF needs to provide the input data to the NWDAF, is not on a per UE registration/de-registration. In contrary, Sol#2 requires the AMF to notify the monitoring NF at each registration/de-registration. For Sol#1, Sol#18 and Sol#19, there would be more signalling due to the coordination between the centralized network entity and the distributed network entities. 
· Scalability
· To support a large network, the distributed quota check would be needed, as the load for monitoring/counting/updating the network slice quota could be shared among the distributed network entities. So far, Sol#1, Sol#8, Sol#18 and Sol#19 have described in details how the distributed quota check can be supported. However, as mentioned in S2-2008896, other solutions could also be enhanced as well to support the distributed quota check, e.g., Sol#4, Sol#9 and Sol#38.
· Complexity
· More complexity comes when there would be more configuration needed, e.g., to support the distributed quota check. 
[bookmark: _GoBack]Furthermore, it is to be noted that in FS_eNA_Ph2, it has been concluded that the NWDAF will provide the analytics for Slice load and Service Experience for a network slice (see KI#4 conclusion in eNA TR), which considers that the NWDAF may collect input data about the number of UEs and PDU Sessions per network slice from the AMF and the SMF respectively. Hence, the additional signalling from Sol#4 and Sol#9 that mentioned above is not really an additional signalling, but it is the signalling that you would need anyway to support Rel-17 eNA work, if the NWDAF is deployed. 
Proposal#3: Since no solution is really perfect, but to align with the Rel-17 eNA and to avoid having redundant signalling for the same purpose, it is proposed to configure and store the information of the quota of maximum number of UEs to the NWDAF, so that the NWDAF can monitor/collect/update the number of UEs being registered for the network slice subject to the network slice quota management. 
Editor’s note: It is FFS which network function(s) in 5GC (new NF or existing NF) should enforce the network slice related quota on the maximum number of UEs, and how this network function in 5GC is aware that the quota on the maximum number of UEs is reached. 
The NW slice quota enforcement functionality is mainly to accept or reject the requested S-NSSAI in the Registration Request. To avoid any additional signalling, it would be better to have this functionality right at the NF that makes such decision, and in this case, it is the AMF or the NSSF (if NSSF is deployed). 
Proposal#4: The AMF is proposed to enforce the network slice related quota on the maximum number of UEs.
Before the AMF is aware of the quota on the maximum number of UEs is reached, the AMF should first be aware of which S-NSSAI is subject to the network slice quota management. For this, it is assumed that the AMF has a local configuration with this indication (e.g., via the OAM during the network slice instantiation), or else, the indication can be made available at part of the UE’s subscription. 
When the NWDAF notices that the quota has been reached, the NWDAF notifies the AMF either via the Subscribe/Notify model or on a per request of network slice quota status basis.
Proposal#5: An indication of which network slice is subject to network slice quota management is available at the AMF, which has a quota enforcement functionality. Such indication can be part of subscription or a local configuration at the AMF. The AMF is notified by the NWDAF, either by a Subscribe/Notify model or on a per request basis, about the network slice quota reached status. 
Editor’s note: It is FFS whether the NW Slice quota enforcement functionality is distributed or centralized.
The distributed quota check approach is in principle built on top of the centralized quota check approach. This is because the distributed quota check would require a network function (central unit) that distributes the quota to the network functions (distributed unit) performing a slice quota enforcement. To enable such quota distribution, this central unit should have an information of the overall quota to be distributed, and the number of distributed units. 
From an operator’s views, it can be foreseen that both centralized quota check and distributed quota check should be supported to fulfil various business’s needs and requirements. 
Proposal#6: It is suggested to adopt both approaches in normative phase.


Proposal
It is proposed to adopt the aforementioned proposals into the eNS TR 23.700-40. 

********************************  START OF 1st CHANGES **************************************
[bookmark: _Toc54638291][bookmark: _Toc54638785][bookmark: _Toc54639667]8.1	Interim conclusion for Key Issue #1
To enable a 5GS to support network slice related quota on the maximum number of UEs, no change is required in the RAN. The following new functionalities in the 5GS are needed:
-	Storing of network slice related quota information: If a network slice is subject to a network slice quota checking on a maximum number of UEs, it is assumed that the O&M should have for this network slice a) the information of the quota of maximum number of UEs. To enable the network slice related quota enforcement, this information is configured and stored to one or more network functions in 5GCthe NWDAF, when the network slice and its constituent network functions are instantiated. 
Editor's note:	It is FFS which network function(s) in 5GC needs to be configured to store the network slice related quota information and how it gets the network slice related quota information.
-	Managing and updating the network slice related quota on maximum number of UEs registered for the network slice: This functionality is part of the 5GC NWDAF and it manages the NW Slice quota of maximum number of UEs in a S-NSSAI, monitors the current number of UEs being registered for the network slice subject to a network slice quota checking. 
Editor's note: 	It is FFS which network function(s) in 5GC should manages the NW Slice quota of the maximum number of UEs in a network slice.
-	Enforcing the network slice related quota on the maximum number of UEs: This functionality is part of the 5GC AMF and it controls the registration request on the S-NSSAI subject to the quota management by accepting or rejecting the request on the S-NSSAI. In case of rejection, the function may provide a rejection cause and optionally with a back-off timer. An indication of which network slice is subject to network slice quota management is available at the AMF, which has a quota enforcement functionality. Such indication can be part of subscription or a local configuration at the AMF. The AMF is notified by the NWDAF, either by a Subscribe/Notify model or on a per request basis, about the network slice quota reached status. Depending on the business needs, it is expected that both centralized quota check and distributed quota check may coexist in the network. Hence, both are suggested to be adopt in normative work.
Editor’s note: 	It is FFS which network function(s) in 5GC (new NF or existing NF) should enforce the network slice related quota on the maximum number of UEs, and how this network function in 5GC is aware that the quota on the maximum number of UEs is reached. 
Editor’s note: 	It is FFS whether the NW Slice quota enforcement functionality is distributed or centralized.
 NOTE:	Whether to use an existing rejection cause and a back-off timer or a new rejection cause and a back-off timer, this is to be determined in Stage-3.


********************************  END OF 1st CHANGES **************************************
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