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Abstract of the contribution: This contribution proposes a general evaluation of Layer-3 UE-to-UE relay for key issue#4 and the corresponding interim conclusions. 

1. Discussion
Based on Table 6.0-1, solutions that are relevant to Layer-3 UE-to-UE Relay include Solution#8, #10, #11, #31, #32, #33, #36, #49, #50. 
Those solutions can be summarized and evaluated as the following:
- Sol#8 proposes to an efficient way of UE-to-UE relay discovery and selection. The solution proposes to use “relay_indication” to extend the reachability of the Direct Communication Request or Solicitation message, thus the source UE can discovery the target UE(s) via the relays. The proposed method can be applied in either Model B discovery or PC5 unicast link establishment procedure. The solution enables both source and target UE to select relays, furthermore it does not require the UEs and relays to maintain their neighbor lists. 
- Sol#10 proposes a Layer-3 UE-to-UE relay solution based on IP routing. In the solution, a UE-to-UE relay is responsible for allocating IP addresses to the UEs connected to it. The solution proposes Model A based relay discovery that the relay announces itself to its proximity, the UEs need to setup PC5 links to the relay in order to discovery other UEs via DNS queries. The solution proposes hop-by-hop based QoS handling to achieve E2E QoS requirement, as well as IP encapsulation to handle Non-IP traffic. 
- Sol#11 tries to support both Layer-2 and Layer-3 UE-to-UE relaying for Public Safety use case. The proposed discovery solution is based on clause 6.1.2.4 in TR 23.713 which contains both Model A and Model B discovery. The discovery solution requires the UEs and relays to periodically perform group discovery to maintain their neighbor list. In Model A discovery, the relay broadcast it neighbor list in the announcement message whereas in Model B discovery the source UE sends Solicitation message to discover which relay can reach the target UE. 
- Sol#31 focuses on the procedures to support end-to-end QoS for both L3 and L2 UE-to-UE relay solutions. Whether the solution is applicable to Layer-2 UE-to-UE relay needs to be confirmed by RAN WG2.
- Sol#32 focus on IP based Layer-3 UE-to-UE relaying. It proposes to use link-local IPv6 address as Remote UEs IP address for communicating via L3 UE-to-UE relay. The relay UE maintains a mapping between link-local IPv6 addresses to UE IDs (e.g. Application Layer IDs), as well as mapping from an IP address to a PC5 unicast link, for supporting relaying at L3. The solution also supports IP session continuity for path switching between two UE-to-UE relays.
- Sol#33 proposes that the network can assist UEs for UE-to-UE relay discovery and selection when the UEs are in coverage. The proposed solution uses locations of UEs and relays to make decisions of relay selection and path switching which makes its applicability debatable. 
- Sol#36 provides solutions for authorization to UE-to-UE relay service. The PCF based service authorization and provisioning as defined in TS 23.287 [5] are used as baseline for this solution. This solution can be used for both L3 and L2 relays.
- Sol#49 provides a solution to handle non-IP traffic by Layer-3 UE-to-UE relay without IP encapsulation. As the IP headers are not present, the solution proposes to generate and maintain a mapping between the relay L2-ID and a pair of source and target UEs at the relay UE.  
- Sol#50 focus on UE-to-UE relay reselection. It proposes that the Source UE or Target UE can initiate the relay reselection procedure and then the two UEs can negotiate UE-to-UE Relay reselection using the existing relay connection. It is not clear if the proposed solution is more efficient than just redoing the UE-to-UE discovery/selection procedure, since anyway the UEs have to do the UE-to-UE relay discovery when the current relay cannot afford good service. 
[bookmark: _Hlk47039607]Next, we discuss the solutions from different aspects, thus giving guidelines to the conclusions of Layer-3 UE-to-UE relay for KI#4:
· UE-to-UE Relay discovery and selection
It needs to be clear that the goal of the source UE is to communicate with the target UE, not to just discover a relay. Therefore, the source UE needs to discover the target UE first, no matter if Model A or Model B discovery is used.
· Regarding Model A discovery, the relay periodically broadcasts itself to its proximity. In Sol#11, the relay includes its neighbor list in the Announcement message, so that the source UE can select relay based on relay’s neighbor list. In Sol#10, the relay does not announce its neighbor list, then the UEs need to establish PC5 links to the relay and send DNS queries to discover which relay connects to the target UE. Therefore, for efficiency and simplicity, it is recommended that the relay includes its neighbor list in the Announcement message. 
· Regarding Model B discovery, the source UE needs to discovery the target UE first, if fails, then it discovers a relay that can reach the target UE. It is more efficient to integrate relay discovery and selection into the target UE discovery procedure as what Sol#8 proposes, whether use Direct Communication Request, or Solicitation message can be decided in the normative phase.
· UE-to-UE relay service authorization
The PCF based service authorization and provisioning as defined in TS 23.287 [5] are used as baseline for the relay service authorization and it can be used for both L3 and L2 relays. Thus Sol#36 can be considered as the starting point for normative work.
· UE-to-UE relay reselection
The relay reselection can be viewed just like redoing the relay selection, but the criteria of relay reselection needs to be coordinated with RAN2. 
· UE-to-UE relay security and privacy
IPsec or application level security protection is needed to achieve E2E security protection via an untrusted Layer-3 UE-to-UE relay. Regarding privacy issue of IP addresses, we argue that the IP addresses cannot be seen by the attacker due to PDCP layer encryption on the two PC5 links in Layer-3 UE-to-UE relaying.

It is proposed to document the above proposals in the TR.
2. Proposal
It is proposed to include the following in TR 23.752-060.
* * * Start of changes * * * 
[bookmark: _Toc50557378][bookmark: _Toc50549064]7.4	Key Issue #4: Support of UE-to-UE Relay
Based on Table 6.0-1, solutions that are relevant to Layer-3 UE-to-UE Relay include Solution#8, #10, #11, #31, #32, #33, #36, #49, #50. 
These solutions can be summarized and evaluated as the following:
- Sol#8 proposes to an efficient way of UE-to-UE relay discovery and selection. The solution proposes to use “relay_indication” to extend the reachability of the Direct Communication Request or Solicitation message, thus the source UE can discovery the target UE(s) via the relays. The proposed method can be applied in either Model B discovery or PC5 unicast link establishment procedure. The solution enables both source and target UE to select relays, furthermore it does not require the UEs and relays to maintain their neighbor lists. 
- Sol#10 proposes a Layer-3 UE-to-UE relay solution based on IP routing. In the solution, a UE-to-UE relay is responsible for allocating IP addresses to the UEs connected to it. The solution proposes Model A based relay discovery that the relay announces itself to its proximity, the UEs need to setup PC5 links to the relay in order to discovery other UEs via DNS queries. The solution proposes hop-by-hop based QoS handling to achieve E2E QoS requirement, as well as IP encapsulation to handle Non-IP traffic. 
- Sol#11 tries to support both Layer-2 and Layer-3 UE-to-UE relaying for Public Safety use case. The proposed discovery solution is based on clause 6.1.2.4 in TR 23.713 which contains both Model A and Model B discovery. The discovery solution requires the UEs and relays to periodically perform group discovery to maintain their neighbor list. In Model A discovery, the relay broadcast it neighbor list in the announcement message whereas in Model B discovery the source UE sends Solicitation message to discover which relay can reach the target UE. 
- Sol#31 focuses on the procedures to support end-to-end QoS for both L3 and L2 UE-to-UE relay solutions. Whether the solution is applicable to Layer-2 UE-to-UE relay needs to be confirmed by RAN WG2.
- Sol#32 focus on IP based Layer-3 UE-to-UE relaying. It proposes to use link-local IPv6 address as Remote UEs IP address for communicating via a L3 UE-to-UE relay. The relay UE maintains a mapping between link-local IPv6 addresses to UE IDs (e.g. Application Layer IDs), as well as mapping from an IP address to a PC5 unicast link, for supporting relaying at L3. The solution also supports IP session continuity for path switching between two UE-to-UE relays.
- Sol#33 proposes that the network can assist UEs for UE-to-UE relay discovery and selection when the UEs are in coverage. The proposed solution uses locations of UEs and relays to make decisions of relay selection and path switching which makes its applicability debatable. 
- Sol#36 provides solutions for authorization to UE-to-UE relay service. The PCF based service authorization and provisioning as defined in TS 23.287 [5] are used as baseline for this solution. This solution can be used for both L3 and L2 relays.
- Sol#49 provides a solution to handle non-IP traffic by Layer-3 UE-to-UE relay without IP encapsulation. As the IP headers are not present, the solution proposes to generate and maintain a mapping between the relay L2-ID and a pair of source and target UEs at the relay UE.  
- Sol#50 focus on UE-to-UE relay reselection. It proposes that the Source UE or Target UE can initiate the relay reselection procedure and then the two UEs can negotiate UE-to-UE Relay reselection using the existing relay connection. It is not clear if the proposed solution is more efficient than just redoing the UE-to-UE discovery/selection procedure, since anyway the UEs have to do the UE-to-UE relay discovery when the current relay cannot provide good service. 


* * * Next changes * * * 
[bookmark: _Toc50557387][bookmark: _Toc50549073]8.4	Key Issue #4: Support of UE-to-UE Relay
For Key Issue #4, the followings are taken as interim conclusion for Layer-3 UE-to-UE relay:
-	L3 UE-to-UE relay solution has no RAN impacts and can be concluded in SA2 and move to normative phase. 
- 	L3 UE-to-UE relay solution can support relaying of IP and non-IP traffic. For IP traffic, the IP addresses of the UEs can be either assigned by the relay or self-assigned. For Non-IP traffic, it can be either handled via IP encapsulation or without IP encapsulation. 
-	UE-to-UE Relay discovery and selection
Regarding Model A discovery, the relay periodically broadcasts itself to its proximity. In the Announcement message the relay includes a list of its neighbor UEs.
Regarding Model B discovery, the relay discovery and selection can be integrated into the target UE discovery procedure for efficiency and simplicity.
-   UE-to-UE relay service authorization
The PCF based service authorization and provisioning as defined in TS 23.287 [5] are used as baseline for the relay service authorization and it can be used for both L3 and L2 relays. Thus Sol#36 can be considered as the starting point for normative work.
-    UE-to-UE relay reselection
The relay reselection can be viewed just like redoing the relay selection. The reselection criteria are to be coordinated with RAN2 WG.
-    QoS support 
[bookmark: _GoBack]End-to-end QoS support for Remote UE is provided by splitting the QoS between the two PC5 links between the source UE and target UE. QoS splitting configuration can be provided from PCF as part of policy to both Remote UE and Relay UE or the QoS splitting can be managed by the Relay UE based on the end-to-end QoS needs. For QoS handling, Sol#31 can be considered as the starting point for the normative work.

* * * End of changes * * * 
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