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1	Discussion
The following is the initial evaluation for each solution
Solution#26, #27, #28, #39, #40, #41, #42
	Solution#26
	Network controlled enforcement of simultaneous usage of network slices based on user preference
	This solution relies on the UE and the network to coordinate to determine the set of Allowed S-NSSAIs which can be simultaneously used based on UE’s preference.  
Two main issues with this proposal: 
· It imposes additional complexity within the UE to support the prioritization approach to select the set of network slices that can be simultaneously used. It is unclear how to determine the priority of applications in the UE.
· Without the priority information the AMF can still determine the Allowed NSSAI. The AMF sends rejected NSSAI with the cause value to the UE to indicate the incompatible NSSAI so the UE can still request this NSSAI if the UE really want to access the slice. Hence, it is questionable for the usefulness using UE’s preference.


	Solutino#27
	Network slices simultaneous usage incompatibility support
	This solution proposes two options. 
The first option requires the capable UE to store the slice incompatibility attribute per S-NSSAI in the Allowed NSSAI provided by the serving AMF. This option is not future proof because the UE needs to be upgraded if new attributes are introduced.
In the second option during the PDU session establishment, the UE can only request PDU sessions corresponding to the S-NSSAIs that are compatible with each other. The network is also required to verify if the UE complies to the compatibility information as specified by the network when requesting PDU session. This option causes more signalling because the UE sends the PDU session request and then get rejected.


	Solution#28
	Compatibility Class based support for simultaneous use of the network slice
	This solution proposes that the network will inform the UE the set of S-NSSAIs corresponding with their respective compatibility classes in the Configured NSSAI. This solution is not future proof because the UE needs to be upgraded if new attributes are introduced. 


	Solution#39
	Support registration for incompatible network slice(s) in UE's current serving RA or different one
	This solution provides UE the set of compatible S-NSSAIs within the Allowed during the UE registration based on operator’s policy.  In addition, this solution differentiates the rejected S-NSSAI that may be due to incompatible within the RA or outside the RA.  This allows more flexible deployment for operator to deploy incompatible S-NSSAIs over the same RA.  

	Solution#40
	Separate SUPI/GPSI per isolated set of S-NSSAIs

	This solution uses separated Associated-Identifiers for each compatible slice set and allocates separated Configured NSSAI and Allowed NSSAI per compatible slice set. 
As the Associated-Identifiers is allocated by the home network so this solution doesn’t work in the case when two slices are compatible in the home network but they are configured to be incompatible in the visited network(for example deployed in different AMFs). Also the benefit of Associated-Identifier is not justified.
It is unclear how the UE determines the requested NSSAI if the UE request slice at the same time from two compatible slice set. 

	Solution#41
	Simultaneous use of the network slice via Configured NSSAI
	This solution proposes that the network will inform the UE the SUG (Simultaneous Usage Group) of S-NSSAIs in the Configured NSSAI. It is unclear why limiting the Requested NSSAI to contain only the S-NSSAIs belonging to the same SUG as the network always has the knowledge of the incompatible attributes and determines the Allowed NSSAI from the Requested NSSAI. 
 

	Solution#42
	UE handling of constraints on simultaneous use of network slices based on network assistance
	This solution proposed sub-categories of compatibility attribute 'Simultaneous use of network slice' – (1) at the registration level, (2) at the PDU Session Level, and (3) at the User Plane level, and inform the UE the set of S-NSSAIs corresponding with their respective compatibility level in the Configured NSSAI. 
It is unclear where are these additional levels of compatible requirements come from and should be out of scope of this key issue.




2	Proposal
It is proposed to agree the changes:
/********************Start of Change***************/
7	Overall Evaluation
7.x	Evaluation of Solutions for Key Issue #6 

Solution 26 relies on the UE and the network to coordinate to determine the set of Allowed S-NSSAIs which can be simultaneously used based on UE’s preference. It is unclear how to determine the UE’s preference. It is also questionable on the requirement and usefulness using the UE’s preference.
Solution 27 has two options. The first option requires the capable UE to store the slice incompatibility attribute per S-NSSAI in the Allowed NSSAI provided by the serving AMF. This option is not future proof because the UE needs to be upgraded if new attributes are introduced. The second option relies the network to verify the slice compatibility during PDU session establishment. This option causes more signalling because the UE sends the PDU session request and then get rejected.
Solution 28 proposes that the network informs the UE the set of S-NSSAIs corresponding with their respective compatibility classes in the Configured NSSAI. This solution is not future proof because the UE needs to be upgraded if new attributes are introduced. 
Solution 39 provides the set of compatible S-NSSAIs within the Allowed NSSAI. In addition, this solution differentiates the rejected S-NSSAI that may be due to incompatible within the RA or outside the RA. The UE can request the S-NSSAI which is incompatible with the Allowed NSSAI if it really want to use it.
Solution 40 uses separated Associated-Identifiers for each compatible slice set and allocates separated Configured NSSAI and Allowed NSSAI per compatible slice set. As the Associated-Identifiers is allocated by the home network so this solution doesn’t work in the case when two slices are compatible in the home network but they are configured to be incompatible in the visited network(for example deployed in different AMFs). Also the benefit of different Associated-Identifier is not justified. It is unclear how the UE determines the requested NSSAI if the UE request slices are from two compatible slice set.
Solution 41 proposes that the network inform the UE the SUG (Simultaneous Usage Group) of S-NSSAIs in the Configured NSSAI. It is unclear why limiting the Requested NSSAI to contain only the S-NSSAIs belonging to the same SUG as the network always has the knowledge of the incompatible attributes and determines the Allowed NSSAI from the Requested NSSAI. 
Solution 42 propose sub-categories of compatibility attribute 'Simultaneous use of network slice' (1) at the registration level, (2) at the PDU Session Level, and (3) at the User Plane level, and inform the UE the set of S-NSSAIs corresponding with their respective compatibility level in the Configured NSSAI. It is unclear where are these additional levels of compatible requirements come from and should be out of scope of this key issue.

/*******************Next Change****************/
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9.x	Conclusion for Key Issue #6 
The S-NSSAI(s) in the Allowed NSSAI are considered as compatible.
A new cause value is sent to UE to indicate the S-NSSAI is supported in the current Registration Area but incompatible with the Allowed NSSAI.
The slice incompatible information can be configured in AMF/NSSF or is set per subscription in UDM. During registration the AMF determines Allowed NSSAI and Rejected NSSAI based on the incompatible information. 
The slice incompatible attribute value should only be handled within the core and should not be sent to the UE.
The UE can request S-NSSAI which is incompatible with the Allowed NSSAI in the current Registration Area.
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