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[bookmark: _Hlk513714389][bookmark: _GoBack]This paper updates solution #3 to add solution 3 aspects. UE authorization is done in similar manner as for Rel-16 IPTV.
1	Discussion

Key issue 3 contains the following Note:
NOTE:	No separate solution will be developed for the key issue#3 as part of this study, while the basic authorization procedures (i.e., UE is allowed to join an MBS session) could be addressed in the associated solutions to KI#1.
It is proposed to update solution 3 for key issue 1 with aspect solving key issue 3.
TS 23.316 contains for IPTV in subclause 7.7.1.1. procedures for an AF request to provision Multicast Access Control List information into UDR and procedures to check this information in the UDR:
[bookmark: _Toc27840949][bookmark: _Toc36128092][bookmark: _Toc45172225][bookmark: _Toc51756643][bookmark: _Toc51756837][bookmark: _Toc51757139][bookmark: _Toc51839256][bookmark: _Toc51839450][bookmark: _Toc19107183][bookmark: _Toc27840948][bookmark: _Toc36128091][bookmark: _Toc45172224][bookmark: _Toc51756642][bookmark: _Toc51756836][bookmark: _Toc51757138][bookmark: _Toc51839255][bookmark: _Toc51839449]7.7.1.1.3	Unicast/Multicast Packets transmission procedure
5GS can support Unicast Service from IPTV network directly.
In order to obtain the multicast service from IPTV network, the Multicast Packets transmission procedure should be performed. The procedure in figure 7.7.1.1-3 describes how the 5G-RG joins an IP multicast group.


Figure 7.7.1.1-3: 5G-RG join IP Multicast Packets transmission procedure
1.	The 5G-RG sends an IGMP or MLD Join message via the IP PDU Session user plane.
2.	When UPF receives the IGMP or MLD Join, the UPF may identify IGMP and MLD packets based on PDR received over N4 as described in clause 4.6 and handle the IGMP and MLD Join accordingly based on FAR as described in clause 4.6. An example is given as below:
-	If the IP Multicast Addressing information included in the IGMP or MLD Join message is allowed to be accessed via the PDU Session , the UPF shall add the PDU Session to the requested multicast group. If requested by an URR, the UPF notifies the SMF that the UE is joining to a multicast group, providing the associated IP Multicast Addressing information.
-	If the IP Multicast Addressing information included in the IGMP or MLD Join message is not allowed to be accessed via the PDU Session, the UPF shall not add the PDU Session to the requested multicast group.
	The UPF acts as a Multicast Router as defined in IETF RFC 2236 [33], IETF RFC 4604 [21] and IETF RFC 2710 [36]. This may include following actions:
-	if the IGMP or MLD Join message is the first IGMP or MLD request the UPF has received about the target IP multicast traffic: the UPF exchanges N6 signalling such as PIM (Protocol-Independent Multicast) in order to connect to the N6 multicast distribution tree related with this IP multicast traffic; This ensures that the UPF receives the DL multicast traffic.
-	The IP multicast related signalling protocol used on N6 (e.g. Sparse Mode PIM-SM) to be supported over N6 is defined by local policies on the UPF.
2b.	if the SMF had set the corresponding URR Reporting trigger with a value "IP multicast join/leave" (as defined in clause 4.6.5), the UPF issues an UPF report to the SMF and the corresponding IP Multicast addressing information
2c.	if the PCF had set the corresponding Policy Control Request Trigger set to "UE join to a multicast group" trigger" (as defined in clause 9.7), the SMF issues a SMF initiated SM Policy Association Modification (as defined in TS 23.502 [3] clause 4.16.5) reporting to the PCF the corresponding IP Multicast addressing information.
3-4.	When the UPF receives IP multicast packets from multicast server in IPTV network, the UPF select the PDU Session(s) where to transmit the multicast packets based on the multicast group, constructed in step 2 and fulfilling the FAR and QER rules described in clause 7.7.1.1.1.
NOTE 1:	The interactions between STB and 5G-RG are specified in BBF TR-124 [5] and are not shown in figure 7.7.1.1-3.
…
7.7.1.1.4	AF request to provision Multicast Access Control List information into UDR

 
Figure 7.7.1.1.4: AF request to provision Multicast Access Control List information into UDR
NOTE 1:	The 5GC NFs used in this scenario are assumed to all belong to the same PLMN (HPLMN).
1.	To create a new request, the AF invokes an Nnef_IPTV_configuration service operation. The request contains the Multicast Access Control List, a GPSI or an External Group Id, AF Transaction Id, application identifier and may contain a DNN and/or a S-NNSAI. To update or remove an existing request, the AF invokes Nnef_IPTV_configuration_Update or Nnef_IPTV_configuration_Delete service operation providing the corresponding AF Transaction Id.
2.	The AF sends its request to the NEF. The NEF ensures the necessary authorization control, including throttling of AF requests and, as described in clause 4.3.6.1 of TS 23.502 [3], mapping from the information provided by the AF into information needed by the 5GC.
3.	(in the case of Nnef_IPTV_configuration_Create or Update): The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = IPTV_configuration, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or SUPI/Internal-Group-Id).
	(in the case of Nnef_IPTV_configuration_Delete): The NEF deletes the AF requirements in the UDR (Data Set = Application Data; Data Subset = IPTV_configuration, Data Key = AF Transaction Internal ID).
	The NEF responds to the AF.
4.	The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = IPTV_configuration, Data Key = SUPI/Internal-Group-Id) receive a Nudr_DM_Notify notification of data change from the UDR.
5.	The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF with corresponding new PCC rule(s) by invoking Npcf_SMPolicyControl_UpdateNotify service operation as described in steps 5 and 6 in clause 4.16.5 of TS 23.502 [3].

:


Proposal: It is proposed to make procedures similar to the procedures in subclause 7.7.1.1.4 in TS 23.316 also applicable for MBS services.

2	Conclusions
Proposal: Agree the proposed changes to Solution #3. 

Proposed changes to TR 23.757
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Editor's note:	This clause describes the mapping between solutions and key issues.
Table 6.0-1: Mapping of solutions to key issues
	
	Key Issues

	Solutions
	1
MBS session management
	2
Service levels definition
	3
Levels of authorization for MC
	4
QoS for MC and BC
	5
BC TV and Radio services
	6
Local MBS
	7
MC-UC delivery mode switch
	8
BC-UC delivery method switch
	9
IWK with EPC/eMBMS for Public Safety
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[bookmark: _Toc31011429][bookmark: _Toc43297433][bookmark: _Toc43733131][bookmark: _Toc50192884][bookmark: _Toc50467029][bookmark: _Toc50710842]6.3	Solution #3: Integrated Multicast and Unicast Transport
[bookmark: _Toc31011430][bookmark: _Toc43297434][bookmark: _Toc43733132][bookmark: _Toc50192885][bookmark: _Toc50467030][bookmark: _Toc50710843]6.3.1	Functional Description
[bookmark: _Toc31011431][bookmark: _Toc43297435][bookmark: _Toc43733133][bookmark: _Toc50192886][bookmark: _Toc50467031][bookmark: _Toc50710844]6.3.1.1	System Architecture
This solution addresses Key Issue 1 and Key Issue 3 and proposes a system architecture that reuses as much as possible the system architecture and procedures of current 5GS unicast system architecture. The architecture functional entities are described in clause A.1 "5G MBS system architecture based on unicast 5GC". This solution also addresses some aspects of Key Issue 4.
For clarity, an MB-SMF that handles the multicast distribution session and an SMF that handles the PDU session of a UE in the multicast session are depicted separately. An MB-UPF controlled by the MB-SMF and an UPF controlled by the SMF are also depicted separately. In addition, an MB-PCF that provides policy control for the MB-SMF and an PCF that provides policy control for the SMF are depicted separately.
[bookmark: _Toc31011434][bookmark: _Toc43297438][bookmark: _Toc43733136][bookmark: _Toc50192889][bookmark: _Toc50467034][bookmark: _Toc50710847]
6.3.2.1	Multicast context and Multicast flow setup/modification via PDU Session Modification procedure
The Multicast context and Multicast flow setup/modification uses an enhanced PDU session modification procedure for unicast traffic defined in TS 23.502 [8].



Figure 6.3.2.1-1: PDU Session modification for multicast
1.	The content provider may send a request to register and reserve resources for a multicast group to the NEF and communicate the related multicast address as detailed in clause 6.3.2.2.2.
	The content provider may invoke the services provided by the NEF to provision the multicast information. The multicast information is used to identify (e.g., IP Address of multicast data) and reserve resources for the multicast. The NEF selects MB-SMF controlling an MB-UPF serving as ingress point for the multicast data and creates a multicast context and stores related information including the SMF ID in the UDR. The MB-SMF may request the MB-UPF to allocate an IP address and Port for ingress multicast traffic, which is then provided to the content provider via NEF.
NOTE 1:	The request to reserve resources for the corresponding multicast session is optional and can be replaced by configured data based on commercial agreements. If IP multicast is used in the external network, the content provider does not require information where to send the multicast data.
NOTE 2:	SMF and MB-SMF can be identical.
[bookmark: _Hlk42440183]2.	The UE registers in the PLMN (see clause 4.2.2.2 of TS 23.502 [8]) and request the establishment of a PDU session (see clause 4.3.2.2 of TS 23.502 [8]). The UE also indicates its capability to receive multicast data over the radio.  The AMF obtains information from the UDM whether the UE can join multicast sessions as part of the SMF Selection Subscription data. If so, for direct discovery, the AMF selects an SMF capable of handling multicast sessions based on locally configured data or a corresponding SMF capability stored in the NRF and also indicates the UE's capability to receive multicast data over the radio to the SMF.
3.	The content provider announces the availability of multicast using higher layers (e.g., application layer). The announcement includes at least the multicast address of a multicast group that UE can join.
4.	Alternative 1: user plane signalling (can also be used with a legacy UE not supporting the capability to receive multicast data over the radio):
4a.	The UE joins the multicast group.
4b.	The reception of the join message triggers the UPF to notify the SMF. The UPF can be optimized to send the notification only when the UE's status with regard to the multicast group the UE has joined changes, i.e., when the UE joins or leaves a group. The SMF initiates PDU session modification procedure upon the reception of the notification from the UPF.
5.	Alternative 2: control plane signalling:
5a.	The UE sends the PDU Session Establishment/Modification Request either upon a request from higher layers or upon a detection by lower layers of UE joining a multicast group (i.e., detection of IGMP or MLR and detection of the change of content of these messages). The PDU Session Modification Request shall include information about multicast group, which UE wants to join, such as multicast addresses listed in the IGMP and MLR messages. This information is needed for configuration of the UPF with appropriate packet filters.
5b.	The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N1 SM container (PDU Session Modification Request with the multicast information)).
6.	The SMF may interact with the PCF to check whether the UE is authorized to join the multicast session as described in Figure 6.3.2.2.5-1.
7.	If SMF has no information about the multicast context for the indicated multicast group, SMF checks at the UDR whether a multicast context for the multicast group (address) exists in the system. If the multicast context for the multicast group does not exist, then SMF creates it when the first UE joins the multicast group, stores the multicast context including itself as multicast controlling SMF in the UDR, and configures the UPF to handle the multicast data distribution (SMF and MB-SMF, and UPF and MB-UPF in this flow are then identical). If it is the first UE joining the multicast group, the MB-UPF may also have to join the multicast tree towards the content provider; the MB-SMF should request the MB-UPF to join the multicast tree when configuring the MB-UPF, see e.g. Step 15 and 26. If a multicast context already exists in the UDR, the SMF retrieves the related information, including information related to MB-SMF controlling the multicast ingress point.
78-89.:	If SMF has no information about the multicast context for the indicated multicast group, SMF interacts with MB SMF to retrieve QoS information of the multicast QoS flow(s).
If the UE supports the reception of multicast data and RAN supports MBS, steps 9 10 to 22 23 apply
910.	SMF requests the AMF to transfer a message to the RAN node using the Namf_N1N2MessageTransfer service (N2 SM information (PDU Session ID, Multicast Context ID, MB-SMF ID, multicast QoS flow information), N1 SM container (PDU Session Modification Command (PDU Session ID, multicast information (Multicast Context ID, multicast QoS flow information, multicast address)) to
-	create a multicast context in the RAN, if it does not exist already; and
-	inform about the relation between the multicast context and the UE's PDU session.
	Based on operator policy, if the SMF is configured to prepare for unicast fall-back, the SMF maps the received QoS information of the multicast QoS flow into unicast QoS flow information of the PDU Session, and includes the information of the unicast QoS flows and the information about the association between those unicast QoS flows and the multicast QoS flows in the N2 SM information. If dedicated unicast QoS flows are required, the information includes the one about those dedicated unicast QoS flows. SMF also includes information about those unicast QoS flows in the N1 SM container.
1011.	The N2 session modification request is sent to the RAN. The request is sent in the UE context using the PDU Session Resource Modify Request message enhanced with multicast related information, which includes a multicast group identity (e.g., multicast address), Multicast Session context ID, and multicast flow information such as multicast QoS Flow ID and associating QoS information. The RAN uses the multicast group identity to determine that the session modification procedures corresponds to one multicast group. In other words, the RAN learns what UEs are receiving the same multicast data from the multicast group identity. When the RAN receives a session modification request for previously unknown multicast group identity, the RAN configures resources to serve this multicast group.
1112.	The N1 SM container (PDU Session Modification Command) is provided to the UE.
1213.	The RAN performs the necessary access network resource modification such as configuration of PTP or PTM bearers. RAN node checks whether the user plane for the multicast group/context distribution is already established towards the RAN node. If RAN supports MBS, RAN configures the UE for receiving the multicast data via multicast session.
NOTE 3:	The details of access network resource modification should be studied in the RAN WGs.
If RAN supports MBS, and if no user plane for multicast group distribution is established towards the RAN node, steps 13 14 to 17 18 are executed.
1314.	RAN nodes selects the AMF to reach MB-SMF and signals a request towards AMF [MB-SMF ID, Multicast context/group ID]. If the RAN node is configured to use a unicast transport for multicast distribution sessions, it allocates a downlink tunnel ID (an IP address and a GTP-U TEID) for the reception of the multicast distribution session and indicates the downlink tunnel information in the request.
1415.	AMF forwards the request towards the MB-SMF
1516.	For unicast transport of the multicast distribution session, MB-SMF configures MB-UPF to transmit the multicast distribution session towards RAN (using the received IP address and a GTP-U TEID).
1617.	MB-SMF sends a multicast distribution session response to AMF. For multicast transport of the multicast distribution, it indicates in the downlink tunnel information the transport multicast address for the multicast session.
1718.	AMF forwards multicast distribution session response to RAN node.
1819.	The RAN sends the session modification response, which does not include the unicast tunnel information.
1920.	The AMF transfers the session modification response received in step 18 to the SMF.  The SMF determines that the shared tunnel is used for multicast packet transferring and the interaction with UPF is not needed.
201.	MB-UPF receives multicast PDUs.
221.	MB-UPF sends multicast PDUs in the N3/N9 tunnel associated to the multicast distribution session to the RAN. There is only one tunnel per multicast distribution session and RAN node, i.e., all associated PDU sessions share this tunnel.
232.	The RAN selects PTM or PTP radio bearers to deliver the multicast PDUs to UEs that joined the multicast group.
234.	The RAN performs the transmission using the selected bearer.
If the UE does not support the reception of multicast data and/or if RAN does not support MBS, steps 254 to 387 apply
If user plane for multicast group distribution is not yet established towards the SMF, steps 254 to 278 are executed.
254.	If unicast transport for the multicast data between UPF and MB-UPF is to be used, SMF request UPF to allocate a downlink tunnel endpoint (an IP address and a GTP-U TEID).
265.	SMF signals a request for the multicast session distribution towards MB-SMF [Multicast context/group ID, downlink tunnel info].
276.	MB-SMF configures MB-UPF to transmit the multicast distribution session towards UPF (using the received IP address and GTP-U TEID).
287.	MB-SMF sends a multicast distribution session response to SMF. For multicast transport of the multicast distribution, it also indicates in the downlink tunnel information the transport multicast address for the multicast session.
NOTE 4: steps 254 to 287 can also be triggered after the step 343, i.e. when the SMF determines that RAN does not support MBS.
298.	SMF configures UPF to receive the multicast distribution session and forward the data within unicast transport.
If SMF1 decides to establish dedicated QoS flow for the unicast transfer of the multicast data, steps 3029 to 343 apply.
3029.	The SMF1 derives the QoS Rules for the unicast transfer of multicast data based on QoS parameters for multicast transmission received in step 254. SMF1 maps the multicast QFI to a unicast QFI of the PDU Session; other QoS parameters of unicast QoS Rules are same as the one for multicast transmission. The SMF1 requests the AMF to transfer a message to the RAN node using the Namf_N1N2MessageTransfer service (N1 SM container (PDU Session Modification Command (PDU Session ID, unicast QoS rule(s)).
310.	The N2 session modification request is sent to the RAN.
321.	The N1 SM container (PDU Session Modification Command) is provided to the UE.
332.	The RAN sends the session modification response.
343.	The AMF transfers the session modification response received in step 3029 to the SMF1 via the Nsmf_PDUSession_UpdateSMContext service.
354.	MB-UPF receives multicast PDUs.
365.	MB-UPF sends multicast PDUs in the N3/N9 tunnel associated to the multicast distribution session to UPF. There is only one tunnel per multicast distribution session and destination UPF, i.e., all associated PDU sessions share this tunnel.
376.	UPF forwards the multicast data via unicast.
387.	The RAN forwards the multicast data via unicast.
[bookmark: _Toc43297441][bookmark: _Toc43733139][bookmark: _Toc50192892][bookmark: _Toc50467037][bookmark: _Toc50710850]

6.3.2.2.2	Initial Multicast group configuration via NEF



Figure 6.3.2.2.2-1: Initial Multicast group configuration via NEF
1.	AF of content provider may register at NEF that it provides contents for a multicast group (identified by multicast group ID which may be IP multicast address). Multicast information may further include media type information (e.g., audio, video…), QoS requirements, UE authorization information (e.g. a GPSI or an External Group Id or a UE ID to identify UEs authorized to join the multicast service), service area identifying the service scope, and start and end time of MBS. The AF may also request the allocation of an ingress transport address where to send tunnelled multicast data.
2.	NEF checks authorization of content provider. NEF selects MB-SMF as ingress control node, possibly based on location area.
3,4.	NEF requests storage of multicast session context at UDR and provides multicast group ID and selected MB-SMF ID.
5.	NEF requests MB-SMF to reserve ingress resources for a multicast distribution session and provides Multicast group ID. It also indicates if the allocation of an ingress transport address is requested.
6.	The MB-SMF sends SM MBS Policy Association Request to MB-PCF with the Multicast group ID, AF Identifier, and the QoS requirements.
7.	The MB-PCF registers at the BSF that it handles the multicast session. It provides an identifier that the policy association is for multicast and the multicast group ID, it own PCF ID and optionally its PCF set ID.
8.	The MB-PCF may query the UDR for policy input related to the multicast session.
9.	The MB-PCF responds with SM MBS Policy Association Response with policies for the Multicast group ID.
	In addition, determines whether the request is authorized and notifies the NEF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the MB-SMF. The PCF notifies the MB-SMF whether the transmission resources corresponding to the QoS request are established or not.
	If the request is not authorized, the required QoS is not allowed, or transmission resources are not established, MB-SMF responds to the NEF in step 12 with a Result value indicating the failure cause, and NEF further notifies AF in step 13.
10.	MB-SMF selects the MB-UPF and requests it to reserve user plane ingress resources. If multicast transport of the multicast data towards RAN nodes is to be used, the MB-SMF also request the MB-UPF to reserve for the outgoing data a tunnel endpoint and the related identifiers (source IP address, source specific multicast address and GTP Tunnel ID) and to forward data received at the user plane ingress resource using that tunnel endpoint.
11.	If requested, MB-UPF selects an ingress address (IP address and port) and a tunnel endpoint for the outgoing data and provides it to MB-SMF
12.	MB-SMF indicates the possibly allocated ingress address to the NEF. It also indicates the success or failure of reserving transmission resources.
13.	The NEF indicates the possibly allocated ingress address to the AF.
[bookmark: _Toc50192893][bookmark: _Toc50467038][bookmark: _Toc50710851]
6.3.2.2.2a	Updated Multicast group configuration via NEF



Figure 6.3.2.2.2a-1: Updated Multicast group configuration via NEF
1.	AF of content provider may provide to a NEF updated information about for a multicast group (identified by multicast group ID which may be IP multicast address). Multicast information may further include media type information (e.g., audio, video…), QoS requirements, UE authorization information, service area identifying the service scope, and start and end time of MBS. The AF may also request the allocation of an ingress transport address where to send tunnelled multicast data.
2.	NEF checks authorization of content provider.
3.	NEF uses the BSF Discovery service to discover the MB-PCF serving the multicast group. It indicates that it searches a PCF handling a multicast session and provides the multicast group ID.
4.	The BSF provides the stored PCF ID and optional PCF set ID for the multicast group ID. If the BSF provides no result the NEF either stores information related to the multicast session in the UDR or proceeds as for the initial group configuration according to Figure 6.3.2.2.2-1, otherwise it proceeds as shown in the present Figure 6.3.2.2.2a-1.
5.	NEF establishes a multicast policy Association to a MB-PCF selected using the PCF ID and PCF Set ID received in step4 and provides updates for the multicast policy input as received from the AF. The NEF provides Multicast group ID, and may provide AF Identifier, and updates QoS requirements.
6.	The MB-PCF replies to the NEF and indicates whether the received policy input was accepted
8.	Based on the input received in step 5, the MB-PCF may provide updated policy rules to the MB-SMF. The MB-SMF stores and enforces those updated policies. It derives QoS rules for the multicast session and stores them for subsequent inquiries by SMFs.
9.	The MB-SMF may provide updated configuration to the MB-UPF based on the updated policy rules.
[bookmark: _Toc50710854]
6.3.2.2.5	UE authorization check


Figure 6.3.2.2.5-1: UE authorization check
1.	Steps 1 to 4 in Figure 6.3.2.2.2-1 apply. In step 1 the AT may provide UE authorization information (e.g. a GPSI or an External Group Id or a UE ID to identify UEs authorized to join the multicast service).
2.	NEF maps the UE authorization information (e.g. a GPSI or an External Group Id or a UE ID to identify UEs authorized to join the multicast service) into SUPIs or internal group IDs and stores information about UEs allowed to join the multicast group in the UDR. This may be combined with step 4 in Figure 6.3.2.2.2-1 if the mulicast session context is used to store the information.
NOTE 1:	Details of the UDR storage format will be determined during the normative work.
NOTE 2:	Steps 1 and 2 can be omitted if UE authorization information for multicast sessions is configured in the UDR.
3.	The PCF(s) that have subscribed to such notifications receive a Nudr_DM_Notify notification of data change from the UDR and store information about multicast sessions UEs are entitled to join.
4.	A UE requests to join a multicast group. Steps 4 or 5 in Figure 6.3.2.1-1 are executed.
5.	The SMF sends SM Policy Association Modification Request to PCF if the PCF has supplied a policy control trigger for the UE joining a multicast session and includes Multicast session ID.
6.	The PCF may query at the UDR whether the UE is authorized to join the multicast session.
7.	The PCF indicates in the SM Policy Association Modification Response to the SMF whether the UE is authorized to join the multicast session.
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6.3.3	Impacts on services, entities and interfaces
[bookmark: _Toc20473562][bookmark: _Toc500949103][bookmark: _Hlk500857602]SMF:
-	The SMF must handle enhanced PDU session procedures.
MB-SMF:
-	The MB-SMF must handle the multicast context
UPF:
-	If the UE joins multicast group via user plane, the UPF must support a new capability to trigger a user plane event in a response to the reception of a join message.
MB-UPF:
-	The MB-UPF should act as multicast capable router (but this functionality was already introduced in TS 23.316 [7]).
RAN:
-	The RAN must support the PDU session procedures and store UEs' association with multicast group in a context as received from the SMF. The RAN should be able to select PTP or PTM bearers that are used for multicast data transmission to UEs.
N3:
-	A tunnel on this interface, which is configured when the first UE joins a multicast group and PDU session modification is performed, should be used to deliver multicast data from the UPF to the RAN.
NEF:
-	The NEF may interact with Content Provider reserve reception resources for a multicast group and to receive QoS requirements, UE authorization information, service area, and start and end time of MBS sessions. It may also select the SMF handling multicast transmission. It stores information related to the multicast session in the UDR.
UE:
-	It needs to indicate the MBS service information as part of the user plan join message (e.g., IGMP join), or of the control plan message (e.g., PDU Session modification request).
UDR:
-	Stores a multicast group context.
MB-PCF:
-	Handles policy control associations and policy authorization for multicast groups.
PCF:
-	Determines whether a UE is authorized ti join a multicast group.
BSF:
-	Stores PCF assigned to a multicast group ID.
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