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1
Overall description
SA2 thanks CT1 for the LS on PAP/CHAP and other point-to-point protocols usage in 5GS.
CT1 question: 
The following point-to-point protocols are defined in TS 24.008 as (e)PCO parameters which can be exchanged between the UE and the network during GPRS and EPS session management procedure:

· C021           Link Control Protocol (LCP)

· C023           Password Authentication Protocol (PAP)

· 8021            IP Control Protocol (IPCP)

· C223           Challenge Handshake Authentication Protocol (CHAP)

Are above point-to-point protocols supported in 5GS (i.e. Rel-15 and/or Rel-16) as (e)PCO parameters or to be supported in the near future (i.e. Rel-17)?

SA2 answer: No. SA2 has not specified procedures for using any of the above p2p protocols in 5GS. SA2 understands that the functionality intended in GPRS and EPS with using PAP/CHAP authentication can be accomplished in more secure manner using secondary authentication/authorization by a DN-AAA server during the establishment of a PDU Session defined in related procedures in TS 23.501 and TS 23.502.
2
Actions
To CT1
ACTION: 
SA2 asks CT1 to above answer into account.
3
Dates of next TSG SA WG2 meetings
TSG SA WG2 Meeting 140E

TBD
TSG SA WG2 Meeting 141

TBD
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