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Abstract of the contribution: This pCR is to propose a new solution for KI#2.
1. Solution Proposal

A new solution is proposed to be documented in the TR. 
* * * * Start of Change (all text below are new)* * * * 
6.X
Solution #X: Edge Server Relocation with Mapping the Target Edge Server IP Address to Source Edge Server IP Address
6.X.1
Solution Description

This solution addresses the Key Issue #2: Edge relocation.

Based on the KI#2 description , there are 3 basic scenarios of EAS Relocation as following：
1) DNAI does not change and EAS relocation with the same IP address.

2) DNAI does not change and EAS relocation with changed IP address.

3) DNAI is changed and EAS relocation with changed IP address.

For the scenario 1), since the EAS IP address does not change and the DNAI does not change, e.g. the EAS changes within the same LAN. it is anticipated that no sepcial handling is needed and no standards change is needed.

For the scenario 2) and 3), since the EAS IP address is changed, the anchor to access the new EAS (and the new EAS IP address) is changed accordlingly to support service/session continuity.

Since the EAS IP address is changed, we proposed to use destination IP changed R-NAT to map the old EAS IP address to the new EAS IP address and the UE IP address is not changed,in such case, we can provide session continuity and the UE does not aware the EAS IP address is changed and better user experience can be provided.

6.X.2
Procedures

6.X.2.1
EAS Relocation with the same DNAI and changed IP address 
The following procedure is the EAS relocation with the same DNAI, but the EAS IP address is changed.
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Figure 6.x.2.1-1 EAS Relocation with the same DNAI and different IP address
Step1, UE establishes a PDU Session with the PSA1.

Step 2, The UE establishes an IP connection with the S-EAS(Source EAS).

Step3, The S-EAS determines to relocates to Target EAS (T-EAS).
Step4, The AF informs to the 5G system that the S-EAS will relocate to the T-EAS with the same DNAI and target T-EAS IP address and optionally server port number.

Step 5, The SMF decides not to relocate the PSA1 and commands to the PSA1 to do R-NAT to map the S-EAS IP to T-EAS IP, and optional map the S-EAS Port to the T-EAS Port.

Step 6, The UE does not know the S-EAS to be relocated and continues to send the UL IP packets to the S-EAS.

Step 7, The PSA1 performs the R-NAT mapping and changes the Destination IP from S-EAS IP to T-EAS IP and S-EAS Port to T-EAS Port.

Step 8, The PSA1 sends the changed UL IP packets to the T-EAS.

Step 9, The T-EAS responses with an IP packet.

Step 10, The PSA1 performs the R-NAT mapping and changes the DL Source IP from T-EAS IP to S-EAS IP and T-EAS Port to S-EAS Port.

Step 11, The PSA1 sends the changed DL packet to the UE.

6.X.2.2
EAS Relocation with changed DNAI and IP address 
The following procedure is the EAS relocation with the different DNAI and the EAS IP address is changed.
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Figure 6.x.2.2-1 EAS Relocation with the same DNAI and different IP address
Step1, UE establishes a PDU Session with the PSA1.

Step 2, The UE establishes an IP connection with the S-EAS(Source EAS).

Step3, The S-EAS determines to relocates to Target EAS (T-EAS).
Step4, The AF informs to the 5G system that the S-EAS will relocate to the T-EAS with the different DNAI and target T-EAS IP address and optionally server port number.

Step 5, Based on the changed DNAI, the SMF decides to relocate the IP anchor to the T-SEAS and decides to select an UL CL and PSA2. The SMF selects a PSA2 and sends commands to the PSA2 to do R-NAT to map the S-EAS IP to T-EAS IP, and optional map the S-EAS Port to the T-SEAS Port.

Step 6, The SMF selects an UL CL and sends commands to the UL CL to route the UL IP packet to S-EAS to the selected PSA2.

Step 7, The UE does not know the S-EAS to be relocated and continues to send the UL IP packets to the S-EAS and the UL CL routes the IP packet to the PSA2.

Step 8, The PSA2 performs the R-NAT mapping and changes the UL Destination IP from S-EAS IP to T-EAS IP and S-EAS Port to T-EAS Port.

Step 9, The PSA2 sends the changed UL IP packets to the T-EAS.

Step 10, The T-EAS responses with an IP packet.

Step 11, The PSA2 performs the R-NAT mapping and changes the DL Source IP from T-EAS IP to S-EAS IP and T-EAS Port to S-EAS Port.

Step 11, The PSA2 sends the changed DL packet to the UE.

Note: The SMF can alternatively command the UL CL to perform the R-NAT in step 6, in such case, in step 7 and 12, the UL CL will execute the R-NAT, i.e. changes the UL destination IPs-eas to IPt-eas and changes the DL source IPt-eas to IPs-eas, then the step 8 and 11 are skipped .
6.X.3
Impacts on Existing Nodes and Functionality
SMF:
· Command UPF to performance R-NAT
UL CL/PSA: 
· R-NAT for UL and DL UE packets

* * * * End of Change * * * *
[image: image3.png]


[image: image4.png]



5

UE
SMF
UPF/PSA1
PCF
NEF
AF
S-EAS
T-EAS
2. UE and Source EAS IP Service
4. AF Informs the 5GC of Relocation the S-EAS to T-EAS
5. SMF Configure the UPF to NAT S-EAS to T-EAS IP
6. IP Packet(S-IPue,D-IPs-eas,TCP,PORTue, PORTs-eas)
7. D-IP NAT
3. Determine to Relocate the S-EAS to T-EAS
1. Establish a PDU Session
8. IP Packet(S-IPue,D-IPt-eas,TCP,PORTue, PORTt-eas)
9. IP Packet(S-IPt-eas,D-IPue,TCP,PORTt-eas, PORTue)
11. IP Packet(D-IPue,S-IPs-eas,TCP,PORTue, PORTs-eas)
10. S-IP NAT



UE
SMF
UPF/PSA1
PCF
NEF
AF
S-EAS
T-EAS
2. UE and Source EAS IP Service
4. AF Informs the 5GC of Relocation the S-EAS to T-EAS
5. SMF Select and Configure the PSA2 to NAT S-EAS to T-EAS IP
7. IP Packet(S-IPue,D-IPs-eas,TCP,PORTue, PORTs-eas)
3. Determine to Relocate the 
S-EAS to T-EAS
9. IP Packet(S-IPue,D-IPt-eas,TCP,PORTue, PORTt-eas)
10. IP Packet(S-IPt-eas,D-IPue,TCP,PORTt-eas, PORTue)
12. IP Packet(D-IPue,S-IPs-eas,TCP,PORTue, PORTs-eas)
UL CL
PSA2
1. Establish a PDU Session (with SMF,UPF/PSA1,PCF)
11. S-IP NAT
8. D-IP NAT
6. SMF Select and Configure the UL CL to forward UE-S-EAS IP packet to PSA2



