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Abstract of the contribution: This contribution proposes an updated text and a new figure for 5G-RG service request procedure.

Proposal
It is proposed to update TS 23.316 as follows:
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**** First Change ****

[bookmark: _Toc3295053]7.2.2.1	5G-RG Service Request procedure via W-5GAN Access
Editor's note:	Addition of call flow figure in this clause is FFS.
The Service Request procedure via W-5GAN shall be used by a 5G-RG in CM-IDLE state over W-5GAN to request the re-establishment of the NAS signalling connection and the re-establishment of the user plane for all or some of the PDU Sessions which are associated to non-3GPP access. 
NOTE: The Service Request procedure is never a response to a Paging.
The Service Request procedure via W-5GAN shall be used by a 5G-RG in CM-CONNECTED state over wireline access to request the re-establishment of the user plane for one or more PDU Sessions which are associated to non-3GPP access.

 
Figure 7.2.2-1: UE Triggered Service Request procedure via W-5GAN
Editor’s note: EAP-5G is assumed to be used during authentication but need to be verified with BBF/CableLabs.
1.	The 5G-RG connects to a W-5GAN with procedures outside the scope of 3GPP and creates an initial not authenticated W-CP EAP connection. This connection shall support EAP messages transfer between 5G-RG and W-AGF.
2.	The W-AGF sends an EAP-Request/5G-Start packet over the W-CP connection. The EAP-Request/5G-Start packet informs the 5G-RG to initiate an EAP-5G session, i.e. to start sending NAS messages encapsulated within EAP-5G packets. 
3.	The 5G-RG sends an EAP-Response/5G-NAS packet that contains the Access Network parameters (5G-S-TMSI, the selected PLMN and Establishment Cause) and a NAS Service Request message (List Of PDU Sessions To Be Activated, security parameters, PDU Session status, Uplink Data Status, 5G-S-TMSI). The Establishment cause provides the reason for requesting a signalling connection with 5GC.
Editor’s note: FFS how UE set the selected PLMN.
4.	The W-AGF shall then forward the Service Request received from the 5G-RG to the selected AMF within an N2 initial UE message (NAS Service Request message, Line-id based ULI, Establishment cause, UE context request).
5.	If the Service Request was not sent integrity protected or integrity protection verification failed, the AMF shall initiate NAS authentication/security procedure as defined in step 6 and step 7 in clause 7.2.1.1.
If the UE in CM-IDLE state triggered the Service Request to establish a signalling connection only, after successful establishment of the signalling connection the UE and the network can exchange NAS signalling and step 6 and 14 are skipped.
6.	Step 4-11 in TS 23.502 figure 4.2.3.2-1 are performed for each request PDU session user plane.
7.	AMF sends an N2 Initial Context Setup Request message (N2 SM information received from SMF, UE Aggregate MBR, UE Total MBR, GUAMI, Allowed NSSAI, UE security capability, Security Key, Trace Activation, Masked IMEISV).
8.	This triggers the W-AGF to send an EAP-Success to 5G-RG, which completes the EAP-5G session. After this step, NAS messages between 5G-RG and W-AGF are transported without EAP-5G using W-CP signalling connection.
9.	[Conditional] An authenticated W-CP signalling connection is established between the 5G-RG and W-AGF by using the common W-AGF key that was created in the 5G-RG in step 5 and received by the W-AGF in step 7.
Editor’s note: Step 9 needs to be verified with BBF/Cablelabs. 
Editor’s note: The description below for how W-AGF maps the PDU Session resource management towards 5GC with the PDU Session resource management towards the RG needs to be verified by BBF/Cablelabs. Also, how W-AGF maps the PDU Session N3 tunnel towards 5GC with the PDU Session user plane towards the RG needs to be verified by BBF/Cablelabs.
10.	Based on its own policies and configuration and based on the QoS flows and QoS parameters received in the previous step, the W-AGF shall determine what W-UP resources are needed for the PDU session. For example, the W-AGF may decide to establish one W-UP resource and associate all QoS profiles with this W-UP resource. In this case, all QoS Flows of the PDU Session would be transferred over one W-UP resource.
11.	The W-AGF sets up the W-UP resources for the PDU session. This step is specified by BBF for W-5BGAN and by CableLabs for W-5GCAN. The access dependent W-UP resource setup procedure shall provide the identity of the PDU Session associated with the W-UP resource. The W-UP resource setup procedure should support to bind W-UP resources to individual QFI(s) as specified in clause 4.4. The W-UP resource request may also contain other access layer information (e.g., VLAN id) specific for the W5GAN.
12.	W-AGF notifies the AMF that the 5G-RG context (including AN security) was created by sending a N2 Initial Context Setup Response (N2 SM information (AN Tunnel Info, List of accepted QoS Flows for the PDU Sessions whose UP connections are activated, List of rejected QoS Flows for the PDU Sessions whose UP connections are activated), PDU Session ID).
13.	AMF sends NAS Service Accept via W-AGF to the 5G-RG.
14.	All steps after step 14 in TS 23.502 figure 4.2.3.2-1 are performed for each requested PDU session user plane.
When the 5G-RG is in CM-IDLE state over W-5GAN access, the Service Request procedure via W-5GAN specified in TS 23.502 [3] clause 4.2.3.2 (UE Triggered Service Request) applies with the following exceptions:
-	The Service Request procedure is never a response to a Paging, i.e. there is no Network Triggered Service Request procedure via W-5GAN.
-	The (R)AN corresponds to an W-AGF.
-	The UE corresponds to the 5G-RG.
-	The means for carrying NAS messages between 5G-RG and W-AGF is to be defined by BBF.
-	The 5G-RG includes AN parameters together with the Service Request. The AN parameters include the Selected PLMN ID and Establishment cause. The Establishment cause provides the reason for requesting a signalling connection with the 5GC. The 5G-RG includes GUAMI information in the AN parameters. The W-AGF selects the AMF according to GUAMI information.
-	The N2 parameters sent from W-AGF to AMF include the Establishment cause.
When the 5G-RG is in CM-CONNECTED state over W-5GAN access, the Service Request procedure via W-5GAN is as described in TS 23.502 [3] clause 4.2.3.2 (UE Triggered Service Request) with the following exceptions:
-	The means for carrying NAS messages between 5G-RG and W-AGF is to be defined by BBF.
-	The (R)AN corresponds to an W-AGF.
-	The UE corresponds to the 5G-RG.
When the 5G-RG is in CM-CONNECTED state over W-5GAN access and the network receives downlink data for a PDU Session over wireline access that has no user plane connection, the steps 1-4a in TS 23.502 [3], clause 4.2.3.3 (Network Triggered Service Request) shall be performed with the following exceptions:
-	The (R)AN corresponds to an W-AGF.
-	The UE corresponds to the 5G-RG.
-	In step 4a, the steps 7-14 in figure 7.2.2-1 are performed to establish the W-UP resources and to establish N3 tunnel. In step 7, the AMF does not send the NAS Service Accept message to the UE.
Editor's note: Further deviations from the service request procedure in TS 23.502 [3] clause 4.2.3.2 is FFS.
**** End of First Change ****
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