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Observed Service experience related network data analytics information as defined in clause 6.4 of TS 23.288, indicates, e.g. how well the used QoS Parameters satisfy the Service MoS agreed between the MNO and the end user or between the MNO and the external ASP.
The output from NWDAF could be:

· UE group ID or UE ID
· Notification about the risk or suspicious events
· Application ID
· Network area

· Time window

· Media/application bandwidth

· S-NSSAI

· DNN

Abnormal behaviour related network data analytics information as defined in clause 6.8 of TS 23.288, detects some UEs with serious misbehaviours, e.g. unexpected UE location, abnormal traffic pattern, wrong destination address etc.

The output from NWDAF could be:

· UE group ID or UE ID
· Notification about the risk or suspicious events
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* * * First change* * * *
6.1.1.3
Policy decisions based on network analytics

Policy decisions based on network analytics is a function that allows PCF taking actions related to the network analytics reported by the NWDAF as defined in TS 23.288 [24]. The requested and reported analytics type are identified by an analytics ID and the scope of the analytics type is identified by the Analytics Filter, as defined in TS 23.288 [24].

The PCF may subscribe to notifications of network analytics using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "load level", the Analytics Filter "network slice instance" and the Analytics Reporting Information set to either a threshold value or a time period.

When the Analytics Reporting Information is set to a threshold value, then the NWDAF notifies the PCF when the load level for the network slice instance is above the threshold and then when the load level is below the threshold. When the Analytics Reporting Information is set to a time period, then the NWDAF notifies the PCF at the time the time period is reached. Notifications are performed using Nnwdaf_AnalyticsSubscription_Notify service operation including the Analytics ID "load level", the Analytics Filter "network slice instance" and the load level information. The PCF may cancel a subscription to network analytics using Nnwdaf_AnalyticsSubscription_Unsubscribe service operation.

The PCF may request a report of a specific Analytics ID from the NWDAF using the Nnwdaf_AnalyticsInfo_Request service operation. The NWDAF provides the load level information to the PCF at the time of the request.
The PCF may use the NWDAF service as described in TS 23.502 [3] to retrieve the observed service experience (i.e. the average observed Service MoS) as described in clause 6.4 of TS 23.288 [24].

The PCF may use the NWDAF service as described in TS 23.502 [3] to retrieve the abnormal UE behaviour information as described in clause 6.8 of TS 23.288 [24].
The PCF uses the network analytics as input to its policy decision to apply operator defined actions for example for the UE context(s) or PDU session(s).
* * * Second change* * * *
6.2.1.2
Input for PCC decisions

The PCF shall accept input for PCC decision-making from the SMF, the AMF, the CHF if present, the UDR and if the AF is involved, from the AF, as well as the PCF may use its own predefined information. These different nodes should provide as much information as possible to the PCF. At the same time, the information below describes examples of the information provided. Depending on the particular scenario all the information may not be available or is already provided to the PCF.

The AMF may provide the following information:

-
SUPI;

-
The PEI of the UE;

-
Location of the subscriber;

-
Service Area Restrictions;

-
RFSP Index;

-
RAT Type;

-
GPSI;

-
Access Type;

-
Serving PLMN identifier;

-
Allowed NSSAI;

-
UE time zone.

NOTE 1:
The Access Type and RAT Type parameters should allow extension to include new types of accesses.
The UE may provide the following information:

-
OSId;

-
List of PSIs;

-
Indication of UE support for ANDSP.

The SMF may provide the following information:

-
SUPI;

-
The PEI of the UE;

-
IPv4 address of the UE;

-
IPv6 network prefix assigned to the UE;
-
Default 5QI and default ARP;

-
Request type (initial, modification, etc.);

-
Type of PDU Session (IPv4, IPv6, IPv4v6, Ethernet, Unstructured);

-
Access Type;

-
RAT Type;

-
GPSI;

-
Internal-Group Identifier
-
Location of the subscriber;

-
S-NSSAI;

-
NSI-ID (if available);

-
DNN;

-
PLMN identifier;

-
Application identifier;

-
Allocated application instance identifier;

-
Detected service data flow descriptions;

-
UE support of reflective QoS (as defined in clause 5.7.5.1 of TS 23.501 [2]);

-
Number of supported packet filters for signalled QoS rules (indicated by the UE as defined in clause 5.7.5.1 of TS 23.501 [2]);

-
3GPP PS Data Off status;
-
DN Authorization Profile Index (see clause 5.6.6 of TS 23.501 [2]);

-
Session AMBR (see clause 5.6.6 of TS 23.501 [2]).

The UDR may provide the information for a subscriber connecting to a specific DNN and S-NSSAI, as described in the sub clause 6.2.1.3.
The UDR may provide the following policy information related to an ASP:

-
The ASP identifier;

-
A transfer policy together with a reference ID, the volume of data to be transferred per UE, the expected amount of UEs and the network area information.
NOTE 2:
The information related with AF influence on traffic routing may be provided by UDR when the UDR serving the NEF is deployed and stores the application request.
The AF, if involved, may provide the following application session related information, e.g. based on SIP and SDP:

-
Subscriber Identifier;

-
IP address of the UE;

-
Media Type;

-
Media Format, e.g. media format sub-field of the media announcement and all other parameter information (a= lines) associated with the media format;

-
Bandwidth;

-
Sponsored data connectivity information;

-
Flow description, e.g. source and destination IP address and port numbers and the protocol;

-
AF application identifier;

-
AF-Service-Identifier, or alternatively, DNN and possibly S-NSSAI

-
AF Communication Service Identifier (e.g. IMS Communication Service Identifier), UE provided via AF;

-
AF Application Event Identifier;

-
AF Record Information;

-
Flow status (for gating decision);

-
Priority indicator, which may be used by the PCF to guarantee service for an application session of a higher relative priority;

NOTE 3:
The AF Priority information represents session/application priority and is separate from the MPS 5GS Priority indicator.

-
Emergency indicator;

-
Application service provider.

-
DNAI

-
Information about the N6 traffic routing requirements

-
GPSI

-
Internal-Group Identifier

-
Temporal validity condition

-
Spatial validity condition

-
AF subscription for early and/or late notifications about UP management events

-
AF transaction identifier;
The CHF, if involved, may provide the following information for a subscriber:

-
Policy counter status for each relevant policy counter.

The NWDAF, if involved, may provide analytics information as described in clause 6.1.1.3.


In addition, the predefined information in the PCF may contain additional rules based on charging policies in the network, whether the subscriber is in its home network or roaming, depending on the QoS Flow attributes.

The 5QIs (see clause 5.7.4 of TS 23.501 [2]) in the PCC rule is derived by the PCF from AF or UDR interaction if available. The input can be SDP information or other available application information, in line with operator policy.

The Allocation and Retention Priority in the PCC Rule is derived by the PCF from AF or UDR interaction if available, in line with operator policy.
* * * End of the changes* * * *
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