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Abstract of the contribution: This contribution proposes to use case on mIoT behaviour data collection and analysis.
1. Discussion
The 5G mIoT feature is supposed to be popular in diverse usage scenarios and vertical industries. 
In some vertical industries, for a specific group, the service behaviors, data traffic (frequency, size) and moving areas probably have obvious regularity.
The business mode is diversified, and the behaviors of mIoT terminals may vary a lot for different use cases, so requirements for quality of service and power saving are different. 
The IOT terminals with massive number of users (such as street lamp, bicycle sharing etc.) may be misused or hijacked, which may result in security issue and may need special mechanisms for monitoring and supervision. For now, attack on IoT terminals has raised a serious damage to the Internet, e.g. In 2016, 890000 cameras and routers compromised by Mirai have launched a DDoS attack on DYN DNS server, which cuts off the Internet access in east coast of the United States for 6 hours, and causes billions of loss.  
Therefore, for the operators, it is beneficial to be able to collect and analyze the data produced by these IoT services to meet some special requirements, e.g., to prevent the network congestion because of group activity, and manage or optimize the service parameters for better performance. 
2.	Proposal
It is propose to include the following use case into the TS 23.791.

* * * * First Change * * * *
[bookmark: _Toc500949091][bookmark: _Toc463016657][bookmark: _Toc484168145][bookmark: OLE_LINK5][bookmark: OLE_LINK6]5. X.1	Use Case X: < Performance improvement and supervision of mIoT terminals behaviour data collection and analysis>
5. X.1.1	Description
The 5G mIoT feature is supposed to be popular in diverse usage scenarios and vertical industries. 
In some vertical industries, for a specific group, the service behaviors, data traffic (frequency, size) and moving areas probably have obvious regularity.
The business models for 5G mIoT areis diversified, and the behaviors of mIoT terminals may vary a lot for different use cases, so requirements for quality of service and power saving are different. 
The IOT terminals with massive number of users (such as street lamp, bicycle sharing etc.) may be misused or hijacked, which may result in security issue and may need special mechanisms for monitoring and supervision.
Therefore, for the operators, it is beneficial to be able to collect and analyze the data produced by these IoT services to meet some special the requirements, e.g., to prevent the network congestion because of group activity, and manage or optimize the service parameters for better performance.
The use case is required to study: 
-	the data of mIoT terminals used for data analysis by NWDAF, considering both operator owned and third party mIoT terminals;
-	the mechanism on collecting and analysis of the data produced by mIoT services to improve the performance and supervision for overall system or individual device.
* * * * End of change * * * *
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