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*********************************Start of Change 1**********************************************

4.5.5
Group Message Delivery

Group message delivery is intended to efficiently distribute the same content to the members of a group that are located in a particular geographical area when MBMS is used or are part of the same External Group ID when MT NIDD is used on request of the SCS/AS via SCEF. 
Group message delivery feature allows an SCS/AS to deliver a payload to a group of UEs. Two methods of group message delivery are specified:
· Group message delivery via MBMS which is intended to efficiently distribute the same content to the members of a group that are located in a particular geographical area when MBMS is used;
· MT NIDD unicast delivery for UEs which are part of the same External Group ID when MT NIDD is used. 
The specific procedure handling for group message delivery using MBMS is described in clause 5.5.1. The group message delivery using MBMS has limited applicability and does not support all the scenarios, e.g. UEs not supporting MBMS, UEs located in areas where MBMS is not deployed.

The procedure for delivering non-IP data to a group without using MBMS is described in clause 5.5.x. When MT NIDD is used, the SCEF resolves the group and forks the message by sending it in a unicast manner to all of the individual UEs that are associated with the External Group ID. The SCEF uses the SCS/AS Identifier and the External Group ID to determine which APN will be used to enable transfer of the non-IP data between the UE and the SCS/AS. This determination is based on local policies. This APN will not be used to generate MO traffic, other than Reliable Data Service Acknowledgements. MO traffic that is generated on an APN that is authorized with an External Group ID not be forwarded to SCS/AS. The SCEF does not buffer non-IP packets that were sent to an External Group ID.

*********************************Start of Change 2**********************************************
5.5.x
Group Mobile Terminated NIDD procedure
Figure 5.5.x-1 illustrates the procedure for sending non-IP data to a group of devices.  In order for the SCEF to know what UE’s to send the data to and to authorize the SCS/AS for the APN, the NIDD Configuration procedure of clause 5.13.2 must be performed before this procedure.
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Figure 5.13.3-1: Group Mobile Terminated NIDD procedure

1.
If SCS/AS has downlink non-IP data to send to a group of UEs, the SCS/AS sends a Group MT NIDD Submit Request (SCS/AS Identifier, External Group ID, TTRI, TLTRI, non-IP data, Reliable Data Service Configuration) message to the SCEF. The SCS/AS may determine the IP address(es)/port(s) of the SCEF by performing a DNS query using the External Group Identifier or using a locally configured SCEF identifier/address.
2.
For each UE in the list that was provided to the SCEF during NIDD Configuration, the SCEF determines the EPS Bearer Context based on the APN associated with the External Group ID and SCS/AS Identifier. If an SCEF EPS bearer context corresponding to the UE’s External Identifier and APN is found, then the SCEF checks whether the SCS/AS is authorised to send NIDD requests and that the SCS/AS has not exceeded the quota in terms of data volume or message rate of data submission to the SCEF EPS bearer. When determining the quota and the rate of data submissions, the SCEF considers the APN Rate Control pre-configured in the SCEF and the Serving PLMN Rate Control parameter that was received from MME during the T6a/b connection establishment. If this check fails, if no EPS Bearer Context is found, or if the non-IP packet size is larger than then the Maximum Packet Size, the SCEF proceeds to step 3 and the Cause value associated with this UE and provided to the SCS/AS in step 5 will indicate the reason for the failure condition. Otherwise, the SCEF continues with the flow by executing steps 3-9 of the Mobile Terminated NIDD Procedure of clause 5.13.3 without buffering the packets.  
3.
The SCEF sends an MT NIDD Submit Response (TTRI, External Identifier(s), Reliable Data Service Acknowledgement Indication(s), Hop-by-Hop Acknowledgment Indication(s), Cause(s)). The SCEF provides the Reliable Data Service Acknowledgement Indication, Hop-by-Hop Acknowledgment Indication, and Cause value for each UE in the response to the SCS/AS. See clause 5.13.3 for a description of the Reliable Data Service Acknowledgement Indication and the Hop-by-Hop Acknowledgment Indication.
*********************************Start of Change 3**********************************************
5.13.2
NIDD Configuration

Figure 5.13.2-1 illustrates the procedure of configuring necessary information at the SCEF and HSS. The procedure can also be used for replacing and deleting configuration information.

NOTE 1:
In order to avoid MO NIDD failure, the NIDD configuration procedure should be performed by the SCS/AS prior to the UE establishing a PDN Connection that is served by the SCEF. MT non-IP data from the SCS/AS can be contained in the NIDD Configuration Request message.
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Figure 5.13.2-1: Configuration for NIDD procedure

1.
The SCS/AS sends an NIDD Configuration Request (External Identifier or MSISDN or External Group ID, SCS/AS Identifier, TTRI, NIDD Duration, T8 Destination Address, TLTRI, Requested Action, PDN Connection Establishment Option, Reliable Data Service Configuration) message to the SCEF. T8 Destination Address, PDN Connection Establishment Option, and MT non-IP data are not included when an External Group ID is provided. T8 Destination Address is an optional parameter included by the SCS/AS to indicate that the non-IP data is to be delivered to an address different from the address of the requesting SCS/AS. PDN Connection Establishment Option an optional field that is used to indicate what the SCEF should do if the UE has not established the PDN connection and MT non-IP data needs to be sent (wait for the UE to establish the PDN connection, respond with an error cause, or send a device trigger; see step 2 of the MT NIDD Procedure in clause 5.13.3). When PDN Connection Establishment Option is included in the Configuration of NIDD procedure, the SCEF will use the value as the default preference from the SCS/AS when handling all MT non-IP packets associated with the NIDD connection.


When MT non-IP data is included in the NIDD Configuration request message, the SCEF can send the MT non-IP data to the UE only after a PDN connection to the SCEF is established as defined in clause 5.13.1.2. In such cases, upon successful completion of step 6 of the NIDD Configuration procedure, steps 2-9 from clause 5.13.3 are executed.

NOTE 2:
It is up to the SCS/AS to determine whether and if NIDD Duration can be set to never expire.

NOTE 3:
The SCS/AS is expected to be configured to use the same SCEF as the one selected by the MME/SGSN during the UE's attachment to the network.

NOTE 4:
A relative priority scheme for the treatment of multiple SCS/AS NIDD Configuration Requests, e.g. for deciding which requests to serve under overload condition, can be applied. This priority scheme is an implementation option that is used locally by the SCEF, i.e. it is neither used nor translated in procedures towards other functions.

2.
If the Requested Action is set to "Cancel" it indicates the purpose of the request is to cancel the transaction identified by TLTRI and the flow proceeds to step 6. If the Requested Action is set to "Update", the purpose of the transaction is to update the parameters associated with the configuration (i.e. Reliable Data Service, PDN Connection Establishment Option). Otherwise, the request is for a new NIDD configuration and the SCEF stores the External Identifier or MSISDN, TLTRI, SCS/AS Identifier, T8 Destination Address, PDN Connection Establishment Option, and NIDD Duration. If either the SCS/AS is not authorized to perform this request (e.g. based on policies, if the SLA does not allow for it) or the NIDD Configuration Request is malformed, the SCEF performs step 6 and provides a Cause value appropriately indicating the error. Depending on the configuration, the SCEF may change the NIDD Duration.

3.
The SCEF sends an NIDD Authorization Request (External Identifier or MSISDN or External Group ID, APN) message to the HSS to authorize the NIDD configuration request for the received External Identifier or MSISDN or External Group ID, and to receive necessary information for NIDD, if required.

NOTE 5:
The SCEF uses the SCS/AS Identifier and External Identifier or MSISDN or External Group ID that was obtained in step 1 to determine what APN will be used to enable transfer of non-IP data between the UE and the SCS/AS. This determination is based on local policies.

4. The HSS examines the NIDD Authorization Request message, e.g. with regard to the existence of External Identifier or MSISDN or External Group ID and maps the external identifier to IMSI and/or MSISDN or maps the External Group ID to external identifier and IMSI. If this check fails, the HSS follows step 5 and provides a result indicating the reason for the failure condition to the SCEF.

5.
The HSS sends an NIDD Authorization Response (IMSI(s) and MSISDN or External Identifier(s), Result) message to the SCEF to acknowledge acceptance of the NIDD Authorization Request. When the request in step 3 was for an individual UE, the IMSI and, if available, the MSISDN (when NIDD Configuration Request contains an External Identifier) or if available, External Identifier(s) (when NIDD Configuration Request contains an MSISDN) are returned by the HSS in this message. When the request in step 3 was for a group, the HSS returns an IMSI and an External ID for each UE in the group. This allows the SCEF to correlate the SCS/AS request received in step 1 of this procedure to the T6a/T6b Connection(s) established (see clause 5.13.1.2) for the user(s).

6.
The SCEF sends an NIDD Configuration Response (TTRI, Maximum Packet Size, Reliable Data Service Indication, and Cause) message to the SCS/AS to acknowledge acceptance of the NIDD Configuration Request and the deletion of the identified NIDD configuration, if it was requested. If the NIDD Configuration was accepted, the SCEF will create an association between the TLTRI, External Identifier(s) or MSISDN, IMSI(s), and EBI(s) of the non-IP PDN Connection(s). In the MT NIDD procedure or Group MT NIDD procedure, the SCEF will use TLTRI and External Identifier or MSISDN or External Group ID to determine the IMSI(s) and EBI(s) of the non-IP PDN Connection(s). In the MO NIDD procedure, the SCEF will use the IMSI and EBI to obtain the TLTRI, External Identifier or MSISDN. The Reliable Data Service Indication indicates if the Reliable Data Service is enabled in the APN configuration. The Maximum Packet Size is the maximum NIDD packet size that was transferred to the UE by the SCEF in the PCO, see clause 4.5.14.1. If no maximum packet size was provided to the UE by the SCEF, the SCEF sends a default configured max packet size to SCS/AS.

*********************************Start of Change 4**********************************************
5.13.8
NIDD Authorisation Update

Figure 5.13.8-1 illustrates the procedure of updating or revoking an existing NIDD Authorisation. The HSS may initiate the NIDD Authorisation Update procedure with the SCEF to send updated Authorisation information to the SCEF.
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Figure 5.13.8-1: NIDD Authorisation Update procedure

1.
The HSS may send an NIDD Authorisation Update Request (IMSI and MSISDN or External Identifier or External Group ID, APN, Result) message to the SCEF to update a user's NIDD authorisation. The HSS shall include in the NIDD Authorisation Update Request the IMSI and either MSISDN or External Identifier or both. The SCEF initiates the SCEF Initiated T6a/T6b Connection Release Procedure.
2.
The SCEF sends an NIDD Authorisation Update Response (cause) message to the HSS to acknowledge the authorisation update. If the authorisation is removed, the SCEF should release T6a/T6b connection as specified in clause 5.13.5.3.
3.
The SCEF informs the SCS/AS that the User's authorisation status has changed by sending an NIDD Authorisation Notification Request (External Identifier or MSISDN or External Group ID, TLTRI, TTRI, Result) message to the SCS/AS.

4.
The SCS/AS responds to the SCEF with an NIDD Authorisation Notification Response (TTRI).
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