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1
Discussion

1. General
Over the N1 interface, the NAS messages are able to be transferred. Several categories of NAS messages are captured in the following table:

	NAS Message Category
	NAS Message Description
	Direction
	Agent Node

	NAS AM
	NAS messages regarding to access and mobility management
	UE <-> AMF
	

	NAS SM
	NAS messages regarding to session management
	UE <-> SMF
	AMF

	NAS SMS
	NAS messages regarding to SMS
	UE <-> SMSF
	AMF

	NAS Policy
	NAS messages regarding to UE policy control
	UE <-> PCF
	AMF

	…
	
	
	


Because NAS security and NAS connection terminate at AMF, which is decoupled from the other functions such as SMF, PCF, and then the AMF should behave as an agent for other functions to communicate with UE. There are several issues we should study on:
· Information for AMF to identify the type of NAS services 

· Information for AMF to perform initial selection for the processing entity of NAS messages, e.g., S-NSSAI & DNN for SMF

· Information for AMF to transfer the subsequent NAS messages to the already selected processing entity

· Information for AMF to perform Authentication and integrity protection
· Information for AMF to combine N2 AP SM messages and NAS SM messages from SMF toward AN
2. Identify the type of NAS services
Currently there are several kinds of NAS messages supported, possibly more to be identified in the future. In order to enable the AMF/UE to recognize the service type for different NAS messages, it is necessary to provide the NAS service type for each NAS message the N1 interface carries. With the NAS service type, the UE/AMF can discover the relevant NF category, such as SMF/PCF/SMSF.
3. Perform initial selection
In addition, the AMF should select a serving NF instance for individual UE. For initial selection where AMF needs the UE to provide NAS selection information, e.g., S-NSSAI and DNN; the N1 interface should allow transferring this NAS selection information provided by the UE. UE is aware of the conditions that need to provide NAS selection information to AMF for relaying, e.g., when initiating the PDU session establishment procedure.
4. Perform subsequent selection
In order to enable the AMF to route the subsequent NAS messages to the already selected entity, the AMF should establish the binding context with the NAS Routing information (include NAS application specific session ID, e.g., PDU session ID for SM) from the UE. For transfer of the subsequent NAS messages, the UE just need to provide the NAS Routing information to the AMF.

5. Authentication and integrity
NAS messages should be under the authentication and integrity protection. If NAS AM message is not integrity protected, or if the check of the integrity failed, then authentication and NAS security setup to activate integrity protection and NAS ciphering are mandatory. For transfer of NAS messages for different services that do not terminate at the AMF, the UE or AMF should firstly perform successful validation/authentication for them.
6. Combination
It should be able for AMF to combine N2 AP SM messages and NAS SM messages from SMF toward AN. SMF should make the decision, however it requires the favour of AMF to perform the combination due to lack of NAS security for NAS SM messages. 

For UE/AN, the combination for UL NAS message, RRC message, N2 Message is FFS.
Proposal 1: A subset of NAS AM messages should be used to carry other kinds of NAS messages. It is called NAS Transport Message. Currently, UL NAS Transport messages and DL NAS Transport messages can be defined.
Proposal 2: Each NAS Transport Message contains NAS Transport header and NAS Transport payload. NAS Transport header provides assistance information, e.g., NAS service type, NAS routing information, NAS selection information to the AMF or UE to perform selection of the appropriate entity and routing for the NAS Transport payload.

Proposal 3: The NAS AM messages are under authentication and integrity protection.
Proposal 4: Several NAS AM messages can be combined together to transfer at one time for optimization.
Proposal 5: The AMF can perform combination of N2 AP SM messages and NAS SM messages towards AN.
2
Proposal

The following changes are proposed to TS 23.501 (V0.5.0).
******************* Start of Change # 1 ************************

5.6.2
Interaction between AMF and SMF
The AMF and SMF are separate Network Functions.






N11 related interaction is as follows:

-
A single N11 session between the AMF and SMF per PDU Session.





-
The AMF reports the reachability of the UE based on a subscription from the SMF (e.g. for UE location with respect to the LADN availability area).
-
The SMF indicates to AMF when a PDU session has been released.

-
Upon successful PDU session establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE.

Editor's note:
this text may have to be revisited when further progress has been made on the non stickyness topic.

N2 related interaction is as follows:

-
N2 signalling related with UE is terminated in the AMF i.e. there is a unique N2 termination for a given UE regardless of the number of PDU sessions (possibly zero) of a UE.

-
Some N2 signalling (such as Handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF.

N3 related interaction is as follows:

-
In case of UE having multiple established PDU sessions using multiple UPFs, the SMF supports the independent activation of UE-CN user plane connection per PDU session.

N4 related interaction is as follows:

-
The SMF(s) supports the end-to-end control functions on PDU sessions (including any N4 interface to control the UPF(s)).

-
When it is made aware by the UPF that some DL data has arrived for a UE without downlink N3 tunnel information, the SMF interacts with the AMF to trigger the activation of user plane resources for the PDU session unless the SMF is aware that the UE is unreachable and that DL data notifications need not be sent to the AMF. If the UE is in CM_IDLE state and the UE is not in MICO mode, the AMF may trigger UE paging from the AN (depending on the type of AN). If the UE is in MICO mode, the AMF may notify the SMF that the UE is unreachable and that DL data notifications need not be sent to the AMF.
Editor's note:
Precise details of the interaction for paging depend on the definition of paging mechanisms for the NextGen system. Interaction with power saving states is also FFS.
******************* End of Change # 1 *************************
******************* Start of Change # 2 ************************
8.2.2
Control Plane between the UE and the 5G Core: N1 
8.2.2.1
Overview

The Control Plane interface between the UE and the 5G Core supports:

-
A single N1 NAS protocol for both the 3GPP access and non-3GPP access;
-
NAS Security that terminates at AMF;

-
NAS messages for access and mobility management are called NAS AM Message, it terminates at AMF. 

-
A subset of NAS AM messages for mobility management (Registration Management and Connection Management) is called NAS MM Message; AMF handles the NAS MM Message part of NAS signalling exchanged with the UE;

-
A subset of NAS AM messages for routing NAS messages for different services that do not terminate at the AMF, e.g. SM, SMS, Policy to UE, is called NAS Transport Message. NAS Transport Message is consisted of NAS Transport header and NAS Transport payload. NAS Transport header contains information to assist the AMF/UE to route the NAS Transport payload;

-
In this release, the following types of NAS message for different services that do not terminate at the AMF exist:

-
NAS messages for session management are called NAS SM Message, it terminates at SMF; 

-
NAS messages for SMS management are called NAS SMS Message, it terminates at SMSF; 

-
NAS messages for UE policy management are called NAS Policy Message, it terminates at PCF;

8.2.2.1.1
Generic functions provided by AMF over N1
The generic functions provided by AMF over N1 are as follows:
-
Access management. It’s applicable to any access and intended to manage (gain or utilize) a NAS connection with security, integrity protection between UE and AMF basically via NAS MM messages. A single NAS connection is used for each access to which the UE is connected. The NAS connection is terminated at AMF and managed for all NAS applications and NFs;

-
Based on the needs from UE, other NFs and on its own needs, the AMF decides on establishing or releasing the NAS connection with the UE;
-
At UE initial access, it triggers the execution of Network Access Control functions as defined in section 5.2 (e.g. user identification and authentication, access authorization);

-
During NAS connection establishment, the NAS security context as defined in section 5.10 is bound. 

-
Over NAS connection, it triggers the authentication function in association with the Mobility Management functions;
-
Mobility management. It is applicable to any access. It is intended to manage UE mobility context through

-
Registration management and connection management as defined in Section 5.3;

-
3GPP access specific aspects as defined in Section 5.4;

-
Non-3GPP access specific aspects as defined in Section 5.5;
-
UL NAS Transport management. It is applicable to any access and intended to route NAS messages for different services that do not terminate at the AMF, e.g. SM, SMS, Policy to UE. It allows the NAS node selection, NAS relay in AMF to determine the upper layer NAS service type and the relevant NF instance to handle the NAS messages according to the information below: 
-
NAS Service Type; 

-
If required, UL NAS Routing information containing NAS application specific session ID (e.g., PDU session ID for SM); 
-
If required, NAS Selection information (e.g. S-NSSAI, DNN) offered by UE;

Editor’s note: the combination for UL NAS message, RRC message, N2 Message for UE/AN is FFS
-
DL NAS Transport management. It is applicable to any access and intended to route NAS messages for different services that do not terminate at the AMF, e.g. SM, SMS, Policy to UE. In addition, it enables AMF to perform combination for NAS Transport Message containing NAS SM message and N2 AP SM messages towards AN as SMF indicated. Finally, it allows the UE to determine the upper layer NAS service type and the relevant NAS application to handle the NAS messages according to the information below: 
-
NAS Service Type;

-
If required, DL NAS Routing information containing NAS application specific session ID (e.g., PDU session ID for SM);
8.2.2.1.2
SMF specific functions provided by AMF over N1
The SMF Specific functions provided by AMF over N1 are as follows:
-
NAS MM messages and NAS SM messages and the corresponding procedures are decoupled, so that the NAS relay capabilities inside AMF can easily know if one NAS message should be routed to a SMF, or locally processed in the AMF. It is possible to transmit an NAS SM message together with an NAS MM message;

-
A single N1 NAS connection is used for SM-related messages and procedures for a UE. The AMF forwards SM related NAS information to the SMF. SMF handles the Session management part of NAS signalling exchanged with the UE;

- 
The AMF shall suspend the SM procedures during the Registration procedure until the AMF has determined whether to accept the Registration Request;

-
AMF can decide whether to accept the MM part of a NAS request without being aware of the possibly concatenated SM part of the same NAS signalling contents;

-
When a SMF has been selected to serve a specific PDU session, AMF has to ensure that all NAS signalling related with this PDU session is handled by the same SMF instance;

-
When an UE is served by a single AMF while the UE is connected over multiple (3GPP/Non 3GPP) accesses, there is a NAS connection per access. In that case the serving PLMN ensures that for NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) further NAS SM exchanges (e.g. NAS SM message responses) are transported over the same access; 
8.2.2.1.3
SMSF specific functions provided by AMF over N1
The SMSF Specific functions provided by AMF over N1 are as follows:
XXX

8.2.2.1.4
PCF specific functions provided by AMF over N1
The PCF specific functions provided by AMF over N1 are as follows:

XXX
******************* End of Change # 2 *************************
******************* Start of Change # 3 ************************

8.2.2.2
Control Plane Interface between the UE and the 5G Core

8.2.2.2.1
Control Plane Interface between the UE and the AMF


[image: image1]
Legend:

-
N1-NAS-AM: NAS-AM messages. As defined in TS 24.xxx [xx].
-
N2-AP: It is defined in 38.413 [xx].
-
AN Protocol Stack: This set of protocols/layers depends on the AN. In case of 3GPP RAN, it is defined in TS 38.300 [xx].
Figure 8.2.2.2.1-1: Control Plane Path between the UE and the AMF
8.2.2.2.2
Control Plane between the UE and the other NFs
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Legend:

-
N1-NAS-Other: NAS messages that don’t terminate at AMF. For example, NAS-SM messages, NAS-SMS messages. It is defined in TS 24.xxx [xx].

-
NAS-MM: N1-NAS-MM messages. It’s a subset of NAS-AM messages. It is defined in TS 24.xxx [xx].

-
NAS Security: NAS security as defined in section 5.10.

-
N2-AP: It is defined in 38.413 [xx].
-
Namf-Nxxx: Interfaces in core network control plane. For example, N11 interface between AMF and SMF.
-
AN Protocol Stack: This set of protocols/layers depends on the AN. In case of 3GPP RAN, it is defined in TS 38.300 [xx].
Figure 8.2.2.2.2-1: Control Plane Path between the UE and the other NFs
Editor’s note: Should the NAS connection be explicitly shown in the figure is FFS.
******************* End of Change # 3 *************************
******************* Start of Change # 4 ************************
8.2.3
Control Plane for untrusted non 3GPP Access
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Legend:

-
N2 Application Protocol (N2-AP): Application Layer Protocol between the N3IWF and the AMF.
-
N12 Application Protocol (N12-AP): Application Layer Protocol between the AMF and the AUSF.
-
The N3IWF creates a NAS Attach Request message on behalf of the UE and send this message over N2 to AMF
Figure 8.2.3-1: Control Plane for initial part of attach procedure via N3IWF
Editor's note:
The need for NAS layer between N3IWF and AMF is FFS.
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Legend:

-
N2 Application Protocol (N2-AP): Application Layer Protocol between the N3IWF and the AMF.
-
IPsec transport mode and GRE is used to encapsulate NAS payload between UE and N3IWF.
Figure 8.2.3-2: Control Plane for NAS when CP IPsec SA is established
Editor's note:
It is FFS whether GRE encapsulation of NAS is needed or not.
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Legend:

-
N2 Application Protocol (N2-AP): Application Layer Protocol between the N3IWF and the AMF.
-
IKEv2 is used to establish the Child SA between UE and N3IWF for each PDU session.
Figure 8.2.3-3: Control Plane for user plane establishment via N3IWF
Editor's note:
The name of N2-AP and the protocol stack for N2 should be confirmed with RAN WG3.

Editor's note:
The name of N12-AP and the protocol stack for N12 is FFS.
******************* End of Change # 4 *************************
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