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#### 6.38.2.10 Management of accessing visit PIN

After a PIN Element has been linked with the 3GPP subscription of a PIN Element with Gateway Capability in home PIN, the 5G system shall support a mechanism for the network operator to manage the PIN Element accessing visit PIN, including:

- Authorize/deauthorize whether the PIN Element can use a PIN Element with Gateway Capability in the visit PIN to communicate with the 5GS based on the relationship between the two 3GPP subscriptions of the two PIN Elements with Gateway Capability;

- Authorize/deauthorize for the PIN Element to communicate with other PIN Elements in the visit PIN based on the agreement between the two users of the two PINs;

- Authorize/deauthorize for the PIN Element which applications/service or service in visit PIN it can access based on the agreement between the two users of the two PINs;

- Configure the PIN Element which external applications/service via 5GS it can access based on the linked 3GPP subscription;

- Collet charging data for traffic to/from the PIN Element in visit PIN associated with the linked 3GPP subscription in visit PIN;
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