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Abstract: This document discusses a  proposal to include ACDC requirements as an enhancement to SSAC rather than as a separate, new barring mechanism.
Introduction
In previous SA1 meetings (SA1 #60 in particular), the need has been raised to allow users to continue to use certain apps but not others during times of congestion e.g. disaster situation, New Year's celebrations, etc. Solutions have been discussed under the banner of "ACDC" and a discrete solution proposed. This paper discusses the benefits of enhancing the existing SSAC mechanism to provide a solution. A CR is also proposed in S1-131048.
Overview of existing solutions

The following figure summarises the existing 3GPP defined barring solutions and depicts where in the UE (from a logical perspective) they are applied:

[image: image1.emf]Application

3GPP IMS

3GPP NAS

Application

Emergency

Application

Other

Application

Other

3GPP RRC

           A

                                           C

IP Stack

3GPP user plane (PS domain)

          B

SSAC

Acts here by preventing 

the IMS application from 

starting a voice and/or 

video call. 

ACDC

C is the most appropriate 

point to block traffic from 

specific applications. Any 

lower in the stack it is 

more difficult to 

distinguish the 

application that is the 

source of the data. 

Whereas B is the most 

appropriate point to block 

IMS services.

ACB, DSAC, EAB

All act here by preventing 

RRC from establishing a 

connection when there is 

user plane data to send 

(Applies to user data 

from any of the 

applications -i.e. these 

mechanisms block IMS 

and emergency apps as 

well as the other apps).

Control interface between 

3GPP control plane and 

IMS application – e.g. 

provide SSAC 

parameters to IMS app.


Figure 1: Existing barring solutions
NOTE:
Figure 1 is a generalised, high-level and logical depiction of a 3GPP UE and in no way seeks to mandate any kind of implementation.

As can be seen in Figure 1, the more traditional barring solutions are applied at label "A" in figure 1, and the more modern SSAC solution is applied at label "B". ACDC will apply at label "B" also for IMS Voice and IMS video, and at label "C" for non-IMS apps.

Given the overlap of ACDC with SSAC, it seems beneficial to analyse enhancing SSAC to accommodate also non-IMS applications in the UE (known hereafter as just "applications").

Benefits of enhancing SSAC

In enhancing SSAC, a lot of the specification work is already done i.e. where in the network it can be enabled, to which Access Classes it pertains, and the control of IMS voice and video. This may well save time in stage 2 and stage 3 specification work, and therefore increase the chance of the basic ACDC requirements being completed in time for Rel-12.
In addition, rather than just enable/disable services and applications in a binary type fashion, SSAC provides for a barring rate (percentage) therefore providing a more flexible solution in that applications can be given a chance at accessing the network, depending on the operator provided barring rate value.

Remaining work
As mentioned, SSAC does not provide a full solution for the ACDC requirements. The scope of SSAC needs to be expanded to beyond the existing IMS services (voice and video) to include management of applications that might be on the UE. In addition, the following still need to be specified, just as they would if ACDC was to be a standalone solution:
1. Configuring which applications on the UE pertain to which SSAC application group.
2. How to block all data apart from one or both of IMS voice and IMS video. Although, this may be better left to stage 2 to define.
Regarding both of the above, the two related requirements from the NTT DOCOMO led CR are proposed, but with some minor rewording and tweaking e.g. to change "ACDC" to "SSAC", make them more succinct, etc. These same improvements have been proposed also to the NTT DOCOMO led CR.
Conclusion

A number of benefits have been identified in enhancing SSAC to accommodate the requirements for ACDC as opposed to defining ACDC as a separate feature. These include not only easier and potentially quicker specification time but also a more harmonised implementation in both the network and UE. It is proposed to take the working assumption that SSAC should be enhanced in order to accommodate the requirements for ACDC. A CR is proposed in S1-131048 in order to progress this.
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