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It is proposed to include the following text in section 9 of TR22.942.
9     Security
Security of the VASM services shall keep consistent with basic SMS service.  The user shall be able to use and access the VASM services in a secure manner.
In addition, the following security aspects shall be considered:

-
Network security
All the servers serving for the VASM shall utilize security protection system (e.g. fire wall, anti-virus and etc). 

The VASM shall be able to authenticate the VASP connected to it, and also shall be able to be authenticated by the VASP connected to it.
The VASM shall be able to authorize the VASP to use the VASM services. 
VASM shall support encryption of the transport layer between the VASM and the VASP.
-
System security
The security of the VASM providing system shall be guaranteed by operating authority, operation log and so on.

-
Application security
The VASM shall guarantee the security of user data and system data by disaster recovery and other security insurances of applications.

