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1.  Introduction

In 3GPP TSG SA2 #18 in Puerto Rico, there has been a lot of discussion on the bearer service that should be used for Push services. Main contenders have been:

· Network Requested PDP Context Activation

· Always on approach

· SMS initiated PDP Context

Still no conclusion has been drawn. Therefore, the issue is put up in this Ad-hoc on push services.

The aim of this contribution is to provide input from an operator perspective on the need for a Network Requested PDP Context Activation as a long term and future proof solution to provide data bearers to mobile terminals. 

It is important to recognise two different types of terminals:

· user oriented terminals which may frequently use a data bearer, and will mostly be speech and data terminals.

· machine type terminals, which use data bearers now and then, and for which the connection is set up from the network in most cases. These terminals can be data only.  

2. Discussion

Important requirements from an operator perspective:

The solution should:

· be able to set up data bearers from the network to a mobile terminal

· be efficient in its use of network resources

· be suitable for 'now-and-then’ use with e.g. gas meters etc.

· be suitable for data-only terminals

· be future proof

Network Requested PDP Context Activation

Advantages:

NRCA provides a solution in situations where a network entity controls the initiation of data communication. Example of such a service is the case in which software or pricing downloads are needed in vending machines or other equipment. 

The solution requires little network resources for a terminal to be able to receive data, as a bearer is only set up in case data transfer is needed. Therefore, it is also suitable for cases where a long time between data communications exists.

A variety of identifiers can be used externally, to address mobile terminals. Internally the solution uses the IMSI, so data-only terminals can be reached without unnecessary using E.164 numbers. 

Disadvantages:

The downside is that there is a need for standardisation both on the interface towards third parties and toward the user equipment (for roaming). However, this guarantees an even better future proofness of the final solution .

Conclusion: 

NRCA offers a future proof solution for all requirements. It does not waist numbering space, neither does it spill network resources. A standardisation effort is needed but can assure a better future proofness.

Always on; a dedicated PDP context

Advantages:

Always on is a very good option to provide similar Push services to user oriented terminals as are now provided on the Internet. Example of such a service is a Ticker Tape service providing continuous updates of stock exchange share prices. The user can control provisioning of this service by logging on or off (e.g. you may want log on to the Ticker tape service only while you are working with your laptop, and switch off when you have only a voice terminal in your pocket).

Disadvantages:

Always on is not suitable for services where there is a (very) long time between different instances when data is sent (e.g. weeks, months, years) (‘now-and-then’ use). 

In case of machine type terminals, there is usually no “user” to log on or off push services. The terminal may have some kind of regular log on sequence (e.g. once a day), but often it should be possible to reach a terminal at any instance in time. E.g. in case of a big volume push, the central entity should be able to decide the time to contact the terminal.

Conclusion: 

Always on can be a solution for user terminals, but is not a solution for machine type terminals, which in the future will form an important part of the market. 

SMS initiated PDP context establishment

In this case, an SMS is sent to the terminal. Its contents are interpreted to set up a required PDP context. The parameters needed for the PDP context are carried in the SMS message.

Advantages:

Little network resources needed for a terminal to be able to receive data. Therefore suitable for cases where there is a long time between data communications.

It can be provided without any further standardisation.

One can leave the interpretation of the SMS up to the application. The application then knows what to do when SMS is received (could also be something like: log data for next 5 minutes and then send data via PDP context). This gives a lot of flexibility, but the application providers need to develop their own protocol for establishing communications and is therefore not a very friendly solution. For each application a 'non standardised' solution will be needed.

Alternatively, a standardised interpretation of SMS and mapping of parameters in SMS is possible, as is already done in WAP1.2 standard. All terminals would know how to interpret this special SMS. This would be more friendly to application providers. However, it requires keeping  standards up to date with PDP context parameters.

Disadvantages:
· SMS is based on MS-ISDN (E.164 number). You need to reserve MS-ISDNs for every terminal that you want to reach with SMS initiated PDP establishment.

· The delay introduced by an SMS-based solution is too large.

· A distinction between a 'message type' SMS and a 'PDP context type' SMS cannot be made. This will be a problem in case operators start billing for transport of SMS traffic.

· SMS was intended as text based messaging service, not for signalling. The SMS architecture (SMSC) was not intended for this kind of use (this is a kludge architecture solution). 

· Although the interpretation of the SMS contents is standardised in WAP1.2, new types of interpretation that are not standardised may give rise to a lot of proprietary solutions.

· Messaging will increasingly be multimedia oriented and therefore will not be using SMS as a bearer. This would leave the SMS architecture for signalling only? It would not be an architectural nice solution to have a dedicated and separate architecture part for setting up PDP contexts towards the UE.

Conclusion: 

SMS initiated PDP establishment is valid for the short term, but not for the long term. Besides this it makes use of the E.164 addressing space which makes the solution less suitable for data-only terminals. 

Conclusion

Although all proposed mechanisms have their specific strong points. NRCA offers a solution for all requirements and is the most future proof alternative. 

SMS initiated and NRCA have a similar application, but the SMS alternative uses too much addressing space and is not a future proof solution. 

Always on can be a solution for user oriented terminals but not for machine type terminals as it claims much network resources. 

Proposal

S1 should take over the following requirements for push services:

· being able to set up a data connection initiated from the network

· being able to set up the data connection at any time

· being able to set up connections to data-only terminals

S2 should standardise NRCA to have a future proof way of setting up a network initiated PDP context when there is no PDP context available. 

