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Background

This is a contribution to the joint session between SA1, SA2, and T2 on the scope of standardization of push services within 3GPP. 

The work on Push Services in TSG SA2 has made some progress on the TR 23.974 at the last SA2#18 meeting, the 14th-18th of May, in Puerto Rico and in the following e-mail discussions. 

TSG SA2 has taken the Push requirements received from TSG SA1 into account. The Push group has reached a consensus on the overall architecture to support push services requirements (as highlighted in S2-010624/S1-010260). This is a proxy-based architecture comprised of the following elements:

· Push Access protocol between the Push Initiator (Push Application Server) and the Push Proxy.
· A push transfer protocol handling the push content delivery between the Push Proxy and the UE.
· A Push Proxy performing functions such as access control, charging, UE presence handling, store and forward, user profile management, content adaptation, etc.

Show of hands at the last TSG SA2#18 Plenary meeting in Puerto Rico indicated that a majority of the companies were against introduction of a new feature in GPRS for “Network Requested PDP Context Activation with allocation of dynamic IP address”

Positions

The following is the positions of the contributing companies:

· The attached document, which includes the conclusion section of TR 23.974, constitutes the current e-mail agreement of the TSG SA2 group working on push services (i.e. no company has objected the current text after several requests from the chairman). 

· After formal approval of this conclusion section, the push study can be concluded after minor clean up editing of the TR.  Current SA2 plan is to complete the TR23.974 at the SA2#19 meeting, August 27 – 31, 2001 and approved it.  Then, submit the TR along with the modified WI description to the TSG-SA#13 for approval.

· The Multimedia Messaging Service (MMS) shall be seen as one example of an application, which can be based on the push service. The 3GPP MMS work can continue as a separate feature.

Attached documents 

S2-0xxxx“Conclusion section of TR 23.974”   &   for information S2-011164 “On the need for NRPCA 
for Push Services”
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Title: On the need for NRPCA for Push Services
Source: Alcatel, Comverse, Ericsson, Nokia, Openwave, Siemens,


Sonera, Telia
Purpose: Discussion


Introduction


The TR 23.974 presents different solutions for providing push services. In addition,
the TR makes comparison among the alternatives. These comparisons have shown
that the “always on” paradigm complemented with a WAP 2.0 (WAP 1.x) Session
Initiation Request (SIR) carried in an SMS to the mobile is the best solution for push
services.


Always on is here referring to the case when a device has an active PDP context and
an allocated IP address. The contributors agree that the “Always on” paradigm is
seen as the future solution for push services. In addition a mechanism for triggering
establishment of PDP context is needed as a complement. There for this document is
concentrating on the later aspect.


Now we need to decide on whether a new mechanism is needed for the case when
the mobile does not have an established PDP context or whether the existing
solution shall be used.


It is expected that SMS also in the future will add a lot of value for the operators in
addition to the user-to-user communication. As examples over the air activation,
provisioning and terminal configuration is using SMS. To further continue to use SMS
to carry the Session Initiation Request (SIR) also in the future has the advantage of
reusing an already existing solution. It is also worthwhile to note that with SMS it is
possible to send short push messages without the need to establish a PDP context.


Below are some of the advantages with the SMS-triggered bearer establishment
procedure outlined, and some of the disadvantages with NRPCA. Explanatory text is
added where needed.


1. SMS triggered complement in case a PDP context is not
active


Some advantages of the SMS-triggered bearer establishment:


• Existing widely deployed solution and operational experience
SMS is widely deployed and can easily carry the Session Initiation Request (SIR)
to the mobile in the case when the mobile does not have a PDP context
established.


• Roaming supported
SMS is a mandatory feature and roaming is supported. Therefore, the SIR will
reach the mobile when roaming. The SIR includes the IP address of the Push
Proxy.


• Applicable to CS and PS
This implies that also mobiles that are only CS attached can be reached with the
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SIR in an SMS. Subsequently this can trigger the mobile to attach to PS domain
and activate a PDP context. In addition small push messages can be carried in
SMS directly.


• Presence/notification mechanism available
The SMS-Center will detect when the UE becomes available through the Alert
mechanism in the case it was not available when the message was first sent.


• Validity period mechanism
The SMS trigger can be assigned a validity period after which it will expire (this
feature is available in e.g. SMPP).


• Small content can be delivered directly over SMS
If the content to be pushed to the UE is small (e.g. a telematic information to a
machine terminal, an email notification containing a short textual message or a
URL pointing to the inbox), the content itself can be delivered using SMS. Thus
the extra traffic and delay associated with PDP context activation can be avoided
in such cases.


• Information provided to avoid unnecessary PDP context activation/deactivation is
available
The UE can choose to discard the SMS trigger based on information the SIR
carries, for example, based on the indicated push proxy address, the application
(e.g. user agent) the push content is intended for, or the SIR originator address. If
the SIR does not provide the information mentioned above the UE would need to
establish a PDP context in order to find out that a non-desired push proxy
attempts delivery, or that the target application is not available.


• Works when NAT is used
Since the number of IPv4 addresses is a scarce resource; many UEs will be
connected to a private network with private IP addresses. An UE may in such
cases communicate with other networks (e.g. the Internet) through a NAT device,
implying that inbound traffic is not possible. Since the SMS trigger is specific to its
usage (in this case push), the UE can carry out operations beyond establishing a
PDP context upon reception of such triggers. In the case of SIR (WAP push) the
terminal will establish a TCP connection towards the push proxy indicated in the
SIR. This connection is thereafter used for inbound traffic (possible since a
binding in the NAT device exists), i.e. content push.


• Proven and simple architecture


• Re-use of existing entities and functionality without additional need of O&M effort


• Content-based solution, hence extensible and future-proof
Since the SMS trigger carries identifiable content it is easy to create new content
types that meet the needs of both current and future applications (power meters,
road signs, motor surveillance systems, etc.). The WAP SIR meets the needs for
push, and it is possible to extent the SIR content with additional parameters if
found needed (e.g. if new protocol options are added).
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2. NRPCA Approach


Some drawbacks of the NRPCA approach:


• Requires new functionality in the GGSN, SGSN and UE


• Requires new nodes: Notification Agent, Address Resolver, Proxy AS


• Requires new functionality
A mechanism for the push proxy to locate a GGSN is needed, and also a protocol
for communication between them (already specified DNS proposal). To
guarantee a reliable push service, redundancy and load sharing between GGSNs
has to be assured when a push proxy initiates a push request. This is necessary
to e.g. cover the situation when a GGSN has gone down.


• Increased signalling
A mapping between the User-ID and IP address of active users needs to be
maintained in connection to the GGSNs acting as notification agents (NA). For
this mapping to stay up to date, GGSNs have to communicate with the
GGSN/NAs at PDP context activation, also when the mobile is roaming in a
VPLMN. This will lead to a lot of signaling.


• Protocol issues
The information that can be passed between the push proxy and the mobile in
the push request is limited and tough to modify since it is sent first through a yet
unknown protocol (push proxy to GGSN) and then through CN procedures
(GGSN to UE).


• Roaming problem
For push to work when roaming there will have to be NRPCA support in all visited
networks, independent of the operator. This is not likely, since there is no
incentive for operators to support NRPCA if they already have deployed the WAP
push solution using SMS as bearer trigger for PDP context activation.


• Increased GGSN complexity
A new interface is introduced in the GGSN (towards the Proxy Application
Server) together with the Notification Agent (NA) and its configuration. This
functionality increases the complexity of running and operating the GGSN node.


• Access independence
The Proxy Application Server (AS) uses the IMSI (which is an internal identifier)
and is therefore seen as part of the PS Domain. Introduction of new nodes for
push services shall preferably be done in the operators IP domain which then
would allow for reuse towards other access networks.
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• Lack of push service information leads to unnecessary PDP context
activation/deactivation
Upon reception of a push service trigger, the UE must be provided with
information that allows it to make a decision whether the trigger should be
accepted, i.e. if the push service should be activated or not. More specifically, is
the UE or the user willing to:


• accept pushed content in general?
• if so, accept pushed content from a particular push proxy (at a particular


moment)?


This implies that the UE must be able to identify that the trigger is intended to
activate the push service, and that the identity of the push proxy must be
available in the trigger. If this information is not available, unnecessary PDP
context activation/deactivation would occur in the cases when the UE does not
accept pushed content in general or from a particular push proxy. A PDP context
activation request does not contain the information needed.


• Lack of application information leads to unnecessary PDP context
activation/deactivation
The push framework shall allow the push proxy (on behalf of the push initiator) to
target a specific application on the terminal, a.k.a. application level addressing.
While this requirement does not directly pertain to bearer and service activation,
the means used to perform the activation needs to provide the possibility to
indicate the target application in the trigger to avoid unnecessary PDP context
activation/deactivation. The PDP Context Activation Request does not contain
any information about the target application, and hence must the terminal create
a PDP context that eventually cannot be used to deliver the push content if the
targeted application is not available.


• Does not work with NAT
NRPCA does not work in the not unlikely case when the push proxy is connected
to a PDN different from that in which the UE has established its PDP context, and
these two PDNs are separated by a NAT. Since the PDP context activation
request does not instruct the UE to establish a connection towards the push
proxy, the push proxy would need to set up the connection. This is however not
possible when NAT is used since inbound traffic is not possible. This is e.g. the
case when the push proxy is located on the Internet and the mobile has a PDP
context with a private IP address allocated.


Potential advantage with NRPCA:


• Less delay
The delay of the delivery of a push request may be smaller with NRPCA than with
SMS. However, it can be questioned if that is an issue, because a user is not
aware of an incoming push request (will not be waiting for it) and will therefore
not be able to notice such delay.






_1055583535/S2-002105.ZIP


S2-002105.doc

Tdoc 3GPP S2-002105


3GPP TSG-SA WG2#15


Makuhari, Japan



13-17th November. 2000





			Title:


			Proposed change to WI: A feasibility study of an architecture for Push Service





			


			





			Source:


			S2 Push Service Drafting Group





			


			





			Agenda Item:


			





			


			





			Purpose:


			For Approval











Work Item Description



Title : Support of  Push service



1

3GPP Work Area



			


			Radio Access





			X


			Core Network





			X


			Services








2

Linked work items



Multimedia Messaging Service


3

Justification






 


TSG-SA2 has already undergone a feasibility study for the support of IP Push services.  Several mechanisms have been identified show that it is feasible to support the expected IP push services, and now  it is now reasonable to progress the architecture.


4

Objective






A number of current and future services require the capability for an external IP network to “Push“ data to 3G terminals in PS Domain.  Current R99 specifications allow operators to provide push services by using static IP address (and only when GGSN stores static PDP information for the IP address) or by having long-lasting PDP contexts.  However, as mobile application services in the PS Domain are emerging in the future, the following additional service requirements should be considered. 



(1) Push services should be provided whenever networks can reach mobile users.  In other words, even though the session between external IP network and MS is not established, users should be able to enjoy push services.



(2) 


(3) The solution shall support both dynamic and static IP address assignment, hence, in the UE must be identified by another identifier than its IP address.








5

Service Aspects



The level of user/UE control and interaction needs to be defined.


6

MMI-Aspects



FFS, depends upon the level of user/UE control/intervention selected.


7

Charging Aspects



The whole issue of charging for push based services needs study.



e.g. Does the network need to distinguish between push service traffic and other traffic on the same PDP context?






8

Security Aspects



Need to prevent the (UMTS) IP access network from being flooded by denial-of-service attack that might be induced by this service has to be evaluated. The user needs protection from unauthorised push services.


9
Impacts 



			Affects:


			USIM


			ME


			AN


			CN


			Others





			Yes


			


			X


			


			X


			X





			No


			X


			


			X


			


			





			Don't know


			


			


			


			


			








10
Expected Output and Time scale (to be updated at each plenary) 



			Meeting


			Date


			Activity





			SA1#6


			Nov 29 - Dec 3, 1999


			Start CR process on 22.060





			SA1#7


			Feb 7-11, 2000


			Continue the CR process on 22.060





			SA#7


			March 15-17, 2000


			Finalize the CR process on 22.060





			SA2#13


			May 22-26, 2000


			





			S2 WI adhoc


			June 14-15, 2000


			





			SA#8


			June 26-28, 2000


			WI approved. 





			SA2#14


			September 4-8, 2000


			Start the feasibility study for architecture





			SA#9


			September 25-28, 2000


			TR 23.874v1.0.0





			SA2#15


			November



13-17, 2000


			Proposal to change feasibility study to a work item.





			SA#10


			December 11-14, 2000


			New WI approved, TR 23.874v1.3.0





			S2#16


			January 22-26th 2001


			Progress TR.





			S2#17


			Feb 26th Mar 2nd 2001


			Select option based on S1 input, start generation of CRs





			SA#11


			March 2001


			Stage 1 CRs available





			S2#18


			May 14th 18th 2001


			Finalise CRs towards existing specifications





			SA#12


			June 2001


			CRs for approval








			New specifications





			Spec No.


			Title


			Prime rsp. WG


			2ndary rsp. WG(s)


			Presented for information at plenary#


			Approved at plenary#


			Comments





			23.874


			Feasibility study of an architecture for push service


			S2


			


			SA#9


			


			Changed to 23.9xx





			23.9xx


			TR on Support of IP Push services


			S2


			


			


			SA#11


			Make study public as it contains information on how to support IP Push services over UMTS





			


			


			


			


			


			


			





			Affected existing specifications





			Spec No.


			CR


			Subject


			Approved at plenary#


			Comments





			


			


			


			


			





			


			


			


			


			








11

Work item raporteurs



Yoshinori Kitada (NTT Comware)



Nobuyuki Uda (NTT Comware)



12

Work item leadership



S2


13

Supporting Companies



NTT Communicationware, NTT DoCoMo, Lucent, Motorola


14

Classification of the WI (if known)



			X


			Feature (go to 14a)





			


			Building Block (go to 14b)





			


			Work Task (go to 14c)








14a
The WI is a Feature: List of building blocks under this feature



The building blocks of this feature still have to be identified. (See table on the last page.)



(list of Work Items identified as building blocks)



Proposal for the Features, Building Blocks and Work Tasks of Push Services



			Inter Group Co-ordination


			Feature


			Building block


			WG: work task  expected completion date





			Call Control and Roaming





			Push Services


			Capabilities of push service including Network requested PDP context activation with User-ID





			S2:
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Title: Proposal for conclusions of TR 23.974


Status: 


Source: Draft


E-mail Discussion


Introduction


According to the description of the work item for push services, it is now time to select solutions. This
selection is based on the service requirements received from SA1 and on TR 23.974.
The recommendations are aligned with the 3GPP spirit of reusing existing standards and of convergence
with IETF work when it is possible. Since WAP 2.0 has already achieved alignment with IETF it is a
natural solution for push services in 3GPP.


Endorsement of the below mentioned specifications by 3GPP would ensure that the push service
provides interoperability and roaming.


Moreover, acceptance of the below recommendations will ensure that push services standardization
work will be ready for R5, and will be future proof.


Proposal
Propose to insert the chapter 8.0 in 23.974 as follows:


***text to be inserted starts here**********


8 Conclusion and Recommendations


This feasibility study has concluded that the below described architecture and the below
recommendations fulfill the service requirements received from SA1. The recommendations are aligned
with the 3GPP spirit of reusing existing standards and of convergence with IETF work when it is
possible.


Endorsement of the WAP specs, as mentioned below by 3GPP, would ensure that the push service
provides interoperability and roaming.


The recommended architecture for the push service is a proxy based architecture comprising the
following elements:


• Push Access protocol between the Push Initiator (Push Application Server) and the Push Proxy.
• A push transfer protocol handling the push content delivery between the Push Proxy and the UE.
• A Push Proxy performing functions such as access control, charging, UE presence handling,


store and forward, user profile management, content adaptation, etc.







3GPP-TSG SA WG2 - Push Drafting S2-01xxxx
15-17 May, 2001
Rio Grande,Puerto Rico


 Push Proxy Architecture 


UMTS 
Push 


Initiator 
The 


Internet UE Push Proxy 


Push Access 
Protocol 


Push OTA 
Protocol 


  


The push service in this architecture is bearer and subsystem independent and available over both the
CS and the PS domain.


One solution that has been proposed which satisfies the push proxy architecture and which is
recommended for endorsement by 3GPP is the solution of the WAP Forum (WAP 2.0 specs – WAP-235-
pushOTA, WAP-247-PAP, WAP-249-PPGservice, WAP-251-PushMessage, WAP-167-ServiceInd,
WAP-168-ServiceLoad, WAP-175-CacheOp) and IETF specifications (RFC 2616 – HTTP 1.1, RFC 2617
- HTTP Authentication, W3-CC/PP – Composite Capability/Preference Profiles).


Additionally the issue of how to initiate a session has been presented in the document.  There are three
potential solutions.


1. Long standing PDP context activation – always-on
2. Session initiation using SMS (via the WAP Forum developed Session Initiation Request SIR)
3. Network requested PDP context activation (NRCA) with dynamic IP address allocation


The current conclusion of the three initiation methods is that in the case where long standing PDP
context activation is not a viable solution alone, the session initiation using SMS (via WAP SIR) is the
current preferred and available alternative.


NRCA for dynamic IP address allocation will need extensions to the GPRS specifications for NRCA to be
a possible alternative to SMS notification. The proposal to develop NRCA for dynamic IP address
allocation was not endorsed in the SA2#18 plenary.


For the longer term, interaction between the architecture above and the architectures/solutions in the
IMS will have to be considered, such as SIP signaling as multimedia session establishment for push
services.






