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Abstract: This document provides a Text Proposal for the use case about using Ambient_IoT services for automated supply distribution in TR 22.840.
1. Introduction
There is an increasing demand for personalizing user requirements and customizing home appliance. A product to be produced targets at a specific customer. In order to achieve efficient management of whole process including parts supply, manufacturing, stocktaking, logistics, transportation and delivery. Ambient IoT services can be applied. With the help of Ambient IoT devices, enterprises can achieve products inventory and tracking at low cost and in desired efficiency.
2. Reason for Change
Ambient IoT devices can be used in automated supply distribution scenario. This paper would like to propose a new use case of Ambient IoT in automated supply distribution. The 5G system can provide Ambient_IoT device communication and positioning services, which enables enterprises to monitor and track the products attached with Ambient IoT device from manufacturing to delivery, ensuring that the customized product is delivered to the right customer with right route.
3. Conclusions
A new use case is proposed to Ambient_IoT in TR 22.840.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 22.840 v0.1.0.

* * * First Change * * * *
[bookmark: _Toc49931674]5.x	Use case of Ambient_IoT service for automated supply distribution
[bookmark: _Toc49931675]5.x.1	Description
Currently, there is an increasing demand for personalizing user requirements and customizing home appliance. Production enterprises customize products and achieve production-to-order according to different users’ requirements can bring benefits. It not only enhances user experience, but also reduces stock costs and the risk of overstock. Production-to-order has high requirements for flexible digital and intelligent manufacturing. At the beginning of the production, each product has been targeted to its customer. Therefore, how to achieve the efficient management of whole process including parts supply, manufacturing, stocktaking, logistics, transportation and delivery is critical and essential. The automated supply distribution enable enterprises to reduce management cost and improve the competitiveness of products.
Ambient power-enabled IoT (Ambient_IoT) service provided by 5G can meet the demanding needs of efficient management of the whole process. Firstly, 5G system enables the communication of Ambient_IoT devices with needed performance. Secondly, with the Ambient_IoT devices operating solely depending on harvested ambient energy, the Ambient IoT devices are maintenance-free, which also eliminates replaceable batteries being discarded into the environment. And the feature of extremely-low complexity, weight, and size make the Ambient IoT devices suitable to use in practice in an affordable way. Thirdly, the 5G system can provide Ambient_IoT device positioning services, which enables enterprises to monitor and track the products attached with Ambient IoT device from manufacturing to delivery, ensuring that the customized product is delivered to the right customer with right route. Last but not least, the 5G system can enable the enterprise to perform authentication and authorization of the Ambient IoT devices, ensuring that the information stored in the Ambient IoT devices would not be accessed by untrusted third party.
[bookmark: _Toc49931676]5.x.2	Pre-conditions
X is a well-known home appliance manufacturer. Apart from manufacturing various home appliances such as washing machine, television, intelligent wardrobe and so on, it also provides customized and personalized services to its customers such as sales agents. Different sales agents may order different types of home appliances with different quantities according to the demand of the region they sale to. 
The southern regions in Country C have many economically developed cities, while western regions consist of some developing cities. Therefore, X has designed different types of washing machines to meet various demands. For example, type A washing machine is intelligent, equipped with several laundry modes according to the colour, texture, material and shape of the clothes. Type B washing machine is a power saving and water saving washing machine, which achieves washing clothes with high efficiency and low power and water consumption. Sale agent A from southern region may order 100 type A washing machines and 50 type B washing machines, while sale agent B from western region may order 30 type A washing machines and 90 type B washing machines. Based on the orders from different sale agents, X will package the corresponding types of washing machines with corresponding quantity together. Afterwards, different packages for different sale agents will be loaded to transportation vehicles accordingly for different destinations.
Before the transportation vehicle enters the loading stack for product transportation, it is necessary to inventory the products to be transported in the warehouse in order to ensure that the products have been recorded. During the loading process, it is required to ensure that the products are loaded to the corresponding transportation vehicles. Moreover, during the transportation, X may also need to monitor the transportation route by tracking the products in order to ensure that the products are transported on the right route. Otherwise, the products will be transported to the wrong place which is time and cost consuming.
 [image: ]      [image: ]
Fig. 5.x.2-1 Ambient IoT for automated supply distribution
[bookmark: _Toc49931677]5.x.3	Service Flows
1. X generates in its logistics management system a list of unique IDs for Ambient_IoT devices to be used for products such as washing machines. Since these washing machines are going to be distributed to different sales agents for product sales across public areas, X may require an authentication and authorization mechanism before Ambient IoT devices start to communication to ensure that certain level of security could then be enforced to prevent the washing machines information from being obtained by any other untrusted third party companies. In this case, an authentication and authorization mechanism is needed for these Ambient_IoT devices.
2. Ambient_IoT devices are attached onto washing machines.
3. Before transporting the washing machines, X’s inventory system can request the 5G network to perform inventory and report the information of Ambient_IoT devices which were attached on the washing machines in order to confirm that the types and the number of washing machines to be transported are accurate.
4. Ambient_IoT devices harvest power from the environment. Based on the request from the X’s inventory system, the 5G network transmits signals intending to start inventory process. When detecting the signals from the 5G network the Ambient_IoT devices can react by responding to connect to the 5G network.
5. When the Ambient_IoT devices access to the 5G network successfully, the 5G network obtains the information of the Ambient_IoT devices and send it to X’s inventory system.
6. Based on the orders from several sale agents, different types of washing machines will be packaged together. 
7. When the washing machines are loaded to the transportation vehicle, the X’s inventory system can request the 5G network to perform positioning services. Since the transportation vehicles stop at fixed positions, with the positioning services, the X’s inventory system can monitor whether the package of the washing machines are loaded to the corresponding transportation vehicles. Since the size of the transportation vehicles is around 10m*3m, the position service should support around 3m to 5m accuracy to meet the demand for location.
8. When the packages of washing machines are in transit, X’s inventory system can request the 5G network to periodically perform inventory and location reporting (e.g. cell level granularity) of Ambient_IoT devices which were attached onto the washing machines in order to make sure that the washing machines are still on the right route. As the transportation vehicles may go to different destinations via different highways, mobile network operator O can deploy Ambient_IoT services at highway toll station to perform inventory and locate the route accordingly. Because of the request from the X’s inventory system, the Ambient_IoT devices perform authentication and authorization mechanism before sending the information in order to ensure that it is the trusted inventory system that performs the inventory of the Ambient_IoT devices. 
9. Based on the request from X’s inventory system, the 5G network periodically transmits signals intending to start inventory process and record the relationship between the Ambient_IoT devices and the location information. The 5G network reports the location information to the X’s inventory system.
10. According to the report from the 5G network, X’s inventory system can locate these washing machines with the location information. If the location information is not aligned with the right route, the X may confirm with the staff to check whether there are mistakes. In this way, X can find the mistakes as soon as possible in order to decrease the cost loss.
11. When the washing machines are transported to the corresponding sale agents, X’s inventory system can request the 5G network to perform inventory and report the information of Ambient_IoT devices which were attached on the washing machines in order to confirm that the washing machines are transported to the right place. 
[bookmark: _Toc49931678]5.x.4	Post-conditions
Thanks to the Ambient_IoT service provided by the 5G system, manufacturer X can distribute products with automatic management process, largely improve the product and service delivery efficiency.
[bookmark: _Toc49931679]5.x.5	Existing features partly or fully covering the use case functionality
SA1 has performed various studies on IoT in previous releases, where related normative stage 1 requirements are introduced in TS 22.011 [9], TS 22.278 [7], TS 22.368 [6], and TS 22.261 [8]. 

TS 22.011 introduces access control for MTC, examples of periodic network selection attempts are:

For UEs only supporting any of the following, or a combination of, NB-IoT, GERAN EC-GSM-IoT [18], and  Category M1[13] of E-UTRAN enhanced-MTC, the UE shall interpret the interval value to be between 2 and 240 hours, with a step size of 2 hours between 2 and 80 hours and a step size of 4 hours between 80 and 240 hours. 
In the absence of a permitted value in the SIM/USIM, or the SIM/USIM is phase 1 and therefore does not contain the datafield, then a default value of 60 minutes, shall be used by the UE except for those UEs only supporting any of the following, or a combination of: NB-IoT, GERAN EC-GSM-IoT [18], and Category M1 [17] of E-UTRAN enhanced-MTC. For those UEs a default value of 72 hours shall be used.
NOTE:	Use of values less than 60 minutes may result in excessive UE battery drain.

TS 22.368 addresses features of MTC communication and service requirements related to MTC device triggering, addressing, identifiers, low mobility, small data transmission, infrequent MT communication, security, remote MTC device management, group-based MTC features including policing and addressing, etc. Example requirements are:

      The system shall provide mechanisms to lower power consumption of MTC Devices.
The system shall provide mechanisms for the network operator to efficiently manage numbers and identifiers related to MTC Subscribers.

TS 22.261 captures some important service requirements for IoT, e.g.

The 5G system shall support a secure mechanism for a home operator to remotely provision the 3GPP credentials of a uniquely identifiable and verifiably secure IoT device.
The 5G system shall support a secure mechanism for the network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.
An IoT device which is able to access a 5G PLMN in direct network connection mode using a 3GPP RAT shall have a 3GPP subscription.
The 5G system shall allow the operator to identify a UE as an IoT device based on UE characteristics (e.g. identified by an equipment identifier or a range of equipment identifiers) or subscription or the combination of both.
An IoT device which is able to connect to a UE in direct device connection mode shall have a 3GPP subscription, if the IoT device needs to be identifiable by the core network (e.g. for IoT device management purposes or to use indirect network connection mode).
The 5G system shall support operator-controlled alternative authentication methods (i.e. alternative to AKA) with different types of credentials for network access for IoT devices in isolated deployment scenarios (e.g. for industrial automation). 
The 5G system shall support a suitable framework (e.g. EAP) allowing alternative (e.g. to AKA) authentication methods with non-3GPP identities and credentials to be used for UE network access authentication in non-public networks.
           NOTE:	Non-public networks can use 3GPP authentication methods, identities, and credentials for a UE to access network. Non-public networks are also allowed to utilize non-AKA based authentication methods such as provided by the EAP framework, for which the credentials can be stored in the ME.

The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third-party service provider.
In these specifications, albeit the service requirements addressing traits for IoT in terms of low device power consumption, small and infrequent data transmissions, long service lifetime, and resource efficiently, the IoT devices considered in 3GPP have been assumed to be powered by at least batteries up till now. To enable extremely small, light-weight, battery-less or even disposable Ambient_IoT devices that engage in basic IoT data transaction and appropriate level of operator management and charging suitable for the target scenarios, new challenges to the 5G system are foreseen and need to be addressed.

[bookmark: _Toc49931680]5.x.6	Potential New Requirements needed to support the use case
5.x.6.1 Service requirements for use of Ambient_IoT devices for automated supply distribution


[PR 5.x.6.1-001] The 5G system shall be able to support a mechanism to authenticate and authorize Ambient_IoT devices.

[PR 5.x.6.1-002] The 5G system shall optimize mobility management support for non-stationary Ambient_IoT devices that are unable to initiate communication towards the network. 

[PR 5.x.6.1-003] The 5G System shall allow an operator to manage (e.g. provision, authenticate, authorise, etc.) Ambient_IoT devices that have limited or no power source.
[PR 5.x.6.1-004] The 5G System shall be able to provide suitable and secure means to report to an authorized third-party the location of Ambient_IoT devices.
5.x.6.2	KPIs for the use of Ambient IoT devices for automated supply distribution 
[PR 5.x.6.2-1] The 5G System shall provide the network connection to address the KPIs for the use of Ambient IoT devices for automated supply distribution, see table 5.x.6.2-1.
Table 5.x.6.2-1 – Potential key performance requirements for the use of Ambient IoT devices for automated supply distribution
	Scenario
	Max. allowed end-to-end latency
	
	Service bit rate: user-experienced data rate
	Message
Size
	Device density
	Service area dimension
	Horizontal Positioning Accuracy (90% confidence level)

	Ambient IoT devices for automated supply distribution
	>10 s
	
	<100 bit/s
	Typically 
< 100 bytes
(note 1)
	< 1,5 Million/km2 
	600 000 m2
	[3] m
(indoors)


	NOTE 1: This size is the payload size.  






* * * End of the First Change * * * *
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