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2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
NGMN 5G White Paper v1.0, February 2015. 

[3]
3GPP TS 22.011: "Service accessibility".

[4]
Void
[5] 
3GPP TS 22.278: "Service requirements for the Evolved Packet System (EPS)".

[6] 
3GPP TS 22.101: "Service aspects; Service principles".

[7]
3GPP TS 22.146: "Multimedia Broadcast/Multicast Service (MBMS)".

[8]
3GPP TS 22.246: "Multimedia Broadcast/Multicast Service (MBMS) user services".

[9] 
3GPP TS 22.186: "Enhancement of 3GPP support for V2X scenarios".

[10]
NGMN, "Recommendations for NGMN KPIs and Requirements for 5G", June 2016

[11]
3GPP TS 22.115: "Service aspects; Charging and billing".

[12] 
Void
[13]
Soriano, R., Alberto, M., Collazo, J., Gonzales, I., Kupzo, F., Moreno, L., & Lorenzo, J. OpenNode. Open Architecture for Secondary Nodes of the Electricity Smartgrid. In Proceedings CIRED 2011 21st International Conference on Electricity Distribution, CD1. June 2011.

[14] 
North American Electric Reliability Council. Frequently Asked Questions (FAQs) Cyber Security Standards CIP–002–1 through CIP–009–1. Available: http://www.nerc.com/docs/standards/sar/Revised_CIP-002-009_FAQs_06Mar06.pdf. 2006. 

[15]
McTaggart, Craig, et al. "Improvements in power system integrity protection schemes". Developments in Power System Protection (DPSP 2010). Managing the Change, 10th IET International Conference on. IET, 2010.

[16]
IEEE Power Engineering Society – Power System Relaying Committee – System Protection Subcommittee Working Group C-6. Wide Area Protection and Emergency Control. 

[17]
Begovic, Miroslav, et al. "Wide-area protection and emergency control". Proceedings of the IEEE 93.5, pp. 876-891, 2005.

[18]
ITU-T Recommendation G.1000 "Communications quality of service: A framework and definitions".

[19]
IEC 61907, "Communication network dependability engineering". 

[20]
NIST, "Framework for Cyber-Physical Systems", 2016.

[21]
3GPP TS 22.104: "Service requirements for cyber-physical control applications in vertical domains".

[22]
3GPP TS 22.262: "Message Service within the 5G System".

[23]
3GPP TS 22.289: "Mobile Communication System for Railways".

[24]
3GPP TS 22.071: "Location Services".

[25]
3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station (MS) in idle mode".

[26]
3GPP TS 22.125: "Unmanned Aerial System (UAS) support in 3GPP".

[27]
Void
[28]
3GPP TS 22.263: "Service requirements for Video, Imaging and Audio for Professional Applications (VIAPA)".

[29]
Void
[30]
3GPP TS 22.179: "Mission Critical Push to Talk (MCPTT)".

[31]
IEEE 1588-2019, IEEE Standard for a Precision Clock Synchronization Protocol for Networked Measurement and Control Systems.

[32]
IEC 61850-9-3-2016 - IEC/IEEE International Standard - Communication networks and systems for power utility automation – Part 9-3: Precision time protocol profile for power utility automation.

[33]
3GPP TS 38.305: "NG Radio Access Network (NG-RAN); Stage 2 functional specification of User Equipment (UE) positioning in NG-RAN"

[34]
ATIS-0900005: "Technical Report on GPS Vulnerability", https://access.atis.org/apps/group_public/download.php/36304/ATIS-0900005.pdf 

[35]
European Commission, Regulatory Technical Standard 25. Level of accuracy of business clocks
https://ec.europa.eu/finance/securities/docs/isd/mifid/rts/160607-rts-25_en.pdf (annex https://ec.europa.eu/finance/securities/docs/isd/mifid/rts/160607-rts-25-annex_en.pdf)

[36]
5G-ACIA, "Exposure of 5G capabilities for Connected Industries and Automation Applications", 5G-ACIA white pater, February 2021, https://5g-acia.org/wp-content/uploads/2021/04/5G-ACIA_ExposureOf5GCapabilitiesForConnectedIndustriesAndAutomationApplications.pdf 

[37]
3GPP TS 22.173: "IP Multimedia Core Network Subsystem (IMS) Multimedia Telephony Service and supplementary services".

[38]
ITU-T, "Technology Watch Report: The Tactile Internet", August 2014.

[39]
D. Soldani, Y. Guo, B. Barani, P. Mogensen, I. Chih-Lin, S. Das, "5G for ultra-reliable low-latency communications". IEEE Network. 2018 Apr 2; 32(2):6-7.

[40]
O. Holland et al., "The IEEE 1918.1 "Tactile Internet" Standards Working Group and its Standards," Proceedings of the IEEE, vol. 107, no. 2, Feb. 2019.

[41]
Altinsoy, M. E., Blauert, J., & Treier, C., "Inter-Modal Effects of Non-Simultaneous Stimulus Presentation," A. Alippi (Ed.), Proceedings of the 7th International Congress on Acoustics, Rome, Italy, 2001.

[42]
Hirsh I.J., and Sherrrick C.E, 1961. J. Exp. Psychol 62, 423-432

[43]
Altinsoy, M.E. (2012). "The Quality of Auditory-Tactile Virtual Environments," Journal of the Audio Engineering Society, Vol. 60, No. 1/2, pp. 38-46, Jan.-Feb. 2012.

[44]
M. Di Luca and A. Mahnan, "Perceptual Limits of Visual-Haptic Simultaneity in Virtual Reality Interactions," 2019 IEEE World Haptics Conference (WHC), 2019, pp. 67-72, doi: 10.1109/WHC.2019.8816173.

[45]
K. Antonakoglou et al., “Toward Haptic Communications Over the 5G Tactile Internet”, IEEE Communications Surveys & Tutorials, 20 (4), 2018.

--- CHANGE #2 ---
6.11.2
Requirements

The 5G system shall support network resource utilization efficiently and network optimization based on system information, including:
-
network conditions, such as network load and congestion information;

-
information on served UEs such as access information (e.g. 3GPP access, non-3GPP access), cell type (e.g. macro cell, small cell), user experienced data rate;

-
application's characteristics (e.g. expected traffic over time);

-
information on prioritized communication such as user subscription profile and priority level, priority services (e.g. MPS, Emergency, and Public Safety), application used for priority communications (e.g. voice, video, and data) and traffic associated with priority communications (signalling and media);

-
subject to user consent, enhanced traffic characteristic of UE (e.g. Mobility information (e.g. no mobility, nomadic, spatially restricted mobility, full mobility), location, sensor-level information (e.g. direction, speed, power status, display status, other sensor information installed in the UE), application-level information (e.g. foreground applications, running background application, and user settings).

The 5G system shall support mechanisms to collect system information for network optimization within an operator configured time scale.

--- CHANGE #3 ---
6.34.2
Requirements

The 5G system shall support the communication services for critical medical applications. The associated requirements are described:

-
in 3GPP TS 22.104 [21] for the requirements related to controlling both local or remote robotic diagnosis or surgery systems,

-
in 3GPP TS 22.263 [28] for the requirements related to high quality medical imaging and augmented reality systems located in hybrid operating rooms, in remote healthcare facilities or ambulances,

-
in 3GPP TS 22.261 clause 7.5 for the requirements on the support of tele-diagnosis or tele-monitoring systems,

-
in 3GPP TS 22.261 clauses 6.10, 8.2 and 8.9 for the requirements on the security of medical data that fulfil regulatory requirements.

--- CHANGE #4 ---
 6.35.3
Service Function Management

-
The service function management shall allow the operator to create, modify, and delete a service function based on operator’s service function chaining policies.

-
The service function management shall allow the operator to create, configure, and control a chain of service functions per application and its users on per UE basis based on operator’s policy or request from third parties.

-
The service function management shall be able to manage service function chaining for deployments where the Hosted Services are provided by the operator and for deployments where the Hosted Services are provided by a third party.

--- CHANGE #5 ---
6.39.3
Service Exposure

Requirements in this clause are subject to regulatory requirements and operator policy. 

The 5G system shall provide means to allow a trusted third-party to update the multimedia telephony service subscription and allocate a third-party specific identity to an authorized user.

NOTE: The third party is authorized to change user identities for those subscriptions authorized by the operator.

The following requirements apply to the originating side:
-
The 5G network shall provide a means for third parties (e.g. enterprises) to be authorized to verify the use of calling identity information by its authorized users.

-
The 5G network shall provide a means for authorized third parties to verify that an authenticated user is authorized to include or reference the pre-established calling identity information included in the call setup or retrieved by the called party.
- 
The 5G network shall provide a means to verify the authenticity of the pre-established stored identity information that is referenced by the call setup and retrieved by the called party.

The following requirements apply to the terminating side. 

-
The 5G network shall provide a means for third parties (e.g. enterprises) to be able to verify the caller’s authorization to use the identity information either in addition to or instead of verification performed by the terminating PLMN.

-
The 5G network shall provide a means to verify the authenticity of any stored identity information referenced by the call setup to be presented to the called party.

--- CHANGE #6 ---
6.41.2
Requirements

6.41.2.1
General

In the requirements below, it is assumed that:

-
Both the home network and the hosting network can be a PLMN or NPN.

-
Only subscribers of a public network can roam into a PLMN. Examples of interworking scenarios between network operators and application providers for localized services are indicated in Annex I.

