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1	Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
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	No
	
	
	X
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	X
	
	
	X



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …

	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item



2.2	Parent Work Item
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	
	
	
	N/A



2.3	Other related Work Items and dependencies
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	



3	Justification
There are three types of information that are exchanged during the network capability exposure to the authorized third-party according to current TS22.101 and TS22.261：
-	Information about UE status；
-	Information about the network status；
-	Information about the 3rd party status.
Current SA1 requirements on network capability exposure mainly focus on the secure connection between 3GPP and third-party, for example:
-	The 3GPP network shall be able to provide suitable and secure means to enable an authorized third-party to provide the 3GPP network via encrypted connection with the expected communication behaviour of UE(s).   （fromTS22.261）
User privacy is considered in some requirements with few considerations on latest progress in privacy computation technologies, for example:
-	Subject to user consent, operator policy and regulatory constraints, the user privacy shall be maintained when passing location information to a 3rd party service provider. （fromTS22.101）
Meanwhile, there is still lack of SA1 requirements on the privacy-preserving of the information exposed between the 3GPP networks and third parties from the following aspects which deprives the multi-parties’ willingness to share more data between each other：
-	the security protection (e.g privacy protection, encryption) of the exposed network status information are not supported. Information, such as the resource utilisation of the network service (radio access point and the transport network (front, backhaul)) is directly exposed to the third party. In addition, some critical network status information is not exposed at all. 
-	the security protection of the exposed UE status information is not flexible enough. With user consent, the UE status is usually exposed directly without concealing. Or some user critical information is not exposed at all.
With proper protection of critical information exposed, the third party and the operator would have more willingness to share data between each other and provide better user service experience. S1-222052 describes two use cases that would benefit from the enhancement of network exposure capability.

Take autonomous driving for example.

[bookmark: _Hlk102070017]Autonomous driving will benefit from predictive QoS and other mobile connection information, to achieve their safety enhancement goals. Current and future QoS information is essential for safe and high quality teleoperated driving (see details in LS SP-210619 from 5GAA). Assuming autonomous driving is based on Uu link: 
· the automaker AF could set the auto-drive level to level 4(High Driving Automation) when network connection quality is good enough for a specific vehicle, 
· and the automaker AF could set the auto-drive level to level 3 (Conditional Driving Automation) when the quality of network connection quality crossed the certain threshold.

To better facilitate the autonomous driving, the automaker AF needs two types of information: 
· information from 5G network (denoted as information X) 
· and local information at the vehicles and automaker AF (denoted as information Z).

The automaker would like to obtain rich information as much as possible for information X and however, operators may not be willing to expose some information X because this information is critical to user and operator.

Assume the automaker AF and the operator could sign a service agreement to facilitate the autonomous driving subject to user consent, operator policy. Based on the service agreement, the automaker AF and the operator could negotiate the demand for the information X and/or how to support the critical information preserving for information X, e.g. a processing function F(X), and the operator responds to the AF’s request with the exposed information (denoted as information Y) as long as the following conditions are fulfilled:
-	The automaker AF could use information Y and information Z to achieve autonomous driving；
-	Y= F(X), wherein the automaker AF could not or have lots difficulties to deduce X based on the information Y or the processing function F(X)；
-	The operator could collect information X internally.
the automaker AF could support the safe autonomous driving in their vehicles without exposing the critical-information of the 5G network.

Please see S1-222052 for more details of use cases.

All in all, with proper protection of critical information exposed, the third party and the operator would have more willingness to share data between each other and provide better user service experience.

Therefore, it is proposed to enhance the network exposure capability with critical information preserving and leverage them for better service delivery via 5G system.
4	Objective
Update the stage 1 specifications to support “the network exposure capability enhancement with critical information preserving”.

5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	{Possible values:
"TS" or 
"Internal TR" or 
"External TR". See Note 1}
	{e.g. 
"22.XXX" or actual number if known}
	{Title of the specification (as per TR 21.801 §6.1.1), to be aligned as much as possible with the WI/SI title}
	{e.g. 
"TSG#87"}
	{e.g. 
"TSG#89"}
	{<FamilyName>, <GivenName>, <Company>, <email address>. See Note 2}

	
	
	
	
	
	



{Note 1:	Only TSs may contain normative provisions. Study Items shall create or impact only TRs.
"Internal TR" is intended for 3GPP internal use only whereas "External TR" may be transposed by OPs.}
{Note 2:	The first listed Rapporteur is the specification primary Rapporteur. Secondary Rapporteur(s) are possible for particular aspect(s) of the TS/TR. In this case, their responsibility has to be provided as "Remarks".}

	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	{e.g. "22.281"}
	{Possible values: 
- either free text (e.g. “CS aspects to be removed") 
- or “Specification to be withdrawn”}
	{e.g. "TSG#89"}
	{Free text}

	TS 22.261
	Requirements for PIN phase 2
	SA#99 (Mar23)
	Add new requirements in 22.261 to support the network exposure capability enhancement



6	Work item Rapporteur(s)
Yanchao Kang, vivo, kangyanchao@vivo.com

7	Work item leadership
SA1

8	Aspects that involve other WGs
{This information is provided as best effort assumption, at the time of submission of the WID to TSG approval. It can be later changed without a need to revise the WID.
The “aspects” can be provided by topic (e.g. “security”, “multimedia”) and/or by specifying the WG(s) e.g.: "SA2, SA3, SA5, SA6. CT6 for storage, and potentially SA4". If not applicable, indicate "None" or "None identified yet"}

9	Supporting Individual Members
{At least 4 supporting Individual Members are needed. There is an expectation that these companies will provide resources to progress the work. Note that having 4 supporting companies is a necessary but not sufficient condition: the usual TSG approval process by consensus is needed for the WID approval}
	Supporting IM name

	vivo

	GUANGDONG GENIUS TECHNOLOGY CO 

	China Telecom

	Xiaomi

	China Unicom
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