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26a
User Identity

26a.1
Introduction

Identifying distinguished user identities of the user (provided by some external party or by the operator) in the operator network enables an operator to provide an enhanced user experience and optimized performance as well as to offer services to devices that are not part of a 3GPP network. The user to be identified could be an individual human user, using a UE with a certain subscription, or an application running on or connecting via a UE, or a device (“thing”) behind a gateway UE. 

Network settings can be adapted and services offered to users according to their needs, independent of the subscription that is used to establish the connection. By acting as an identity provider the operator can take additional information from the network into account to provide a higher level of security for the authentication of a user.

Note: The basic concept and relations of user identity management is described in TR 22.904 [61].

26a.2
Requirements
26a.2.1
User Identifiers and user authentication


The User Identifier shall be independent of existing identifiers relating to subscription or device (e.g. IMSI, MSISDN, IMPI, IMPU, SUPI, GPSI, IMEI) and of other User Identifiers.
The User Identifier may be provided by some entity within the operator’s network or by a 3rd party.
The 3GPP system shall support to interwork with a 3rd party network entity for authentication of the User Identity.
The 3GPP system shall support to perform authentication of a User Identity regardless of the user's access, the user's UE and its HPLMN as well as the provider of the User Identifier.








26a.2.2
Access to services







The 3GPP system shall support to allow a UE access to a slice based on successful User Identity authentication.

The 3GPP system shall support to deny a UE access to a slice based on unsuccessful User Identity authentication.
26a.2.3
(Void)













26a.2.4
Operator requirements

The operator shall be able to enable or disable the use of a User Identifier in his network.







26a.2.5
Privacy requirements

The 3GPP system shall protect the privacy of the user by transferring to a service only User Identity information that is necessary to provide the service and for which the user has consented to when registering for the service. 
