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1. Overall Description:

SA1 thanks SA2 for their incoming LS on credentials for SNPN service continuity, and related questions. According to TS 22.261 (clause 5.1.2, 6.2, 6.18, and 8.3), TS 22.101 (clause 18), TS 22.263 (clause 5.5 and 5.6), SA1 answers are provided below.
SA2 asks SA1 to clarify whether related requirements exist regarding:

Q1: support for access to (and related service continuity) for services provided by an SNPN separate from the serving SNPN (i.e. services provided by the SNPN that issued the UE's subscription). One example could be access to voice services provided by the SNPN.
A1: Yes, the following requirements are relevant:

· General roaming requirements and service continuity requirements as defined in Sections 5.1.2, 6.2 and 6.18 of TS 22.261 and Section 18 of TS 22.101 also apply between SNPNs.
· Other requirements related to NPNs that indicate support for access to services provided by an SNPN separate from the serving SNPN:

· TS 22.261 Section 8.3 requirement:
“The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third-party service provider.”
· For this requirement the third-party service provider may be another SNPN, effectively allowing one SNPN to provides access to services offered by a different SNPN.
· TS 22.263 Section 5.6 requirement:

“The 3GPP system shall be able to enable a UE to receive low-latency downlink multicast traffic from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously.” 
· This requirement also holds for two different SNPNs.

In case these, or other service continuity requirements for SNPNs exists, SA2 would like to ask SA1 the following additional questions: 

Q2: whether only PLMN credentials (and respective authentication methods) can be used to register to a target network (i.e. which may be an SNPN with or without credentials being owned by separate entities, or a PLMN), given the various service continuity scenarios.
A2: For different types of target network, the credentials that can be used are different. To register to a PLMN, only PLMN credentials (and respective authentication methods) can be used. To register to a non-public network, both PLMN credential and non-3GPP identities and credentials can be used.
Q3: whether in addition to PLMN credentials, also non-3GPP identities and credentials (and respective alternative authentication methods) can be used to register to a target network, given the various service continuity scenarios.
A3: Please refer to the answer to Q2.
2. Actions:

To SA2 group.
ACTION: 
SA1 respectfully asks SA2 to take above information into account.
3. Date of Next TSG SA WG1 Meetings:

SA1#92ebis (TBC)
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