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5.x
Remote Control of Engines communications

5.x.1
Description

It shall be possible for a remote driver to operate/control an engine (e.g. control movement and speed) of a vehicle typically for shunting operation in depots, shunting yards and/or for banking via a ground-based system or an on-board system located at opposite ends of the engine.
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Onboard system should have a distinct and unambiguous audible or visual warning device that indicates to nearby personnel that the vehicle is under active remote control and subject to movement.

Remote driver/ground-based entity and controlled engine(s)/onboard entity constitute the remote control of engines system that requires secured/safe continuous radio transmission of data between the remote driver and the controlled engine(s)s (e.g. keep alive messages for robustness, dynamic speed and brake control, report direction of travel and speed of the vehicle).

A remote driver shall be able to control up to 10 engines but only one engine at a time. To supply sufficient power, a locomotive may consist of one or more engines operated from a single remote driver. In that case, commands from the remote control shall be synchronized. A single onboard system is used to control the engines. Only one communication from the remote driver to the onboard system is required.

A remote driver having the capability to control more than one engine should have a mean to prevent simultaneous control over more than one locomotive.

If on-network mode is available, the remote driver shall be able to exchange data with the traffic control system to automatically operate the track switches to free the tracks before remotely operating the train.

If on-network mode is available, trains have to be geographically tracked by the traffic control system to prevent from traveling past predetermined boundaries (i.e. remote control zones to e.g. avoid other train movements).

If on-network mode is available, the system shall alert the traffic control system when a safety case happens to the remote driver (e.g. remote driver down) including the accurate location of the remote driver.

As an option, real-time video monitoring of tracks from onboard system in the cab or from trackside to the remote driver should be required simultaneously to the transmission of data for remote control of engines.

The remote control of engines is designed to be fail-safe so that if communication is lost the vehicle is brought to a stop automatically. 

Due to the fact that very low latency is required, and on-network communication services are not always available at the depot, the FRMCS System provides necessary off-network communication services for the remote control of engines even if on-network communication services are available.

The maximum speed of the train remotely controlled shall be restricted not to exceed 40 kmph.

The remote control of engines shall be flexible enough to easily setup.

Configuration and control of the remote control of engines shall be available locally.

It shall be possible for a remote driver to awaken an onboard entity.

The remote control of engines communication shall be reliable in depots, in tunnels, with clear line of sight.

Multiple and flexible use of spectrum bands shall be supported.

As an option, the remote control application should be used to remotely control by maintenance staff other equipment such as overhead cranes in depots, see below:
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The remote control of overhead cranes has the same requirements on communication characteristics as the remote control of engines.

5.x.2
Pre-conditions

The FRMCS User is authorised to initiate, transmit/receive data/video and terminate the remote control of engines communication.

5.x.3
Service Flows

The entitled FRMCS User initiate, transmit/receive and terminate the remote control of engines communication.

A secure data communication application is used for the remote control of engines communication. The communication requests the QoS class which matches the application category of XXX within the FRMCS System.

Note: applications categories applicable to Off-Network communications will be an outcome of the present study.

The arbitration is managed by the Arbitration application (UC in Off-Network mode are FFS).

The metadata are recorded by the Data recording application (UC in Off-Network mode are FFS).

The communication is secured by the Assured data communication (UC in Off-Network mode are FFS).

The identities, presence and functional addressing is managed by the Role management & presence (UC in Off-Network mode are FFS).

The authorisation of communication is managed by the Authorisation of communication (UC in Off-Network mode are FFS).

The authorisation of application is managed by the Authorisation of application (UC in Off-Network mode are FFS).

The location of the FRMCS Equipment is managed by the Location services (UC in Off-Network mode are FFS).

5.x.4
Post-conditions

The entitled FRMCS User is able to securely exchange data/video in the appropriate area to intended FRMCS User(s).

5.x.5
Existing features partly or fully covering the use case functionality

TS 22.280 [x3], 22.179 [x2], 22.281 [x4] and 22.282 [x5] have a set of specific requirements on Off-Network MCX Services (including MCCoRe and MCData Services for Off-Network).

TS 22.289 [x1] has a set of performance requirements for Off-Network communications for Rail to be refined based on outcomes of the present study.

TS 22.261 [x6] has no requirement on 5G Proximity Services.

TS 22.185 [x7] and 22.186 [x8] have a set of specific requirements on 5G Proximity Services to support V2X communications.

5.x.6
Potential New Requirements needed to support the use case

[PR 5.x.6-1] The FRMCS System shall be able to initiate direct data communication for Remote Control of Engines to FRMCS User(s) upon a request from a functional identity entitled to initiate such communication.

[PR 5.x.6-2] The FRMCS System shall be able to select one or multiple FRMCS user(s) to deliver the Remote Control of Engines data based on their functional identity and location either periodically or as a onetime request.

[PR 5.x.6-2] The FRMCS System shall be able to limit the number of FRMCS User(s) to be selected to deliver the Remote Control of Engines data at any one time.

[PR 5.x.6-1] An entitled FRMCS User shall be able to awake an FRMCS Equipment.

[PR 5.x.6-5] The FRMCS System shall be able to terminate direct data communication for Remote Control of Engines upon a request received from a functional identity entitled to terminate the communication.

[PR 5.x.6-6] The FRMCS System shall allow FRMCS Equipment to use NR for direct data communication for Remote Control of Engines when the FRMCS Equipment is served or not by a 3GPP RAT.

[PR 5.x.6-6] The FRMCS System shall allow FRMCS Equipment to use NR for direct video communication for Remote Control of Engines when the FRMCS Equipment is served or not by a 3GPP RAT, simultaneously with a direct data communication.

[PR 5.x.6-6] If the FRMCS Equipment is served by a 3GPP RAT, using NR for direct communication for Remote Control of Engines shall not interfere with on-network services.

[PR 5.x.6-7] The FRMCS System shall allow FRMCS Equipment to use multiple 3GPP NR spectrum bands simultaneously for direct communications for Remote Control of Engines to ensure robustness of the communication.

[PR 5.x.6-8] The FRMCS System shall support the following traffic characteristics for direct communication for Remote Control of Engines:

Note: this table is intended to be an enhancement to TS 22.289 table 5.2.2-2 [x1]

	Scenario
	End-to-end latency
	Reliability

(Note 1)
	UE speed
	User experienced data rate (UL and DL)
	Payload

size

(Note 2)
	Area traffic density (UL and DL)
	Overall UE density
	Service area dimension
(note 3)

	Remote control of engines data communication 
	≤10 ms
	99,9999%
	Stationary (trackside remote driver) and   ≤40kmph (onboard remote control system and onboard remote driver)
	100 kbps up to 1 Mbps
	Small to Medium
	Up to 100 Mbps/km
	2 (remote driver and onboard system)
	≤1000m along rail tracks including depots and tunnels with clear line of sight

	Remote control of engines video communication
	≤100 ms
	99,9%
	Stationary (trackside remote driver) and   ≤40kmph (onboard remote control system and onboard remote driver)
	10 Mbps
	Medium
	Up to 1 Gbps/km
	2 (remote driver and onboard system)
	≤1000m along rail tracks including depots and tunnels with clear line of sight

	NOTE 1:
Reliability as defined in TS 22.289 sub-clause 3.1.

NOTE 2:
Small: payload ≤ 256 octets, Medium: payload ≤512 octets; Large: payload 513 -1500 octets.
NOTE 3:
Estimates of maximum dimensions.


[PR 5.x.6-10] The FRMCS System shall allow local configuration (e.g. functional identities of engines and remote drivers) and control of the Remote Control of Engines even when the FRMCS Equipment is served by a 3GPP RAT.

*************************************End of Change***********************************************

