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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a 

	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item


2.2
Parent Work Item 
	Parent Work Items 

	Unique ID
	Title

	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	


3
Justification

MCX covers mission critical push to talk (MCPTT), mission critical data (MCData) and mission critical video (MCVideo). MCX systems may be deployed in different ways. For example, an MCX system deployment may be chosen on a geographical basis, by serving all the Mission Critical Organisations in one country or state by one MCX system. Deployment may also be considered on a per organisation basis, whereby different Mission Critical Organisations in the same area are each served by their own MCX system. 
In country border areas and when handling large incidents the users served by one MCX system will need to be able to closely cooperate with users of Mission Critical Organisations who are served by another MCX system. The interconnection, roaming and migration features in the Mission Critical specifications, such as TS 23.280, TS 23.401 and TS 23.288, support these mutual aid scenarios. 
Interconnection allows for communication between users from different MCX systems. Collaboration and migration allows users from one MCX system to operate directly on a partner MCX system.
a) Interconnection means able to communicate from MCX system A to MCX system B while not registering on the other network. It means communication from system A to B.

b) Roaming means only access to use the infrastructure of another MC system.
c) Migration goes a step further than roaming and has more to offer than only access to use the infrastructure. The migrated user from MCX system A can collaborate in a given scenario with end users in MCX system B system. This is collaboration based on same public service provided and authority such as police officers from different systems.

Examples for such interconnection, collaboration or migration scenarios are additional firefighter support from a neighbouring country’s fire service in case of major environmental disasters or accidents and humanitarian aid support by internationally recognized organizations. Another example is cross border personnel support for investigation of crimes such as bank robberies or international organized crime.

To support interconnection, collaboration and migration scenarios, the administrative configuration, information and security parameters of MCX users and groups will need to be shared either beforehand or in real time. 

MCX Systems and MCX system administrator(s) in general do not have access to configuration information held on a partner MCX system and are not able to setup MCX Service Users or their service level authorizations and group associations on a partner MCX system. 

Therefore, a mechanism needs to be studied to allow the MCX system and MCX system administrators to exchange administrative tasks, information and security parameters, and MC user related configuration for the support of interconnection, collaboration and migration. This mechanism should facilitate to authorize and configure MCX users to communicate with partner MCX systems or temporarily migrate to these partner MCX systems. Any scenario of information exchange requires that security and system integrity of the respective MCX systems shall be ensured and maintained.

This new mechanism should support the creation and management of joint groups, enabling/disabling services for visiting MCX users and other related tasks. Other related tasks should include instances such as change of status of the cooperation, and/or sharing of updates between MCX systems for example.
4
Objective

The aim of this work is to identify and study use cases and define potential requirements for a mechanism to allow sharing of administrative configuration information between connected MCX Systems. 
Topics to be studied and addressed include:
· Defining the different use cases and operational requirements in relation to configuration for interconnection, collaboration and migration.
· Identify requirements related to security.
· Aspects related to handling and controlling incoming requests from MCX partner system(s) and sharing of related information, such as support mechanism(s) in user administration structures and data that will allow participation of other MC X users
· Evaluation of existing requirements in relation to this study.
5
Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	TR
	22.8xy
	Study on sharing administrative configuration information between interconnected MCX systems
	SA#86 (Dec 2019)
	SA#87 (Mar 2020)
	


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks
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Work item Rapporteur(s)
Toobe, Jens, BDBOS, jens.toobe at bdbos.bmi.bund.de
7
Work item leadership

SA1
8
Aspects that involve other WGs
Security aspects will be detailed by SA3.
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