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1. Instruction

TS 22.468 includes the requirements of the group management, and the scope of TS 22.468 is ‘The present document collects the requirements as relevant to improve the 3GPP system to support Group Communication over LTE for Public Safety and Critical Communication’. The requirement of 5.11 is for commercial use case, and there is not a releated requirements in 3GPP. 
2. Proposal

It is proposed to delete the editor’s note.

***************************START OF CHANGE**************************
5.11
Swarm of UAVs in logistics

5.11.1
Description

For last-mile networks, autonomous delivery UAVs can perform delivery activities than trucks would find difficult, especially in remote mountainous areas and in emergencies. But delivery UAVs suffer from a fundamental problem; their operation lacks the route density necessary to compete with standard delivery trucks. With each delivery, the UAV has to return to its home base at a warehouse many miles away to collect its next package. The delivery company can release a swarm of UAVs in rapid succession to deliver dozens of parcels in parallel to solve this problem.

5.11.2
Pre-conditions

The delivery company subscribes a swarm of UAVs to the communication service of an operator ；
The UAV control center plans the number of required UAVs and the transportation route based on the delivery information；
The UAV control center creates the configuration of the swarm of UAVs, including the configuration information of the group management, the security configuration information of the communication, etc..

5.11.3
Service Flows

1. 5G system configures the group and security information for the swarm of UAVs based on the requirements of the delivery task.

2. The UAV control center controls and monitors the swarm of UAVs through the 5G system.

3. After successful delivery of the package and return to the home base, the swarm of UAVs will be released.

5.11.4
Post-conditions

The package is delivered successfully, and the swarm of UAVs is released.

5.11.5
Existing features partly or fully covering the use case functionality

The 3GPP system shall enable a UAV to broadcast the following identity data in a short-range area for collision avoidance: [UAV type, current location and time, route data, operating status].
The 3GPP system shall protect the integrity of the message(s) sent from UAS to a UTM containing the UAS identities.

The 3GPP system shall protect the confidentiality of the message(s) sent between UAS to a UTM containing the UAS identities. 
The 3GPP system shall be able to support message transfer among the swarm of UAVs e.g. using Uu or Sidelink etc.. 
5.11.6
Potential New Requirements needed to support the use case

[P.R.5.11-001] The 3GPP system shall be able to support UAV group management (e.g., Create/delete the group, add/remove the UAV into the group, etc.).


***************************END OF CHANGE***************************

