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Discussion

SA1 has tried to clarify the SMARTER requirements for bulk IoT operations and authentication (see S1-190509/ SP-190080).  Even with clarification, SA2 and SA3 are still confused and have been unable to fully understand or make progress on these requirements.  SA1 recently received liaisons asking further questions (see S2-1908632, S3-191601).  
For easy reference, the relevant text from TS 22.261 is copied below.

SA2 indicates that only one of the requirements may have been partially addressed for Rel-15/16.  That is a network exposure function with bulk subscription for a group of UEs (note that SA1 didn’t have an explicit requirement for this).
One other requirement might possibly be addressed with SA2’s new 5G MBMS study, that is “a timely, efficient, and/or reliable mechanism to transmit the same information to multiple UEs.”  
In the most recent LS,  SA2 asked these questions:

· SA2 is kindly seeking clarification on the actual bulk operations and related use cases that SA1 is assuming, e.g. does "manage (e.g., provide service parameters, activate, deactivate) multiple UEs in bulk." refer to subscription and service management? 

· SA2 would also like to ask for additional details on the common criteria that SA1 is assuming.

 

For the first point, it seems SA1 intent was subscription and service management of a group of UEs to be managed in bulk.  It was NOT multiple UEs sharing the same context (security or otherwise) inside the network.

Requirements to “optimize resource use” are also contentious since it is not clear whether that statement refers to over-the-air or network resources or memory/storage (of the UE context).  We would assume it refers to over-the-air/network resources only. In general, SA1 has not been able to provide clear, actionable requirements and answers to LS questions on bulk operations.
Note that SA3 has asked SA2 and RAN2 whether bulk authentication would be addressed; SA2 has indicated it will not be, and SA3 has not indicated any plan to support it.  In fact, the most recent SA3 LS states:

“…SA3 consider authenticating each IoT UE individually before providing service is needed and authentication is an essential part of device key distribution. “

Clearly, the SA1 requirements for bulk operations are very unlikely to be realized in 3GPP specifications.

_________________

[Text from TS 22.261]

6.4.2.2
Efficient bulk operations for IoT
The 5G network shall optimize the resource use of the control plane and/or user plane to support bulk operation for high connection density (e.g., 1 million connections per square kilometre) of multiple UEs.

The 5G network shall optimize the resource use of the control plane and/or user plane to manage (e.g., provide service parameters, activate, deactivate) multiple of UEs in bulk.

The 5G system shall support a timely, efficient, and/or reliable mechanism to transmit the same information to multiple UEs.
NOTE: 
The multiple UEs operated or managed in bulk share common criteria, e.g., associated with same user.
…
8.3
Authentication

The 5G network shall support a resource efficient mechanism for authenticating multiple IoT devices in bulk. 
NOTE 1: 
The multiple IoT devices authenticated in bulk share common criteria, e.g., associated with same user.
_________________
Conclusion and Proposal
SA2 has indicated that Rel-16/17 will not support the requirements above. There is a study in Rel-17 that will potentially address the broadcast use case, but unclear whether those requirements will be supported.  Beyond this, there is no work in SA2 or SA3 to provide support for bulk operations, including the ability to authenticate devices in bulk.

Proposal: SA1 should remove the requirements that downstream groups have indicated an inability to address.  
A companion CR and draft LS response are provided separately.

