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Attachments: CRXXXX to TS22.261
1. Overall Description:

3GPP SA1 would like to thank RAN2 for information that RAN2 is working on to support NB-IOT through 5G CN. 
UAC is a general access control framework for 5GS so that flexibility and extensibility is inherently supported. Thus, if NB-IOT is used in 5GS, NB-IOT also needs to support UAC.  
Regarding the detailed questions of RAN2:
	RAN2 Question
	SA1 Answer

	1) Whether UAC should be supported for NB-IoT connected to 5GC.
	UAC is the only access control mechanism used in 5GS. Thus, when NB-IOT RAT is used by RAN connected to 5GC, UAC shall be used.
In addition, the NOTE at the end of section 6.22.1 of TS22.261 already states:

Sections 4.1 through 4.4a of TS 22.011 are obsolete and replaced by Section 6.22.2 of this specification.
Thus, access control mechanism used in EPS does not apply for 5GS.


	2) RAN2 understands that there is no access category in the table in 22.261 which corresponds to the establishment cause “mo-ExceptionData” and would like to ask SA1 whether it is necessary to introduce a new access category for this purpose, in the range 9-31 (reserved standardized access categories). 
	Based on RAN2’s LS, for NB-IOT, there seems three standardized data class, i.e. “mo-Data”, “delayTolerantAccess” and “mo-ExceptionData”. 
To support ‘mo-ExceptionData’ by a UE configured for delay-tolerant service, SA1 has defined new standardized access category 9.(See the attachment)
For the data generated by a UE not configured for delay-tolerant service, existing access category 7 is used.   

	3) Whether up to 64 access categories need to be defined for support of UAC, given the currently supported establishment causes and necessity for operator defined categories and potential future extension.
	Out of 64 access categories, 32 access categories are for standardized access category and remaining 32 access categories are for operator-defined access categories. 
From SA1’s point of view, up to 64 different access categories provides enough granularity and flexibility for operator to categorize and control different access attempts. 

Currently not all standardized access categories are defined. If benefit is identified, additional standardized access categories can be defined by SA1.

It is up to each operator whether to use any operator-defined access category and how many operator-defined access categories are used. 

	4) Whether access class 0-9 is applicable for UAC and whether access class 0-9 access attempts are mapped to access identity 0. 
	First of all, UAC shall be applied regardless of what access class a UE has.
Secondly, while access identity 11-15 is assigned to a UE based on access class, other access identities are not bound to specific access class. Thus, a UE with access class 0-9 can be assigned with any access identity 0-10. 

In addition, a UE can be assigned with multiple access identities. E.g., a UE can be assigned with both access identity 1 and 11.

For a UE with access class 0-9, if the UE is configured neither with MCS nor with MPS, the UE will use access identity 0.


	5) Whether barring bits for access identities 1, 2, 11 to 15 are common for all access categories or independently controlled for different access categories.
	Barring shall be applicable per any combination of access identity and access category. 

E.g., for the same access category, different barring factors can be applied for different access identities.



2. Actions:

To RAN2/CT1
ACTION: 
SA1 kindly requests RAN2/CT1 to take the above answer into account.
3. Date of Next TSG SA WG1 Meetings:
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