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Abstract: This contribution discusses the access control aspect for REAR.
1. Background
At SA1#75, S1-162280 proposed correction on access control aspect for remote UE, but no agreement was made. In this contribution, scenario where a remote UE may encounter is analyzed.
A UE can be regarded as a remote UE when it access a network through a relay UE. Thus, the direct access from a UE toward network is out of scope of this document.  
2. Discussion
2.1	Different Priority of Remote UE and Relay UE
When a relay UE is used to provide connectivity toward a remote UE, relative priority between the two UEs can be following;
-	Case 1: Priority of a remote UE is higher than a relay UE:
For example, a remote UE is a device that monitors vital signs for a patients and a general-purpose smartphone is used as a relay UE.
-	Case 2: Priority of a remote UE is same as a relay UE.
For example, a remote UE is a general-purpose smart-watch and a general-purpose smartphone is used as a relay UE
-	Case 3: Priority of a remote UE is lower than a relay UE.
For example, a remote UE is a simple step counter and a general-purpose smartphone is used as a relay UE
Different priority is not something new because different priority has been considered in 3GPP long time. E.g. EAB implies different priorities among UEs and ACDC implies different priorities among different applications. In this sense, the fact that a use case regarding priority was not discussed during REAR may not necessarily mean that this is a new service.
BTW, the case where traffic can have different priority may be more complex than the case where UEs have different priority. For example, traffic of remote UE may be higher ACDC category than the traffic of a relay UE which was blocked. In this case, if traffic by a remote UE should be prioritized than that of a relay UE, accessibility should be evaluated whenever new access attempt is made by a remote UE. Critical information generated by a remote UE needs to be delivered to network reliability even when a relay UE exists between the remote UE and the network.
Observation 1:
Priority of a remote UE is not always same as that of a relay UE. Priority of traffic of a remote UE is not always same as the traffic priority of the relay UE.

2.2	Access dependency of Remote UE
Access attempt by a remote UE can be treated in following two alternatives:
-	Alternative 1: Access of a remote UE is dependent on whether access from a relay UE toward network is allowed:
In this alternative, if access from a relay UE toward a network is restricted, the access attempt by a remote UE is also restricted. If access from a relay UE toward a network is allowed, all access attempts from a remote UE are allowed also.
-	Alternative 2: Access of a remote UE is independent on whether access from a relay toward network is allowed or not:
In this alternative, even when access from a relay UE toward a network is restricted, the access attempt by a remote UE can proceed based on the re-evaluation result.
Current specification does not specify which is in line with service requirement. 
Observation 2:
Requirement is not clear whether access grant/restriction for a remote UE is identical to access grant/restriction for a relay UE. 

2.3	Connected mode of a Relay UE
At this moment, it is not clear whether a relay UE with a remote UE should always be in RRC Connected mode or not, because this leads to increased management signalling for a relay UE and eNB, and more power consumption for a relay UE.
However, if it is assumed that a relay UE is put into RRC-Connected mode for a remote UE and if it is assumed that the access from a remote UE is always granted, it means that there is no way to perform access control for a remote UE
Observation 3:
If a relay UE is always put into RRC Connected mode for a remote UE, the access from a remote UE can be always granted while access from other UEs in direct mode is subject to access control. 
In this case, the one option may be that network can control congestion by individually releasing the connection of relays and/or remote UEs. However, this causes a lot of signaling message which additionally consume already congested resources.
Or, as a cell is more loaded, network may decides that it will not grant additional connection but keep current connection. I.e., as a cell becomes congested, access from a UE in direct mode can be rejected while all access from a UE in indirect mode is granted. As a result, for a UE capable of both indirect and direct mode, it may occur that the access probability in direct mode is different from access probability in indirect mode. 
Observation 4:
Requirement is not clear whether access probability of a UE should be same regardless of whether the UE is in indirect mode or in direct mode in the same cell. 

2.4	Capability difference between a remote UE and a Relay UE
Let’s assume following situation:
· A remote UE is kind of a MTC terminal and configured with EAB.
· A relay UE is a smartphone and does not support EAB functionality.
· In a cell where the remote UE and the relay UE is located, EAB is enforced.
In this case, the access control based on EAB should be applicable toward the remote UE. However, because the relay UE does not understand EAB, it is unclear whether EAB is enforced or not. Or, capability of a remote UE can be different from that of a relay UE.
Observation 4:
Requirement is not clear whether a remote UE and a relay UE with different capability can be paired for indirect mode.

2.5	Expected behaviour for a remote UE
For a remote UE based on R-12 Prose, a remote UE reads SIB directly from eNB while it is in coverage. However, for Evolved Prose Remote UE, it is not yet clear whether the UE should keep monitoring SIB or not. So, if the Evolved Prose Remote UE can read SIB directly, the Evolved Prose Remote UE can perform access check directly. When it fails access check, there will be no transmission from the remote UE to a relay UE, avoiding unnecessary transmission between the remote UE and the relay UE. On the other hand, if the remote UE is not required to read SIB directly, a relay UE should be involved in performing access check regardless of whether it is direct involvement or not.
Observation 5:
Depending on how stage-2/3 procedure is developed, the entity performing access check can differ.

2.6	Heterogeneous RATs
It is possible that the link between a remote UE and a relay UE is WLAN and the link between a relay UE and eNB is LTE. In this case, because 3GPP-based access control is not applicable over WLAN, it should be clarified whether/how access control is applied.
As a matter of fact, most of currently available devices generates more data when they are connected to internet via WLAN than cellular system. Thus, it is not desirable for a remote UE to deliver data toward a relay UE via WLAN, when the cell where the relay UE is located is congested. If the relay cannot deliver the data to eNB, relay UE itself has to perform flow management to prevent shortage of memory. 

3. Proposal
A remote UE is expected to be limited in capability and capacity. Thus, not to introduce additional burden on a remote UE, it is proposed that the access grant for a remote UE is inherited from a paired relay UE:
· I.e, when access is granted for a relay UE, access is also granted for a remote UE. 
· I.e, when access is denied for a relay UE, access is also denied for a remote UE. 
· I.e, priority of the remote UE shall be treat as equal to the priority of the relay UE.
To prevent side effect out of this, it is proposed to impose following restrictions to the current requirements:
· The remote UE shall not select a relay UE of lower priority or capability which cannot meet service requirements of the remote UE (e.g., a remote UE configured for EAB and a relay UE which does not support EAB, or a remote UE of Cat-4 and a relay UE of Cat-M)
· Access probability for a remote UE shall be same regardless of where the remote UE is in direct or in indirect mode.
Accompanying CR is proposed in [1]
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