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New proposed text:

********************* First Changes***********************************************
5.8.1.x.  Legal and regulatory obligations
Lawful Interception is a general condition of operator licences and authorisations.

In many countries, Lawful Interception is a technology neutral obligation that applies to all fixed and mobile network operators (local loop service providers). Then, this Lawful Interception obligation is fully applicable to 5G Networks.
Lawful Interception capabilities must be provided to intercept all communications placed when they are using the 5G public network of a country. In particular these capabilities must prevent detection and usage by any unauthorized entities 
*****************End of First changes***********************************************

******************Second Changes***********************************************
5.8.2.1.System Security
Subject to regulatory requirements, the <5G system> shall support a secure mechanism allowing an authorized entity to disable from normal operation of a device reported as stolen.

Subject to regulatory requirements, the <5G system> shall support a secure mechanism allowing an authorized entity to re-enable a recovered stolen device to normal operation.
The 3GPP system shall be able to protect subscriber identity and other user identifying information from attacks by a passive listener. 
The 3GPP system shall be able to protect subscriber identity and other user identifying information from active attacks.

The 3GPP system shall be able to protect user location information from attacks by a passive listener. 
The 3GPP system shall be able to protect user location information from active attacks. 

Subject to regulations, the 3GPP system shall be able to protect the user identity from an attack by a roamed-to network.
Subject to national regulatory requirements, the 5G 3GPP System shall support a mechanism to provide Lawful Interception. Existing Lawful Interception are applicable without restrictions.

Subject to national requirements, the 5G 3GPP System shall comply with Lawful Interception Requirements.

The <5G System> shall provide appropriate mechanisms to enable Lawful Interception. 

Note: The appropriate solution will be defined in 3GPP SA3_LI
************** End of Second Changes***********************************************

