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1 Introduction
This contribution is to update the part of service continuity for IoT devices of Connectivity Aspects family in Massive Internet of Things TR [1], including traffic scenarios and potential requirements.
2 Discussion
In the SMARTER TR 22.891 [2], the requirement of service continuity for IoT devices has been agreed in section 5.25.2 as in the below:
The 3GPP system shall be able to support service continuity for an UE (e.g. wearable device) when it changes from direct access to indirect access via another UE (e.g. smart phone), and vice versa or when it changes indirect access from UE (e.g. smart phone) to another UE (e.g. smart phone).
In the last meeting in Anaheim, according to the Mikko’s suggestion, service continuity can’t be realized in the non-3GPP RAT case. So we change the requirement of “service continuity” into “maintain the ability to route signalling and data and minimize the interruption time” for IoT devices in non-3GPP RAT case.
But this requirement is also unclear to the other groups, such as SA2 and RAN2. So we suggest keep the service continuity in the requirements and revise the definition of service continuity in 21.905.

Therefore, we propose the detail changes for service continuity topics as in the below.
3 Proposal
This document proposes to update the definition, traffic scenarios and requirements of service continuity for IoT devices of Connectivity Aspects family in MIoT TR.
* * * * Start of 1st Change * * * *
3
Definitions, symbols and abbreviations

3.1
Definitions
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [3] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [3].
Active communication: a UE is in active communication when it has one or more connections established. A UE may have any combination of CS connections or PS connections (e.g., PDP contexts, active PDN connections). 
Service continuity: The uninterrupted user experience of a service that is using an active communication when a UE undergoes an access change without, as far as possible, the user noticing the change.
NOTE 1: 
In particular Service Continuity encompasses the possibility that after a change the user experience is maintained by a different telecommunication service (e.g. tele- or bearer service) than before the change.
NOTE 2: Examples of access changes include the following. From pre-5G: CS/PS domain change. From 5G: switching between a direct 3GPP connection and an indirect 3GPP connection.


* * * * Start of 2st Change * * * *
5
Use Case Families

5.2
Connectivity Aspects
5.2.2
Traffic scenarios
5.2.2.5
Traffic scenario 5 of service continuity

For the IoT device which is connected with network directly or indirectly, the 3GPP system needs to guarantee the service continuity when the IoT device changes from direct access to indirect access via a relay UE, and vice versa or when the IoT device changes indirect access from a relay UE to another relay UE. So this type of IoT devices will support service continuity for all the cases from case 1 to case 10 in the below Figure 5.2.2.5.





5.2.3
Potential requirements
Requirements below are for all kinds of connectivity aspects, including IoT devices which are connected with network directly or indirectly and IoT devices which are connected with network only via a relay UE for 3GPP/non-3GPP RAT case, in licensed band, or unlicensed band:
· The 3GPP system shall support an IoT device to access to the 3GPP network directly, or via a relay UE when the IoT device and relay UE are within a short range communication.
· The 3GPP system shall have the means to authorize a relay UE to provide relay functionality to other IoT devices.
· An IoT device that connects to the network via a relay UE shall establish a trusted relationship with the relay UE, before the IoT device is connected to the network via the relay UE.
· IoT devices that communicate with each other using a short range communication shall first establish a trusted relationship with each other.
· Editor’s Note: For the non-3GPP RAT case, to establish a trusted relationship for IoT devices communication with each other needs to be further studied.
· The 3GPP system shall support an IoT device with PLMN A which is connected with the network via a relay UE with PLMN B, when PLMN A and PLMN B have a roaming agreement.
· Editor’s Note: Identities and subscriptions for IoT devices need to be further studied.

· The 3GPP system shall support real time services (e.g. real time voice and/or real time video) for an IoT device, whether the IoT device is connected to the network directly or via a relay UE.

· The 3GPP system shall support data transmission services for an IoT device, whether the IoT device is connected to the network directly or via a relay UE.
· The 3GPP system shall support service continuity for an IoT device, when the IoT device changes indirect access from a relay UE to another relay UE.
· 
· 
· The 3GPP system shall optimize the battery consumption of an IoT device, whether the IoT device is connected to the network directly or via a relay UE.
· The 3GPP system shall optimize the battery consumption of a relay UE, when an IoT device is connected to the network via the relay UE.
· The 3GPP system shall identify, address and reach an IoT device, when the IoT device is connected to the network via a relay UE.

· The 3GPP system shall support end to end QoS for an IoT device, when the IoT device is connected to the network via a relay UE.
Requirements below are only for IoT devices which are connected with network directly and indirectly for 3GPP/non-3GPP RAT case, in licensed band, or unlicensed band:
· The 3GPP system shall support service continuity for an IoT device, when the IoT device changes from direct access to indirect access via a relay UE, and vice versa.
· 
Requirements below are only for IoT devices which are connected with network only via a relay UE for 3GPP/non-3GPP RAT case, in licensed band, or unlicensed band:
· The 3GPP System shall support a timely, efficient, reliable and secure mechanism to transmit the same information to multiple IoT devices which can connect with network only via a relay UE.
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