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Abstract: This contribution proposes merging UC 5.3 and UC 5.31 from the aspect of network accessibility in disaster. And the security aspect of UC 5.31 is described in section 5.8.
---------- 1st Change ----------
5.1
System flexibility
5.1.1
Description

Unlike previous 3GPP systems that attempted to provide a 'one size fits all' system, the 5G system is expected to be able to simultaneously provide optimized support for different configurations through various means. Flexibility and adaptability on network functionality and service is a key distinguishing feature of a 5G system.

Flexibility enabler 1： Network slicing

One key concept to achieve the goal of flexibility is network slicing (cp. [2], clause 5.2 and 5.69). Network slicing allows the operator to provide dedicated logical networks with customer specific functionality, without losing the economies of scale of a common infrastructure. As such a big variety of use cases with diverging requirements can be fulfilled. For example, there will be different requirements on functionality such as charging, policy control, security, mobility, performance etc. There is also a need to isolate the different segments from each other. Terminals can be directed to appropriate slices in a way that fulfil operator or user needs, e.g. based on subscription or terminal type. 

Network slices will consist of mainly 3GPP defined functions but could also include proprietary functions that are provided by different operators or 3rd parties. To guarantee a consistent user experience and support of services in case of roaming, slices composed of the same network functions should be available for the user in the VPLMN. Configuration of network slices and provision of proprietary functions will be based on agreements between operators.  

Network slicing could also be used to provide a network configuration enabling basic communications (e.g., voice, text messages) in case of natural disasters. Another example of applying this concept could be to provide access to the network in low-ARPU areas (cp. [2], clause 5.48) where there is a need for providing access to essential services with a basic Internet access (e.g. Basic broadband speeds, relaxed latency requirements).
Operator often provides similar service to multiple 3rd parties (e.g. enterprises) that require similar network functionalities, which should be supported in an efficient manner.
Flexibility enabler 2: Efficient user plane

Immersive services such as interactive virtual reality have critical requirements on transfer bandwidth and delay between terminals, and the users hope to get consistent user experience even if they change the location during communication (cp. [2], clause 5.8). 

In cooperation with service providers, the application server can be deployed in an operator’s network to provide services, e.g. UHD video, with critical requirements on bandwidth and delay for the users nearby, and the operator network needs to ensure efficient data path between end-user and server to address the service requirements on bandwidth and delay (cp. [2], clause 5.37). In critical communication scenarios such localized real-time control and industrial automation, an extremely restricted requirement of reliability and latency is expected to guarantee the communication between e.g. a robot and a local robot-control system (cp. [2], clause 5.15), and an efficient data transfer is required even if e.g. the robots move in the smart factory area.
Flexibility enabler 3:  Network capability exposure

Network capability exposure is to provide the network capabilities that are in need by the 3rd party ISP/ICP. Based on 3GPP SEES and FMSS, the operator can provide network capabilities e.g. QoS policy to 3rd party ISPs/ICPs. However, with the advent of 5G, some new network capabilities need to be considered to be exposed to the 3rd party. There are the following examples: 

· to allow the 3rd party to dynamically custom the dedicated network slice cater for different diverse use cases, the network slicing capability may allow third parties to create, manage a network slice configuration via suitable APIs, within the limits set by the operator (cp. [2], clause 5.49). 

· the 3GPP network enables hosting of services (including both MNO provided services and 3rd party provided services) closer to the end user to improve user experience and save backhaul resources(cp. [2], clause 5.37).

Flexibility enabler 4:  Flexible broadcast service

The broadcast service, e.g. an enhanced form of MBMS, allows the users to receive the linear time audio and audio &video programmes such as 4k UHD, and the user is able to select the expected broadcast program from the broadcaster’s management system (cp. [2], clause 5.56). Another new possible broadcast service is a truly ad-hoc video broadcast that interested parties want to see based on a social web advert, and the video content may be live and may not ever be stored on a video server in the network but may be only transmitted as a ‘one-off’ by either a broadcast organisation or an individual (cp. [2], clause 5.56). 
---------- 2nd Change ----------

5.1.2
Potential Requirements

5.1.2.1
Network Slicing

Editor’s Note: The following requirements are copied from [2], clause 5.2.2:

The 3GPP System shall allow the operator to compose network slices, i.e. independent sets of network functions (e.g. potentially from different vendors) and parameter configurations, e.g. for hosting multiple enterprises or MVNOs etc. 
The operator shall be able to dynamically create network slice to form a complete, autonomous and fully operational network customised to cater for different diverse market scenarios.

The 3GPP System shall be able to identify certain terminals and subscribers to be associated with a particular network slice.
Editor’s Note: The following requirements are agreed in meeting #72.
The 3GPP System shall be able to enable a UE to simultaneously obtain services from one or more specific network slices of one operator e.g. based on subscription or terminal type.
Editor’s Note: The following requirements are copied from [2], clause 5.2.3:

The operator shall be able to create and manage network slices that fulfil required criteria for different market scenarios. 

The operator shall be able to operate different network slices in parallel with isolation that e.g. prevents data communication in one slice to negatively impact services in other slices.
The 3GPP System shall have the capability to conform to service-specific security assurance requirements in a single network slice, rather than the whole network. 

The 3GPP System shall have the capability to provide a level of isolation between network slices which confines a potential cyber-attack to a single network slice. The operator shall be able to authorize third parties to create, manage a network slice configuration (e.g. scale slices) via suitable APIs, within the limits set by the network operator. 

The 3GPP system shall support elasticity of network slice in term of capacity with no impact on the services of this slice or other slices.

The 3GPP system shall be able to change the slices with minimal impact on the ongoing subscriber’s services served by other slices, i.e. new network slice addition, removal of existing network slice, or update of network slice functions or configuration.
The 3GPP System shall be able to support E2E (e.g. RAN, CN) resource management for a network slice.

Editor’s Note: The following requirements are agreed in meeting #72.
The <5G system> shall enable operators to use the network slicing concept to efficiently support multiple 3rd parties (e.g. enterprises) that require similar network characteristics.
Editor’s Note: The following requirements are copied from [2], clause 5.69.3:

The 3GPP system shall enable operators to define and identify network slices with common functionality to be available for home and roaming users. 
The 3GPP system shall enable operators to specify the network functionalities that a network slice is required to provide.

The 3GPP system shall support the inclusion of 3GPP defined functions as well as proprietary 3rd party or operator provided functions in a network slice.

NOTE:
The specific functional areas for which the system should support proprietary or operator provided functions should be identified. 

The 3GPP system shall support to associate the user in a VPLMN to the network slice that provides the required functionality for this user (e.g. the same functionality as the associated network slice in the HPLMN). If no corresponding slice has been defined the user should be assigned to a default network slice, as defined by the VPLMN.




Editor’s Note: The following requirements are copied from [2], clause 5.48.2:

The 3GPP system shall support network sharing with capabilities for operators to set parameters for resource sharing both on demand and dynamically.

The 3GPP system shall support very efficient use of the control plane (e.g., cooperation between services to minimize overall signalling between a UE and the network).
Editor’s Note: The above draft requirement requires further clarifications.
The 3GPP system shall support efficient use of the data plane (e.g., packaging data from multiple applications and sending it on a periodic basis rather than an on demand basis).
Editor’s Note: The above draft requirement requires further clarifications.
The 3GPP system shall support APIs that provide network status information to applications (e.g., to allow applications to use network resources efficiently).

The 3GPP system shall be optimised to minimise as much as possible the traffic (Data and signalling) on the interfaces between the access network and the core network in order to reduce the amount of backhaul traffic.
Editor’s Note: The above draft requirement requires further clarifications.
The 3GPP system shall be optimised to support Ues with minimal functionality (e.g. user experienced data rate of 10 Mbps at DL and 10 Mbps at UL with E2E latency of 50 ms).
The 3GPP system shall be optimised to facilitate very large cells (e.g.: link budget better than 160 dB, relaxed timing on random access and other procedures to enable very long range beyond 50km).

Editor’s Note: The following requirements are copied from [2], clause 5.48.3:

The base station shall support an energy saving mode with the following characteristics:

- The energy saving mode may be activated/deactivated either manually (e.g., on demand), or automatically (e.g., reaching a threshold).

- The transmit power may be reduced when the energy saving mode is activated.

- The latency requirements may be reduced when the energy saving mode is activated.

- Service may be restricted to authorized users.

- The base station may be in listen mode.

The 3GPP system shall support centralized network automation and remote management in order to reduce local management tasks.

The data rate transfer should be enhanced at the cell edge for very large cells. 

The access network shall be able to inform UEs what capabilities are supported (e.g., to allow UEs to determine if the network provides the required capabilities).

The 3GPP system shall be able to provide the essential services with connection density of 16 / km2.

The 3GPP system shall be able to provide the essential services with traffic density of 16 Mbps / km2.
---------- 3rd Change ----------

5.6
Access
5.6.1
Description

Editor’s Note: The following text is based on some of the text taken from sections 5.23, 5.26, 5.27, 5.28, 5.31, & 5.58 of TR 22.891 with minor updates/clarification.
The 5G system has the following characteristics related to access:
1. Multiple Access Support 
Multiple RAT connectivity is beneficial for increasing the throughput and a capability to select which data flow goes over which RAT benefits further. This will require that the UE has full dual radio capability, i.e. can handle both uplink and downlink radio transmissions on both the 5G RAT and the E-UTRA RAT simultaneously. This is expected to be commonly supported by UEs used as e.g. smart phones. Due to the expected large diversity of market segments and type of UEs for the new system, it is also expected that some UEs will target lower complexity segments where single radio capability is preferred.
2. Optimized Connection per Traffic Type
Optimized connection to the specified cell, based on traffic type. When the user is in the coverage area of multiple cells, the best cell for the given application should be used, so that the traffic is routed in optimal manner. Moreover, traffic routing within the network should also be optimized, i.e., some of the traffic may be offloaded locally while other traffic may be routed operator core network.
3. 3GPP/Non-3GPP Access Integration 
The 5G system will connect to multiple non-3GPP and 3GPP access networks in order to allow the operator to improve the efficiency in the exploitation of the network infrastructure and to provide the best capabilities to an end-user. 
The 5G system is expected to support at least mobility between 3GPP and non-3GPP networks with optional session continuity, capability for the UE based on network control to select the access to connect to, simultaneous connection to different accesses, capability to access services provided by a 5G network to the UE connected to a non-3GPP access, authentication for accessing 3GPP network through a non-3GPP access using 3GPP credential, etc. 
4. Access from less trusted networks 
In order to enable more flexible deployments, operators will support access and connectivity via less trusted networks. For example, current core network functions are expected to be deployed nearer the edge and multiple parties may own the network equipment traversed. In these networks, privacy across access networks elements cannot be assumed and the user's identity should be protected.
5. Network accessibility in disaster
In case of natural disasters, operators need to provide high available communication services to users. To ensure the service robustness, the operator network resources should be used only for the subscribers, devices and/or services limited by operator’s policy. For this purpose, 5G system is expected to support access control mechanism enhanced for 5G use cases.
Also, 5G system is expected to support temporary service mechanism which operators can cooperate each other in disaster cases. The temporary service is the limited set of communication services provided by an operator for users of other operators as temporary users. The temporary service mechanism is useful in countries without deploying national roaming and/or radio access network sharing.
6. Energy Efficiency

As 5G network is likely to utilize higher spectrum compared to legacy 3GPP networks including mmWave, it is expected that more basestations are needed to cover the same area covered by legacy 3GPP networks. This would cause higher operational complexity for operators which may be a big burden for the operators in developing countries where power is limited. 5G network should consider technology to maximize energy efficiency.
5.6.2
Potential Requirements

Editor’s Note: The following requirements are taken from sections 5.28, 5.26, 5.27, 5.23, 5.31, & 5.58 respectively of TR 22.891 with minor updates/clarification (e.g. replaced “future network” with “5G system”).
1. Multiple Access Support 

Editor’s Note: The following requirements are from [2], clause 5.28.3:
The 5G system shall be able to provide data transmission by using both the 5G RATs and E-UTRA RAT simultaneously, i.e. in this case dual radio UE capability is required.

When a UE is using both the 5G RAT and E-UTRA RAT simultaneously, the 5G system shall be able to select a radio access (either a 5G RAT or E-UTRA RAT) to assign each data flow, taking into account e.g. service, traffic characteristics, radio characteristics, and UE’s moving speed.

The 5G system shall support UEs with dual radio capability as well as UEs with single radio capability, i.e. a UE that cannot transmit on the 5G RAT and the E-UTRA RAT simultaneously.
2. Optimized Connection per Traffic Type 

Editor’s Note: The following requirements are copied from [2], clause 5.26.3:
Based on operator policy, the 3GPP network shall provide a mechanism such that a specific traffic type (from a specific application or service) to/from a UE can be routed via specific RAN nodes, and traffic in one RAN node can be offloaded towards a defined IP network close to the UE's point of attachment to the access network, while other traffic type to/from that same UE is not offloaded.   
3. 3GPP/Non-3GPP Access Integration 

Editor’s Note: The following requirements are copied from [2], clause 5.27.2:
The 5G system shall be able to provide 3GPP services to the UE using various 3GPP and non-3GPP access networks (e.g. WLAN, Fixed broadband access, Bluetooth, etc). 

 The 5G system shall be able to support:

· Inter-system mobility between 3GPP and non-3GPP access networks with optional session continuity, 

· Capability for the UE to select the 3GPP or non-3GPP access based on operator policy, 

· Simultaneous connection to different accesses, & capability for the UE to access the 3GPP services provided by the 5G network using non-3GPP access e.g. FMSS…, 

· Authentication to access 5 G network through a non-3GPP access using 3GPP credentials. 

Editor’s note: this list is not exhaustive.
The 5G system shall enable the UE to simultaneously connect to the network via different accesses, both non-3GPP and 3GPP.

The 5G system shall be able to manage the addition or dropping of the various accesses dynamically during the session according to the quality of the individual connections.
For UEs simultaneously connected to the network via different access (both non-3GPP and 3GPP), the network shall support data transmissions that leverage  these accesses.
The 5G system shall be able to aggregate the UE data transfer via one access or a combination of accesses.
The 5G system shall be able to aggregate the UE data transfer via one access or a combination of accesses to provide the best user experience during an ongoing data transmission.

The 5G system shall be able to support the interworking with fixed broadband network. 

NOTE:
The specification of fixed broadband access network is outside the scope of 3GPP.Which evolution of fixed broadband access network architecture needs to be considered in stage 2. 
The 5G system shall be able to differentiate charging a subscriber for the same 3GPP service if it is provided to a UE over different 3GPP and non-3GPP accesses.

Based on operator policy, the 5G system shall be able to dynamically offload part of the traffic from 3GPP RAT to non-3GPP RATs and vice versa, taking into account traffic load.

Editor’s Note: The following requirements are copied from [2], clause 5.27.3:
The 3GPP network shall be able to integrate fixed and wireless access management and provide an efficient provision of services over 3GPP and non-3GPP accesses.
4. Access from less trusted networks 

Editor’s Note: The following requirements are copied from [2], clause 5.23.5:
Subject to regulatory requirements, the UE may use a temporary identifier for initial attach that hides its long-term identity. The home network shall be able to associate this temporary identifier to the long-term identity.
5. Network accessibility in disaster 


5G system shall be able to support enhanced access control mechanism with e.g. the following conditions: 

· target subscribers (i.e. per PLMN), 
· subscriber class (i.e. access class), 
· device type (i.e. Smart phone or IoT device), 
· service type (i.e. Voice, SMS and/or specific data applications), 
· communication type (i.e. emergency call, signalling and/or service origination).
The enhanced access control mechanism shall be able to provide defining the limited set of services based on operator’s policy.
Subject to regulatory requirements, 5G system shall be able to support temporary service mechanism which has the following features:
· service authorization for users of other than home operators as temporary users by serving operator policy, 
· access security for temporary users (see section 5.8.1.X).
6. Energy Efficiency

Editor’s Note: The following requirements are copied from [2], clause 5.58.2:
The 3GPP system shall be capable of achieving [1000] times energy efficiency compared to legacy system. 
---------- 4th Change ----------
5.8
Security
5.8.1
Description
5.8.1.X
Security for temporary service in disaster
Temporary service (see section 5.6) might be used in disaster situation in countries without deploying national roaming and/or radio access network sharing. The operator networks in the countries cannot access security information for users other than home operators. From this aspect, 5G system is expected to support access security mechanism without security information in home network (e.g. IOPS like system for non-public safety users, emergency services enhanced for temporary users and so on).
---------- 5th Change ----------
5.8.2
Potential Requirements

5.8.2.1
System Security

Subject to regulatory requirements, the <5G system> shall support a secure mechanism allowing an authorized entity to disable from normal operation of a device reported as stolen.

Subject to regulatory requirements, the <5G system> shall support a secure mechanism allowing an authorized entity to re-enable a recovered stolen device to normal operation.
The 3GPP system shall be able to protect subscriber identity and other user identifying information from attacks by a passive listener. 
The 3GPP system shall be able to protect subscriber identity and other user identifying information from active attacks.

The 3GPP system shall be able to protect user location information from attacks by a passive listener. 
The 3GPP system shall be able to protect user location information from active attacks. 

Subject to regulations, the 3GPP system shall be able to protect the user identity from an attack by a roamed-to network.
Subject to regulatory requirements, 3GPP system shall be able to support access security for temporary users (e.g. IOPS like system for non-public safety users, emergency services enhanced for temporary users and so on).
