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1. Introduction
This contribution updates the general description and provides analysis of challenges and potential gaps to complete the use case on real-time cooperative safety protection for TR 22.916. 
The update covers two aspects:
1.	one key point of the use case is that the leading robot/UE needs to receive all the packets from all the participant robots in the group to make decision for each decision period. So, the leading robot/UE cannot make the decision until all the packets arrive. Which means the determining factor is the packet that is the last to arrive, no matter how fast other packets are transmitted.
If all the packets from all the participant robots arrive synchronously in the leading robot/UE, the packet delay budget is not that critical for each participant. Considering the processing capability of the leading robot/UE is limited, the sooner the last packet arrives, the longer time left for the leading robot/UE to process.
Therefore, CPG-5.2-001 is proposed:
5G system is expected to be able to provide a means to ensure synchronous arrival of associated data transmission for a collaborating group of UEs to support that a group of service robots can collaboratively execute security protection task (i.e., synchronization among service robots within a collaborating group and synchronization among the multiple sources related to the respective service robots) in which the accuracy level is required by the applications layer.
2.  As mentioned above, the leading robot/UE needs all the packet from all participant robots to make decision for each decision period: 
· For multiple robots: if some packets of a participant/robot are not going to arrive on time, other data packets of other participant robots with the same time stamp shall be discarded to save network resources.
· For one robot transmitting video stream: the data packets from a frame or video slice are relevant. In some implementations all the data packets are needed, if some data packets are missing, the network could discard the remaining data packets of a frame or video slice from one robot, which has been captured in rel18 XR reequipments 
Therefore, CPG-5.2-002 is proposed:
5G system is expected to be able to provide a means to support discarding the associated data packets of one UE which are not needed by the application layer based on the synchronization need for the collaborating group that the UE belongs.
2. Proposals
It is proposed to add the following use case to 3GPP TR 22.916.
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[bookmark: _Toc112789855][bookmark: _Toc119920034][bookmark: _Toc112789856]5.2.1	General description
This use case considers the collaboration between security staff and robots to complete security protection of a certain geographical area, including patrolling based on the configured route, target identification, target tracking, intelligent detection, alarm report, etc. The security protection task requires real-time information sharing among robots, security staff and remote security controller. In addition, the decision or adjustment of security protection schemes, which may be made by a leader robot, a security person or a remote security controller, also needs to be received and executed by all the participants (e.g. robots or security staff) synchronously.  Through the real-time collaboration among robots, security staff and remote security controller, the performance and efficiency of security protection can be improved. The real-time cooperative safety protection also can reduce the labour intensity and work risks of security staff, as well as the cost (e.g. the number of security staff).
For example, one of the most important features of smart factory is safety production solution. Robots play an important role in smart factory. A group of robots equipped with cameras and sensors are used to collect and report real-time information periodically according to the configured route. The security protection decision maker can be a leader robot, a security person or a remote security controller. Based on the latest global information, the decision maker determines whether there is a security event and how to respond.  The potential events of security protection contain intrusion detection, fall detection, smoke and flame identification, critical access occupancy identification, helmet identification, etc. 
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Fig. 5.2.1-1: Real-time cooperative safety protection
A group of robots equipped with cameras, sensors and 3GPP-based communication capabilities (e.g. direct network connection, indirect network connection or both) cooperatively work together to complete security protection of a certain geographical area. According to the complexity of the security protection task, the intelligence level of robots and the quality of communication service, a security person equipped with a 3GPP-based UE or a remote secure controller may be needed. 
A security protection task is configured and started, which includes patrolling based on the configured route, target identification, target tracking, intelligent detection, alarm report, etc. A leader participant is chosen according to the complexity of the security protection task, the intelligence level of robots, the quality of communication service, etc. The leader participant is in charge of collecting the latest information from other participants and determine the control information for other participants based on the latest global information. The leader participant can be a security person, a leader robot or a remote security controller. These three cases can be switched or used collaboratively. Taking a security person as the leader participant for example, service flows are described as follows.
1. Robots and the UE of security staff in the same security protection task discover each other and share their capabilities. The capabilities include both communication capabilities and service capabilities (e.g. sensor type, leader participant capability).
2. Based on the initial configuration, the leader participant (the UE of a security person) receives the latest information (e.g. location, target characteristic update, camera information, channel state information) from other participants (e.g. robots, other security person) periodically. The time period is about 1ms to 100ms depending on the security protection task. For example, the sampling rate of indoor intrusion detection is 50Hz (20ms) in [8]. When the camera information of each UE is video steam, data packets from a frame or video slice[x] are relevant. In some implementations all the data packets are needed, if some data packets are missing other data packets are useless. Therefore, to save the resources, when some data packets of a frame or video slice cannot be transmitted on time, other data packets from the same frame or video slice shall be discarded.
3. A single robot can only provide limited partial information, which is generally not enough for making decision.  One of the potential processing methods is shown in Fig. 5.2.1-2 When ,after the leader participant receives all the participants' data arrived in the first decision period (e.g., in the blue block)the information from all participants in the synchronized pace, the leader participant processes all the data in the blue block to generate the global information can be generated by the leader participant via processing all the synchronized information. when some data packets of a participant cannot be transmitted on time, other data packets of other participants with the same time stamp shall be discarded to save network resources.
Based on the global information, the leader participant decides whether there is a security event (e.g. intrusion, fall, smoke, flame). The decision maker determines whether there is an intrusion every 100ms in [8]. Ideally the packet data of each participant with the same time stamp shall arrive at the leader participant at the same time. However, the channel status is different for all robots, which will lead to different QoS for the data transmission (e.g., transmission delay, reliability). In some cases, the data packets of a participant often arrive at the leader participant in the last 20ms. Although the data packets of other participants can arrive at the leader participant in the first 20ms, the leader participant still need to cache the received data (for at most 80ms) to wait for data from the last participant. Moreover, the decision cannot be processed until the last data arrives, which means higher computing capability is required. Considering the power consumption and size of UE/robot, the capacity of computing and cache/storage is limited. Synchronous transmission among the participants is required to save storage and simplify the processing logic of the UE/robot.Generally, the arrival time difference shall not exceed the time period of data report, which is about 10ms to 100ms. For example, the decision maker determines whether there is an intrusion every 100ms [8]. There are 5 information reports per 100ms for each robot because the sampling rate of indoor intrusion is 50Hz. This means that all reports data of each robot need to arrive at the leader participant within 100ms. 
If the data packets do not arrive within the required time period, the data packets are useless even though they are transmitted successfully. Moreover, the global information cannot be generated because the data packets of some participants are missing. Therefore, to save the resources, the data packets with the same time stamp from the rest participants shall be discarded when data packets of one or more participants cannot be transmitted on time. 
4. If the leader participant detects a security event based on the processing in step 3, the leader participant decides how to respond and sends control information to other participants. Upon receipt of the control information, all the participants will execute their own respond task cooperatively: some participants may move to their target locations at the specified time, some participants will track the specific target, other participants may broadcast alarm tone, etc.
5. Repeat step 2~4 until the security protection task is completed. The participants can use direct network connection or indirect network connection to communicate with each other based on the quality of communication service of each link.
When one of robots is the leader participant, the performance requirement of synchronized transmission may be stricter. Even the leader robot usually is with higher computing capability and intelligence level, it still needs more time to process information, hence the time for communication would be shorten. When the remote security controller is the leader participant, the latency of wireless network transmission may be shorter because of the longer distance. 
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Fig. 5.2.1-2: The schematic diagram of data transmission in a safety protection task	Comment by Ki-Dong Lee11a: Corrected
All the participants can share latest information synchronously and execute real-time control cooperatively. The assigned security protection task can be completed efficiently.
[bookmark: _Toc119920035]5.2.2	Related existing service requirements 
Clock synchronisation: 3GPP TS 22.104 
· clause 5.6.1 Clock synchronisation service level requirements
· clause 5.6.2 Clock synchronisation service performance requirements
· clause 7.2.3.2 Clock synchronisation requirements
Packet Delay Budget: 3GPP TS 23.501
· clause 5.7.4 Standardized 5QI to QoS characteristics mapping
TS 22.261 does not contain any requirements for synchronization transmission of multiple UEs.

[bookmark: _Toc119920036]5.2.3	Challenges and potential gaps
The following applicable aspects are identified and recommended for further study and can be further considered with other ongoing or recently completed Studies if applicable.
[CPG-5.2-001] 5G system is expected to be able to provide a means to ensure synchronous arrival of associated data transmission for a collaborating group of UEs within a defined accuracy level.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2] [CPG-5.2-002] 5G system is expected to be able to provide a means to support efficient data transmission when some data from one UE are not needed based on the synchronization need for the collaborating group that the UE belongs.
Editor’s note: [CPG-5.2-002] is FFS.
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