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* * * 1st change * * *

[bookmark: _Toc29479007][bookmark: _Toc52549830][bookmark: _Toc52550731][bookmark: _Toc114852748]9.11	FRMCS naming authority
[bookmark: _Toc29479008][bookmark: _Toc52549831][bookmark: _Toc52550732][bookmark: _Toc114852749]9.11.1	Description
The FRMCS Naming Authority (NA) is a registry service provided by FRMCS System to facilitate the handling of various namespaces, number spaces or other information sets needed to support FRMCS services.

For example, FRMCS User identification requires a registry to manage the identification information which shall not be duplicated during its registration process. 
The information may contain sensitive information such as personal information, e.g. finger-print. Therefore, FRMCS NA should consider strong security mechanisms to store the information.

[bookmark: _Toc29479009][bookmark: _Toc52549832][bookmark: _Toc52550733][bookmark: _Toc114852750]9.11.2	Pre-conditions
A new train driver is registered as a new user of FRMCS.
A new trainborne UE is installed in a train. 
[bookmark: _Toc29479010][bookmark: _Toc52549833][bookmark: _Toc52550734][bookmark: _Toc114852751]9.11.3	Service Flows
The new train driver wants to use FRMCS System.
The train driver makes a request to register the user identification information in FRMCS with his/her finger-print as an identification method.
The FRMCS checks the duplication of the user identification under the guidance of FRMCS NA and registers the user identification information in its registry.
During the registration, the user identification information is handled by using a blockchain service. FRMCS communicates with the blockchain system to store the information.
The train driver installs a new trainborne UE in the train. During the installation process, the trainborne UE is registered as a new FRMCS UE in FRMCS registry under the guidance of FRMCS NA to avoid duplication of FRMCS UE address.
[bookmark: _Toc29479011][bookmark: _Toc52549834][bookmark: _Toc52550735][bookmark: _Toc114852752]9.11.4	Post-conditions
The train driver is registered as a new user in FRMCS System without duplication of user identification information.
The user identification information is stored in the blockchain service safely.
The trainborne UE is installed in the train and is registered as a new FRMCS UE in FRMCS System without duplication of UE address.
[bookmark: _Toc29479012][bookmark: _Toc52549835][bookmark: _Toc52550736][bookmark: _Toc114852753]9.11.5	Potential requirements and gap analysis
	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.11-001]
	The FRMCS System shall be able to avoid duplication of identities.
	A
	22.280
	covered by 22.280
[R-6.9-002]

	[R-9.11-002]
	The FRMCS System shall be able to provide secure method to store the identification information.
	A
	Not covered
	Make CRs to add the secure storage (e.g. blockchain) requirement to “5.12 Security” of 22.280 
Currently, 22.280 supports the cryptographic key management service. The service is not enough to provide the secure storage.
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