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[bookmark: _Hlk118455153]Abstract: This contribution discusses updates to Clause 5.8.
1. Introduction
Introduce updates to Clause 5.8
2. Reason for Change
· Updated Existing features in clause 5.8.5 with existing features that apply to this use case
· [bookmark: _Hlk118454576]Removed Editor’s Note for  [P.R 5.8.6-1] and updated  text in [P.R 5.8.6-1] and added a note to address the Editor’s note and provide clarification on “UE/RAN” terminology.
· Corrected the format of the Note for [PR.5.8.6-4] and updated the Note number to 1 
· Added KPIs for service availability, separated KPIs for indoor and outdoor, removed brackets on Maximum Allowed end to end latency, removed the service area column and updated the notes. 
· Addedd an Editor’s Note for the Table format. 
3. Conclusions
4. Proposal
It is proposed to agree the following changes to 3GPP TR 22.840, V0.2.0


* * * First Change * * * *
[bookmark: _Toc355779204][bookmark: _Toc354586742][bookmark: _Toc354590101][bookmark: _Toc355779206][bookmark: _Toc354586744][bookmark: _Toc354590103][bookmark: _Toc355779207][bookmark: _Toc354586745][bookmark: _Toc354590104][bookmark: _Toc355779209][bookmark: _Toc354586747][bookmark: _Toc354590106][bookmark: _Toc113387719]5.8.5	Existing features partly or fully covering the use case functionality
Editor’s note: The gap analysis is FFS.

SA1 has identified several IoT/MTC requirements that assume device type of higher complexity and higher availability of power/energy, higher processing power, etc, than the Ambient IoT device. Some excerpts are listed below: 

3GPP TS 22.368 [6]: "Service requirements for Machine-Type Communications (MTC)"
TS 22.368 provides related requirements for identifiers for MTC subscribers, for handling large number of devices, feature addition, power consumption, security
· The system shall provide mechanisms for the network operator to efficiently manage numbers and identifiers related to MTC Subscribers.
· The network shall provide a mechanism to reduce peaks in the data and signalling traffic resulting from very large numbers of MTC Devices (almost) simultaneously attempting data and/or signalling interactions.
· The network shall provide a mechanism for the network operator to control the addition or removal of individual MTC Features to a subscription (e.g. based on matching or mismatching of MTC Features).
· The system shall provide mechanisms to lower power consumption of MTC Devices.
· The network operator shall be able to efficiently provide network security for connection between MTC Device and a MTC Server or between MTC Device and a MTC Application Server in case there is a direct connection with the MTC Application Server. This applies even when some of the devices are roaming i.e. connected via a VPLMN.

3GPP TS 22.278 [7]: "Service requirements for the Evolved Packet System (EPS)"
The 22.278 provides efficient data transmission in between core network and UE.
· The 3GPP system shall support efficient transmission of IP data and non-IP data to/from a UE.
· The 3GPP system shall support efficient transmission of small data to/from a UE.


3GPP TS 22.261[8]: "Service requirements for the 5G system"
TS 22.261 provides requirements on power, positioning.
· The 5G system shall support UEs using small rechargeable and single coin cell batteries (e.g., considering impact on maximum pulse and continuous current).
· The 5G system shall be able to make the position-related data available to an application or to an application server existing within the 5G network, external to the 5G network, or in the User Equipment. 
· NOTE 3: 	the position service latency can be tailored to the use cases.
· The 5G system shall be able to manage and log position-related data in compliance with applicable traceability, authentication and security regulatory requirements.
· The 5G system shall supply a method for the operator to configure and manage different positioning services for different users.
· The 5G system shall allow the operator to identify a UE as an IoT device based on UE characteristics (e.g. identified by an equipment identifier or a range of equipment identifiers) or subscription or the combination of both.



[bookmark: _Toc113387720]5.8.6	Potential New Requirements needed to support the use case
[PR.5.8.6-1] The 5G system shall be able to assist an Ambient IoT device with discovery and communication with UEs/RAN5GS  entities that can provide location related information. 
Editor’s note: "UEs/RAN entities” terminology needs to be clarified.
NOTE 1:	The 5GS entity could be either a UE and/or RAN entity that communicates with tags to support this service.

[PR 5.8.6-2] Based on operator policy, the 5G system shall be able to support authorization of UEs communicating with an Ambient IoT device. 
[PR.5.8.6-3] The 5G system shall be able to support means to support RAN entities and authorized UEs to communicate with Ambient IoT devices and transfer related information to other 5G system entities (e.g., core network) / servers.
[PR.5.8.6-4] The 5G system shall be able to provide a mechanism to protect the privacy of information (e.g., location and identity) exchanged during communication with an Ambient IoT device.
NOTE 12:	This requirement refers to communication between Ambient IoT devices and 5G System entities (e.g., core network, RAN entities), application servers or authorized UEs.
[PR 5.8.6-5] The 5G system shall be able to support a UE to authenticate an Ambient IoT device.
[PR 5.8.6-6] The 5G system shall be able to support Ambient IoT devices with the following KPIs:
Table 5.8.6-1  KPI Requirements for “Finding Remote Lost Item” Service 
	Scenario
	Maximum Allowed end to end latency 
	Ambient IoT service availability
	Message
Size (UL)
	Device/tag density
	Maximum Communication range
	Service Area 

	Remote lost item finding

	[>5s]
	FFS


	256 bits

      (Note 1)
	<750 devices /100m2

(Note 2)
	10~100m

(Note 3)
	  FFS

	Note 1: 64bits corresponds to 20 digits in decimal number. 20 digits is assumed for the length of tag ID. Additional 192bits were assumed for control and other data (e.g., location information, IP address of server).
Note 2: 100m^2 space can be packed with about 250 large size baggage (with H=0.7m, W=0.5m). Assuming 3 layers of baggage stacked gives = 250x3 = 750
Note 3: Covers indoor and/or outdoor usage




	Scenario
	Maximum Allowed end to end latency 
	Ambient IoT service availability
	Message
Size (UL)
	Device/tag density
	Maximum Communication range

	Remote lost item finding (Indoor)

	>5s
	99%

(Note 1 )
	256 bits

(Note 2 )
	<750 devices/100m2 

(Note 3)
	10m 

(Note 4)

	Remote lost item finding (Outdoor)

	>5s
	99%

(Note 1)
	256 bits

(Note 2)
	<750 devices/100m2 

(Note 3)
	100m

(Note 5)

	Note 1: Service can be potentially provided by both multiple UEs and RAN entities.
Note 2: 64bits corresponds to 20 digits in decimal number. 20 digits is assumed for the length of tag ID. Additional 192bits were assumed for control and other data (e.g., location information, IP address of server).
Note 3: 100m2 space can be packed with about 250 large size baggage (with H=0.7m, W=0.5m). Assuming 3 layers of baggage stacked gives = 250x3 = 750
Note 4: In indoor, it is assumed that UE directly communicates with the Ambient IoT device.
Note 5: In outdoor, it is assumed that UE communicates with either Ambient IoT device or RAN entity.



Editor’s note: Table format would be updated to align with the KPI format agreed on in the study.



* * * End of First Change * * * *

