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Abstract: Adds an annex to clarify the EU digital wallet initiative and its relevance.
1. Introduction
In SA1 98e and SA1 99e, there was discussion of a 'digital wallet.' The meaning of this term was not as clear during the discussion as it could have been, if additional background material were avaialble.
2. Reason for Change
This pCR adds an annex to provide an overview of the European Digital Wallet initiative.
3. Conclusions
None
4. Proposal
It is proposed to agree the following changes to 3GPP TR 22.856-020.


First Change
[bookmark: _Toc113265430]Annex B (informative):
The EU Digital Identity Wallet Initiative 
The European Commission intends to establish a sovereign digital/digital identity as part of its digital transformation strategy[xx]. 
This digital identity [x] will allow by 2030 the citizens of the union to authenticate themselves to the main public services (or to some services of non-public companies), using a "wallet". This wallet will be an application that will store (in a secure way) a certain number of data and certified documents (identity card, driving license, certificates of personal qualities - like the majority -) in order to share them with the relevant services (e.g. school registration) securely. These solutions shall be compatible in all European countries. 
“Every time an App or website asks us to create a new digital identity or to easily log on via a big platform, we have no idea what happens to our data in reality. That is why the Commission will propose a secure European e-identity. One that we trust and that any citizen can use anywhere in Europe to do anything from paying your taxes to renting a bicycle. A technology where we can control ourselves what data is used and how."[x]
The EU Digital ID Wallet [x] is intended to allow European citizens to safely save their documents and personal information in a manner that complies with privacy regulations, as well as to give the data owners full control how the data is used (who can access it), and to track how it has been used.
The information stored in the wallet could have general utility in many circumstances, even outside of the country in which the information was issued. Examples given are driver's licenses, medical records or certification such as university degree titles.
It is acknowledged that people need to establish their identity in many ways. This process is currently complex, as each activity requires different credentials and as the form of credentials vary, identification requires different process. Having a single digital identity wallet will simplify these processes.
The goal of the program is to bring the following benefits:
- To support the ability of every person eligible for a national ID card to have a digital identity that is recognized anywhere in the EU;
- To provide a simple and safe way to control how much information you want to hsare with services that require the sharing of information;
- To allow mobile phone apps and other devices to support a means to 
-	provide identity services on- and off-line;
-	store and exchange information provided by governments, e.g. name, surname, date of birth, nationality;
-	to use information as confirmation ofthe right to reside, work, or study in a particular member state.
Today only 60% of the EU population in 14 Member States are abile to use their national electronic ID (eID) beyond their own country. Only 14% of key public service providers across all Member states allow cross-border authenticaiton with an eID system, e.g. to prove a person's identity as part of authentication with a service accessed by means of the Internet without the need of a password.
There are many situations where such identity information is needed, mainly during interaction with the government. For example, filing tax returns, changing one's address. Many other activities require identification, e.g. opening a bank account, renting a car, checking into a hotel, applying for a bank loan, etc.
Various aspects of the intiative are of general interest for services offered over the internet, including:
-	Qualification of web sites and services, to ensure they are trustworthy and reliable. This could (partially) address threats such as phishing and illegitimate services;
-	An electronic signature framework, to express agreement to the content of a document;
-	A means to demonstrate that a set of data existed at a specific time, e.g. that a bill or fine was paid on time;
-	A 'seal of authenticity' that can be attached to digital content, such as football tickets, to avoid counterfeit in the digital domain.
While the digital wallet initiative is specific to Europe, the ideas behind it may be generally applicable. That is, to encourage and ease e-commerce, e-government and provide users with control over how their data is accessed, a digital wallet approach may have applicability and value in a broader international context.
Use Case ExampleThe use cases presented include identification on public websites, but also for banking or medical services, education, mobility, etc. It generally involves making life easier for citizens and businesses by producing a framework of trust in the exchange of identity papers without the need for verification by physical meeting.
[image: Bank loan request using European digital identity]
Figure xx example of use, applying for a bank loan. [y]
Benefits for the citizen:
· Easy to identify itself
· Management of identity information storage and usage permissions

Benefits for businesses:
· User-friendliness and compliance with user identification legislation.
· Reduction in 'business integration requirements' for services, that currently must  contend with diverse documents and processes.
References
In mid-February 2022, a call for projects for the implementation of solutions and experimentation was launched <https://ec.europa.eu/info/funding-tenders/opportunities/docs/2021-2027/digital/wp-call /2022/call-fiche_digital-2022-deploy-02_en.pdf>, accessed 24.10.22.
The "toolbox" defining the APIs and data schemas should be finalized by the end of 2022. The architecture of the technical solutions, such as the centralized or decentralized orientation, are not defined to date.
[x]	Quote from Ursula von der Leyen, President of the European Commission, in her State of the Union address, 16 September 2020, <https://ec.europa.eu/info/strategy/priorities-2019-2024/europe-fit-digital-age/european-digital-identity_en>, accessed 24.10.22.
[xx]	https://ec.europa.eu/info/strategy/priorities-2019-2024/europe-fit-digital-age/shaping-europe-digital-future_en
[y] The figure is from <https://ec.europa.eu/info/strategy/priorities-2019-2024/europe-fit-digital-age/european-digital-identity_fr>, accessed 24.10.22.
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