

	
3GPP TSG-WG SA2 Meeting #140E e-meeting  	S2-2005525
Elbonia, August 19 – September 1, 2020	(revision of S2-200xxxx)
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.502
	CR
	2374
	rev
	- 
	Current version:
	16.5.1
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Adding emergency registration procedure for trusted non-3GPP access

	
	

	Source to WG:
	Huawei, HiSilicon

	Source to TSG:
	SA2

	
	

	Work item code:
	5WWC
	
	Date:
	2020-08-12

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	Firstly, the AN parameters in emergency registration procedure for untrusted non-3GPP access are wrong. The 5G-GUTI, SUCI or PEI shall be included in NAS message instead of AN parameters.
Secondly, there is a wrong reference in emergency registration procedure for untrusted non-3GPP access where step 21b instead of step 22b of figure 4.2.2.2.2-1 shall not be performed.
Thirdly, the emergency registration procedure for trusted non-3GPP access is missing, and it shall be added.

	
	

	Summary of change:
	1. If the UE has no SUPI and no valid 5G-GUTI, PEI shall be included instead of its encrypted Permanent User ID (SUCI) in the NAS message.
2. step 21b instead of step 22b of figure 4.2.2.2.2-1 shall not be performed.
3. The emergency registration procedure for trusted non-3GPP access is added, which refers to the mergency registration procedure for untrusted non-3GPP access with some modifications.

	
	

	Consequences if not approved:
	1. The AN parameters and reference in emergency registration proceudre for untrusted non-3GPP access are wrong.
2. The emergency registration procedure for trusted non-3GPP access is missing.

	
	

	Clauses affected:
	4.12.2.3, 4.12a.2.X (new)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc517082226]* * * * First change * * * *
4.12.2.3	Emergency Registration for untrusted non-3GPP Access
Emergency Registration procedure is used by UEs requiring to perform emergency services but cannot gain normal services from the network. These UEs are in limited service state as defined in TS 23.122 [22].
The regular registration procedure described in clause 4.12.2 applies with the following differences:
-	If the UE has no SUPI and no valid 5G-GUTI, PEI shall be included instead of its encrypted Permanent User ID (SUCI) in the Access Network parametersNAS message.
-	NSSAI shall not be included by the UE. The AMF shall not send the Allowed S-NSSAIs in the Registration Accept message.
-	If the AMF is not configured to support Emergency Registration, the AMF shall reject any Registration Request that indicates Registration type "Emergency Registration".
-	If the AMF is configured to support Emergency Registration for unauthenticated UEs and the UE indicated Registration Type "Emergency Registration", the AMF skips the authentication and security setup or the AMF accepts that the authentication may fail and continues the Emergency Registration procedure.
-	If the authentication is performed successfully, the NAS messages will be protected by the NAS security functions (integrity and ciphering). The AMF shall derive the N3IWF key, per TS 33.501 [15], and shall provide it to the N3IWF after the authentication completion using an NGAP Initial Context Setup Request message as in the regular registration procedure.
-	If the authentication is skipped or authentication fails, the NAS messages will not be protected by the NAS security functions (integrity and ciphering). However, the AMF shall create an N3IWF key and shall provide it to the N3IWF after the authentication completion (whenever authentication has failed or has been skipped) using an NGAP Initial Context Setup Request message. The N3IWF shall use it to complete IKE SA establishment, and shall acknowledge the AMF by sending an NGAP Initial Context Setup Response message.
NOTE:	Per TS 33.501 [15], the UE and the AMF independently generate the KAMF (and derived keys) in an implementation defined way and populate the 5G NAS security context with this KAMF to be used when activating a 5G NAS security context."
-	As in step 14 of figure 4.2.2.2.2-1 for Emergency Registration, if the UE was not successfully authenticated, the AMF shall not update the UDM. Also for an Emergency Registration, the AMF shall not check for access restrictions, regional restrictions or subscription restrictions.
-	Steps 16 and 22b 21b of figure 4.2.2.2.2-1 are not performed since AM and UE policy for the UE are not required for Emergency Registration.

* * * * Second change * * * *
4.12a.2.X	Emergency Registration for trusted non-3GPP Access
Emergency Registration procedure for trusted non-3GPP access shall be supported as specified in clause 4.12.2.3 for untrusted non-3GPP access with the following differences:
-	The regular registration shall refer to clause 4.12a.2.
-	The N3IWF is substituted by the TNGF.
-	The N3IWF key is substituted by the TNGF key.

* * * * End of changes * * * *
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