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FIRST CHANGE
[bookmark: _Toc98836849][bookmark: _Toc73625479][bookmark: _Toc69883471][bookmark: _Toc66701814][bookmark: _Toc66692635][bookmark: _Toc51838912][bookmark: _Toc51754085][bookmark: _Toc51753951][bookmark: _Toc45012525][bookmark: _Toc36126201][bookmark: _Toc27821847][bookmark: _Toc19199058][bookmark: _Toc98836876][bookmark: _Toc83206620][bookmark: _Toc30666558][bookmark: _Toc31029852][bookmark: _Toc31030743][bookmark: _Toc43388310][bookmark: _Toc43735540][bookmark: _Toc50130527][bookmark: _Toc50133841][bookmark: _Toc50134181][bookmark: _Toc50557133][bookmark: _Toc50548809][bookmark: _Toc55202114][bookmark: _Toc57209736][bookmark: _Toc57366127][bookmark: _Toc66703570][bookmark: _Toc73625622][bookmark: _Toc83206732][bookmark: _Toc73625501][bookmark: _Toc83206601][bookmark: _Toc83355922][bookmark: _Toc20204674][bookmark: _Toc27895388][bookmark: _Toc36192491][bookmark: _Toc45193593][bookmark: _Toc47593225][bookmark: _Toc51835312][bookmark: _Toc75412148]4.3.4	AMF	Comment by Huawei C: Entire 3794r01 CR contents.
In addition to the functions defined in TS 23.501 [4], the AMF performs the following functions:
-	Select a PCF supporting 5G ProSe Policy/Parameter provisioning based on indication of 5G ProSe Capability as part of the "5GMM capability" in the Registration Request.
-	Store the 5G ProSe Capability.
-	Forward the 5G ProSe Capability to PCF in Npcf_UEPolicyControl_Create Request.
-	Obtain from UDM the subscription information related to 5G ProSe and store them as part of the UE context data.
-	Obtain PC5 QoS parameters from the PCF and store them as part of the UE context data.
-	Provision the NG-RAN with indication about the UE authorization status about 5G ProSe Direct Discovery and 5G ProSe Direct Communication (i.e. as 5G ProSe-enabled UE for ProSe Direct Discovery, as 5G ProSe-enabled UE for ProSe Direct Communication), 5G ProSe UE-to-Network Relay Discovery and Communication (i.e. as 5G ProSe Layer-2 Remote UE, as 5G ProSe Layer-2 UE-to-Network Relay, as 5G ProSe Layer-3 UE-to-Network Relay).
-	Provision the NG-RAN with PC5 QoS parameters related to 5G ProSe Direct Communication.
-	Optionally support security procedures over Control Plane for 5G ProSe UE-to-Network relaying as defined in TS 33.503 [29].

SECOND CHANGE
5.1.4.3.2	Principles for Control Plane based authentication and authorisation security procedures for 5G ProSe Layer-3 UE-to-Network Relay
5.1.4.3.2.1		Overview
Control Plane-based authentication and authorisationsecurity procedures for 5G ProSe Layer-3 UE-to-Network Relay call flow and procedure is defined in TS 33.503 [29]. It is characterised by the following principles:
-	5G ProSe Layer-3 UE-to-Network Relay's NAS signalling is used for the control plane based security procedure to 5G ProSe Layer-3 Remote UE's authentication and authorisation a 5G ProSe Remote UE.
-	The AMF serving the 5G ProSe UE-to-Network Relay selects AUSF as specified in TS 23.501 [4] clause 6.3.4 using the identification information the 5G ProSe Remote UE provided as specified in TS 33.503 [29] clause 6.3.3.3.2.considering also the 5G ProSe Layer-3 Remote UE information and interacts with the 5G ProSe Layer-3 Remote UE's AUSF.
-	If the 5G ProSe Remote UE's HPLMN intends to use control plane security procedure, the 5G ProSe Remote UE's HPLMN AUSF shall support control plane based security procedure.
-	If a network intends to use control plane security procedures then all the AMFs or the all AMFs within the network slices the 5G ProSe UE-to-Network Relay uses shall support the control plane based security procedures.
NOTE:	If the control plane security procedure is not supported then the 5G ProSe Remote UE can select another 5G ProSe UE-to-Network Relay or user plane based security can be used.
5.1.4.3.2.2	PDU Session secondary authentication of Layer-3 5G ProSe Remote UE via 5G ProSe Layer-3 UE-to-Network Relay
Control plane based security procedures optionally support a 5G ProSe Layer-3 Remote UE specific secondary authentication, which is different from the secondary authentication defined in TS 33.501 [29], via a 5G ProSe Layer-3 UE-to-Network Relay defined in TS 33.503 [29] clause 6.3.3.3.4.2.
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