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	Reason for change:
	3GPP specs are inconsistent wrt whether TCP is supported below the IPsec layer to enable NAT traversal.

[bookmark: _Toc20150292][bookmark: _Toc27847100][bookmark: _Toc36188233][bookmark: _Toc45184147][bookmark: _Toc47342989][bookmark: _Toc51769691][bookmark: _Toc83302319]TS 23.501 § 8.3.2	 “User Plane for untrusted non-3GPP Access” reads
Details about the PDU Layer, the N3 stack and the N9 stack are included in clause 8.3.1. The UDP protocol may be used below the IPsec layer to enable NAT traversal.
The AMF Event Exposure service only includes UDP port as location information (§TS 23.502 clause 5.2.2.3.1)
[bookmark: _Hlk87183170]
Conversely TS 23.501, clause 5.6.2 reads
The User Location Information may correspond to:
-	In the case of 3GPP access: Cell-Id. The AMF includes only the Primary Cell-Id even if it had received also the Cell-Id of the Primary cell in the Secondary RAN node from NG-RAN.
-	In the case of Untrusted non-3GPP access: a UE local IP address (used to reach the N3IWF) and optionally UDP or TCP source port number (if NAT is detected).
-	In the case of Trusted non-3GPP access: TNAP/TWAP Identifier, a UE/N5CW device local IP address (used to reach the TNGF/TWIF) and optionally UDP or TCP source port number (if NAT is detected).


	
	

	Summary of change:
	The clause (23.501 § 8.3.2) specifying the user plane stack is the reference (as other clauses describe the location information that can be derived from the stack) and thus other clauses need to align to this clause. 
Clause 5.2.2.5.4 is thus updated

	
	

	Consequences if not approved:
	3GPP specs remain inconsistent wrt whether TCP is supported below the IPsec layer to enable NAT traversal
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FIRST CHANGE

[bookmark: _Toc20204429][bookmark: _Toc27895128][bookmark: _Toc36192225][bookmark: _Toc45193338][bookmark: _Toc47592970][bookmark: _Toc51835057][bookmark: _Toc83793529]5.2.2.5.4	Namf_Location_ProvideLocationInfo service operation
Service operation name: Namf_Location_ProvideLocationInfo
Description: Provides Network Provided Location Information (NPLI) of a target UE to the consumer NF.
Input, Required: UE Identification (SUPI).
Input, Optional: 5GS Location Information Request, Current Location Request, RAT type Requested, Local Time Zone Request.
Output, Required: Success/Failure indication.
Output, Optional: 5GS Location Information (Cell Identity, Tracking Area Identity, Geographical/Geodetic Information, Current Location Retrieved, Age of Location Information, Current RAT Type), Local Time Zone, Failure Cause. In the case of non-3GPP access: a UE local IP address (used to reach the N3IWF/TNGF) and optionally UDP or TCP source port number (if NAT is detected).
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