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**** Next change ****
4.x
Architectural aspects of MC services using 5MBS

4.x.a
General
The main purpose of 5G Multicast-Broadcast Service (5MBS) use by mission critical services is to provide efficient downlink delivery of user traffic in group calls and communications. The architectural figures in this clause are aligned  with the 5GS architecture for MBS shown in Figure 5.1-2 of 3GPP TS 23.247 [MN], which identifies both mandatory and optional functional entities and interfaces, in reference point representation, available for use by the MC services.
Multicast and broadcast services in 5G for MC group communications rely on the creation and establishment of MBS sessions to deliver user data in downlink. Shared and individual delivery from the MC service server to multiple MC users (i.e., users affiliated to a certain MC group) is supported either as point-to-point or point-to-multipoint over the radio. The MBS sessions can either be of broadcast or multicast type and consist of one or multiple QoS flows for different service requirements. 

NOTE 1:
Support of 5MBS and specific session types is an implementation choice. 
Within this arrangement, the MC service server decides whether to create broadcast or multicast MBS sessions to be associated with certain MC groups. The 5GC adaptively decides whether to deliver the MBS traffic from the MB-UPF in the form of shared delivery or individual delivery, where the latter is applicable to multicast MBS sessions. The NG-RAN decides to utilize point-to-point or point-to-multipoint delivery methods applicable for shared delivery only. 5G MBS provides reliability enhancements and minimizes loss of information, e.g., due to mobility and handover. 

5G MBS group scheduling mechanism enables simultaneous reception of MBS and unicast user traffic by the MC service UEs. The UEs can receive broadcast MBS sessions irrespective of their RRC state (i.e., connected, inactive or idle) and multicast sessions only in RRC‑CONNECTED state. 

The following capabilities (non-exhaustive list) provided by 5G MBS could be used by MCX services server:

· MBS session creation;

· MBS session update;
· MBS session release;
· MBS session ID allocation; 

· Transparent MBS Data forwarding; 

· Dynamic PCC control for MBS session.
Editor's Note: In clause 4.X and its subclauses, the exact names and usage of the interfaces for interaction between AF (MCserver) and MB-SMF (N29mb or Nmb13), AF and PCF (N30 or N5mb or N5), and AF and MBSF (Nmb5 or Nmb10), AF and Joint BM-SC+MBSF (Nmb3) will be aligned with 23.247 based on SA2’s further decisions and clarifications.
Editor’s note:
 For Rel-17/Rel-18, the use by MCX of capabilities enabled by optional functional entities (e.g. MBSF/MBSTF) and their associated interfaces, e.g. features such as MCData file delivery via User service or media features (e.g. RoHC, FEC), is FFS.
Editor's Note: In clause 4.X and its subclauses, the architecture representations and the reference points are FFS.
4.x.b
General on-network architecture for use of 5MBS by MC services

Figure 4.x.b-1 presents a high-level architectural view of mission critical services when using 5MBS. The shown architecture is consistent with 3GPP TS 23.501 [7], 3GPP TS 23.247 [MN] and 3GPP TS 23.468 [PQ].
MCX services use 5G MBS control plane capabilities by initiating access via Nmb13, Nmb10 or N33. 5G MBS user plane capabilities can be accessed via N6mb or Nmb8. MCX servers can initiate access to 5G MBS PCC capabililities supported by PCF via N5 or N33. If the MCX server and the 5GS are in different trust domains with respect to 5MBS, N33 needs to be used to gain access to the 5MBS control plane capabilities and the PCC capabilities.
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Figure 4.x.b-1: Architectural view of a mission critical system when using 5MBS
NOTE:
Support of interfaces associated to 5GS optional entities (e.g. MBSF, MBSTF, NEF) is necessary only if features enabled by these entities are supported.
4.x.b
Specific instantiations of on-network architecture for use of 5MBS by MC services

4.x.b.1
Instantiation without optional entities and associated interfaces
Figure 4.x.b.1-1 presents a high-level architectural view of mission critical services when using 5MBS without the presence or use of the optional entities (MBSF, MBSTF and NEF) and their associated interfaces. The shown architecture is a particularization of the general architecture shown in figure 4.x.b-1.

MCX services use 5G MBS control plane capabilities by initiating access via Nmb13. 5G MBS user plane capabilities can be accessed via N6mb. MCX servers can initiate access to 5G MBS PCC capabililities supported by PCF via N5.
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Figure 4.x.b.1-1: Architectural view of a mission critical system when using 5MBS without optional 5MBS interfaces
4.x.b.2
Instantiation without MBSF / MBSTF and associated interfaces
Figure 4.x.b.2-1 presents a high-level architectural view of mission critical services when using 5MBS without the presence or use of the optional entities MBSF and MBSTF and their associated interfaces. The shown architecture is a particularization of the general architecture shown in figure 4.x.b-1.

MCX services use 5G MBS control plane capabilities by initiating access via Nmb13 or N33. 5G MBS user plane capabilities can be accessed via N6mb. MCX servers can initiate access to 5G MBS PCC capabililities supported by PCF via N5 or N33. If the MCX server and the 5GS are in different trust domains with respect to 5MBS, N33 needs to be used to gain access to the 5MBS control plane capabilities and the PCC capabilities.
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Figure 4.x.b.2-1: Architectural view of a mission critical system when using 5MBS without optional MBSF/MBSTF entities and their associated interfaces
4.x.b.3
Instantiation without NEF and associated interfaces
Figure 4.x.b.3-1 presents a high-level architectural view of mission critical services when using 5MBS without the presence or use of the optional entity NEF and its associated interfaces. The shown architecture is a particularization of the general architecture shown in figure 4.x.b-1.

MCX services use 5G MBS control plane capabilities by initiating access via Nmb13 or Nmb10. 5G MBS user plane capabilities can be accessed via N6mb or Nmb8. MCX servers can initiate access to 5G MBS PCC capabililities supported by PCF via N5.
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Figure 4.x.b.3-1: Architectural view of a mission critical system when using 5MBS without optional NEF entity and its associated interfaces
4.x.c
Service layer‑based interworking between eMBMS and 5MBS
Figure 4.x.c-1 presents a high-level architectural view of mission critical services interworking between eMBMS and 5MBS at the service layer. The shown architecture is consistent with 3GPP TS 23.247 [MN], subclauses 5.2, 6.8 and configurations 2 and 3 in Annex A.

The interworking between eMBMS and 5MBS for mission critical operation is enabled by the Joint BM-SC, MBSF and MBSTF functional entity. MCX services can use control plane capabilities by accessing the Joint entity via MB2-C or Nmb6. User plane traffic delivery is supported via MB2-U or Nmb4. If the MCX server and the 5GS are in different trust domains with respect to 5MBS, N33 needs to be used to gain access to the 5MBS PCC capabilities.  
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Figure 4.x.c-1: Service layer‑based mission critical interworking between eMBMS and 5MBS
NOTE:
Support of interfaces associated to 5GS optional entities (e.g., NEF) is necessary only if features enabled by these entities are supported.

4.x.d
Application layer based interworking between eMBMS and 5MBS

Figure 4.x.d-1 presents a high-level architectural view of mission critical services interworking between eMBMS and 5MBS at the application layer. The shown architecture does not use the MBSF/MBSTF entities defined in 3GPP TS 23.247 [MN] and is inclusive of configuration 1 in Annex A of 3GPP TS 23.247 [MN].

MCX services initiate access to control plane capabilities via MB2-C (for eMBMS) and via Nmb13 or N33 (for 5MBS). User plane capabilities can be accessed via MB2-U (for eMBMS) and via N6mb (for 5MBS). MCX servers can initiate access to PCC capabililities via the Rx interface (for the PCRF in the EPS) and via the N5 or N33 interfaces (for the PCF in the 5GS). If the MCX server and the 5GS are in different trust domains with respect to 5MBS, N33 needs to be used to gain access to the 5MBS control plane capabilities and the PCC capabilities. 
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 Figure 4.x.d-1: Application layer‑based mission critical interworking between eMBMS and 5MBS
NOTE:
Support of interfaces associated to 5GS optional entities (e.g., NEF) is necessary only if features enabled by these entities are supported.
**** End of changes ****
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