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	[bookmark: _Hlk55138113]Reason for change:
	6.1.3:
 - Missing parameter "Acceptable deviation" specified in clause 6.9.1
 - Corrects "Preferred level of accuracy of the analytics" to be an [OPTIONAL] parameter as per clauses 7.2.2 and 7.3.2
 - Rewords "Accuracy level per analytics subset" to "Preferred level of accuracy per analytics subset" to better align with the "preferred level of accuracy of the analytics" parameter and to indicate more clearly that this is a preferred level of accuracy. This change also clarifies that when existing text is referring to "preferred level of accuracy" (e.g. as in NOTE 3), it applies to both "Preferred level of accuracy per analytics subset" and "preferred level of accuracy of the analytics" parameters.
 - Replace "requested level of accuracy" with "preferred level of accuracy", as the former parameter is not specified.
 - Notes 4 and 5 refer to an output parameter "reached level of accuracy" that does not exist as output parameter according to clauses 6.1.3 and 7.2.4.
 - The TS inconsistenly uses both terms "confidence" and "probabiltiy assertion" as the name for the same output parameter. It is therefore proposed to align all occurrences to "confidence", as in the majority of output analytics the parameter is named "confidence".

6.2.1, 7.2.2, 7.2.4, 7.3.2, 6.3, 6.4, 6.5, 6.6, 6.9, 6.10, 6.11, 6.14
- Various alignments as described above.

6.4.1, 6.4.2:
 - normative wording "may" and "shall" in NOTES is not allowed by drafting rules.

6.4.3:
 NOTES with normative wording need to be moved inside the table and references added.

6.10.1:
 - normative term "must" is not allowed in NOTES according to the Drafting Rules. The affected statement seems not to be needed, so it is proposed to delete it.

	
	

	Summary of change:
	6.1.3
 - Add parameter name "Matching direction"
 - Add parameters "acceptable deviation" 
 - Changes "Preferred level of accuracy of the analytics" to be an [OPTIONAL] parameter
 - Rewords "Accuracy level per analytics subset" to "Preferred level of accuracy per analytics subset"
 - Replace "requested level of accuracy" with "preferred level of accuracy"
 - Replace "reached level of accuracy" by "confidence"
 - Rename "probability assertion" with "confidence"

6.2.1
 - Replace "requested level of accuracy" with "preferred level of accuracy"
 - Rename "probability assertion" with "confidence"

7.2.2
 - Rewords "Accuracy level per analytics subset" to "Preferred level of accuracy per analytics subset"

7.2.4
 - Rename "probability assertion" with "confidence"
 - Remove NOTE1, as "confidence" will be used consistently if this CR is agreed.

7.2.5
 - Replace "requested level of accuracy" with "preferred level of accuracy"
 - Rename "probability assertion" with "confidence"
 - Remove "level of accuracy reached" as this parameter does not exist

6.3.1
 - correct wrong indentation of bullet list

6.3.3A, 6.4.3, 6.5.3, 6.6.3, 6.6.4, 
 - Rename "probability assertion" with "confidence"

6.9.1:
 - Adds "matching direction" parameter as specified in clause 6.1.3
- Moves "acceptable deviation" parameter to the bullet list

6.4.1, 6.5.1, 6.6.1, 6.7.3.1, 6.7.3.3, 6.10.1 6.10.3.1, 6.10.3.2, 6.11.1, 6.11.3, 6.14.1, 6.14.3, 
 - Rewords "Accuracy level per analytics subset" to "Preferred level of accuracy per analytics subset"

6.4.1, 6.4.2, 6.8, 6.10.1:
 - replace "may" by "might", replace "shall" by "needs to"

6.4.3:
 - move NOTES with normative wording inside the table and add references.

6.11.3:
 - Remove the sentence in NOTE1.
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FIRST CHANGE
[bookmark: _Toc75344545]6.1.3	Contents of Analytics Exposure
The consumers of the Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operations described in clause 7 provide the following input parameters listed below.
-	A list of Analytics ID(s): identifies the requested analytics.
-	Analytics Filter Information: indicates the conditions to be fulfilled for reporting Analytics Information. This set of optional parameter types and values enables to select which type of analytics information is requested. Analytics Filter Information are defined in the analytics related clauses.
-	Target of Analytics Reporting: indicates the object(s) for which Analytics information is requested, entities such as specific UEs, a group of UE(s) or any UE (i.e. all UEs).
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] clause 4.15.1, allowing to correlate notifications received from NWDAF with this subscription.
-	Related to analytic consumers that aggregate analytics from multiple NWDAF subscriptions:
-	[OPTIONAL] (Set of) NWDAF identifiers of NWDAF instances used by the NWDAF service consumer when aggregating multiple analytics subscriptions. See clause 6.1A.
-	Analytics Reporting Information with the following parameters:
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Analytics Reporting Parameters as per Event Reporting parameters defined in Table 4.15.1-1 of TS 23.502 [3].
NOTE 1:	When the Analytics Reporting Parameters indicates a periodic reporting mode and the periodicity of the report is equal to or greater than the Supported Analytics Delay associated with the Analytics ID (if available) defined in clause 6.2.6.2 of TS 23.501 [2], it is expected that the periodic reporting can be provided by the NWDAF as requested.
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Reporting Thresholds, which indicate conditions on the level of each requested analytics that when reached shall be notified by the NWDAF. 
-	[OPTIONAL] Matching direction: A matching direction may be provided such as below, above, or crossed. If no matching direction is provided, the default direction is crossed.
-	[OPTIONAL] Acceptable deviation: An acceptable deviation from the threshold level in the non-critical direction (i.e. in which the QoS is improving) may be set to limit the amount of signalling.
-	Analytics target period: time interval [start..end], either in the past (both start time and end time in the past) or in the future (both start time and end time in the future). An Analytics target period in the past is a request or subscription for statistics. An Analytics target period in the future is a request or subscription for predictions. The time interval is expressed with actual start time and actual end time (e.g. via UTC time). When the Analytics Reporting Parameters indicate a periodic reporting mode, the time interval can also be expressed as positive or negative offsets to the reporting time, which indicates a subscription for predictions or statistics respectively. By setting start time and end time to the same value, the consumer of the analytics can request analytics or subscribe to analytics for a specific time rather than for a time interval.
-	[OPTIONAL] Data time window: if specified, only events that have been created in the specified time interval are considered for the analytics generation.
-	[OPTIONAL] Preferred level of accuracy of the analytics ("Low", "Medium", "High" or "Highest").
-	[OPTIONAL] Preferred level of Aaccuracy level per analytics subset ("Low", "Medium", "High" or "Highest"). When an preferred level of accuracy level is expressed for a given analytics subset, it takes precedence for this subset over the above preferred level of accuracy of the analytics. Analytics subsets are defined in the "Output Analytics" clause of applicable analytics.
-	[OPTIONAL] Dataset Statistical Properties: information in order to influence the data selection mechanisms to be used for the generation of an analytics ID, assuring that the generated analytics ID reflects the statistical characteristics of the data that are relevant for the NWDAF consumer. The following dataset statistical properties are allowed:
-	Uniformly distributed datasets, which indicates the use of data samples that are uniformly distributed according to the different aspects of the requested analytics (e.g. equivalent data samples for each UE listed as a target of analytics reporting or for S-NSSAIs included in the analytics filter information).
-	Datasets with or without outliers, which indicates that the data samples shall consider or disregard data samples that are at the extreme boundaries of the value range.
-	Time when analytics information is needed (if applicable): indicates to the NWDAF the latest time the analytics consumer expects to receive analytics data provided by the NWDAF. It should not be set to a value less than the Supported Analytics Delay of the selected NWDAF if applicable. If the time is reached the consumer does not need to wait for the analytics information any longer, yet the NWDAF may send an error response or error notification to the consumer. "Time when analytics information is needed" is a relative time interval as the gap with respect to analytics request /subscription (e.g. "in 10 minutes").
NOTE 2:	If the Time when analytics information is needed is provided and it is less than the Supported Analytics Delay associated with the Analytics ID (if available) defined in clause 6.2.6.2 of TS 23.501 [2], it is expected that the NWDAF may not be able to treat the Analytics ID on time.
NOTE 3:	When an aggregator NWDAF receives Time when analytics information is needed from the analytics consumer with the value greater than or equal to its Supported Analytics Delay, the NWDAF should ensure the sum of time needed for the aggregation plus the Supported Analytics Delay of other NWDAFs where analytics are collected from is not beyond its registered Supported Analytics Delay when it applies analytics aggregation for related Analytics ID(s). If this cannot be ensured, the aggregator NWDAF may reject the analytics request.
-	[OPTIONAL] Maximum number of objects requested by the consumer (max) to limit the number of objects in a list of analytics per Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response.
-	[OPTIONAL] Preferred order of results when a list of analytics is returned, possibly with a criterion for identifying the property of the results to which the preferred ordering is applied.
-	[OPTIONAL] Maximum number of SUPIs (SUPImax) requested by the consumer to limit the number of SUPIs in an object. When SUPImax is not provided, the NWDAF shall return all SUPIs concerned by the analytics object. When SUPImax is set to 0, the NWDAF shall not provide any SUPI.
[bookmark: _Hlk83369474]-	[OPTIONAL] Output strategy: indicates the relevant factors for determining when the analytics reported. The following values are allowed:
-	Binary output strategy: indicates that the analytics shall only be reported when the requested preferred level of accuracy is reached within a cycle of periodic notification as defined in the Analytics Reporting Parameters.
NOTE 3:	If preferred level of accuracy is more important than providing an output, then the binary strategy is used so that all analytics outputs have equivalent confidence in the prediction.
-	Gradient output strategy: indicates that the analytics shall be reported according with the periodicity defined in the Analytics Reporting Parameters irrespective if the requested preferred level of accuracy has been reached.
NOTE 4:	If having an analytics output is more important than reaching the preferred level of accuracy, then the gradient output strategy is used so that each NWDAF will timely provide the output indicating the confidence of the predictionlevel of accuracy at the moment of the output generation.
NOTE 5:	When no output strategy is included in the subscription, the analytics output will be generated based on the gradient strategy and includes the confidence of the prediction reached level of accuracy for the reporting period.
-	[OPTIONAL] Analytics metadata request: indicates a request from one NWDAF to another NWDAF to provide the "analytics metadata information" related to the produced output analytics. This input parameter indicates which parameters in "analytics metadata information" are required to aggregate the output analytics for the requested Analytics ID(s).
The NWDAF provides to the consumer of the Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request service operations described in clause 7, the output information listed below:
-	(Only for Nnwdaf_AnalyticsSubscription_Notify) The Notification Correlation Information.
-	For each Analytics ID the analytics information in the requested Analytics target period.
-	In addition, the following additional information:
-	Timestamp of analytics generation: allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;
-	Validity period: defines the time period for which the analytics information is valid.
-	Confidence: Pprobability assertion:, i.e. confidence in the prediction.
-	[OPTIONAL] For each Analytics ID the Termination Request, that notifies the consumer that the subscription is cancelled due to user consent revoked.
-	[OPTIONAL] Analytics metadata information: additional information required to aggregate the output analytics for the requested Analytics ID(s). This parameter shall be provided if the "Analytics metadata request" parameter was provided in the corresponding Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operation.
-	Number of data samples used for the generation of the output analytics;
-	Data time window of the data samples;
-	Dataset Statistical Properties of the analytics output used for the generation of the analytics;
-	[OPTIONAL] Data source(s) of the data used for the generation of the output analytics;
-	[OPTIONAL] Data Formatting and Processing applied on the data;
-	Output strategy used for the reporting of the analytics.
-	(Only for error response or error notification) Revised waiting time: indicates to the consumer a revised waiting value for "Time when analytics information is needed". Each NWDAF may include this as part of error response or error notification to "Time when analytics information is needed" as described in clause 6.2.5. Revised waiting time is the minimum time interval recommended by NWDAF to use as "Time when analytics information is needed" for similar future analytics requests/subscriptions.

NEXT CHANGE

[bookmark: _Toc75344568]6.2.1	General
The Data Collection feature permits NWDAF to retrieve data from various sources (e.g. NF such as AMF, SMF, PCF, and AF; OAM), as a basis of the computation of network analytics.
All available data encompass:
-	OAM global NF data,
-	Data available in NFs, e.g. behaviour data related to individual UEs or UE groups (e.g. UE reachability), and pre-computed metrics covering UE populations (e.g. number of UEs present in a geographical area), per spatial and temporal dimensions (e.g. per region for a period of time),
-	NF data available in the 5GC (e.g. NRF),
-	Data available in AF.
When DCCF, ADRF, MFAF or NWDAF hosting DCCF or ADRF are present in the network, the data collection also follows the principles described in clause 6.2.6.
The NWDAF shall use at least one of the following services:
-	the Generic management services as defined in TS 28.532 [6], the Performance Management services as defined in TS 28.550 [7] or the Fault Supervision services as defined in TS 28.545 [9], offered by OAM in order to collect OAM global NF data.
-	the Exposure services offered by NFs in order to retrieve data and other non-OAM pre-computed metrics available in the NFs.
-	Other NF services in order to collect NF data (e.g. NRF)
-	DCCF data management service to retrieve data using DCCF.
The NWDAF shall obtain the proper information to perform data collection for a UE, a group of UEs or any UE:
-	For an Analytics ID, NWDAF is configured with the corresponding NF Type(s) and/or event ID(s) and/or OAM measurement types.
-	NWDAF shall determine which NF instance(s) of the relevant NF type(s) are serving the UE, the group of UEs or any UE, taking into account the S-NSSAI(s) and area of interest as defined in clause 7.1.3 of TS 23.501 [2].
-	NWDAF invokes Nnf_EventExposure_Subscribe services to collect data from the determined NF instance(s), and/or triggers the procedure in clause 6.2.3.2 to subscribe to OAM services to collect the OAM measurement.
The NWDAF performs data collection from an AF directly as defined in clause 6.2.2.2 or via NEF as defined in clause 6.2.2.3. According to the data collection request, the AF may further perform data collection from UE (see clause 6.4.2 and clauses 6.5.2-6.5.4) as defined in clause 6.2.8.
The NWDAF shall be able to discover the events supported by a NF.
Data collection procedures enables the NWDAF to efficiently obtain the appropriate data with the appropriate granularity.
When a request or subscription for statistics or predictions is received, the NWDAF may not possess the necessary data to perform the service, including:
-	Data on the monitoring period in the past, which is necessary for the provision of statistics and predictions matching the Analytics target period.
-	Data on longer monitoring periods in the past, which is necessary for model training.
Therefore, in order to optimize the service quality, the NWDAF may undertake the following actions:
-	The NWDAF may return a confidence parameterprobability assertion as stated in clause 6.1.3 expressing the confidence in the prediction produced. Prediction may be returned with zero confidence as described below. This confidence is likely to grow in the case of subscriptions.
-	The value of the confidence depends on the level or urgency expressed by the parameter "preferred level of accuracy of the analytics" as listed in clause 6.1.3, the parameter "time when analytics information is needed" as listed in clause 6.1.3, and the availability of data. If no sufficient data is collected to provide an estimation for the requested preferred level of accuracy before the time deadline, the service shall return a zero confidence. Otherwise, the NWDAF may wait until enough data is collected before providing a response or a first notification.
-	In order to be prepared for future requests on analytics from NFs/OAM, the NWDAF, upon operator configuration, may collect data on its own initiative, e.g. on samples of UEs, and retain the data collected in the data storage.
NOTE 1:	The NWDAF can send an error response to the analytics consumer to indicate that statistics are unavailable if the NWDAF was not prepared for future requests and did not collect data on its own initiative.
	The volume and maximum duration of data storage is also subject to operator configuration.
The NWDAF may decide to reduce the amount of data collected to reduce signalling load, by either prioritizing requests received from analytics consumers, or reducing the extent (e.g. duration, scope) of data collection, or modifying the sampling ratios. When using sampling ratio, the NWDAF may, depending on the analytics required and based on local configuration, provide additional partitioning criteria to the NFs to allow for a better UEs representation and to request that the NFs first partition the UEs before applying sampling ratio (see Event Reporting Information as specified in TS 23.502 [3]). The NWDAF may provide one or multiple partitioning criteria in its request for data collection from NFs.
The NWDAF may skip data collection phase when the NWDAF already has enough information to provide requested analytics.
The data which NWDAF may collect is listed for each analytics in input data clause and is decided by the NWDAF.
NOTE 2:	NWDAF can skip data collection phase for some specific input data per the requested analytics e.g. when some of the data is already available at NWDAF for the requested analytics, or when NWDAF considers that some of the data is not needed at all to provide the requested analytics as per the analytics consumer request (e.g. based on preferred level of accuracy or based on the time when analytics are needed).
Event exposure subscriptions for data collection from the AMF and the SMF may need to survive after the removal of UE context in the AMF including event exposure subscriptions, or upon the creation of new UE context in AMF or SMF. In order for event exposure subscriptions in AMF and SMF to be (re)created in these cases, the NWDAF may subscribe to the events in AMF and/or SMF via UDM for a UE or group of UEs, as specified in TS 23.502 [3], clause 4.15.4.3.
In hierarchical interactions among NWDAFs, without standalone DCCF, or co-located DCCF, the efficiency of data collection can be achieved by inter-NWDAF instance cooperation among NWDAF instances on different levels of the hierarchy. An efficient data collection means that the same data required for the same Analytics ID or different Analytics IDs should not be collected multiple times by the different NWDAFs of the hierarchy.

NEXT CHANGE
[bookmark: _Toc75344707]7.2.2	Nnwdaf_AnalyticsSubscription_Subscribe service operation
Service operation name: Nnwdaf_AnalyticsSubscription_Subscribe.
Description: Subscribes to NWDAF analytics with specific parameters.
Inputs, Required: (Set of) Analytics ID(s) as defined in Table 7.1-2, Target of Analytics Reporting, Notification Target Address (+ Notification Correlation ID), Analytics Reporting Parameters, Analytics target period.
NOTE 1:	Target of Analytics Reporting can be provided per individual Analytics ID.
Inputs, Optional: Analytics Filter Information, Subscription Correlation ID (in the case of modification of the analytics subscription), preferred level of accuracy of the analytics, preferred level of accuracy level per analytics subset, Reporting Thresholds, maximum number of objects requested (max), preferred order of results, maximum number of SUPIs requested (SUPImax), time when analytics information is needed, Analytics Metadata Request, (Set of) NWDAF identifiers used by the NWDAF service consumer when aggregating multiple analytic subscriptions, Dataset Statistical Properties, Output strategy and Data time window, the consumer NF's serving area or NF ID, information of previous analytics subscription, i.e. NWDAF identifier (i.e. Instance ID or Set ID), Analytics ID(s), and Subscription Correlation ID and optionally associated Analytics specific data (according to clause 5.2.2.2.2 of TS 23.502 [3]).
NOTE 2:	Analytics Filter Information, Reporting Thresholds, maximum number of objects requested (max), maximum number of SUPIs requested (SUPImax), Analytics Metadata Request, Dataset Statistical Properties, Output strategy, Data time window and time when analytics information is needed can be provided per individual Analytics ID.
Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription).
Outputs, Optional: None.

NEXT CHANGE
[bookmark: _Toc75344709][bookmark: _Toc75344713]7.2.4	Nnwdaf_AnalyticsSubscription_Notify service operation
Service operation name: Nnwdaf_AnalyticsSubscription_Notify.
Description: NWDAF notifies the consumer instance of the analytics that has subscribed to the specific NWDAF service. See also clause 6.1.3 for contents of the Analytics Exposure.
Inputs, Required: Notification Correlation Information: this parameter indicates the Notification Correlation Id that has been assigned by the consumer during analytics subscription.
Inputs, Optional:
-	Set of the tuple (Analytics ID, Analytics specific parameters): this parameter shall be present if output analytics are reported.
-	Timestamp of analytics generation.
-	Validity period.
-	ConfidenceProbability assertion.
-	Revised waiting time.
-	Analytics Metadata Information.
-	Termination Request: this parameter indicates that NWDAF requests to terminate the analytics subscription, i.e., NWDAF will not provide further notifications related to this subscription.
NOTE 1:	Some NWDAF output analytics already include confidence of predictions, which provides the same information as probability assertion.
NOTE 2:	Validity period can also be provided as part of Analytics specific parameters for some NWDAF output analytics.
-	Subscription Change Notification Correlation ID: this parameter shall be present if the notification is for informing the assignment of a new Subscription Correlation Id by the NWDAF. It is set to the old Subscription Correlation ID.
-	Subscription Correlation ID: this parameter shall be present if the notification is for informing the assignment of a new Subscription Correlation Id by the NWDAF. It is set to a new Subscription Correlation ID assigned by the NWDAF.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

NEXT CHANGE
7.3.2	Nnwdaf_AnalyticsInfo_Request service operation
Service operation name: Nnwdaf_AnalyticsInfo_Request.
Description: The consumer requests NWDAF operator specific analytics.
Inputs, Required: (Set of) Analytics ID(s) as defined in Table 7.1-2, Target of Analytics Reporting, Analytics target period.
NOTE 1:	Target of Analytics Reporting can be provided per individual Analytics ID.
Inputs, Optional: Analytics Filter Information, preferred level of accuracy of the analytics, preferred level of accuracy level per analytics subset, time when analytics information is needed, maximum number of objects requested (max), preferred order of results, maximum number of SUPIs requested (SUPImax), Analytics Metadata Request, Dataset Statistical Properties, Output strategy and Data time window.
NOTE 2:	Analytics Filter Information, Maximum number of objects requested (max), Maximum number of SUPIs requested (SUPImax), Analytics Metadata Request, Dataset Statistical Properties, Output strategy, Data time window and time when analytics information is needed can be provided per individual Analytics ID.
Outputs, Required: Set of the tuple (Analytics ID, Analytics specific parameters).
Outputs, Optional: Timestamp of analytics generation, validity period, probability assertionconfidence, revised waiting time, Analytics Metadata Information, Level of accuracy reached. See clause 6.1.3.
NOTE 3:	Some NWDAF output analytics already include confidence of predictions, which provides the same information as probability assertion.
NOTE 4:	Validity period can also be provided as part of Analytics specific parameters for some NWDAF output analytics.

NEXT CHANGE
[bookmark: _Toc75344610]6.3	Slice load level related network data analytics
[bookmark: _Toc75344611]6.3.1	General
The NWDAF provides slice load level information to a consumer NF on a Network Slice level or a Network Slice instance level or both. The NWDAF is not required to be aware of the current subscribers using the slice. The NWDAF notifies slice specific network status analytics information to the consumer NF that is subscribed to it. A consumer NF may collect directly slice specific network status analytics information from NWDAF. This information is not subscriber specific.
The NWDAF services as defined in the clause 7.2 and clause 7.3 are used to expose slice load level analytics from the NWDAF to the consumer NF (e.g. PCF, NSSF or AMF).
The consumer of these analytics shall indicate in the request or subscription:
-	Analytics Id set to "Load level information";
-	The following Analytics Filter Information:
-	S-NSSAI and NSI ID;
NOTE:	The use of NSI ID in the network is optional and depends on the deployment choices of the operator. If used, the NSI ID is associated with S-NSSAI. NSI ID is only applicable when the consumer of analytics is NSSF or AMF.
-	an optional Area of Interest;	Comment by Nokia: B2
-	an optional list of NF types;
-	optionally, the list of analytics subsets that are requested among those specified in clause 6.3.3A.
-	optionally, Load Level Threshold value; and
-	optionally, "maximum number of objects" indicating the maximum number of Network Slice instances expected in output, when the Analytics Filter Information does not indicate an NSI ID.

NEXT CHANGE
[bookmark: _Toc75344615]6.3.3A	Output analytics
The NWDAF services as defined in the clause 7.2 and 7.3 are used to expose the following analytics:
-	Network Slice instance load statistics information as defined in Table 6.3.3A-1.
-	Network Slice load statistics information as defined in Table 6.3.3A-2.
-	Network Slice instance load predictions information as defined in Table 6.3.3A-3.
-	Network Slice load predictions information as defined in Table 6.3.3A-4.
Table 6.3.3A-1: Network Slice instance load statistics
	Information
	Description

	S-NSSAI
	Identification of the Network Slice.

	Network Slice instances (1..max)
	List of Network Slice instance(s) within the S-NSSAI.

	> NSI ID
	Identification of the Network Slice instance.

	> Number of UE Registrations (NOTE 1)
	Number of UE registrations of the Network Slice instance (average, variance).

	> Number of PDU Sessions establishment (NOTE 1)
	Number of PDU Session establishments of the Network Slice instance (average, variance).

	> Resource usage (NOTE 1)
	The usage of assigned virtual resources currently in use for the NF instances (mean usage of virtual CPU, memory, disk) as defined in TS 28.552 [8] clause 5.7, belonging to a particular Network Slice instance.

	> Resource usage threshold crossings (optional) (NOTE 1)
	Number of resource usage threshold crossings on the Network Slice instance provided if threshold is provided by the consumer as Analytics Filter.

	> Resource usage threshold crossings time period (1..max) (optional) (NOTE 1)
	Resource usage threshold crossing vector including time elapsed between each threshold crossing on the Network Slice instance provided that a threshold value is provided by the consumer as Analytics Filter.

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested".



Table 6.3.3A-2: Network Slice load statistics
	Information
	Description

	S-NSSAI
	Identification of the Network Slice.

	> Number of UE Registrations (NOTE 1)
	Number of UE registrations at the Network Slice (average, variance).

	> Number of PDU sessions establishments (NOTE 1)
	Number of PDU Session establishments at the Network Slice (average, variance).

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested".



Table 6.3.3A-3: Network Slice instance load predictions
	Information
	Description

	S-NSSAI
	Identification of the Network Slice.

	Network Slice instances (1..max)
	List of Network Slice instance(s) within the S-NSSAI.

	> NSI ID
	Identification of the Network Slice instance.

	> Number of UE Registrations (NOTE 1)
	Number of predicted UE registrations at the Network Slice instance.

	> Number of PDU Sessions establishment (NOTE 1)
	Number of predicted PDU Session establishments of the Network Slice instance.

	> Resource usage (NOTE 1)
	The predicted usage of assigned virtual resources for the NF instances (mean usage of virtual CPU, memory, disk) as defined in TS 28.552 [8] clause 5.7, belonging to a particular Network Slice instance.

	> Resource usage threshold crossings (optional) (NOTE 1)
	Number of predicted resource usage threshold crossings at the Network Slice instance provided that a threshold value is provided by the consumer as Analytics Filter.

	> Resource usage threshold crossings time period (optional) (1..max) (NOTE 1)
	Predicted Resource usage threshold crossing vector including predicted time elapsed between each threshold crossing on the Network Slice instance provided that a threshold value is provided by the consumer as Analytics Filter.

	> Probability assertionConfidence
	Confidence of this prediction.

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested".



Table 6.3.3A-4: Network Slice load predictions
	Information
	Description

	S-NSSAI
	Identification of the Network Slice.

	> Number of UE Registrations (NOTE 1)
	Predicted Number of UE registrations at the Network Slice.

	> Number of PDU sessions establishments (NOTE 1)
	Predicted Number of PDU Session establishments at the Network Slice.

	> Probability assertionConfidence
	Confidence of this prediction.

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested".



NOTE:	If no NSI ID is provided as analytics filter, slice load level related output analytics are provided according to Tables 6.3.3A-2 and 6.3.3A-4. Otherwise slice instance load level related output analytics are provided according to Tables 6.3.3A-1 and 6.3.3A-3.
[bookmark: _Toc75344616]
NEXT CHANGE
[bookmark: _Toc75344617][bookmark: _Hlk83366784]6.4	Observed Service Experience related network data analytics
[bookmark: _Toc75344618]6.4.1	General
This clause specifies how NWDAF can provide Observed Service Experience (i.e. average of observed Service MoS and/or variance of observed Service MoS indicating service MOS distribution for services such as audio-visual streaming as well as services that are not audio-visual streaming such as V2X and Web Browsing services) analytics, in the form of statistics or predictions, to a service consumer.
The Observed Service Experience analytics may provide one or both of the following:
-	Service Experience for a Network Slice: Service Experience for a UE or a group of UEs or any UE in a Network Slice;
-	Service Experience for an Application: Service Experience for a UE or a group of UEs or any UE in an Application or a set of Applications.
-	Service Experience for an Edge Application over a UP path: Service experience for a UE or a group UEs or any UE in an Application or a set of Applications over a specific UP path (UPF, DNAI and EC server).
Therefore, Observed Service experience may be provided individually per UE or group of UEs, or globally, averaged per Application or averaged across a set of Applications on a Network Slice.
The service consumer may be an NF (e.g. PCF, NSSF, AMF), AF, or the OAM.
The consumer of these analytics shall indicate in the request or subscription:
-	Analytics Id set to "Service Experience";
-	The Target of Analytics Reporting: one or more SUPI(s) or Internal Group Identifier(s), or "any UE";
-	Analytics Filter Information as defined in Table 6.4.1-1;
-	optionally, maximum number of objects and maximum number of SUPIs;
-	optionally, preferred level of accuracy of the analytics;
-	optionally, preferred level of accuracy level per analytics subset (Network Slice instance service experience, Application service Experience);
-	optionally, preferred order of results for the list of Application Service Experiences and/or Slice instance service experiences: "ascending" or "descending"; and
[bookmark: _Hlk83383918]-	optionally, preferred granularity of location information: TA level or cell level.
Table 6.4.1-1: Analytics Filter Information related to the observed service experience
	Information
	Description
	Mandatory

	
	
	Application
	Network Slice
	Edge Applications over a UP path

	Application ID (0...max)
	The identification of the application(s) for which the analytics information is subscribed or requested.
	Y
	N
	Y

	S-NSSAI
	When requesting Service Experience for a Network Slice: identifies the Network Slice for which analytics information is subscribed or requested.
When requesting Service Experience for an Application: identifies the S-NSSAI used to access the application together with the DNN listed below.
	N
	Y
	N

	NSI ID(s)
	Identifies the Network Slice instance(s) for which analytics information is subscribed or requested.
	N
	N
	N

	Area of Interest
	Identifies the Area (i.e. set of TAIs), as defined in TS 23.501 [2] for which the analytics information is subscribed or requested.
	N
	N
	N

	DNN
	When requesting Service Experience for an Application, this is the DNN to access the application.
	N
	N
	N

	DNAI
	Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].
	N
	N
	Y

	RAT Type
	Identifies the RAT type.
	N
	N
	N

	Frequency
	Identifies the frequency.
	N
	N
	N

	Application Server Address(es) (NOTE 1)
	List of IP address(s)/FQDN(s) of the Application Server(s) that a UE, group of UEs, or 'any UE' has a communication session for which Service Experience Analytic information is requested.
	N
	N
	Y

	UPF anchor ID (NOTE 1)
	Identifies the UPF where a UE has an associated PDU session
	N
	N
	N

	NOTE 1:	These parameters may be provided when a consumer requires analytics for an edge application over a UP path



NOTE:	A service consumer may can use the Area of Interest in order to reduce the amount of signalling that the analytics subscription or request generates.
-	An Analytics target period that indicates the time window for which the statistics or predictions are requested;
-	In a subscription, the Notification Correlation Id and the Notification Target Address.
The NWDAF shall notify the result of the analytics to the consumer as specified in clause 6.4.3.
NWDAF collects the network data from AF (directly or via NEF) and from other 5GC NF(s) in order to calculate and provide statistics and predictions on the observed service experience to a consumer NF or to OAM.
Based on the Analytics Filter information in Table 6.4.1-1 and the Target of Analytics reporting provided by the service consumer in the analytics subscription or request, NWDAF determines whether service experience analytics should be delivered for:
i)	Application(s);
ii)	Network Slice;
iii)	both Application(s) and Network Slice;
iv)	Edge Applications over a UP path.
If NWDAF is unable to differentiate based on the analytics subscription or request, it provides service experience analytics for both Application(s) and Network Slice.
If service experience for both Application(s) and Network Slice is desired but the Target of Analytics reporting or Analytics Filter information values (e.g. Area of Interest) need to be different, separate subscriptions/requests may be provided by the service consumer.
[bookmark: _Toc83212476][bookmark: _Toc75344620][bookmark: _Hlk83367385]6.4.2	Input Data
The service data and performance data collected from the AF (including the service data collected from the UE through the AF), the network data from other 5GC NFs and the network data from OAM for observed service experience are defined in Table 6.4.2-1, 6.4.2-1a, Table 6.4.2-2, Table 6.4.2-3 and Table 6.4.2-4 respectively.
Table 6.4.2-1: Service Data from AF related to the observed service experience
	Information
	Source
	Description

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service)

	IP filter information
	AF
	Identify a service flow of the UE for the application

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Service Experience
	AF
	Refers to the QoE per service flow as established in the SLA and during on boarding. It can be either e.g. MOS or video MOS as specified in ITU-T P.1203.3 [11] or a customized MOS for any kind of service including those not related to video or voice.

	QoE metrics
	UE (via AF)
	QoE metrics observed at the UE(s). QoE metrics and measurement as described in TS 26.114 [27], TS 26.247 [28], TS 26.118 [29], TS 26.346 [30], TS 26.512 [31] or ASP specific QoE metrics, as agreed in the SLA with the MNO, may be used.
Editor's note:	How to structure the ASP specific QoE metrics and which specification will document it depends on SA WG4's decision.

	Timestamp
	AF
	A time stamp associated to the Service Experience provided by the AF, mandatory if the Service Experience is provided by the ASP.

	Application Server Instance
	AF
	The IP address or FQDN of the Application Server that the UE had a communication session when the measurement was made.



NWDAF subscribes to the service data from AF in the Table 6.4.2-1 either directly for trusted AFs by invoking Naf_EventExposure_Subscribe service (Event ID = Service Experience information, Event Filter information = Area of Interest, Application ID) as defined in TS 23.502 [3], or indirectly for untrusted AFs via NEF by invoking Nnef_EventExposure_Subscribe service (Event ID = Service Experience information, Event Filter information = Area of Interest, Application ID) where NEF translates the Area of Interest into geographic zone identifier(s). For the information whose source is UE (via AF), the AF collects data from the UE as defined in clause 6.2.8.
NOTE:	When the Service Experience is expressed as a customized MOS, the customized MOS may might be defined by the content provider or by the MNO and may might be based on the nature of the targeted service type (e.g. web browsing, gaming, augmented reality, V2X, SMS).
Table 6.4.2-1a: Performance Data from AF
	Information
	Source
	Description

	UE identifier
	AF
	IP address of the UE at the time the measurements was made.

	UE location
	AF
	The location of the UE when the performance measurement was made.

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service).

	IP filter information
	AF
	Identify a service flow of the UE for the application.

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Application Server Instance address
	AF/NEF
	The IP address/FQDN of the Application Server that the UE had a communication session when the measurement was made.

	Performance Data
	AF
	The performance associated with the communication session of the UE with an Application Server that includes: Average Packet Delay, Average Loss Rate and Throughput.

	Timestamp
	AF
	A time stamp associated to the Performance Data provided by the AF.



NWDAF subscribes to the performance data from AF in the Table 6.4.2-1a either directly for trusted AFs by invoking Naf_EventExposure_Subscribe service (Event ID = Performance Data, Event Filter information = Area of Interest, Application ID) as defined in TS 23.502 [3], or indirectly for untrusted AFs via NEF by invoking Nnef_EventExposure_Subscribe service (Event ID = Performance Data, Event Filter information = Area of Interest, Application ID) where NEF translates the Area of Interest into geographic zone identifier(s).
Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information)
	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location
	AMF
	The UE location information, e.g. cell ID or TAI.

	UE ID
	AMF
	(list of) SUPI(s). If UE IDs are not provided as target of analytics reporting for slice service experience, AMF returns the UE IDs matching the AMF event filters.

	DNN
	SMF
	DNN for the PDU Session which contains the QoS flow.

	S-NSSAI
	SMF
	S-NSSAI for the PDU Session which contains the QoS flow.

	Application ID
	SMF
	Used by NWDAF to identify the application service provider and application for the QoS flow.

	UPF info
	SMF
	UPF ID/address/FQDN information for the UPF serving the UE.

	DNAI
	SMF
	Identifies the access to DN to which the PDN session connects.

	IP filter information
	SMF
	Provided by the SMF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow.

	QFI
	SMF
	QoS Flow Identifier.

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction.

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction.

	Packet transmission
	UPF
	The observed number of packet transmission.

	Packet retransmission
	UPF
	The observed number of packet retransmission.



NOTE 1:	How NWDAF collects QoS flow Bit Rate, QoS flow Packet Delay, Packet transmission and Packet retransmission information from UPF is not defined in this Release of the specification.
NOTE 2:	Care shall needs to be taken with regards to load and major signalling caused when requesting Any UE. This could be achieved via utilization of some event filters (e.g. Area of Interest for AMF), Analytics Reporting Information (e.g. SUPImax), or sampling ratio as part of Event Reporting Information.
NWDAF subscribes to the network data from 5GC NF(s) in the Table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service operation with the following Event IDs as input parameters:
-	AMF Source: Namf_EventExposure_Subscribe (Event IDs = Location Changes, Area of Interest).
-	SMF Source: Nsmf_EventExposure_Subscribe (Event ID = QFI allocation).
Table 6.4.2-3: UE level Network Data from OAM related to the QoS profile
	Information
	Source
	Description

	Timestamp
	OAM
	A time stamp associated with the collected information.

	Reference Signal Received Power
	OAM
(see NOTE 1)
	The per UE measurement of the received power level in a network cell, including SS-RSRP, CSI-RSRP as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRP as specified in clause 5.5.5 of TS 36.331 [15]

	Reference Signal Received Quality
	OAM
(see NOTE 1)
	The per UE measurement of the received quality in a network cell, including SS-RSRQ, CSI-RSRQ as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRQ as specified in clause 5.5.5 of TS 36.331 [15]

	Signal-to-noise and interference ratio
	OAM
(see NOTE 1)
	The per UE measurement of the received signal to noise and interference ratio in a network cell, including SS-SINR, CSI-SINR, E-UTRA RS-SINR, as specified in clause 5.1 of TS 38.215 [12]

	The mapping information between cell ID and frequency
	OAM
	The mapping information between cell ID and frequency (NOTE 2).

	Cell Energy Saving State
	OAM
	List of the cells which are within the area of interest and are in energy saving state, as specified in clauses 3.1 and 6.2 of TS 28.310 [24].

	NOTE 1:	Per UE measurement for a specific UE from OAM (via MDT), is as captured in clause 6.2.3.1.
NOTE 2:	The MDT measurement report provides the cell identity and carrier frequency information for UE's serving cell and neighbour cell(s). The NWDAF can get the mapping information between cell ID and frequency using OAM service as described in clause 6.2.3.



NWDAF subscribes the network data from OAM in the Table 6.4.2-3 by using the services provided by OAM as described in clause 6.2.3.
Table 6.4.2-4: UE level Network Data from 5G NF related to the Service Experience
	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location
	AMF
	The UE location information, e.g. cell ID or TAI.

	UE ID 
	AMF
	(list of) SUPI(s).

	RAT Type
	SMF
	The RAT type the UE camps on.



The Event Filters for the service data collection from SMF, AMF and AF are defined in TS 23.502 [3].
The timestamps are provided by each NF to allow correlation of QoS and traffic KPIs. The clock reference is able to know the accuracy of the time and correlate the time series of the data retrieved from each NF.
6.4.3	Output Analytics
The NWDAF services as defined in the clause 7.2 and 7.3 are used to expose the analytics.
-	Service Experience statistics information is defined in Table 6.4.3-1.
-	Service Experience predictions information is defined in Table 6.4.3-2.
Table 6.4.3-1: Service Experience statistics
	Information
	Description

	Slice instance service experiences (0..max) (NOTE 1)
	List of observed service experience information for each Network Slice instance.

	> S-NSSAI
	Identifies the Network Slice

	> NSI ID
	Identifies the Network Slice instance within the Network Slice.

	> Network Slice instance service experience
	Service experience across Applications on a Network Slice instance over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax)
	List of SUPI(s) for which the slice instance service experience applies.

	> Ratio
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity
	Area where the Network Slice service experience analytics applies.

	> Validity period
	Validity period for the Network Slice service experience analytics as defined in clause 6.1.3.

	Application service experiences (0..max) (NOTE 1)
	List of observed service experience information for each Application.

	> S-NSSAI
	Identifies the Network Slice used to access the Application.

	> Application ID
	Identification of the Application.

	> Service Experience Type
	Type of Service Experience analytics, e.g. on voice, video, other.

	> UE location 
	Indicating the UE location information (e.g. TAI list, gNB ID, etc) when the UE service is delivered (see NOTE 4).

	> UPF Info
	Indicating UPF serving the UE.

	> DNAI
	Indicating which DNAI the UE service uses/camps on.

	> DNN
	DNN for the PDU Session which contains the QoS flow.

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server.

	> Service Experience
	Service Experience over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax)
	List of SUPI(s) with the same application service experience.

	> Ratio
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity
	Area where the Application service experience analytics applies.

	> Validity period
	Validity period for the Application service experience analytics as defined in clause 6.1.3.

	> RAT Type
	Indicating the RAT type for which the application service experience analytics applies.

	> Frequency
	Indicating the carrier frequency of UE's serving cell(s) where the application service experience analytics applies.

	NOTE 1:	Whether analytics subset is included or not is determined by the analytics filter information.



Table 6.4.3-2: Service Experience predictions
	Information
	Description

	Slice instance service experiences (0..max) (NOTE 1)
	List of observed service experience information for each Network Slice instance.

	> S-NSSAI
	Identifies the Network Slice

	> NSI ID
	Identifies the Network Slice instance within the Network Slice (see NOTE 2).

	> Network Slice instance service experience
	Service experience across Applications on a Network Slice instance over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax)
	List of SUPI(s) for which the slice instance service experience applies (see NOTE 3).

	> Ratio
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs) (see NOTE 3).

	> Spatial validity
	Area where the Network Slice service experience analytics applies.

	> Validity period
	Validity period for the Network Slice service experience analytics as defined in clause 6.1.3.

	> Probability assertionConfidence
	Confidence of this prediction.

	Application service experiences (0..max) (NOTE 1)
	List of predicted service experience information for each Application.

	> S-NSSAI
	Identifies the Network Slice used to access the Application.

	> Application ID
	Identification of the Application.

	> Service Experience Type
	Type of Service Experience analytics, e.g. on voice, video, other.

	> UE location 
	Indicating the UE location information (e.g. TAI list, gNB ID, etc) when the UE service is delivered (see NOTE 45).

	> UPF Info
	Indicating UPF serving the UE (see NOTE 5).

	> DNAI
	Indicating which DNAI the UE service uses/camps on.

	> DNN
	DNN for the PDU Session which contains the QoS flow.

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server.

	> Service Experience
	Service Experience over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax)
	List of SUPI(s) with the same application service experience (see NOTE 3).

	> Ratio
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs) (see NOTE 3).

	> Spatial validity
	Area where the Application service experience analytics applies (see NOTE 6).

	> Validity period
	Validity period for the Application service experience analytics as defined in clause 6.1.3.

	> Probability assertionConfidence
	Confidence of this prediction.

	> RAT Type
	Indicating the RAT type for which the application service experience analytics applies.

	> Frequency
	Indicating the carrier frequency of UE's serving cell(s) where the application service experience analytics applies.

	NOTE 1:	Whether analytics subset is included or not is determined by the analytics filter information.
NOTE 2:	The NSI ID is an optional parameter. If not provided the Slice instance service experience indicates the service experience for the S-NSSAI.
NOTE 3:	The SUPI list and Ratio in the service experience information for an application can be omitted, if the corresponding parameter(s) is/are provided and are assigned with the same value(s) in the service experience information for the slice instance which the application belongs to. Otherwise, the SUPI list and Ratio are mandatory to be provided for an application service experience.
NOTE 4:	If the consumer NF is an AF, the item "DNN" and "UPF info" shall not be included, and the NEF is responsible for translation of SUPI to GPSI, internal group identifiers to external ones, and UE location to geographical area, by querying UDM, prior to contacting the AF.
NOTE 5:	When possible and applicable to the access type, UE location is provided according to the preferred granularity of location information.
NOTE 6:	The Spatial validity is present in the output parameters if the consumer provided the Area of Interest as defined in Table 6.4.1-1.




NOTE 1:	The NSI ID is an optional parameter. If not provided the Slice instance service experience indicates the service experience for the S-NSSAI.
NOTE 2:	The SUPI list and Ratio in the service experience information for an application can be omitted, if the corresponding parameter(s) is/are provided and are assigned with the same value(s) in the service experience information for the slice instance which the application belongs to. Otherwise, the SUPI list and Ratio are mandatory to be provided for an application service experience.
NOTE 3:	If the consumer NF is an AF, the item "DNN" and "UPF info" shall not be included, and the NEF is responsible for translation of SUPI to GPSI, internal group identifiers to external ones, and UE location to geographical area, by querying UDM, prior to contacting the AF.
NOTE 4:	When possible and applicable to the access type, UE location is provided according to the preferred granularity of location information.
NOTE 5:	The Spatial validity is present in the output parameters if the consumer provided the Area of Interest as defined in Table 6.4.1-1.
The number of Service Experiences and SUPIs are limited respectively by the maximum number of objects and the Maximum number of SUPIs provided as part of Analytics Reporting Information by the NWDAF Service Consumer.
[bookmark: _Toc75344621]
NEXT CHANGE
[bookmark: _Toc75344624]6.5	NF load analytics
[bookmark: _Toc75344625]6.5.1	General
The clause 6.5 describes how NWDAF can provide NF load analytics, in the form of statistics or predictions or both, to another NF.
The service consumer may be an NF, or the OAM.
The consumer of these analytics shall indicate in the request:
-	Analytics ID set to "NF load information";
-	The Target of Analytics Reporting: an optional SUPI or any UE;
-	Analytics Filter Information:
-	optional S-NSSAI;
-	an optional list of NF Instance IDs, NF Set IDs, or NF types;
-	optional area of interest;
-	an optional list of analytics subsets that are requested (see clause 6.5.3);
-	Optional preferred level of accuracy of the analytics;
-	Optional preferred level of Aaccuracy level per analytics subset (see clause 6.5.3);
-	Optional preferred order of results for the list of resource status: ascending or descending NF load;
-	Optional Reporting Threshold; the Reporting Threshold is unique for all NFs matching the above Analytics Filter and the reporting applies when the conditions are met for at least one of these NFs;
-	An Analytics target period indicates the time period over which the statistics or predictions are requested;
-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.
The NWDAF shall notify the result of the analytics to the consumer as indicated in clause 6.5.3.
If a list of the NF Instance IDs (or respectively of NF Set IDs) is provided, the NWDAF shall provide the analytics for each designated NF instance (or respectively for each NF instance belonging to each designated NF Set). In such case the Target of Analytics Reporting should be ignored.
Otherwise, if a SUPI is provided, the NWDAF shall use the SUPI to determine which NF instances (AMF and SMF) are serving this specific UE, filter them according to the provided S-NSSAI and NF types using data collected from NRF or OAM, and provide analytics for these NF instances.
NOTE:	Only NF instances of type AMF and SMF can be determined using a SUPI.
[bookmark: _Toc75344626]
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[bookmark: _Toc75344627]6.5.3	Output analytics
The NWDAF services as defined in the clause 7.2 and 7.3 are used to expose the analytics. NF load statistics information are defined in Table 6.5.3-1. NF load predictions information are defined in Table 6.5.3-2.
Table 6.5.3-1: NF load statistics
	Information
	Description

	List of resource status (1..max)
	List of observed load information for each NF instance along with the corresponding NF id / NF Set ID (as applicable).

	> NF type
	Type of the NF instance.

	> NF instance ID
	Identification of the NF instance.

	> NF status (NOTE 1)
	The availability status of the NF on the Analytics target period, expressed as a percentage of time per status value (registered, suspended, undiscoverable).

	> NF resource usage (NOTE 1)
	The average usage of assigned resources (CPU, memory, disk).

	> NF load (NOTE 1)
	The average load of the NF instance over the Analytics target period.

	> NF peak load (optional) (NOTE 1)
	The maximum load of the NF instance over the Analytics target period.

	> NF load (per area of interest) (NOTE 2)
	The average load of the NF instances over the area of interest.

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of aAccuracy level per analytics subset".
NOTE 2:	Applicable only to AMF load based on Input data in clause 6.5.2, Table 6.5.2-3 and Table 6.5.2-5.



Table 6.5.3-2: NF load predictions
	Information
	Description

	List of resource status (1..max)
	List of predicted load information for each NF instance along with the corresponding NF id / NF Set ID (as applicable)

	> NF type
	Type of the NF instance

	> NF instance ID
	Identification of the NF instance

	> NF status (NOTE 1)
	The availability status of the NF on the Analytics target period, expressed as a percentage of time per status value (registered, suspended, undiscoverable)

	> NF resource usage (NOTE 1)
	The average usage of assigned resources (CPU, memory, disk) 

	> NF load (NOTE 1)
	The average load of the NF instance over the Analytics target period 

	> NF peak load (optional) (NOTE 1)
	The maximum load of the NF instance over the Analytics target period

	> Confidence
	Confidence of this prediction

	> NF load (per area of interest) (NOTE 2)
	The predicted average load of the NF instances over the area of interest.

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of Aaccuracy level per analytics subset".
NOTE 2:	Applicable only to AMF load based on Input data in clause 6.5.2, Table 6.5.2-3 and Table 6.5.2-5.



NOTE:	The variations on per-instance NF load and resource usage could be influenced by the number of running NF instances in addition to the load itself.
The predictions are provided with a Validity Period, as defined in clause 6.1.3.
The number of resource status is limited by the maximum number of objects provided as part of Analytics Reporting Information.
[bookmark: _Toc75344628]
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[bookmark: _Toc75344629]6.6	Network Performance Analytics
[bookmark: _Toc75344630]6.6.1	General
With Network Performance Analytics, NWDAF provides either statistics or predictions on the gNB status information, gNB resource usage, communication performance and mobility performance in an Area of Interest; in addition, NWDAF it may provide statistics or predictions on the number of UEs that are located in that Area of Interest.
The service consumer may be an NF (e.g. PCF, NEF, AF), or the OAM.
The consumer of these analytics may indicate in the request:
-	Analytics ID set to "Network Performance";
-	Target of Analytics Reporting containing either a UE, or Internal Group Identifier that refers to the group for which the analytics on the number of UEs that are located in the Area of Interest at the time indicated in the Analytics target period is requested or any UE;
-	Analytics Filter Information containing:
-	Area of Interest (list of TA or Cells) which restricts the area in focus (mandatory if Target Of Analytics Reporting is set to "any UE", optional otherwise);
-	Optionally, a list of analytics subsets that are requested among those specified in clause 6.6.3;
-	Optionally, a preferred level of accuracy of the analytics;
-	Optionally, preferred level of Aaccuracy level per analytics subset (see clause 6.6.3);
-	Optionally, preferred order of results for the list of Network Performance information:
-	ordering criterion: "number of UEs", "communication performance" or "mobility performance";
-	order: ascending or descending;
-	Optionally, Reporting Thresholds, which apply only for subscriptions and indicate conditions on the level to be reached for respective analytics information (see clause 6.6.3) in order to be notified by the NWDAF;
-	An Analytics target period indicates the time period over which the statistics or prediction are requested; and
-	Optionally, maximum number of objects.;
-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.
The NWDAF notifies the result of the analytics to the consumer as indicated in clause 6.6.3.
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NEXT CHANGE
[bookmark: _Toc75344632]6.6.3	Output Analytics
The NWDAF shall be able to provide both statistics and predictions on Network Performance.
Network performance statistics are defined in Table 6.6.3-1.
Table 6.6.3-1: Network performance statistics
	Information
	Description

	List of network performance information (1..max)
	Observed statistics during the Analytics target period

	> Area subset
	TA or Cell ID within the requested area of interest as defined in clause 6.6.1

	> Analytics target period subset
	Time window within the requested Analytics target period as defined in clause 6.6.1.

	> gNB status information (NOTE 1)
	Average ratio of gNBs that have been up and running during the entire Analytics target period in the area subset

	> gNB resource usage (NOTE 1)
	Average usage of assigned resources (CPU, memory, disk)

	> Number of UEs (NOTE 1)
	Average number of UEs observed in the area subset

	> Communication performance (NOTE 1)
	Average ratio of successful setup of PDU Sessions

	> Mobility performance (NOTE 1)
	Average ratio of successful handover

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of Aaccuracy level per analytics subset".



Network performance predictions are defined in Table 6.6.3-2.
Table 6.6.3-2: Network performance predictions
	Information
	Description

	List of network performance information (1..max)
	Predicted analytics during the Analytics target period

	> Area subset
	TA or Cell ID within the requested area of interest as defined in clause 6.6.1

	> Analytics target period subset
	Time window within the requested Analytics target period as defined in clause 6.6.1.

	> gNB status information (NOTE 1)
	Average ratio of gNBs that will be up and running during the entire Analytics target period in the area subset

	> gNB resource usage (NOTE 1)
	Average usage of assigned resources (CPU, memory, disk) (average, peak)

	> Number of UEs (NOTE 1)
	Average number of UEs predicted in the area subset

	> Communication performance (NOTE 1)
	Average ratio of successful setup of PDU Sessions

	> Mobility performance (NOTE 1)
	Average ratio of successful handover

	> Confidence
	Confidence of this prediction

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of Aaccuracy level per analytics subset".



NOTE 1:	The predictions are provided with a Validity Period, as defined in clause 6.1.3.
NOTE 2:	The analytics on number of UEs are related to the information retrieved from the AMFs.
The number of network performance information entries is limited by the maximum number of objects provided as part of Analytics Reporting Information.
The NWDAF provides Network Performance Analytics to a consumer at the time requested by the consumer in the Analytics target period:
-	Analytics ID set to "Network Performance".
-	Notification Target Address including the address of the consumer.
-	Notification Correlation Id, for the consumer to correlate notifications from NWDAF if subscription applies.
-	Analytics specific parameters at the time indicated in the Analytics target period.
[bookmark: _Toc75344633]6.6.4	Procedures


Figure 6.6.4-1: Procedure for subscription to network performance analytics
1.	The NF sends Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request (Analytics ID="Network Performance", Target of Analytics Reporting, Analytics Filter="Area of Interest", "Reporting Thresholds" and Analytics target Period(s)) to the NWDAF.
2a-2d.	The NWDAF discovers from NRF the AMF(s) belonging to the AMF Region(s) that include(s) the Area of Interest and subscribes to NF load and status information from NRF about these AMF(s).
3a-3b.	The NWDAF subscribes to OAM services to get the status and load information and the resource usage on the Area of Interest in clause 6.6.2, following the procedure captured in Clause 6.2.3.2.
4a-4b.	The NWDAF collects the number of UEs located in the Area of Interest from AMF using Namf_EventExposure_Subscribe service, including the Target of Event Reporting provided as an input parameter (i.e. any UE or Internal Group Identifier).
5.	The NWDAF derives the requested analytics.
6.	The NWDAF sends Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response (Network Performance analytics, Subscription Correlation Id, Probability of assertionConfidence).
7-8. A change of network performance information, i.e. change in the gNB status information, gNB resource usage, communication performance and mobility performance in the area of interest at the observed period, is detected by OAM, or a change in the NF load information is reported by NRF, and is notified to NWDAF.
9.	The NWDAF derives new analytics taking into account the most recent data collected.
10.	When relevant according to the Analytics target period and Reporting Thresholds, the NWDAF provides a notification using Nnwdaf_AnalyticsSubscription_Notify (Network Performance analytics, Subscription Correlation Id, Probability of assertionConfidence).
[bookmark: _Toc75344634]
NEXT CHANGE
[bookmark: _Toc75344641]6.7.3	UE Communication Analytics
[bookmark: _Toc75344642]6.7.3.1	General
In order to support some optimized operations, e.g. customized mobility management, traffic routing handling, RFSP Index Management, QoS improvement or Inactivity Timer optimization, in 5GS, an NWDAF may perform data analytics on UE communication pattern and user plane traffic, and provide the analytics results (i.e. UE communication statistics or prediction) to NFs in the 5GC.
An NWDAF supporting UE Communication Analytics collects per-application communication description from AFs. If consumer NF provides an Application ID, the NWDAF only considers the data from AF, SMF and UPF that corresponds to this application ID. NWDAF may also collect data from AMF.
The consumer of these analytics may indicate in the request:
-	The Target of Analytics Reporting which is a single UE or a group of UEs.
-	Analytics Filter Information optionally including:
-	S-NSSAI;
-	DNN;
-	Application ID;
-	Area of Interest.
-	an optional list of analytics subsets that are requested (see clause 6.7.3.3);
-	An Analytics target period indicates the time period over which the statistics or predictions are requested.
-	Preferred level of accuracy of the analytics.
-	Optional Preferred level of Aaccuracy level per analytics subset (see clause 6.7.3.3);
-	Optional preferred order of results for the list of UE Communications:
-	ordering criterion: "start time" or "duration",
-	order: ascending or descending;
-	Optionally, maximum number of objects;
-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.
[bookmark: _Toc75344643]
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[bookmark: _Toc75344644]6.7.3.3	Output Analytics
The NWDAF supporting UE Communication Analytics provides the analytics results to consumer NFs. The analytics results provided by the NWDAF include the UE communication statistics as defined in Table 6.7.3.3-1 or predictions as defined in Table 6.7.3.3-2.
Table 6.7.3.3-1: UE Communication Statistics
	Information
	Description

	UE group ID or UE ID
	Identifies a UE or a group of UEs, e.g. internal group ID defined in TS 23.501 [2] clause 5.9.7 or SUPI (see NOTE).

	UE communications (1..max) (NOTE 1)
	List of communication time slots.

	  > Periodic communication indicator (NOTE 1)
	Identifies whether the UE communicates periodically or not.

	  > Periodic time (NOTE 1)
	Interval Time of periodic communication (average and variance) if periodic.
Example: every hour

	  > Start time (NOTE 1)
	Start time observed (average and variance)

	  > Duration (NOTE 1)
	Duration of communication (average and variance).

	  > Traffic characterization
	S-NSSAI, DNN, ports, other useful information.

	  > Traffic volume (NOTE 1)
	Volume UL/DL (average and variance).

	  > Ratio
	Percentage of UEs in the group (in the case of a UE group).

	Applications (0..max) (NOTE 1)
	List of application in use.

	  > Application Id
	Identification of the application.

	  > Start time
	Start time of the application.

	  > Duration time
	Duration interval time of the application.

	  > Occurrence ratio
	Proportion for the application used by the UE during requested period.

	  > Spatial validity
	Area where the service behaviour applies. If Area of Interest information was provided in the request or subscription, spatial validity may be a subset of the requested Area of Interest.

	N4 Session ID (1..max) (NOTE 1)
	Identification of N4 Session.

	> Inactivity detection time
	Value of session inactivity timer (average and variance).

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of Aaccuracy level per analytics subset".



Table 6.7.3.3-2: UE Communication Predictions
	Information
	Description

	UE group ID or UE ID
	Identifies a UE or a group of UEs, e.g. internal group ID defined in TS 23.501 [2] clause 5.9.7 or SUPI (see NOTE).

	UE communications (1..max) (NOTE 1)
	List of communication time slots.

	  > Periodic communication indicator (NOTE 1)
	Identifies whether the UE communicates periodically or not.

	  > Periodic time (NOTE 1)
	Interval Time of periodic communication (average and variance) if periodic.
Example: every hour.

	  > Start time (NOTE 1)
	Start time predicted (average and variance).

	  > Duration time (NOTE 1)
	Duration interval time of communication.

	  > Traffic characterization
	S-NSSAI, DNN, ports, other useful information.

	  > Traffic volume (NOTE 1)
	Volume UL/DL (average and variance).

	  > Confidence
	Confidence of the prediction.

	  > Ratio
	Percentage of UEs in the group (in the case of a UE group).

	Applications (0..max) (NOTE 1)
	List of application in use.

	  > Application Id
	Identification of the application.

	  > Start time
	Start time of the application.

	  > Duration time
	Duration interval time of the application.

	  > Occurrence probability
	Probability the application will be used by the UE.

	  > Spatial validity
	Area where the service behaviour applies. If Area of Interest information was provided in the request or subscription, spatial validity may be a subset of the requested Area of Interest.

	N4 Session ID (1..max) (NOTE 1)
	Identification of N4 Session.

	> Inactivity detection time
	Value of session inactivity timer (average and variance).

	  > Confidence
	Confidence of the prediction.

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of Aaccuracy level per analytics subset".



NOTE:	When target of analytics reporting is an individual UE, one UE ID (i.e. SUPI) will be included, the NWDAF will provide the analytics communication result (i.e. list of (predicted) communication time slots) to NF service consumer(s) for the UE.
The results for UE groups address the group globally. The ratio is the proportion of UEs in the group for a given communication at a given time and duration.
The number of UE communication entries (1..max) is limited by the maximum number of objects provided as part of Analytics Reporting Information. The communications shall be provided by order of time, possibly overlapping.
Depending on the list size limitation, the least probable communications on a given Analytics target period may not be provided.
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[bookmark: _Toc83212516]6.8.2	Input data
The detailed information collected by the NWDAF is defined in Table 6.8.2-1.
[bookmark: _Hlk4007366]NOTE 1:	Performance Measurements defined in TS 28.552 [8] represent resource utilisation but do not, by themselves, indicate the event of congestion or congestion levels. The NWDAF collects measurements from the OAM and how the NWDAF derives Network Status Indication (NSI) is not specified.
Table 6.8.2-1: Data Collected from the NF and OAM related to User Data Congestion Analytics
	Information
	Source
	Description

	UE Location
	AMF
	UE location information that NWDAF can use to derive the Area of Interest.

	Measurements
	OAM
	Performance Measurements that will be used by the NWDAF to determine congestion levels. Performance Measurements are related to information transfer over the user plane and/or the control plane (e.g. UE Throughput, DRB Setup Management, RRC Connection Number, PDU Session Management, and Radio Resource Utilization as defined in TS 28.552 [8]). The NWDAF may obtain measurements by invoking management services that are defined in TS 28.532 [6] and TS 28.550 [7].



Table 6.8.2-2: Data Collected from the UPF or from the AF related to User Data Congestion Analytics
	Information
	Source
	Description

	Application ID
	UPF or AF
	Application identifier as defined in TS 23.501 [2] clause 5.8.2 (see NOTE 1).

	IP Packet Filter Set
	UPF or AF
	IP Packet Filter set as defined in TS 23.501 [2] clause 5.8.2 (see NOTE 1).

	Measurement period
	UPF or AF
	Measurement period.

	Throughput UL/DL
	UPF or AF 
	Average Throughput UL/DL over the measurement period.

	Throughput UL/DL (peak)
	UPF or AF
	Peak Throughput UL/DL over the measurement period.

	Timestamp
	UPF or AF
	Time when measurements are taken.

	Achieved sampling ratio
	UPF
	Sampling ratio achieved by UPF (see NOTE 2).

	NOTE 1:	Application Id and IP Packet Filter Set are mutually exclusive.
NOTE 2:	UPF may apply data sampling to reduce the load on the UPF. This parameter is provided when no sampling ratio is configured at the UPF or the UPF could not fulfil the configured sampling ratio.
NOTE 3:	Multiple outputs are provided by the UPF when multiple Service Data Flows are running at the UPF for the same UE and measurement period.
NOTE 4:	How NWDAF collects information from UPF is not defined in this Release of the specification.



NOTE 2:	Care has needs to be taken with regards to load and major signalling caused when requesting "any UE". This can be achieved via utilization of event filters (e.g. Area of Interest), Analytics Reporting Information (e.g. maximum number of objects), or preferred sampling ratio provided by NWDAF to the UPF and/or local UPF configuration of data collection for specific application IDs, Packet Filter Sets and/or PFDs.
Additionally, NWDAF may use statistics or predictions on service experience as specified in clause 6.4.3 as an input, e.g. for service experience in a given area or service experience for some specific applications such as high bandwidth applications.

NEXT CHANGE
[bookmark: _Toc75344664]6.9	QoS Sustainability Analytics
[bookmark: _Toc75344665]6.9.1	General
The consumer of QoS Sustainability analytics may request the NWDAF analytics information regarding the QoS change statistics for an Analytics target period in the past in a certain area or the likelihood of a QoS change for an Analytics target period in the future in a certain area. The consumer can request either to subscribe to notifications (i.e. a Subscribe-Notify model) or to a single notification (i.e. a Request-Response model).
The service consumer may be a NF (e.g. AF).
The request includes the following parameters:
-	Analytics ID = "QoS Sustainability";
-	Target of Analytics Reporting: "any UE";
-	Analytics Filter Information containing:
-	QoS requirements (mandatory):
-	5QI (standardized or pre-configured), and applicable additional QoS parameters and the corresponding values (conditional, i.e. it is needed for GBR 5QIs to know the GFBR); or
-	the QoS Characteristics attributes including Resource Type, PDB, PER and their values;
-	Location information (mandatory): an area or a path of interest. The location information could reflect a list of waypoints;
NOTE:	In this Release, the consumer of the "QoS Sustainability" Analytics ID will provide location information in the area of interest format (TAIs or Cell IDs) which is understandable by NWDAF.
-	S-NSSAI (optional);
-	Optional maximum number of objects;
-	Analytics target period: relative time interval, either in the past or in the future, that indicates the time period for which the QoS Sustainability analytics is requested;
-	Reporting Threshold(s), which apply only for subscriptions and indicate conditions on the level to be reached for the reporting of the analytics, i.e. to discretize the output analytics and to trigger the notification when the threshold(s) provided in the analytics subscription are crossed by the expected QoS KPIs. 
-	A matching direction may be provided such as crossed (default value), below, or above.
	-	An acceptable deviation from the threshold level in the non-critical direction (i.e. in which the QoS is improving) may be set to limit the amount of signalling.
The level(s) relate to value(s) of the QoS KPIs defined in TS 28.554 [10], for the relevant 5QI:
-	for a 5QI of GBR resource type, the Reporting Threshold(s) refer to the QoS flow Retainability KPI;
-	for a 5QI of non-GBR resource type, the Reporting Threshold(s) refer to the RAN UE Throughput KPI.
	An acceptable deviation from the threshold level in the non-critical direction (i.e. in which the QoS is improving) may be set to limit the amount of signalling.
-	In a subscription, the Notification Correlation Id and the Notification Target Address.
The NWDAF collects the corresponding statistics information on the QoS KPI for the relevant 5QI of interests from the OAM, i.e. the QoS flow Retainability or the RAN UE Throughput as defined in TS 28.554 [10].
If the Analytics target period refers to the past:
-	The NWDAF verifies whether the triggering conditions for the notification of QoS change statistics are met and if so, generates for the consumer one or more notifications.
-	The analytics feedback contains the information on the location and the time for the QoS change statistics and the Reporting Threshold(s) that were crossed.
If the Analytics target period is in the future:
-	The NWDAF detects the need for notification about a potential QoS change based on comparing the expected values for the KPI of the target 5QI against the Reporting Threshold(s) provided by the consumer in any cell in the requested area for the requested Analytics target period. The expected KPI values are derived from the statistics for the 5QI obtained from OAM. OAM information may also include planned or unplanned outages detection and other information that is not in scope for 3GPP to discuss in detail.
-	The analytics feedback contains the information on the location and the time when a potential QoS change may occur and what Reporting Threshold(s) may be crossed.
[bookmark: _Toc75344666]
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[bookmark: _Toc75344669]6.10	Dispersion Analytics
[bookmark: _Toc75344670]6.10.1	General
Dispersion analytics identifies the location (i.e. areas of interest, TAs, cells) or network slice(s) where a UE, or a group of UEs, or any UE disperse most (if not all) of their data volume and sessions transactions (i.e. MM and SM messages).
The NWDAF shall be able to provide dispersion statistics or predictions and shall be able to collect UE dispersion related information from NFs.
Dispersion is the percentage of activity that a UE, or group of UEs, or any UE, generates at a location or a slice during a period of interest. This enables the operator to rank hot locations or slices by the various activities and to identify the top contributors (i.e. UEs) for that activity. When heavy UEs at a particular location or slice are detected/predicted and reported to a policy entity, their QoS attributes, or access to an area of interest or a slice can then be limited.
-	Data volume dispersion - The percentage of data traffic volume that a UE, or a group of UEs, or any UE, generated at a location or in a slice during the period of interest.
-	Transactions dispersion - The percentage of MM and SM messages that a UE, or a group of UEs, or any UE, generated at a location or in a slice during the period of interest.
The operator may classify and assign one of the three mobility classes per dispersion characteristics for a UE or a group of UEs, or any UE as fixed, camper or traveller. The classification is based on either Data volume dispersion or Transactions dispersion.
-	Data-Classification - fixed, camper, traveller data-classification per thresholds assigned by the operator.
EXAMPLE:	When a UE disperses, during the period of observation, most (threshold=95%) of its data at a location or a slice, the dispersion data-classification of the UE at that location or slice is "fixed".
-	Transaction-Classification - fixed, camper, traveller transactions-classifications per thresholds assigned by the operator. Top-Heavy UE is one who's dispersion percentile rating, at a location or a slice, is higher than a threshold value defined by the operator (e.g. 0.9 percentile), see percentile ranking in the output tables, clause 6.10.3.
EXAMPLE:	When a UE disperses, during the period of observation, (threshold=40%) of its session transactions at a location or a slice, the dispersion transaction-classification of the UE is camper at that location or slice.
Based on the dispersion analytics, the analytics consumer can determine that a data volume or transactions hot spot is formed when the volume of data or amount of transactions dispersed by most of the UEs at the area of interest or slice exceeds a certain data or transaction threshold established through trend analysis or operator policy.
The consumer of dispersion analytics may indicate in its request:
-	Analytics ID set to "Dispersion Analytics";
-	Target of analytics reporting: single UE, any UE, or a group of UEs. "Any UE" is only supported in combination with Analytics Filter Information S-NSSAI and Dispersion Analytics type "Data Volume Dispersion Analytics";
-	Analytics Filter Information:
-	optional list of TA(s), Area(s) of Interest, Cells, or S-NSSAI(s), Application ID(s), Top-Heavy UEs, Fixed UEs, Camper UEs, Dispersion Analytics type (Data Volume Dispersion Analytics (DVDA) or Transactions Dispersion Analytics (TDA) or both); and
-	optional list of analytics subsets that are requested (see clause 6.10.3);
-	Preferred level of accuracy of the analytics;
-	Preferred level of Aaccuracy level per analytics subset (see clause 6.10.3);
-	Preferred order of results for the list of UE Dispersion Analytics information:
-	ordering criterion:
-	For DDA, one of the following: "time slot start", "data dispersion", "data classification", "data ranking", or "data percentile ranking";
-	For TDA, one of the following: "time slot start", "transaction dispersion", "transaction classification", "transaction ranking", or "transaction percentile ranking"; and
-	order: ascending or descending;
-	Analytics target period indicating the time period over which the statistics or predictions are requested;
-	Optionally, preferred granularity of location information: TA level or cell level; and
-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.
NOTE 1:	If one or multiple ID(s) are included in the filter information, the output analytics will be reported per Application ID, otherwise the output analytics is aggregated information per AOI or slice independent of the applications.
NOTE 2:	Care must needs to be taken with regards to load when requesting analytics for "Any UE". This could be achieved by utilizing event filters (e.g. Area of Interest for AMF) and possible analytics filters including Top-Heavy UEs, and/or Fixed and/or Camper UEs and/or Analytics Reporting Information (e.g. SUPImax), or sampling ratio as part of Event Reporting Information. The load of analytics for "Any UE" can be alleviated by limiting the number of S-NSSAI in the analytics filter.
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NEXT CHANGE
[bookmark: _Toc75344672]6.10.3	Output Analytics
[bookmark: _Toc75344673]6.10.3.0	General
The NWDAF provides UE dispersion analytics, which can be statistics and/or prediction for data volume and/or transactions dispersions, to consumer NFs or AFs.
[bookmark: _Toc75344674]6.10.3.1	Data Volume Dispersion Analytics
The data volume dispersion analytics results provided by the NWDAF can be UE data volume dispersion statistics as defined in table 6.10.3.1-1 and/or UE data volume dispersion predictions as defined in table 6.10.3.1-2. If the analytics covers multiple UEs, the Data dispersed, Data ranking, and Data percentile ranking parameters are calculated as the aggregated (i.e. summed up) data volume.
Table 6.10.3.1-1: Data volume dispersion statistics bound by location
	Information
	Description

	UE group ID or UE ID
	Identifies a UE or a group of UEs, e.g. internal group ID defined in TS 23.501 [2] clause 5.9.7, SUPI (see NOTE 1).

	Time slot entry (1..max)
	List of time slots during the Analytics target period.

	  > Time slot start
	Time slot start within the Analytics target period.

	  > Duration
	Duration of the time slot.

	  > UE location (1..max)
	Observed location statistics.

	      >> UE location
	TA or cells where the UE or UE group dispersed its data (see NOTE 3).

	      >> Application ID (0..max)
	To identify the application (NOTE 6)..

	          >>> Data volume dispersed (NOTE 4)
	Data volume dispersed at this location.

	      >> Data mobility classification (NOTE 4)
	Data mobility classification of the UE for this location: fixed, camper, traveller (see NOTE 5).

	      >> Data usage ranking (NOTE 4)
	Ranking of UE data usage at this location (See NOTE 2).

	      >> Data usage percentile ranking (NOTE 4)
	Percentile ranking of the UE or UE group in the Cumulative Distribution Function of data usage for the population of all UEs served at the location.

	      >> Ratio
	Percentage of UEs in the group at the location and observation time (in the case of UE group).

	NOTE 1:	When target of analytics reporting is an individual UE, a single UE ID (i.e. SUPI) will be included. The NWDAF will provide the dispersion analytics result of one or a list of time slots to the service consumer(s) for the UE.
NOTE 2:	UE is ranked high (i.e. 1), medium (2) and low (3) when its data dispersed, during the period of observation at the location, is higher than N1% or at the range of N1% to N2% or less than N2%, respectively. The percentage values of N1 and N2 are subject to operator's configuration.
NOTE 3:	When possible and applicable to the access type, UE location is provided according to the preferred granularity of location information.
NOTE 4:	This information element is an analytics subset that can be used in "list of analytics subsets that are requested" and "preferred level of accuracy level per analytics subset".
NOTE 5:	This parameter is only provided for target of analytics reporting set to single UE.
NOTE 6:	When Application ID is not included in the input, cardinality is zero and data volume dispersed is provided per UE location.



Table 6.10.3.1-2: Data volume dispersion prediction bound by location
	Information
	Description

	UE group ID or UE ID
	Identifies a UE or a group of UEs, e.g. internal group ID defined in TS 23.501 [2] clause 5.9.7, SUPI (see NOTE 1).

	Time slot entry (1..max)
	List of time slots during the Analytics target period.

	  > Time slot start
	Time slot start within the Analytics target period.

	  > Duration
	Duration of the time slot.

	  > UE location (1..max)
	Predicted location during the analytics target period.

	      >> UE location
	TA or cells where the UE or UE group is predicted to disperse its data (see NOTE 3).

	      >> Application ID (0..max)
	To identify the application (NOTE 6).

	          >>> Data volume dispersion (NOTE 4)
	Data volume dispersion prediction at this location.

	              >>>> Confidence
	Confidence of this prediction (i.e. data volume to be dispersed at this location).

	      >> Data mobility classification (NOTE 4)
	Data mobility classification of the UE for this location: fixed, camper, traveller (see NOTE 5).

	          >>> Confidence
	Confidence of this prediction (i.e. mobility classification at this location).

	      >> Data usage ranking (NOTE 4)
	Ranking of UE data usage at this location (See NOTE 2).

	      >> Data percentile usage ranking (NOTE 4)
	Percentile ranking of the UE or UE group in the Cumulative Distribution Function of data usage for the population of all UEs served at the location.

	          >>> Confidence
	Confidence of this prediction (i.e. percentile ranking at this location).

	      >> Ratio
	Percentage of UEs in the group (in the case of UE group).

	NOTE 1:	When target of analytics reporting is an individual UE, a single UE ID (i.e. SUPI) will be included. The NWDAF will provide the dispersion analytics result of one or a list of time slots to the service consumer(s) for the UE.
NOTE 2:	UE is ranked high (i.e. 1), medium (2) and low (3) when its data dispersed, during the period of observation at the location, is higher than N1% or at the range of N1% to N2% or less than N2%, respectively. The percentage values of N1 and N2 are subject to operator's configuration.
NOTE 3:	When possible and applicable to the access type, UE location is provided according to the preferred granularity of location information.
NOTE 4:	This information element is an analytics subset that can be used in "list of analytics subsets that are requested" and "preferred level of accuracy level per analytics subset".
NOTE 5:	This parameter is only provided for target of analytics reporting set to single UE.
NOTE 6:	When Application ID is not included in the input, cardinality is zero and data volume dispersion prediction is provided per UE location.



The data volume dispersion analytics results provided by the NWDAF can also be for a UE or group of UEs data volume dispersion statistics at a given slice as defined in Table 6.10.3.1-3 and/or data volume dispersion predictions as defined in Table 6.10.3.1-4. If the analytics covers multiple UEs, the Data dispersed, Data ranking, and Data percentile ranking parameters are calculated as the aggregated (i.e. summed up) data volume.
Table 6.10.3.1-3: Data volume dispersion statistics bound by slice
	Information
	Description

	UE group ID or UE ID
	Identifies a UE or a group of UEs, e.g. internal group ID defined in TS 23.501 [2] clause 5.9.7, SUPI (see NOTE 1).

	Time slot entry (1..max)
	List of time slots during the Analytics target period.

	  > Time slot start
	Time slot start within the Analytics target period.

	  > Duration
	Duration of the time slot.

	  > Slice (1..max)
	Observed slice statistics.

	        >> S-NSSAI
	Slice where the UE or group of UEs dispersed data.

	        >> Application ID (0..max)
	To identify the application at the slice (NOTE 5).

	            >>> Data volume dispersed (NOTE 3)
	Data volume dispersed at this slice.

	        >> Data mobility classification (NOTE 3)
	Data mobility classification of the UE at the slice: fixed, camper, traveller (see NOTE 4).

	        >> Data usage ranking (NOTE 3)
	Ranking of UE data usage at this slice.  (See NOTE 2).

	        >> Data usage percentile ranking (NOTE 3)
	Percentile ranking of the UE or UE group in the Cumulative Distribution Function of data usage for the population of all UEs served by the slice.

	        >> Ratio
	Percentage of UEs in the group (in the case of UE group).

	NOTE 1:	When target of analytics reporting is an individual UE, a single UE ID (i.e. SUPI) will be included. The NWDAF will provide the dispersion analytics result of one or a list of time slots to the service consumer(s) for the UE.
NOTE 2:	UE is ranked high (i.e. 1), medium (2) and low (3) when its data dispersed, during the period of observation at the location, is higher than N1% or at the range of N1% to N2% or less than N2%, respectively. The percentage values of N1 and N2 are subject to operator's configuration.
NOTE 3:	This information element is an analytics subset that can be used in "list of analytics subsets that are requested" and "preferred level of accuracy level per analytics subset".
NOTE 4:	This parameter is only provided for target of analytics reporting set to single UE.
NOTE 5:	When Application ID is not included in the input, cardinality is zero and data volume dispersed is provided per slice.



Table 6.10.3.1-4: Data volume dispersion prediction bound by slice
	Information
	Description

	UE group ID or UE ID
	Identifies a UE or a group of UEs, e.g. internal group ID defined in TS 23.501 [2] clause 5.9.7, SUPI (see NOTE 1).

	Time slot entry (1..max)
	List of time slots during the Analytics target period.

	  > Time slot start
	Time slot start within the Analytics target period.

	  > Duration
	Duration of the time slot.

	  > Slice (1..max)
	Predicted slice during the Analytics target period.

	        >> S-NSSAI
	Slice where the UE or UE group is predicted to disperse its data.

	        >> Application ID (0..max)
	To identify the application at the slice (NOTE 5).

	            >>> Data volume dispersion (NOTE 3)
	Data volume dispersion prediction at this slice.

	                >>>> Confidence
	Confidence of this prediction (i.e. data volume to be dispersed at this slice).

	        >> Data mobility classification (NOTE 3)
	Data mobility classification of the UE at this slice: fixed, camper, traveller (see NOTE 4).

	            >>> Confidence
	Confidence of this prediction (i.e. mobility classification at this slice).

	        >> Data usage ranking (NOTE 3)
	Ranking of UE data usage at this slice. See NOTE 2.

	       >> Data usage percentile ranking (NOTE 3)
	Percentile ranking of the UE or UE group in the Cumulative Distribution Function of data usage for the population of all UEs served by the slice.

	            >>> Confidence
	Confidence of this prediction (i.e. percentile ranking at this slice).

	        >> Ratio
	Percentage of UEs in the group (in the case of UE group).

	NOTE 1:	When target of analytics reporting is an individual UE, a single UE ID (i.e. SUPI) will be included. The NWDAF will provide the dispersion analytics result of one or a list of time slots to the service consumer(s) for the UE.
NOTE 2:	UE is ranked high (i.e. 1), medium (2) and low (3) when its data dispersed, during the period of observation at the location, is higher than N1% or at the range of N1% to N2% or less than N2%, respectively. The percentage values of N1 and N2 are subject to operator's configuration.
NOTE 3:	This information element is an analytics subset that can be used in "list of analytics subsets that are requested" and "preferred level of accuracy level per analytics subset".
NOTE 4:	This parameter is only provided for target of analytics reporting set to single UE.
NOTE 5:	When Application ID is not included in the input, cardinality is zero and data volume dispersion prediction is provided per slice.



When the Target of analytics reporting is set as "any UE", and the Analytics Filter Information is set to one or several S-NSSAIs and DDVA, the data volume dispersion analytics results provided by the NWDAF can be for all UEs data volume dispersion statistics at a given slice as defined in Table 6.10.3.1-5 and/or data volume dispersion predictions as defined in Table 6.10.3.1-6:
Table 6.10.3.1-5: Data volume dispersion statistics bound by slice (for any UE)
	Information
	Description

	Time slot entry (1..max)
	List of time slots during the Analytics target period.

	  > Time slot start
	Time slot start within the Analytics target period.

	  > Duration
	Duration of the time slot.

	  > Slice (1..max)
	Observed slice statistics.

	    >> S-NSSAI
	Slice where all UEs dispersed data.

	    >> Data volume dispersed
	Data volume dispersed at this slice. (see NOTE 1).

	NOTE 1:	Utilized bandwidth (i.e. average throughput) at the slice can be calculated by using the Data volume dispersed in the Duration.



Table 6.10.3.1-6: Data volume dispersion prediction bound by slice (for any UE)
	Information
	Description

	Time slot entry (1..max)
	List of time slots during the Analytics target period.

	  > Time slot start
	Time slot start within the Analytics target period.

	  > Duration
	Duration of the time slot.

	  > Slice (1..max)
	Predicted slice during the Analytics target period.

	    >> S-NSSAI
	Slice where the UE is predicted to disperse its data.

	    >> Data volume dispersion
	Data volume dispersion prediction at this slice. (see NOTE 1).

	         >>>> Confidence
	Confidence of this prediction (i.e. data to be dispersed at this slice).

	NOTE 1:	Utilized bandwidth (i.e. average throughput) predication at the slice can be calculated by using the Data volume dispersion in the Duration.



NOTE:	The Application ID in the Data Volume Dispersion Analytics is optional. When the Application ID is missing, the Data Volume Dispersion Analytics is applied across all the applications in an AOI or a slice.
[bookmark: _Toc75344675]6.10.3.2	Transactions Dispersion Analytics
The transactions (MM and MS messages) dispersion analytics results provided by the NWDAF can be UE transactions dispersion statistics as defined in Table 6.10.3.2-1 and/or UE transactions dispersion predications as defined in Table 6.10.3.2-2. If the analytics covers multiple UEs, the Transactions dispersed, Transactions ranking, and Transactions percentile ranking parameters are calculated as the aggregated (i.e. summed up) number of transactions.
Table 6.10.3.2-1: Transactions dispersion statistics bound by location
	Information
	Description

	UE group ID or UE ID
	Identifies a UE or a group of UEs, e.g. internal group ID defined in TS 23.501 [2] clause 5.9.7, SUPI (see NOTE 1).

	Time slot entry (1..max)
	List of time slots during the Analytics target period.

	  > Time slot start
	Time slot start within the Analytics target period.

	  > Duration
	Duration of the time slot.

	  > UE location (1..max)
	Observed location statistics.

	      >> UE location
	TA or cells where the UE or group of UEs dispersed its transactions (see NOTE 3).

	      >> Transactions dispersed (NOTE 4)
	Transactions amount dispersed at this location.

	      >> Transactions mobility classification (NOTE 4)
	Transactions mobility classification of the UE for this location: fixed, camper, traveller (see NOTE 5).

	      >> Transactions ranking (NOTE 4)
	Ranking of transactions amount at this location. See NOTE 2.

	      >> Transactions percentile ranking (NOTE 4)
	Percentile ranking of the UE or UE group in the Cumulative Distribution Function of transactions for the population of all UEs served at the location.

	      >> Ratio
	Percentage of UEs in the group (in the case of UE group).

	NOTE 1:	When target of analytics reporting is an individual UE, a single UE ID (i.e. SUPI) will be included. The NWDAF will provide the dispersion analytics result of one or a list of time slots to the service consumer(s) for the UE.
NOTE 2:	UE is ranked high (i.e. 1), medium (2) and low (3) when its transactions are dispersed, during the period of observation at the location, is higher than N1% or at the range of N1% to N2% or less than N2%, respectively. The percentage values of N1 and N2 are subject to operator's configuration.
NOTE 3:	When possible and applicable to the access type, UE location is provided according to the preferred granularity of location information.
NOTE 4:	This information element is an analytics subset that can be used in "list of analytics subsets that are requested" and "preferred level of accuracy level per analytics subset".
NOTE 5:	This parameter is only provided for target of analytics reporting set to single UE.



Table 6.10.3.2-2: Transactions dispersion prediction bound by location
	Information
	Description

	UE group ID or UE ID
	Identifies a UE or a group of UEs, e.g. internal group ID defined in TS 23.501 [2] clause 5.9.7, SUPI (see NOTE 1).

	Time slot entry (1..max)
	List of predicted time slots.

	  > Time slot start
	Time slot start within the Analytics target period.

	  > Duration
	Duration of the time slot.

	  > UE location (1..max)
	Predicted location during the analytic target period.

	      >> UE location
	TA or cells where the UE or group of UEs is predicted to disperse its transactions (see NOTE 3).

	      >> Transactions dispersion (NOTE 4)
	Transaction amount predicted to be dispersed at this location.

	          >>> Confidence
	Confidence of this prediction (i.e. data to be dispersed at this location).

	      >> Transactions mobility classification (NOTE 4)
	Transaction mobility classification of the UE for this location: fixed, camper, traveller (see NOTE 5).

	          >>> Confidence
	Confidence of this prediction (i.e. mobility classification at this location).

	      >> Transactions ranking (NOTE 4)
	Ranking of transactions amount at this location. See NOTE 2.

	      >> Transactions percentile ranking (NOTE 4)
	Percentile ranking of the UE or UE group in the Cumulative Distribution Function of transactions for the population of all UEs served at the location.

	          >>> Confidence
	Confidence of this prediction (i.e. percentile ranking at this location).

	      >> Ratio
	Percentage of UEs in the group (in the case of UE group).

	NOTE 1:	When target of analytics reporting is an individual UE, a single UE ID (i.e. SUPI) will be included. The NWDAF will provide the dispersion analytics result of one or a list of time slots to the service consumer(s) for the UE.
NOTE 2:	UE is ranked high (i.e. 1), medium (2) and low (3) when its transactions are dispersed, during the period of observation at the location, is higher than N1% or at the range of N1% to N2% or less than N2%, respectively. The percentage values of N1 and N2 are subject to operator's configuration.
NOTE 3:	When possible and applicable to the access type, UE location is provided according to the preferred granularity of location information.
NOTE 4:	This information element is an analytics subset that can be used in "list of analytics subsets that are requested" and "preferred level of accuracy level per analytics subset".
NOTE 5:	This parameter is only provided for target of analytics reporting set to single UE.



The transactions dispersion analytics results provided by the NWDAF can be UE or group of UEs transactions dispersion statistics at a given slice as defined in table 6.10.3.2-3 and/or transactions dispersion predictions as defined in table 6.10.1.4.2-4. If the analytics covers multiple UEs, the Transactions dispersed, Transactions ranking, and Transactions percentile ranking parameters are calculated as the aggregated (i.e. summed up) number of transactions.
Table 6.10.3.2-3: Transactions dispersion statistics bound by slice
	Information
	Description

	UE group ID or UE ID
	Identifies a UE or a group of UEs, e.g. internal group ID defined in TS 23.501 [2] clause 5.9.7, SUPI (see NOTE1).

	Time slot entry (1..max)
	List of time slots during the Analytics target period.

	  > Time slot start
	Time slot start within the Analytics target period.

	  > Duration
	Duration of the time slot.

	  > Slice (1..max)
	Observed slice statistics.

	      >> S-NSSAI
	Slice where the UE or group of UEs dispersed its transactions.

	      >> Transactions dispersed (NOTE 3)
	Transactions amount dispersed at this location.

	      >> Transactions mobility classification (NOTE 3)
	Transaction mobility classification of the UE at the slice: fixed, camper, traveller (see NOTE 4).

	      >> Transactions ranking (NOTE 3)
	Ranking of transactions amount at this slice. See NOTE 2.

	      >> Transactions percentile ranking (NOTE 3)
	Percentile ranking of the UE or UE group in the Cumulative Distribution Function of transactions for the population of all UEs served by the slice.

	      >> Ratio
	Percentage of UEs in the group (in the case of UE group).

	NOTE 1:	When target of analytics reporting is an individual UE, a single UE ID (i.e. SUPI) will be included. The NWDAF will provide the dispersion analytics result of one or a list of time slots to the service consumer(s) for the UE.
NOTE 2:	UE is ranked high (i.e. 1), medium (2) and low (3) when its transactions are dispersed, during the period of observation at the location, is higher than N1% or at the range of N1% to N2% or less than N2%, respectively. The percentage values of N1 and N2 are subject to operator's configuration.
NOTE 3:	This information element is an analytics subset that can be used in "list of analytics subsets that are requested" and "preferred level of accuracy level per analytics subset".
NOTE 4:	This parameter is only provided for target of analytics reporting set to single UE.



Table 6.10.3.2-4: Transactions dispersion prediction bound by slice
	Information
	Description

	UE group ID or UE ID
	Identifies a UE or a group of UEs, e.g. internal group ID defined in TS 23.501 [2] clause 5.9.7, SUPI (see NOTE1).

	Time slot entry (1..max)
	List of predicted time slots.

	  > Time slot start
	Time slot start within the Analytics target period.

	  > Duration
	Duration of the time slot.

	  > Slice (1..max)
	Predicted slice during the Analytics target period.

	      >> S-NSSAI
	Slice where the UE or group of UEs is predicted to disperse its transactions.

	      >> Transactions dispersion (NOTE 3)
	Transaction volume to be dispersed at this slice.

	          >>> Confidence
	Confidence of this prediction (i.e. transactions to be dispersed at this slice).

	      >> Transactions mobility classification (NOTE 3)
	Transaction mobility classification of the UE at this slice: fixed, camper, traveller (see NOTE 4).

	          >>> Confidence
	Confidence of this prediction (i.e. mobility classification at this slice).

	      >> Transactions ranking (NOTE 3)
	Ranking of transactions amount at this slice.  See NOTE2.

	      >> Transactions percentile ranking (NOTE 3)
	Percentile ranking of the UE or UE group in the Cumulative Distribution Function of transactions for the population of all UEs served by the slice.

	          >>> Confidence
	Confidence of this prediction (i.e. percentile ranking at this slice).

	      >> Ratio
	Percentage of UEs in the group (in the case of UE group).

	NOTE 1:	When target of analytics reporting is an individual UE, a single UE ID (i.e. SUPI) will be included. The NWDAF will provide the dispersion analytics result of one or a list of time slots to the service consumer(s) for the UE.
NOTE 2:	UE is ranked high (i.e. 1), medium (2) and low (3) when its transactions are dispersed, during the period of observation at the location, is higher than N1% or at the range of N1% to N2% or less than N2%, respectively. The percentage values of N1 and N2 are subject to operator's configuration.
NOTE 3:	This information element is an analytics subset that can be used in "list of analytics subsets that are requested" and "preferred level of accuracy level per analytics subset".
NOTE 4:	This parameter is only provided for target of analytics reporting set to single UE.



[bookmark: _Toc75344676]
NEXT CHANGE
[bookmark: _Toc75344677]6.11	WLAN performance analytics
[bookmark: _Toc75344678]6.11.1	General
The NWDAF provides WLAN performance analytics to a service consumer NF. The analytics results are generated based on the data from other 5GC NFs and OAM. The analytics results, provided in the form of statistics or predictions, contain quality and performance of WLAN connection of UE according to UE location and SSID. The consumer can request either one-time or continuous reporting.
The service consumer may be an NF (e.g. PCF).
If a service consumer is PCF, the WLAN performance analytics can be used to update WLANSP as defined in TS 23.503 [4].
The consumer of these analytics may indicate in the request or subscription:
-	Analytics ID set to "WLAN performance";
-	Target of Analytics Reporting: asingle UE, a group of UEs, or any UE;
-	Analytics Filter Information containing:
-	Area of Interest (list of TA or Cells);
-	SSID(s);
-	BSSID(s); and
-	optional list of analytics subsets that are requested (see clause 6.11.3);
-	An Analytics target period indicates the time period over which the statistics or prediction are requested, either in the past or in the future;
-	Optional maximum number of objects;
-	Preferred level of accuracy of the analytics;
-	Preferred level of Aaccuracy level per analytics subset (see clause 6.11.3);
-	Preferred order of results for the list of WLAN performance information:
-	ordering criterion: "time slot start", "number of UEs", "RSSI", "RTT" or "Traffic information"; and
-	order: ascending or descending; and
-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.
If the Target of Analytics Reporting is any UE, then the Analytics Filter should at least include Area of Interest or SSID(s) or BSSID(s).
[bookmark: _Toc83212536][bookmark: _Toc75344680]6.11.2	Input Data
For the purpose of generating WLAN performance analytics results, the NWDAF collects the data as listed in Table 6.11.2-1.
Table 6.11.2-1: Data collected by NWDAF for WLAN performance analytics
	Information
	Source
	Description

	WLAN measurement results
	OAM
	The WLAN measurement results per wireless network served by the WLAN AP.

	> SSID / BSSID / HESSID
	
	SSID / BSSID / HESSID of the selected WLAN during the period of analysis.

	> RSSI
	
	Measured RSSI of the selected WLAN during the period of analysis.

	> RTT
	
	Measured RTT of the selected WLAN during the period of interest.

	> UE Location
	
	Location information tagged by UE when it reports WLAN MDT measurement (e.g. Cell ID and/or longitude/latitude if available).

	Information on PDU Session for WLAN (1..max)
	SMF
	Information on PDU session for which Access Type is Non-3GPP and RAT Type is TRUSTED_WLAN.

	 > SSID / BSSID
	
	SSID / BSSID that the PDU session is related to.

	> Start time of the PDU Session for WLAN
	
	The time stamp that indicates when the existing PDU Session's access type changes to WLAN or when the new PDU Session for WLAN is established.

	> End time of the PDU Session for WLAN
	
	The time stamp that indicates when the existing WLAN based PDU Session's access type is not WLAN any more or when the PDU Session for WLAN is released.

	UE communications (1..max)
	UPF
	List of communication time slots

	> Communication start
	
	The time stamp that PDU session(s) for WLAN starts.

	> Communication stop
	
	The time stamp that PDU session(s) for WLAN ends.

	> UL data rate
	
	UL data rate of PDU session(s) for WLAN.

	> DL data rate
	
	DL data rate of PDU session(s) for WLAN.

	> Traffic volume
	
	Traffic volume of PDU session(s) for WLAN.



NOTE 1:	WLAN Data from OAM is collected via MDT and aligned with the WLAN measurement reporting list described in clause 5.1.1.3.3 of TS 37.320 [20]. It is assumed that not all UEs support MDT WLAN measurements. The PLMNs supporting WLAN analytics must allow MDT measurements.
NOTE 2:	How NWDAF collects UE communications related data from UPF is not defined in this Release of the specification.
NOTE 3:	UE Location from OAM can be used to deduce WLAN location.
6.11.3	Output Analytics
The NWDAF generates WLAN performance analytics. Depending on the Analytics Target Period, the output consists of statistics or predictions. The detailed information provided by the NWDAF is defined in Table 6.11.3-1 for statistics and Table 6.11.3-2 for predictions.
Table 6.11.3-1: WLAN performance statistics
	Information
	Description

	Area of Interest
	A list of TAIs or Cell Ids

	List of Analytics per SSID
	SSIDs of WLAN access points deployed in the Area of Interest

	> Time slot entry (1..max)
	List of time slots during the Analytics target period

	>> Time slot start
	Time slot start time within the Analytics target period

	>> Duration
	Duration of the time slot

	>> RSSI (NOTE 1)
	Measured RSSI

	>> RTT (NOTE 1)
	Measured RTT

	>> Traffic Information (NOTE 1)
	UL/DL data rate, Traffic volume

	>> Number of UEs (NOTE 1)
	Number of UEs observed for the SSID

	NOTE 1:	This information element is an analytics subset that can be used in "list of analytics subsets that are requested" and "preferred level of accuracy level per analytics subset".



Table 6.11.3-2: WLAN performance predictions
	Information
	Description

	Area of Interest
	A list of TAIs or Cell Ids

	List of Analytics per SSID
	SSIDs of WLAN access points deployed in the Area of Interest

	> Time slot entry (1..max)
	List of time slots during the Analytics target period

	>> Time slot start
	Time slot start time within the Analytics target period

	>> Duration
	Duration of the time slot

	>> RSSI (NOTE 1)
	Predicted RSSI

	>> RTT (NOTE 1)
	Predicted RTT

	>> Traffic Information (NOTE 1)
	Predicted UL/DL data rate, Traffic volume

	>> Number of UEs (NOTE 1)
	Number of UEs predicted for the SSID

	>> Confidence
	Confidence of the prediction

	NOTE 1:	This information element is an analytics subset that can be used in "list of analytics subsets that are requested" and "preferred level of accuracy level per analytics subset".



[bookmark: _Toc75344681]
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[bookmark: _Toc75344693]6.14	DN Performance Analytics
[bookmark: _Toc75344694]6.14.1	General
This clause specifies how an NWDAF can provide DN Performance Analytics which provides analytics for user plane performance (i.e. average/maximum traffic rate, average/maximum packet delay, average packet loss rate) in the form of statistics or predictions to a service consumer.
The DN Performance Analytics may provide one or a combination of the following information:
-	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific serving anchor UPF.
-	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific DNAI.
-	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific Edge Application Server Instance.
The service consumer may be an NF (e.g. SMF) or an AF.
The consumer of these analytics shall indicate in the request or subscription:
-	Analytics ID set to "DN Performance Analytics";
-	The Target of Analytics Reporting: one or more SUPI(s) or Internal Group Identifier(s), or "any UE";
-	Analytics Filter Information as defined in table 6.14.1-1; and
-	optionally, a preferred level of accuracy of the analytics;
-	optionally, preferred level of Aaccuracy level per analytics subset (see clause 6.14.3);
-	optionally, preferred order of results for the list of Network Performance information:
-	ordering criterion: one of the analytics subset (see clause 6.14.3);
-	order: ascending or descending;
-	optionally, Reporting Thresholds, which apply only for subscriptions and indicate conditions on the level to be reached for respective analytics subsets (see clause 6.14.3) in order to be notified by the NWDAF;
-	optionally, maximum number of objects and maximum number of SUPIs.
Table 6.14.1-1: Analytics Filter Information related to DN Performance Analytics
	Information
	Description

	Application ID (0..max)
	The identification of the application(s) for which the analytics information is subscribed or requested.

	S-NSSAI
	Identifies the Network Slice for which analytics information is subscribed or requested.

	NSI ID(s)
	Identifies the Network Slice instance(s) for which analytics information is subscribed or requested.

	Area of Interest
	Identifies the Area (i.e. set of TAIs), as defined in TS 23.501 [2] for which the analytics information is subscribed or requested.

	UPF anchor identity
	Identifies the UPF where a UE has an associated PDU session.

	DNN
	DNN to access the application.

	DNAI
	Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].

	Application Server Address(es)
	List of IP address(s)/FQDN(s) of the Application Server(s) that a UE, group of UEs, or 'any UE' has a communication session with for which DN Performance Analytic information is requested.

	List of analytics subsets
	List of analytics subsets that are requested among those specified in clause 6.14.3.

	NOTE:	All parameters are optional.



[bookmark: _Toc75344695]
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[bookmark: _Toc75344696]6.14.3	Output Analytics
The DN performance analytics is shown in table 6.14.3-1 and table 6.14.3-2.
Table 6.14.3-1: DN service performance statistics
	Information
	Description

	Application ID
	Identifies the application for which analytics information is provided.

	S-NSSAI
	Identifies the Network Slice for which analytics information is provided. See note 1.

	DNN
	Identifies the data network name (e.g. "internet") for which analytics information is provided. See NOTE 1.

	DN performance (0-x)
	List of DN performances for the application.

	  > Application Server Instance Address
	Identifies the Application Server Instance (IP address/FQDN of the Application Server).

	  > Serving anchor UPF
	The involved anchor UPF. See NOTE 2.

	  > DNAI
	Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].

	  > Performance
	Performance indicators.

	     >> Average Traffic rate
	Average traffic rate observed for UEs communicating with the application. See NOTE 3.

	     >> Maximum Traffic rate
	Maximum traffic rate observed for UEs communicating with the application. See NOTE 3.

	     >> Average Packet Delay
	Average packet delay observed for UEs communicating with the application. See NOTE 3.

	     >> Maximum Packet Delay
	Maximum packet delay for observed for UEs communicating with the application. See NOTE 3.

	     >> Average Packet Loss Rate
	Average packet loss observed for UEs communicating with the application. See NOTE 3.

	  > Spatial Validity Condition
	Area where the DN performance analytics applies.

	  > Temporal Validity Condition
	Validity period for the DN performance analytics.

	NOTE 1:	The item "DNN" and "S-NSSAI" shall not be included if the consumer NF is an untrusted AF.
NOTE 2:	The item "Serving anchor UPF" shall not be included if the consumer is an AF.
NOTE 3:	Analytics subset that can be used in "list of analytics subsets that are requested", "Preferred level of Aaccuracy level per analytics subset" and "Reporting Thresholds".



Table 6.14.3-2: DN service performance predictions
	Information
	Description

	Application ID
	Identifies the application for which analytics information is provided.

	S-NSSAI
	Identifies the Network Slice for which analytics information is provided. See NOTE 1.

	DNN
	Identifies the data network name (e.g. internet) for which analytics information is provided. See NOTE 1.

	DN performance (0-x)
	List of DN performance for the application.

	  > Application Server Instance Address
	Identifies the Application Server Instance (IP address/FQDN of the Application Server).

	  > Serving anchor UPF
	The involved anchor UPF. See NOTE 2.

	  > DNAI
	Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].

	  > Performance
	Performance indicators

	     >> Average Traffic rate
	Average traffic rate predicted for UEs communicating with the application . See NOTE 3.

	     >> Maximum Traffic rate
	Maximum traffic rate predicted for UEs communicating with the application. See NOTE 3.

	     >> Average Packet Delay
	Average packet delay predicted for UEs communicating with the application. See NOTE 3.

	     >> Maximum Packet Delay
	Maximum packet delay for predicted for UEs communicating with the application. See NOTE 3.

	     >> Average Packet Loss Rate
	Average packet loss predicted for UEs communicating with the application. See NOTE 3.

	  > Spatial Validity Condition
	Area where the DN performance analytics applies.

	  > Temporal Validity Condition
	Validity period for the DN performance analytics.

	  > Confidence
	Confidence of this prediction.

	NOTE 1:	The item "DNN" and "S-NSSAI" shall not be included if the consumer is an untrusted AF.
NOTE 2:	The item "Serving anchor UPF" shall not be included if the consumer is an AF.
NOTE 3:	Analytics subset that can be used in "list of analytics subsets that are requested", "Preferred level of Aaccuracy level per analytics subset" and "Reporting Thresholds".
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