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[bookmark: _Toc20204441][bookmark: _Toc27895140][bookmark: _Toc36192237][bookmark: _Toc45193350][bookmark: _Toc47592982][bookmark: _Toc51835069][bookmark: _Toc68062281][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc20149898][bookmark: _Toc27846697][bookmark: _Toc36187828][bookmark: _Toc45183732][bookmark: _Toc47342574][bookmark: _Toc51769275][bookmark: _Toc83301814]5.11.1	Support for Dual Connectivity
Dual Connectivity involves two radio network nodes in providing radio resources to a given UE (with active radio bearers), while a single N2 termination point exists for the UE between an AMF and the RAN. The RAN architecture and related functions to support Dual Connectivity is further described in RAN specifications (e.g. TS 37.340 [31]).
In this Release of the specification, the Dual Connectivity function does not apply to the NR RedCap UE.
The RAN node at which the N2 terminates, performs all necessary N2 related functions such as mobility management, relaying of NAS signalling, etc. and manages the handling of user plane connection (e.g. transfer over N3). It is called the Master RAN Node. It may use resources of another RAN node, the Secondary RAN node, to exchange User Plane traffic of an UE. Master RAN node takes into account the RSN and/or PDU Session Pair ID to determine if dual connectivity shall be set up and ensure appropriate PDU session handling ensures fully redundant user plane path as described in clause 5.33.2.1.
If the UE has Mobility Restriction (either signalled from the UDM, or, locally generated by the Serving PLMN policy in the AMF) the AMF signals these restrictions to the Master RAN Node as Mobility Restriction List; This may prevent the Master RAN node from setting up a Dual Connectivity for an UE.
NOTE 1:	Subject to policies in the NG-RAN, configuration of Dual Connectivity for a Data Radio Bearer can also be based on the Network Slice that the PDU Session belongs to.
Dual Connectivity provides the possibility for the Master node RAN to request SMF:
-	For some or all PDU Sessions of an UE: Direct all the DL User Plane traffic of the PDU Session to the either the Master RAN Node or to the Secondary RAN Node. In this case, there is a single N3 tunnel termination at the RAN for such PDU Session.
NOTE 2:	The terminating RAN Node, can decide to keep traffic for specific QFI(s) in a PDU Session for a UE on a single RAT, or split them across the two RATs.
-	For some other PDU Sessions of an UE: Direct the DL User Plane traffic of some QoS Flows of the PDU Session to the Secondary (respectively Master) RAN Node while the remaining QoS Flows of the PDU Session are directed to the Master (respectively Secondary) RAN Node. In this case there are, irrespective of the number of QoS Flows, two N3 tunnel terminations at the RAN for such PDU Session.
The Master RAN may create and change this assignment for the user plane of a PDU Session at any time during the life time of the PDU Session;
In both cases, a single PDU Session Id is used to identify the PDU Session.
Additional functional characteristics are:
-	User location information reporting is based on the identity of the cell that is serving the UE in the Master RAN node.
-	Path update signalling related with Dual Connectivity and UPF re-allocation cannot occur at the same time.
* * * * Next change * * * *
[bookmark: _Toc83301826] 5.15.3	Subscription aspects
The Subscription Information shall contain one or more S-NSSAIs i.e. Subscribed S-NSSAIs. The subscription information shall include at least one default S-NSSAI. The UDM sends at the most 16 Subscribed S-NSSAIs to AMF, i.e. the number that can fit in a Configured NSSAI. The subscription information the UDM sends to the AMF shall include at least one default S-NSSAI.
If an S-NSSAI is marked as default, then the network is expected to serve the UE with a related applicable Network Slice instance when the UE does not send any permitted S-NSSAI to the network in a Registration Request message as part of the Requested NSSAI.
The Subscription Information for each S-NSSAI may contain:
-	a Subscribed DNN list and one default DNN; and
-	the indication whether the S-NSSAI is marked as default Subscribed S-NSSAI; and
-	the indication whether the S-NSSAI is subject to Network Slice-Specific Authentication and Authorization; and
-	Network Slice Simultaneous Usage Group (NSSRG) information (see clause 5.15.12).
The network verifies the Requested NSSAI the UE provides in the Registration Request against the Subscription Information. For the S-NSSAIs subject to Network Slice-Specific Authentication and Authorization the clause 5.15.10 applies.
NOTE 1:	It is recommended that at least one of the Subscribed S-NSSAIs marked as default S-NSSAI is not subject to Network Slice-specific Authentication and Authorization, in order to ensure access to services even when Network Slice-specific Authentication and Authorization fails.
NOTE 2:	It is recommended to minimize the number of Subscribed S-NSSAIs in subscriptions for NB-IoT or NR RedCap capable UEs to minimize overhead for signalling a large number of S-NSSAIs in Requested NSSAI in RRC and NAS via NB-IoT or NR RedCap.
In roaming case, the UDM shall provide to the VPLMN only the S-NSSAIs from the Subscribed S-NSSAIs the HPLMN allows for the UE in the VPLMN. If the UE is subject to restrictions of simultaneous registration of network slices (i.e. if the Subscription Information for the S-NSSAIs contains NSSRG information), the UDM provides to the VPLMN a subscribed S-NSSAIs and, if applicable, NSSRG information, as described in clause 5.15.12.
NOTE 3:	Network slice instances supporting an S-NSSAI subject to Network Slice-Specific Authentication and Authorization need to be deployed with AMFs supporting Network Slice-Specific Authentication and Authorization, otherwise S-NSSAIs requiring Network Slice-Specific Authentication and Authorization would be incorrectly allowed without execution of Network Slice-Specific Authentication and Authorization.
NOTE 4:	Network slice instances supporting an S-NSSAI subject to Network Slice Admission Control need to be deployed with AMFs supporting Network Slice Admission Control, otherwise S-NSSAIs requiring Network Slice Admission Control would be incorrectly allowed without execution of Network Slice Admission Control.
When the UDM updates the Subscribed S-NSSAI(s) to the serving AMF, based on configuration in this AMF, the AMF itself or the NSSF determines the mapping of the Configured NSSAI for the Serving PLMN and/or Allowed NSSAI to the Subscribed S-NSSAI(s). The serving AMF then updates the UE with the above information as described in clause 5.15.4.
* * * * Next change * * * *
[bookmark: _Toc20150176][bookmark: _Toc27846982][bookmark: _Toc36188113][bookmark: _Toc45184020][bookmark: _Toc47342862][bookmark: _Toc51769564][bookmark: _Toc83302140]5.35.1	IAB architecture and functional entities
Integrated access and backhaul (IAB) enables wireless in-band and out-of-band relaying of NR Uu access traffic via NR Uu backhaul links. The Uu backhaul links can exist between the IAB-node and:
-	a gNB referred to as IAB-donor; or
-	another IAB-node.
The part of the IAB node that supports the Uu interface towards the IAB-donor or another parent IAB-node (and thus manages the backhaul connectivity with either PLMN or SNPN it is registered with) is referred to as an IAB-UE.
In this Release of the specification, the IAB-UE function does not apply to the NR RedCap UE.
At high level, IAB has the following characteristics:
-	IAB uses the CU/DU architecture defined in TS 38.401 [42], and the IAB operation via F1 (between IAB-donor and IAB-node) is invisible to the 5GC;
-	IAB performs relaying at layer-2, and therefore does not require a local UPF;
-	IAB supports multi-hop backhauling;
-	IAB supports dynamic topology update, i.e. the IAB-node can change the parent node, e.g. another IAB-node, or the IAB-donor, during operation, for example in response to backhaul link failure or blockage.
Figure 5.35.1-1 shows the IAB reference architecture with two backhaul hops, when connected to 5GC.


Figure 5.35.1-1: IAB architecture for 5GS
The gNB-DU in the IAB-node is responsible for providing NR Uu access to UEs and child IAB-nodes. The corresponding gNB-CU function resides on the IAB-donor gNB, which controls IAB-node gNB-DU via the F1 interface. IAB-node appears as a normal gNB to UEs and other IAB-nodes and allows them to connect to the 5GC.
The IAB-UE function behaves as a UE, and reuses UE procedures to connect to:
-	the gNB-DU on a parent IAB-node or IAB-donor for access and backhauling;
-	the gNB-CU on the IAB-donor via RRC for control of the access and backhaul link;
-	5GC, e.g. AMF, via NAS;
-	OAM system via a PDU session or PDN connection (based on implementation).
NOTE:	The 5GC, e.g. SMF, may detect that a PDU session for the IAB-UE is for the OAM system access, e.g. by checking the DNN and/or configuration. It is up to the operator configuration to choose whether to use 1 or multiple QoS flows for OAM traffic and the appropriate QoS parameters, e.g. using 5QI=6 for software downloading, and 5QI=80 with signalled higher priority or a pre-configured 5QI for alarm or control traffic.
The IAB-UE can connect to 5GC over NR (SA mode) or connect to EPC (EN-DC mode). The UE served by the IAB-node can operate in the same or different modes than the IAB-node as defined in TS 38.401 [42]. The operation mode with both UE and IAB-node connected to EPC is covered in TS 23.401 [26]. Operation modes with UE and IAB-node connected to different core networks are described in clause 5.35.6.
* * * * End of changes * * * *
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