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	Reason for change:
	In Rel-16, the SUPI/SUCI of a SNPN-enabled UE can be NSI or IMSI, when it is IMSI, the AMF uses the PLMN ID of the IMSI and the selected NID provide by the NG RAN to select NF, as in Rel-16 an SNPN-enabled UE is only allowed to access the subscribed SNPN. 

In Rel-17, an SNPN-enabled UE can also access SNPNs different from the subscribed SNPN. When the SNPN-enabled UE is a native UE of a PLMN, i.e. CH is PLMN, if the CH_PLMN and the serving SNPN use the same PLMN ID, the AMF in the serving SNPN cannot to distinguish if the UE is from CH_PLMN or if the UE is a native subscriber of the serving SNPN.

There are several options to address this issue:

Option 1
Differentiating the UE is the native subscriber of the serving SNPN and the UE is the native subscriber of CH_PLMN via some new IE.

Option 2
Differentiating the UE is the native subscriber of the serving SNPN and the UE is the native subscriber of CH_PLMN via some existing IE (e.g. Routing Indicator).

Option 3
When IMSI is used, the serving SNPN must use different PLMN ID from the CH_PLMN. Then AMF in the serving SNPN decides whether apply the selected NID to select NF when IMSI is received: 
-  If PLMN ID of the IMSI is the same as the PLMN ID served by the AMF, use the selected NID provided by the RAN and PLMN ID of the IMSI to select NF. (for native UE)
-  If PLMN ID of the IMSI and the PLMN ID served by the AMF are different, the AMF doesn't apply NID to select NF. (for UE from CH_PLMN)
W.R.T the number of PLMNs is determined, it is possible the serving SNPN doesn’t share the same PLMN ID with any PLMN by configuration. 

Option4
The native subscriber UE of the serving SNPN uses IMSI only when the PLMN ID of the SNPN is unique. When PLMN ID of the SNPN is not unique, UE uses NSI format SUCI. The option needs to update the specification from release 16.

Option3 is proposed in order to minimize the impact.  Furthermore, if SNPN and CHs share PLMN ID, and IMSI based SUPI is used, then RID can be used for AUSF/UDM discovery and selection as long as the RID values are coordinated among the involved SNPN and CHs.

	 
	

	Summary of change:
	[bookmark: _GoBack]When Credentials Holder is a PLMN, it is assumed that normally the SNPN and the Credentials Holder use different PLMN ID. If SNPN and CHs share PLMN ID, and IMSI based SUPI is used, then RID can be used for AUSF/UDM discovery and selection as long as the RID values are coordinated among the involved SNPN and CHs. When the PLMN ID is not shared between SNPNs and CHs, then PLMN ID is sufficient to be used for AUSF/UDM discovery & selection unless the CHs deploys multiple AUSF/UDM in which case also RID can be used as long as the RID values are coordinated within the CH.

	
	

	Consequences if not approved:
	The usage of IMSI or NSI based SUPI/SUCI format is unclear when accessing to a SNPN.
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****************** START CHANGE ***************
[bookmark: _Toc75440889][bookmark: _Toc36188014][bookmark: _Toc45183919][bookmark: _Toc47342761][bookmark: _Toc51769462][bookmark: _Toc75440885][bookmark: _Toc75441010][bookmark: _Toc68015305]5.30.2.3	UE configuration and subscription aspects
An SNPN-enabled UE is configured with the following information for each subscribed SNPN:
-	PLMN ID and NID of the subscribed SNPN;
-	Subscription identifier (SUPI) and credentials for the subscribed SNPN;
-	Optionally, an N3IWF FQDN and an identifier of the country where the configured N3IWF is located;
-	Optionally, if the UE supports access to an SNPN using credentials from a Credentials Holder:
-	User controlled prioritized list of preferred SNPNs;
-	Credentials Holder controlled prioritized list of preferred SNPNs;
-	Credentials Holder controlled prioritized list of GINs.
The Credentials Holder controlled prioritized lists of preferred SNPNs and GINs can be updated by the Credentials Holder.
Editor's note:	Whether the Credentials Holder controlled lists can be updated using the UE Parameters Update (UPU) via UDM Control Plane Procedure as defined in clause 4.20 of TS 23.502 [3] or the Steering of Roaming (SoR) procedure as defined in Annex C of TS 23.122 [17] will be determined based on feedback from CT WG1 and SA WG3.
A subscriber of an SNPN is either:
-	identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in clause 28.7.2 of TS 23.003 [19]. The realm part of the NAI may include the NID of the SNPN; or
-	identified by a SUPI containing an IMSI.
In the case of access to an SNPN using credentials owned by a Credentials Holder as specified in clause 5.30.2.9.2 and clause 5.30.2.9.3, the SUPI shall also contain identification for the Credentials Holder (i.e. the realm in the case of Network Specific Identifier based SUPI or the MCC and MNC in the case of an IMSI based SUPI).
NOTE 1:	When Credentials Holder is an SNPN, and the MCC and MNC of the SNPN is not unique, then IMSI based SUPI is not supported as the MCC and MNC need not be globally unique always; instead USIM credentials are supported using Network Specific Identifier based SUPI.
NOTE 2:	Network Specific Identifier are not supported for the case the Credentials Holder is provided by a PLMN.
NOTE 3:	When Credentials Holder is a PLMN, it is assumed that normally the SNPN and the Credentials Holder use different PLMN ID. If SNPN and CHs share PLMN ID, and IMSI based SUPI is used, then RID can be used for AUSF/UDM discovery and selection as long as the RID values are coordinated among the involved SNPN and CHs. When the PLMN ID is not shared between SNPNs and CHs, then PLMN ID is sufficient to be used for AUSF/UDM discovery & selection unless the CHs deploys multiple AUSF/UDM in which case also RID can be used as long as the RID values are coordinated within the CH.
In the case of access to an SNPN using credentials owned by a Credentials Holder using AAA-S as specified in clause 5.30.2.9.2, only Network Specific Identifier based SUPI is supported.
An SNPN-enabled UE that supports access to an SNPN using credentials from a Credentials Holder and that is equipped with a PLMN subscription may additionally be configured with the following information for SNPN selection and registration using the PLMN subscription in SNPN access mode:
-	User controlled prioritized list of preferred SNPNs;
-	Credentials Holder controlled prioritized list of preferred SNPNs;
-	Credentials Holder controlled prioritized list of preferred GINs.
The Credentials Holder controlled prioritized lists of preferred SNPNs and GINs can be updated by the Credentials Holder.
Editor's note:	Whether the Credentials Holder controlled lists can be updated using the UE Parameters Update (UPU) via UDM Control Plane Procedure as defined in clause 4.20 of TS 23.502 [3] or the Steering of Roaming (SoR) procedure as defined in Annex C of TS 23.122 [17] will be determined based on feedback from CT WG1 and SA WG3.
****************** END CHANGES ***************
