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Abstract of the contribution: In the last few SA2 -meetings, the issue of how to guarantee that the UE uses the DNS setting provided by operator for the subsequent DNS Query during the EASDF based EAS discovery has been discussed. In SA2#146E there was no agreement to solve this problem and, as explained in the Rapporteur's "Cover Sheet of TS 23.548 for Approval to TSG SA" this issue remains contentious. This document proposes a way forward addressing this issue to be discussed and agreed in  SA#93E.

1.
Discussion

The Rel-17 SA2 eEDGE_5GC work item introduced several enhancements at system level to enable and/or improve Edge Computing services for applications. Among these enhancements, the Edge Application Server (EAS) discovery plays an important role. This discovery functionality relies on the usage of the so called EAS Discovery Function (EASDF), which, among other functionalities, exchanges DNS messages with the UE and receives DNS message handling rules from the SMF.
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Figure 1: Simplified version of TS 23.548 Figure 6.2.3.2.2-1 (EASDF based EAS discovery)
As discussed in SA2 [1, 2], when the UE receives the appropriate DNS settings from the CN, from an SA2 standpoint there has to be a guarantee that the UE uses such settings when sending its DNS query. If that is not the case, there is no guarantee that the EASDF is reached by the UE and that the EAS discovery procedure is executed (see Figure 1). 

In the last few SA2 meetings [1, 3, 4, 5], different UE-based proposals were submitted to address this issue, however no agreement was reached. In particular, in the last SA2#146E meeting, the so-called EDC (Edge DNS Client) based proposal [5] received a large support during SA2#146E CC#4, however some companies objected to it, claiming that such functionality is already implemented in some Operating Systems and should not be specified in 3GPP. To these arguments, the authors of this paper would like to reply:

-
Irrespective of whether a functionality is already implemented in some operating systems or not, 3GPP SA2 cannot make assumptions and needs to fully describe the overall system functionality and procedures from an end-to-end standpoint. Currently, TS 23.548 does not describe the functionality end-to-end because of the non-deterministic UE behavior described above. This is also captured in the following unresolved editor's note in that specification:

Editor's note:
How to guarantee that the UE uses the EASDF's IP address for the subsequent DSN Query in step 8 is FFS.
-
In addition, it is worth noticing that 3GPP SA2 specifications already include functionalities that may be implemented in the UE operating systems. Some examples include:

-
MPTCP (Multi Path TCP) Functionality for ATSSS (Access Traffic Splitting Steering Switching). This is the so-called High-layer steering functionality introduced in Rel-16 which used the MPTCP protocol to steer, switch and split the TCP traffic of applications allowed to use MPTCP (see TS 23.501 clauses 5.32.6.1 and 5.32.6.2.1).
-
DHCP (Dynamic Host Configuration Protocol). This functionality is optionally used for allocating IPv4 or IPv6 addresses to the UE (see TS 23.501 clause 5.8.2.2.1).

2.
Way Forward Proposal

Given that:

-
It is SA2's duty to fully describe the EASDF based EAS discovery end-to-end,

-
Nothing prevents functionality specified in 3GPP SA2 specifications to be implemented also at UE OS level,

the authors of this paper propose the following:

Way Forward Proposal: grant time to SA WG2 to complete the work on the contentious issue of how to guarantee that that the UE uses the DNS setting provided by operator for the subsequent DNS Query during the EASDF based EAS discovery in Q4 ’21 and close the corresponding editor's note in TS 23.548. The authors of this paper propose SA2#147E to be prepared to take a technical vote on this issue, if needed.
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