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FIRST CHANGE
[bookmark: _Toc20203971][bookmark: _Toc27894656]4.3.2	PDU Session Establishment
[bookmark: _Toc20203972][bookmark: _Toc27894657]4.3.2.1	General
A PDU Session establishment may correspond to:
-	a UE initiated PDU Session Establishment procedure.
-	a UE initiated PDU Session handover between 3GPP and non-3GPP.
-	a UE initiated PDU Session handover from EPS to 5GS.
-	a Network triggered PDU Session Establishment procedure. In this case the network sends the device trigger message to application(s) on the UE side. The payload included in Device Trigger Request message contains information on which application on the UE side is expected to trigger the PDU Session establishment request. Based on that information, the application(s) on the UE side trigger the PDU Session Establishment procedure. For more detail refer to clause 4.13.2.
If the UE is simultaneously registered to a non-3GPP access via a N3IWF/TNGF/W-AGF located in a PLMN different from the PLMN of the 3GPP access, the functional entities in the following procedures are located in the PLMN of the access used to exchange NAS with the UE for the PDU Session.
As specified in TS 23.501 [2], clause 5.6.1, a PDU Session may be associated either (a) with a single access type at a given time, i.e. either 3GPP access or non-3GPP access, or (b) simultaneously with multiple access types, i.e. one 3GPP access and one non-3GPP access. A PDU Session associated with multiple access types is referred to as Multi Access-PDU (MA PDU) Session and it may be requested by ATSSS-capable UEs.
The following clause 4.3.2.2 specifies the procedures for establishing PDU Sessions associated with a single access type at a given time. The particular procedures associated with MA PDU Sessions are specified as part of the ATSSS procedures in clause 4.22.
[bookmark: _Toc20203973][bookmark: _Toc27894658]4.3.2.2	UE Requested PDU Session Establishment
[bookmark: _Toc20203974][bookmark: _Toc27894659]4.3.2.2.1	Non-roaming and Roaming with Local Breakout
Clause 4.3.2.2.1 specifies PDU Session establishment in the non-roaming and roaming with local breakout cases. The procedure is used to:
-	Establish a new PDU Session;
-	Handover a PDN Connection in EPS to PDU Session in 5GS without N26 interface;
-	Switching an existing PDU Session between non-3GPP access and 3GPP access. The specific system behaviour in this case is further defined in clause 4.9.2; or
-	Request a PDU Session for Emergency services.
In case of roaming, the AMF determines if a PDU Session is to be established in LBO or Home Routing. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the AMF, the SMF, the UPF and the PCF are located in the visited network. PDU Sessions for Emergency services are never established in Home Routed mode. In the case of LBO, the NEF is not used.
NOTE 1:	UE provides both the S-NSSAIs of the Home PLMN and Visited PLMN to the network as described in clause 5.15.5.3 of TS 23.501 [2].


Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout
The procedure assumes that the UE has already registered on the AMF thus unless the UE is Emergency Registered the AMF has already retrieved the user subscription data from the UDM.
1.	From UE to AMF: NAS Message (S-NSSAI(s), UE Requested DNN, PDU Session ID, Request type, Old PDU Session ID, N1 SM container (PDU Session Establishment Request, [Port Management Information Container])).
	In order to establish a new PDU Session, the UE generates a new PDU Session ID.
	The UE initiates the UE Requested PDU Session Establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM container. The PDU Session Establishment Request includes a PDU session ID, Requested PDU Session Type, a Requested SSC mode, 5GSM Capability, PCO, SM PDU DN Request Container, [Number Of Packet Filters], [Header Compression Configuration], UE Integrity Protection Maximum Data Rate, and [Always-on PDU Session Requested].
	The Request Type indicates "Initial request" if the PDU Session Establishment is a request to establish a new PDU Session and indicates "Existing PDU Session" if the request refers to an existing PDU Session switching between 3GPP access and non-3GPP access or to a PDU Session handover from an existing PDN connection in EPC. If the request refers to an existing PDN connection in EPC, the S-NSSAI is set as described in TS 23.501 [2] clause 5.15.7.2
	When Emergency service is required and an Emergency PDU Session is not already established, a UE shall initiate the UE Requested PDU Session Establishment procedure with a Request Type indicating "Emergency Request".
	The Request Type indicates "Emergency Request" if the PDU Session Establishment is a request to establish a PDU Session for Emergency services. The Request Type indicates "Existing Emergency PDU Session" if the request refers to an existing PDU Session for Emergency services switching between 3GPP access and non-3GPP access or to a PDU Session handover from an existing PDN connection for Emergency services in EPC.
	The 5GSM Core Network Capability is provided by the UE and handled by SMF as defined in TS 23.501 [2] clause 5.4.4b.
	The Number Of Packet Filters indicates the number of supported packet filters for signalled QoS rules for the PDU Session that is being established. The number of packet filters indicated by the UE is valid for the lifetime of the PDU Session. For presence condition, see TS 24.501 [25].
	The UE Integrity Protection Maximum Data Rate indicates the maximum data rate up to which the UE can support UP integrity protection. The UE shall provide the UE Integrity Protection Data Rate capability independently of the Access Type over which the UE sends the PDU Session Establishment Request.
	If the use of header compression for Control Plane CIoT 5GS optimisation was negotiated successfully between the UE and the network in the previous registration procedure, the UE shall include the Header Compression Configuration, unless "Unstructured" or "Ethernet" PDU Session Type is indicated.
	The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should include User location information and Access Type Information.
	The PDU Session Establishment Request message may contain SM PDU DN Request Container containing information for the PDU Session authorization by the external DN.
	The UE includes the S-NSSAI from the Allowed NSSAI of the current access type. If the Mapping of Allowed NSSAI was provided to the UE, the UE shall provide both the S-NSSAI of the VPLMN from the Allowed NSSAI and the corresponding S-NSSAI of the HPLMN from the Mapping Of Allowed NSSAI.
	If the procedure is triggered for SSC mode 3 operation, the UE shall also include the Old PDU Session ID which indicates the PDU Session ID of the on-going PDU Session to be released, in NAS message. The Old PDU Session ID is included only in this case.
	The AMF receives from the AN the NAS SM message (built in step 1) together with User Location Information (e.g. Cell Id in case of the NG-RAN).
	The UE shall not trigger a PDU Session establishment for a PDU Session corresponding to a LADN when the UE is outside the area of availability of the LADN.
	If the UE is establishing a PDU session for IMS, and the UE is configured to discover the P-CSCF address during connectivity establishment, the UE shall include an indicator that it requests a P‑CSCF IP address(es) within the SM container.
	The PS Data Off status is included in the PCO in the PDU Session Establishment Request message.
	The UE capability to support Reliable Data Service is included in the PCO in the PDU Session Establishment Request message.
	If the UE has indicated that it supports transfer of Port Management Information Containers as per UE 5GSM Core Network Capability, then the UE shall include the MAC address of the DS-TT Ethernet port used for this PDU session. If the UE is aware of the UE-DS-TT Residence Time, then the UE shall additionally include the UE-DS-TT Residence Time.
	If the UE requests to establish always-on PDU session, the UE includes an Always-on PDU Session Requested indication in the PDU Session Establishment Request message.
	Port Management Information Container is received from DS-TT and includes port management capabilities, i.e. information indicating which standardized and deployment-specific port management information is supported by DS-TT as defined in TS 23.501 [2] clause 5.28.3.
2.	The AMF determines that the message corresponds to a request for a new PDU Session based on that Request Type indicates "initial request" and that the PDU Session ID is not used for any existing PDU Session(s) of the UE. If the NAS message does not contain an S-NSSAI, the AMF determines a default S-NSSAI of the HPLMN for the requested PDU Session either according to the UE subscription, if it contains only one default S-NSSAI, or based on operator policy and, in the case of LBO, an S-NSSAI of the Serving PLMN which matches the S-NSSAI of the HPLMN. When the NAS Message contains an S-NSSAI of the Serving PLMN but it does not contain a DNN, the AMF determines the DNN for the requested PDU Session by selecting the default DNN for this S-NSSAI if the default DNN is present in the UE's Subscription Information (or for the corresponding S-NSSAI of the HPLMN, in the case of LBO); otherwise the serving AMF selects a locally configured DNN for this S-NSSAI of the Serving PLMN. If the AMF cannot select an SMF (e.g. the UE requested DNN is not supported by the network, or the UE requested DNN is not in the Subscribed DNN List for the S-NSSAI (or its mapped value for the HPLMN in the case of LBO) and wildcard DNN is not included in the Subscribed DNN list), the AMF shall, based on operator policies received from PCF, either reject the NAS Message containing PDU Session Establishment Request from the UE with an appropriate cause or request PCF to replace the UE requested DNN by a selected DNN. If the DNN requested by the UE is present in the UE subscription information but indicated for replacement in the operator policies received from PCF, the AMF shall request the PCF to perform a DNN replacement to a selected DNN. AMF requests DNN replacement as as specified in clause 4.16.2.1.1. If the DNN requested by the UE is present in the UE subscription information but not supported by the network and not indicated for replacement in the operator policies received from PCF, the AMF shall reject the NAS Message containing PDU Session Establishment Request from the UE with an appropriate cause value.
	The AMF selects an SMF as described in clause 6.3.2 of TS 23.501 [2] and clause 4.3.2.2.3. If the Request Type indicates "Initial request" or the request is due to handover from EPS or from non-3GPP access serving by a different AMF, the AMF stores an association of the S-NSSAI(s), the DNN, the PDU Session ID, the SMF ID as well as the Access Type of the PDU Session.
	During registration procedures, the AMF determines the use of the Control Plane CIoT 5GS Optimisation or User Plane CIoT 5GS Optimisation based on UEs indications in the 5G Preferred Network Behaviour, the serving operator policies and the network support of CIoT 5GS optimisations. The AMF selects an SMF that supports Control Plane CIoT 5GS optimisation or User Plane CIoT 5GS Optimisation as described in clause 6.3.2 of TS 23.501 [2].
	If the Request Type is "initial request" and if the Old PDU Session ID indicating the existing PDU Session is also contained in the message, the AMF selects an SMF as described in clause 4.3.5.2 and stores an association of the new PDU Session ID, the S-NSSAI(s), the selected SMF ID as well as Access Type of the PDU Session.
[bookmark: _Hlk500792532]	If the Request Type indicates "Existing PDU Session", the AMF selects the SMF based on SMF-ID received from UDM. The case where the Request Type indicates "Existing PDU Session", and either the AMF does not recognize the PDU Session ID or the subscription context that the AMF received from UDM during the Registration or Subscription Profile Update Notification procedure does not contain an SMF ID corresponding to the PDU Session ID constitutes an error case. The AMF updates the Access Type stored for the PDU Session.
	If the Request Type indicates "Existing PDU Session" referring to an existing PDU Session moved between 3GPP access and non-3GPP access, then if the Serving PLMN S-NSSAI of the PDU Session is present in the Allowed NSSAI of the target access type, the PDU Session Establishment procedure can be performed in the following cases:
-	the SMF ID corresponding to the PDU Session ID and the AMF belong to the same PLMN;
-	the SMF ID corresponding to the PDU Session ID belongs to the HPLMN;
	Otherwise the AMF shall reject the PDU Session Establishment Request with an appropriate reject cause.
NOTE 2:	The SMF ID includes the PLMN ID that the SMF belongs to.
	The AMF shall reject a request coming from an Emergency Registered UE and the Request Type indicates neither "Emergency Request" nor "Existing Emergency PDU Session". When the Request Type indicates "Emergency Request", the AMF is not expecting any S-NSSAI and DNN value provided by the UE and uses locally configured values instead. The AMF stores the Access Type of the PDU Session.
	If the Request Type indicates "Emergency Request" or "Existing Emergency PDU Session", the AMF selects the SMF as described in TS 23.501 [2], clause 5.16.4.
3.	From AMF to SMF: Either Nsmf_PDUSession_CreateSMContext Request (SUPI, selected DNN, UE requested DNN, S-NSSAI(s), PDU Session ID, AMF ID, Request Type, PCF ID, Priority Access, [Small Data Rate Control Status], N1 SM container (PDU Session Establishment Request), User location information, Access Type, RAT Type, PEI, GPSI, UE presence in LADN service area, Subscription For PDU Session Status Notification, DNN Selection Mode, Trace Requirements, Control Plane CIoT 5GS Optimisation indication, or Control Plane Only indicator) or Nsmf_PDUSession_UpdateSMContext Request (SUPI, DNN, S-NSSAI(s), SM Context ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, RAT type, PEI).
	If the AMF does not have an association with an SMF for the PDU Session ID provided by the UE (e.g. when Request Type indicates "initial request"), the AMF invokes the Nsmf_PDUSession_CreateSMContext Request, but if the AMF already has an association with an SMF for the PDU Session ID provided by the UE (e.g. when Request Type indicates "existing PDU Session"), the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request.
	The AMF sends the S-NSSAI of the Serving PLMN from the Allowed NSSAI to the SMF. For roaming scenario in local breakout (LBO), the AMF also sends the corresponding S-NSSAI of the HPLMN from the Mapping Of Allowed NSSAI to the SMF.
	The AMF ID is the UE's GUAMI which uniquely identifies the AMF serving the UE. The AMF forwards the PDU Session ID together with the N1 SM container containing the PDU Session Establishment Request received from the UE. The GPSI shall be included if available at AMF.
	The AMF determines Access Type and RAT Type, see clause 4.2.2.2.1.
	The AMF provides the PEI instead of the SUPI when the UE in limited service state has registered for Emergency services (i.e. Emergency Registered) without providing a SUPI. The PEI is defined in TS 23.501 [2] clause 5.9.3. In case the UE in limited service state has registered for Emergency services (i.e. Emergency Registered) with a SUPI but has not been authenticated the AMF indicates that the SUPI has not been authenticated. The SMF determines that the UE has not been authenticated when it does not receive a SUPI for the UE or when the AMF indicates that the SUPI has not been authenticated.
	If the AMF determines that the selected DNN corresponds to an LADN then the AMF provides the "UE presence in LADN service area" that indicates if the UE is IN or OUT of the LADN service area.
	If the Old PDU Session ID is included in step 1, and if the SMF is not to be reallocated, the AMF also includes Old PDU Session ID in the Nsmf_PDUSession_CreateSMContext Request.
	DNN Selection Mode is determined by the AMF. It indicates whether an explicitly subscribed DNN has been provided by the UE in its PDU Session Establishment Request.
	The SMF may use DNN Selection Mode when deciding whether to accept or reject the UE request.
	When the Establishment cause received as part of AN parameters during the Registration procedure or Service Request procedure is associated with priority services (e.g. MPS, MCS), the AMF includes a Message Priority header to indicate priority information. The SMF uses the Message Priority header to determine if the UE request is subject to exemption from NAS level congestion control. Other NFs relay the priority information by including the Message Priority header in service-based interfaces, as specified in TS 29.500 [17].
	In the local breakout case, if the SMF (in the VPLMN) is not able to process some part of the N1 SM information that Home Routed Roaming is required, and the SMF responds to the AMF that it is not the right SMF to handle the N1 SM message by invoking Nsmf_PDUSession_CreateSMContext Response service operation. The SMF includes a proper N11 cause code triggering the AMF to proceed with home routed case. The procedure starts again at step 2 of clause 4.3.2.2.2.
	The AMF may include a PCF ID in the Nsmf_PDUSession_CreateSMContext Request. This PCF ID identifies the H-PCF in the non-roaming case and the V-PCF in the local breakout roaming case.
	The AMF includes Trace Requirements if Trace Requirements have been received in subscription data.
	If the AMF decides to use the Control Plane CIoT 5GS Optimisation or User Plane CIoT 5GS Optimisation as specified in step 2 or to only use Control Plane CIoT 5GS Optimisation for the PDU session as described in clause 5.31.4 of TS 23.501 [2], the AMF sends the Control Plane CIoT 5GS Optimisation indication or Control Plane Only indicator to the SMF.
	If the AMF determines that the RAT type is NB-IoT and the UE has already 2 PDU Sessions with user plane resources activated, the AMF may either reject the PDU Session Establishment Request or continue with the PDU Session establishment and include the Control Plane CIoT 5GS Optimisation indication or Control Plane Only indicator to the SMF.
	The AMF includes the latest Small Data Rate Control Status if it has stored it for the PDU Session.
	If the RAT type was included in the message, then the SMF stores the RAT type in SM Context.
	If the UE supports CE mode B and and use of CE mode B is not restricted according to the Enhanced Coverage Restriction information in the UE context in the AMF, then the AMF shall include the extended NAS-SM timer indication. Based on the extended NAS-SM timer indication, the SMF shall use the extended NAS-SM timer setting for the UE as specified in TS 24.501 [25].
4.	If Session Management Subscription data for corresponding SUPI, DNN and S-NSSAI of the HPLMN is not available, then SMF retrieves the Session Management Subscription data using Nudm_SDM_Get (SUPI, Session Management Subscription data, selected DNN, S-NSSAI of the HPLMN) and subscribes to be notified when this subscription data is modified using Nudm_SDM_Subscribe (SUPI, Session Management Subscription data, selected DNN, S-NSSAI of the HPLMN). UDM may get this information from UDR by Nudr_DM_Query (SUPI, Subscription Data, Session Management Subscription data, selected DNN, S-NSSAI of the HPLMN) and may subscribe to notifications from UDR for the same data by Nudr_DM_subscribe.
	The SMF may use DNN Selection Mode when deciding whether to retrieve the Session Management Subscription data e.g. in case the (selected DNN, S-NSSAI of the HPLMN) is not explicitly subscribed, the SMF may use local configuration instead of Session Management Subscription data.
	If the Request Type in step 3 indicates "Existing PDU Session" or "Existing Emergency PDU Session" the SMF determines that the request is due to switching between 3GPP access and non-3GPP access or due to handover from EPS. The SMF identifies the existing PDU Session based on the PDU Session ID. In such a case, the SMF does not create a new SM context but instead updates the existing SM context and provides the representation of the updated SM context to the AMF in the response.
	If the Request Type is "Initial request" and if the Old PDU Session ID is included in Nsmf_PDUSession_CreateSMContext Request, the SMF identifies the existing PDU Session to be released based on the Old PDU Session ID.
	Subscription data includes the Allowed PDU Session Type(s), Allowed SSC mode(s), default 5QI and ARP, subscribed Session-AMBR, SMF-Associated external parameters.
	Static IP address/prefix may be included in the subscription data if the UE has subscribed to it.
	The SMF checks the validity of the UE request: it checks
-	Whether the UE request is compliant with the user subscription and with local policies;
-	(If the selected DNN corresponds to an LADN), whether the UE is located within the LADN service area based on the "UE presence in LADN service area" indication from the AMF. If the AMF does not provide the "UE presence in LADN service area" indication and the SMF determines that the selected DNN corresponds to a LADN, then the SMF considers that the UE is OUT of the LADN service area.
	The SMF determines whether the PDU Session requires redundancy and the SMF determines the RSN as described in TS 23.501 [2] clause 5.33.2.1. In case the SMF determines that redundant handling is not allowed or not possible for the given PDU Session, the SMF shall either reject the establishment of the PDU Session or accept the establishment of a PDU session without redundancy handling based on local policy.
	If the UE request is considered as not valid, the SMF decides to not accept to establish the PDU Session.
5.	From SMF to AMF: Either Nsmf_PDUSession_CreateSMContext Response (Cause, SM Context ID or N1 SM container (PDU Session Reject (Cause))) or an Nsmf_PDUSession_UpdateSMContext Response depending on the request received in step 3.
	If the SMF received Nsmf_PDUSession_CreateSMContext Request in step 3 and the SMF is able to process the PDU Session establishment request, the SMF creates an SM context and responds to the AMF by providing an SM Context ID.
	In case the UP Security Policy for the PDU Session is determined to have Integrity Protection set to "Required", the SMF may, based on local configuration, decide whether to accept or reject the PDU Session request based on the UE Integrity Protection Maximum Data Rate.
NOTE 3:	The SMF can e.g. be configured to reject a PDU Session if the UE Integrity Protection Maximum Data Rate has a very low value, in case the services provided by the DN would require higher bitrates.
	When the SMF decides to not accept to establish a PDU Session, the SMF rejects the UE request via NAS SM signalling including a relevant SM rejection cause by responding to the AMF with Nsmf_PDUSession_CreateSMContext Response. The SMF also indicates to the AMF that the PDU Session ID is to be considered as released, the SMF proceeds to step 20 and the PDU Session Establishment procedure is stopped.
6.	Optional Secondary authentication/authorization.
	If the Request Type in step 3 indicates "Existing PDU Session", the SMF does not perform secondary authentication/authorization.
	If the Request Type received in step 3 indicates "Emergency Request" or "Existing Emergency PDU Session", the SMF shall not perform secondary authentication\authorization.
	If the SMF needs to perform secondary authentication/authorization during the establishment of the PDU Session by a DN-AAA server as described in TS 23.501 [2] clause 5.6.6, the SMF triggers the PDU Session establishment authentication/authorization as described in clause 4.3.2.3.
7a.	If dynamic PCC is to be used for the PDU Session, the SMF performs PCF selection as described in TS 23.501 [2], clause 6.3.7.1. If the Request Type indicates "Existing PDU Session" or "Existing Emergency PDU Session", the SMF shall use the PCF already selected for the PDU Session.
	Otherwise, the SMF may apply local policy.
7b.	The SMF may perform an SM Policy Association Establishment procedure as defined in clause 4.16.4 to establish an SM Policy Association with the PCF and get the default PCC Rules for the PDU Session. The GPSI shall be included if available at SMF. If the Request Type in step 3 indicates "Existing PDU Session", the SMF may provide information on the Policy Control Request Trigger condition(s) that have been met by an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1. The PCF may provide policy information defined in clause 5.2.5.4 (and in TS 23.503 [20]) to SMF.
	The PCF, based on the Emergency DNN, sets the ARP of the PCC rules to a value that is reserved for Emergency services as described in TS 23.503 [20].
NOTE 4:	The purpose of step 7 is to receive PCC rules before selecting UPF. If PCC rules are not needed as input for UPF selection, step 7 can be performed after step 8.
8.	If the Request Type in step 3 indicates "Initial request", the SMF selects an SSC mode for the PDU Session as described in TS 23.501 [2] clause 5.6.9.3. The SMF also selects one or more UPFs as needed as described in TS 23.501 [2] clause 6.3.3. In case of PDU Session Type IPv4 or IPv6 or IPv4v6, the SMF allocates an IP address/prefix for the PDU Session (unless configured otherwise) as described in TS 23.501 [2] clause 5.8.2. In case of PDU Session Type IPv6 or IPv4v6, the SMF also allocates an interface identifier to the UE for the UE to build its link-local address. For Unstructured PDU Session Type the SMF may allocate an IPv6 prefix for the PDU Session and N6 point-to-point tunnelling (based on UDP/IPv6) as described in TS 23.501 [2] clause 5.6.10.3. For Ethernet PDU Session Type, neither a MAC nor an IP address is allocated by the SMF to the UE for this PDU Session.
	If the AMF indicated Control Plane CIoT 5GS Optimisation in step 3 for this PDU session, then,
1)	For Unstructured PDU Session Type, the SMF checks whether UE's subscription include a "NEF Identity for NIDD" for the DNN/S-NSSAI combination. When the "NEF Identity for NIDD" is present in the UE's subscription data, the SMF will select the NEF identified for the S-NSSAI and selected DNN in the "NEF Identity for NIDD" as the anchor of this PDU Session. Otherwise, the SMF will select a UPF as the anchor of this PDU Session.
2)	For other PDU Session Types, the SMF will perform UPF selection to select a UPF as the anchor of this PDU Session.
	If the Request Type in Step 3 is "Existing PDU Session", the SMF maintains the same IP address/prefix that has already been allocated to the UE in the source network.
	If the Request Type in step 3 indicates "Existing PDU Session" referring to an existing PDU Session moved between 3GPP access and non-3GPP access the SMF maintains the SSC mode of the PDU Session, the current PDU Session Anchor and IP address.
[bookmark: _Hlk500417820]NOTE 5:	The SMF may decide to trigger e.g. new intermediate UPF insertion or allocation of a new UPF as described in step 5 in clause 4.2.3.2.
	If the Request Type indicates "Emergency Request", the SMF selects the UPF as described in TS 23.501 [2] clause 5.16.4 and selects SSC mode 1.
	SMF may select a UPF (e.g. based on requested DNN/S-NSSAI) that supports NW-TT functionality.
[bookmark: _Hlk500417853]9.	SMF may perform an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1 to provide information on the Policy Control Request Trigger condition(s) that have been met. If Request Type is "initial request" and dynamic PCC is deployed and PDU Session Type is IPv4 or IPv6 or IPv4v6, SMF notifies the PCF (if the Policy Control Request Trigger condition is met) with the allocated UE IP address/prefix(es).
[bookmark: OLE_LINK10]	When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off Policy Control Request Trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in TS 23.503 [20].
NOTE 6:	If an IP address/prefix has been allocated before step 7 (e.g. subscribed static IP address/prefix in UDM/UDR) or the step 7 is perform after step 8, the IP address/prefix can be provided to PCF in step 7, and the IP address/prefix notification in this step can be skipped.
	PCF may provide updated policies to the SMF. The PCF may provide policy information defined in clause 5.2.5.4 (and in TS 23.503 [20]) to SMF.
10.	If Request Type indicates "initial request", the SMF initiates an N4 Session Establishment procedure with the selected UPF(s), otherwise it initiates an N4 Session Modification procedure with the selected UPF(s):
10a.	The SMF sends an N4 Session Establishment/Modification Request to the UPF and provides Packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If the SMF is configured to request IP address allocation from UPF as described in TS 23.501 [2] clause 5.8.2 then the SMF indicates to the UPF to perform the IP address/prefix allocation, and includes the information required for the UPF to perform the allocation. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to UPF in this step. If the selective User Plane deactivation is required for this PDU Session, the SMF determines the Inactivity Timer and provides it to the UPF. The SMF provides Trace Requirements to the UPF if it has received Trace Requirements. If the Reliable Data Service is enabled for the PDU Session by the SMF as specified in TS 23.501 [2], the RDS Configuration information is provided to the UPF in this step. The SMF provides Small Data Rate Control parameters to the UPF for the PDU Session, if required. The SMF provides the Small Data Rate Control Status to the UPF, if received from the AMF.
	For a PDU Session of type Ethernet, SMF (e.g. for a certain requested DNN/S-NSSAI) may include an indication to request UPF to provide port numbers.
	If SMF decides to perform redundant transmission for one or more QoS Flows of the PDU session as described in clause 5.33.1.2 of TS 23.501 [2] and CN Tunnel Info is allocated by SMF, two CN Tunnel Info are allocated requested by the SMF and provided tofrom the UPF. The SMF also indicates the UPF to eliminate the duplicated packet for the QoS Flow in uplink direction. The SMF indicates the UPF that one CN Tunnel Info is used as the redundancy tunnel of the PDU session described in clause 5.33.2.2 of TS 23.501 [2].
[bookmark: _GoBack]	If SMF decides to insert two I-UPFs between the PSA UPF and the NG-RAN for redundant transmission as described in clause 5.33.1.2 of TS 23.501 [2], the SMF requests the corresponding CN Tunnel Info are allocated by the SMF and providesd them to two the I-UPFs and PSA UPF respectively. Addionalliy, two I-UPFs receive the UL Tunnel Info of the UPF (PSA) and the UPF (PSA) receives the DL Tunnel Info of two I-UPFs from the SMF. The SMF also indicates the PSA UPF to eliminate the duplicated packet for the QoS Flow in uplink direction. The SMF indicates the PSA UPF that one CN Tunnel Info is used as the redundancy tunnel of the PDU session described in clause 5.33.2.2 of TS 23.501 [2].
NOTE 7:	The method to perform elimination and reordering on RAN/UPF based on the packets received from the two GTP-U tunnels is up to RAN/UPF implementation. The two GTP-U tunnels are terminated at the same RAN node and UPF.
	If Control Plane CIoT 5GS Optimiation is enabled for this PDU session and the SMF selects the NEF as the anchor of this PDU Session in step 8, the SMF performs SMF-NEF Connection Establishment Procedure as described in clause 4.24.1.
10b.	The UPF acknowledges by sending an N4 Session Establishment/Modification Response.
	If the SMF indicates in step 10a that IP address/prefix allocation is to be performed by the UPF then this response contains the requested IP address/prefix. If CN Tunnel Info is allocated by the UPF, tThe requested CN Tunnel Info is provided to SMF in this step. If SMF requested UPF to provide port numbers then UPF includes port numbers for the NW-TT port and the DS-TT port in the response. If SMF indicated the UPF to perform packet duplication and elimination for the QoS Flow in step 10a, and CN Tunnel Info is allocated by UPF, two CN Tunnel Info are allocated by the UPF and provided to the SMF. If SMF decides to insert two I-UPFs between the PSA UPF and the NG-RAN for redundant transmission as described in clause 5.33.1.2 of TS 23.501 [2], CN Tunnel Info of two I-UPFs and the UPF (PSA) are allocated by the UPFs and provided to the SMF. The UPF indicates the SMF that one CN Tunnel Info is used as the redundancy tunnel of the PDU session as described in clause 5.33.2.2 of TS 23.501 [2]. 
If SMF requested UPF to provide port numbers then UPF includes port numbers for the NW-TT port and the DS-TT port in the response.
	If multiple UPFs are selected for the PDU Session, the SMF initiate N4 Session Establishment/Modification procedure with each UPF of the PDU Session in this step.
	If the Request Type indicates "Existing PDU Session", and the SMF creates CN Tunnel Info, then this step is skipped. Otherwise, this step is performed to obtain the CN Tunnel Info from the UPF using the N4 Session Modification Procedure.
NOTE 8:	If the PCF has subscribed to the UE IP address change Policy Control Trigger (as specified in clause 6.1.3.5 of TS 23.503 [20]) then the SMF notifies the PCF about the IP address/prefix allocated by the UPF. This is not shown in figure 4.3.2.2.1-1.
11.	SMF to AMF: Namf_Communication_N1N2MessageTransfer (PDU Session ID, N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), CN Tunnel Info, S-NSSAI from the Allowed NSSAI, Session-AMBR, PDU Session Type, User Plane Security Enforcement information, UE Integrity Protection Maximum Data Rate, RSN), N1 SM container (PDU Session Establishment Accept ([QoS Rule(s) and QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s)], selected SSC mode, S-NSSAI(s), UE Requested DNN, allocated IPv4 address, interface identifier, Session-AMBR, selected PDU Session Type, [Reflective QoS Timer] (if available), [P-CSCF address(es)], [Control Plane Only indicator], [Header Compression Configuration], [Always-on PDU Session Granted], [Small Data Rate Control parameters], [Small Data Rate Control Status]))). If multiple UPFs are used for the PDU Session, the CN Tunnel Info contains tunnel information related with the UPFs that terminates N3.
	The SMF may provide the SMF derived CN assisted RAN parameters tuning to the AMF by invoking Nsmf_PDUSession_SMContextStatusNotify (SMF derived CN assisted RAN parameters tuning) service. The AMF stores the SMF derived CN assisted RAN parameters tuning in the associated PDU Session context for this UE.
	The N2 SM information carries information that the AMF shall forward to the (R)AN which includes:
-	The CN Tunnel Info corresponds to the Core Network address(es) of the N3 tunnel corresponding to the PDU Session. If two CN Tunnel Info are included for the PDU session for redundant transmission, the SMF also indicates the NG-RAN that one of the CN Tunnel Info used as the redundancy tunnel of the PDU session as described in clause 5.33.2.2 of TS 23.501 [2].
-	One or multiple QoS profiles and the corresponding QFIs can be provided to the (R)AN. This is further described in TS 23.501 [2] clause 5.7. The SMF may indicate for each QoS Flow whether redundant transmission shall be performed by a corresponding redundant transmission indicator.
-	The PDU Session ID may be used by AN signalling with the UE to indicate to the UE the association between (R)AN resources and a PDU Session for the UE.
-	A PDU Session is associated to an S-NSSAI of the HPLMN and, if applicable, to a S-NSSAI of the VPLMN, and a DNN. The S-NSSAI provided to the (R)AN, is the S-NSSAI with the value for the Serving PLMN (i.e. the HPLMN S-NSSAI or, in LBO roaming case, the VPLMN S-NSSAI).
-	User Plane Security Enforcement information is determined by the SMF as described in clause 5.10.3 of TS 23.501 [2].
-	If the User Plane Security Enforcement information indicates that Integrity Protection is "Preferred" or "Required", the SMF also includes the UE Integrity Protection Maximum Data Rate as received in the PDU Session Establishment Request.
-	The use of the RSN parameter by NG-RAN is described in TS 23.501 [2] clause 5.33.2.1.
	The N1 SM container contains the PDU Session Establishment Accept that the AMF shall provide to the UE. If the UE requested P-CSCF discovery then the message shall also include the P-CSCF IP address(es) as determined by the SMF and as described in TS 23.501 [2] clause 5.16.3.4. The PDU Session Establishment Accept includes S-NSSAI from the Allowed NSSAI. For LBO roaming scenario, the PDU Session Establishment Accept includes the S-NSSAI from the Allowed NSSAI for the VPLMN and also it includes the corresponding S-NSSAI of the HPLMN from the Mapping Of Allowed NSSAI that SMF received in step 3.
	If the PDU Session being established was requested to be an always-on PDU Session, the SMF shall indicate whether the request is accepted by including an Always-on PDU Session Granted indication in the PDU Session Establishment Accept message. If the PDU Session being established was not requested to be an always-on PDU Session but the SMF determines that the PDU Session needs to be established as an always-on PDU Session, the SMF shall include an Always-on PDU Session Granted indication in the PDU Session Establishment Accept message indicating that the PDU session is an always-on PDU Session.
	If Control Plane CIoT 5GS Optimisation is enabled for this PDU session, the N2 SM information is not included in this step. If Control Plane CIoT 5GS optimisation is enabled for this PDU session, and the UE has sent the Header Compression Configuration in the PDU Session Establishment Request, and the SMF supports the header compression parameters, the SMF shall include the Header Compression Configuration in the PDU Session Establishment Accept message. If the UE has included Header Compression Configuration in the PDU Session Establishment Request, the SMF may acknowledge Header Compression setup parameters. If the SMF has received the Control Plane Only Indicator in step 3, the SMF shall include the Control Plane Only Indicator in the PDU Session Establishment Accept message. The SMF shall indicate the use of Control Plane only on its CDR. If the Small Data Rate Control is configured in the SMF, the SMF shall also include Small Data Rate Control parameters and the Small Data Rate Control Status (if received from the AMF) in the PDU Session Establishment Accept message as described in clause 5.31.14.3 of TS 23.501 [2].
	If the UE indicates the support of RDS in the PCO in the PDU Session Establishment Request and RDS is enabled for the PDU Session, the SMF shall inform the UE that RDS is enabled in the PCO in the PDU Session Establishment Accept (see clause 5.31.6 of TS 23.501 [2]).
	Multiple QoS Rules, QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with those QoS rule(s) and QoS Profiles may be included in the PDU Session Establishment Accept within the N1 SM and in the N2 SM information.
	The Namf_Communication_N1N2MessageTransfer contains the PDU Session ID allowing the AMF to know which access towards the UE to use.
	If the PDU session establishment failed anywhere between step 5 and step 11, then the Namf_Communication_N1N2MessageTransfer request shall include the N1 SM container with a PDU Session Establishment Reject message (see clause 8.3.3 of TS 24.501 [25]) and shall not include any N2 SM container. The (R)AN sends the NAS message containing the PDU Session Establishment Reject to the UE. In this case, steps 12-17 are skipped.
12.	AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept)), [CN assisted RAN parameters tuning]).
	The AMF sends the NAS message containing PDU Session ID and PDU Session Establishment Accept targeted to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.
	If the SMF derived CN assisted RAN parameters tuning are stored for the activated PDU Session(s), the AMF may derive updated CN assisted RAN parameters tuning and provide them the (R)AN.
13.	(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a NG-RAN, an RRC Connection Reconfiguration may take place with the UE establishing the necessary NG-RAN resources related to the QoS Rules for the PDU Session request received in step 12.
	(R)AN also allocates (R)AN Tunnel Info for the PDU Session. In case of Dual Connectivity, the Master RAN node may assign some (zero or more) QFIs to be setup to a Master RAN node and others to the Secondary RAN node. The AN Tunnel Info includes a tunnel endpoint for each involved (R)AN node, and the QFIs assigned to each tunnel endpoint. A QFI can be assigned to either the Master RAN node or the Secondary RAN node and not to both.
	If the (R)AN receives two CN Tunnel Info for a PDU session in step 12 for redundant transmission, (R)AN also allocates two AN Tunnel Info correspondingly, and indicate to SMF one of the AN Tunnel Info is used as the redundancy tunnel of the PDU session as described in clause 5.33.2.2 of TS 23.501 [2].
	(R)AN forwards the NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept)) provided in step 12 to the UE. (R)AN shall only provide the NAS message to the UE if the AN specific signalling exchange with the UE includes the (R)AN resource additions associated to the received N2 command.
	If MICO mode is active and the NAS message Request Type in step 1 indicated "Emergency Request", then the UE and the AMF shall locally deactivate MICO mode.
	If the N2 SM information is not included in the step 11, then the following steps 14 to 16b and step 17 are omitted.
14.	(R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, AN Tunnel Info, List of accepted/rejected QFI(s), User Plane Enforcement Policy Notification)).
	The AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU Session.
	If the (R)AN rejects QFI(s) the SMF is responsible of updating the QoS rules and QoS Flow level QoS parameters if needed for the QoS Flow associated with the QoS rule(s) in the UE accordingly.
	The NG-RAN rejects the establishment of UP resources for the PDU Session when it cannot fulfil User Plane Security Enforcement information with a value of Required. The NG-RAN notifies the SMF when it cannot fulfil a User Plane Security Enforcement with a value of Preferred.
	If the NG-RAN can not establish redundant user plane for the PDU Session as indicated by the RSN parameter, the NG-RAN takes the decision on whether to reject the establishment of RAN resources for the PDU Session based on local policies as described in TS 23.501 [2].
15.	AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (SM Context ID, N2 SM information, Request Type).
	The AMF forwards the N2 SM information received from (R)AN to the SMF.
	If the list of rejected QFI(s) is included in N2 SM information, the SMF shall release the rejected QFI(s) associated QoS profiles.
	If the N2 SM information indicates failure of user plane resource setup, the SMF shall reject the PDU session establishment by including a N1 SM container with a PDU Session Establishment Reject message (see clause 8.3.3 of TS 24.501 [25]) in the Nsmf_PDUSession_UpdateSMContext Response in step 17. Step 16 is skipped in this case and instead the SMF releases the N4 Session with UPF.
	If the User Plane Enforcement Policy Notification in the N2 SM information indicates that no user plane resources could be established, and the User Plane Enforcement Policy indicated "required" as described in clause 5.10.3 of TS 23.501 [2], the SMF shall reject the PDU session establishment by including a N1 SM container with a PDU Session Establishment Reject message (see clause 8.3.3 of TS 24.501 [25]) in the Nsmf_PDUSession_UpdateSMContext Response in step 17. Step 16 is skipped in this case.
16a.	The SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info to the UPF as well as the corresponding forwarding rules.
	If SMF decides to perform redundant transmission for one or more QoS Flows of the PDU, the SMF also indicates the UPF to perform packet duplication for the QoS Flow(s) in downlink direction by forwarding rules.
	In the case of redundant transmission with two I-UPFs for one or more QoS Flows of the PDU, the SMF provides AN Tunnel Info to two I-UPFs and also indicates the UPF (PSA) to perform packet duplication for the QoS Flow(s) in downlink direction by forwarding rules. If CN Tunnel Info of two I-UPFs and the UPF (PSA) are allocated by the UPFs in step 10b, tThe SMF also provides the UL Tunnel Info of the UPF (PSA) to the two I-UPFs and the DL Tunnel Info of the two I-UPFs to the UPF (PSA).
NOTE 9:	If the PDU Session Establishment Request was due to mobility between 3GPP and non-3GPP access or mobility from EPC, the downlink data path is switched towards the target access in this step.
16b.	The UPF provides an N4 Session Modification Response to the SMF.
	If multiple UPFs are used in the PDU Session, the UPF in step 16 refers to the UPF terminating N3.
	After this step, the UPF delivers any down-link packets to the UE that may have been buffered for this PDU Session.
16c.	If Request Type in step 3 indicates neither "Emergency Request" nor "Existing Emergency PDU Session" and, if the SMF has not yet registered for this PDU Session, then the SMF registers with the UDM using Nudm_UECM_Registration (SUPI, DNN, S-NSSAI, PDU Session ID, SMF Identity) for a given PDU Session. As a result, the UDM stores following information: SUPI, SMF identity and the associated DNN, S-NSSAI and PDU Session ID. The UDM may further store this information in UDR by Nudr_DM_Update (SUPI, Subscription Data, UE context in SMF data).
	If the Request Type received in step 3 indicates "Emergency Request":
-	For an authenticated non-roaming UE, based on operator configuration (e.g. related with whether the operator uses a fixed SMF for Emergency calls, etc.), the SMF may register in the UDM using Nudm_UECM_Registration (SUPI, PDU Session ID, SMF identity, Indication of Emergency Services) for a given PDU Session that is applicable for emergency services. As a result, the UDM shall store the applicable PDU Session for Emergency services.
-	For an unauthenticated UE or a roaming UE, the SMF shall not register in the UDM for a given PDU Session.
17.	SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (Cause).
	The SMF may subscribe to the UE mobility event notification from the AMF (e.g. location reporting, UE moving into or out of Area Of Interest), after this step by invoking Namf_EventExposure_Subscribe service operation as specified in clause 5.2.2.3.2. For LADN, the SMF subscribes to the UE moving into or out of LADN service area event notification by providing the LADN DNN as an indicator for the Area Of Interest (see clause 5.6.5 and 5.6.11 of TS 23.501 [2]).
	After this step, the AMF forwards relevant events subscribed by the SMF.
18.	[Conditional] SMF to AMF: Nsmf_PDUSession_SMContextStatusNotify (Release)
	If during the procedure, any time after step 5, the PDU Session establishment is not successful, the SMF informs the AMF by invoking Nsmf_PDUSession_SMContextStatusNotify (Release). The SMF also releases any N4 session(s) created, any PDU Session address if allocated (e.g. IP address) and releases the association with PCF, if any. In this case, step 19 is skipped.
19.	SMF to UE: In the case of PDU Session Type IPv6 or IPv4v6, the SMF generates an IPv6 Router Advertisement and sends it to the UE. If Control Plane CIoT 5GS Optimisation is enabled for this PDU Session the SMF sends the IPv6 Router Advertisement via the AMF for transmission to the UE using the Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation procedures (see clause 4.24.2), otherwise the SMF sends the IPv6 Router Advertisement via N4 and the UPF.
20.	If the UE has indicated support of transferring Port Management Information Containers, then SMF informs PCF that a manageable Ethernet port has been detected. SMF also includes the port number, MAC address, Port Management Information Container and UE-DS-TT Residence Time as provided by the UE. The SMF may inform PCF that a manageable NW-TT Ethernet port has been detected. SMF also includes the NW-TT port number reported by the UPF.
21.	If the PDU Session establishment failed after step 4, the SMF shall perform the following:
	The SMF unsubscribes to the modifications of Session Management Subscription data for the corresponding (SUPI, DNN, S-NSSAI of the HPLMN), using Nudm_SDM_Unsubscribe (SUPI, Session Management Subscription data, DNN, S-NSSAI of the HPLMN), if the SMF is no more handling a PDU Session of the UE for this (DNN, S-NSSAI of the HPLMN). The UDM may unsubscribe to the modification notification from UDR by Nudr_DM_Unsubscribe (SUPI, Subscription Data, Session Management Subscription data, S-NSSAI of the HPLMN, DNN).
[bookmark: _Toc20203975][bookmark: _Toc27894660]4.3.2.2.2	Home-routed Roaming
This procedure is used in case of home-routed roaming scenarios.


Figure 4.3.2.2.2-1: UE-requested PDU Session Establishment for home-routed roaming scenarios
1.	This step is the same as step 1 in clause 4.3.2.2.1.
2.	As in step 2 of clause 4.3.2.2.1 with the addition that the AMF also selects an SMF in HPLMN using the S-NSSAI with the value defined by the HPLMN, as described in clause 4.3.2.2.3. The AMF may also receive alternative H-SMFs from the NRF. If Control Plane CIoT 5GS Optimisation is enabled for the PDU Session, the AMF selects V-SMF and H-SMF that supports the Control Plane CIoT 5GS Optimisation (see TS 23.501 [2], clause 6.3.2). The AMF stores the association of the S-NSSAI(s), the DNN, the PDU Session ID, the SMF ID in VPLMN as well as Access Type of the PDU Session. Whether to perform DNN replacement is based on operator agreement.
	In step 3 of clause 4.3.2.2.1, in local breakout roaming case, if V-SMF responds to AMF indicating that V-SMF is not able to process some part of the N1 SM information, the AMF proceeds with home routed case from this step and may select an SMF in the VPLMN different from the V-SMF selected earlier.
3a.	As in step 3 of clause 4.3.2.2.1 with the addition that:
-	the AMF also provides the identity of the H-SMF it has selected in step 2 and both the VPLMN S-NSSAI from the Allowed NSSAI and the corresponding S-NSSAI of the HPLMN, which is in the mapping the VPLMN S-NSSAI from the Allowed NSSAI. The H-SMF is provided when the PDU Session is home-routed. The AMF may also provide the identity of alternative H-SMFs, if it has received in step 2.
-	The V-SMF does not use DNN Selection Mode received from the AMF but relays this information to the H-SMF.
	The AMF may include the H-PCF ID in this step and V-SMF will pass it to the H-SMF in step 6. This will enable the H-SMF to select the same H-PCF in step 9a.
	If Control Plane CIoT 5GS Optimisation is used for the PDU Session and the "Invoke NEF indication" in the subscription data is set for the S-NSSAI / DNN combination, the AMF includes an "Invoke NEF" flag in Nsmf_PDUSession_CreateSMContext Request.
3b:	This step is the same as step 5 of clause 4.3.2.2.1. If the PDU Session Type is Unstructured and the V-SMF received an "Invoke NEF" flag in step 3a, then it skips steps 4 and 5.
4.	The V-SMF selects a UPF in VPLMN as described in TS 23.501 [2], clause 6.3.3.
5.	The V-SMF initiates an N4 Session Establishment procedure with the selected V-UPF:
5a.	The V-SMF sends an N4 Session Establishment Request to the V-UPF. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to V-UPF in this step.
5b.	The V-UPF acknowledges by sending an N4 Session Establishment Response. If CN Tunnel Info is allocated by the V-UPF, tThe CN Tunnel Info is provided to V-SMF in this step.
6.	V-SMF to H-SMF: Nsmf_PDUSession_Create Request (SUPI, GPSI (if available), V-SMF SM Context ID, DNN, S-NSSAI with the value defined by the HPLMN, PDU Session ID, V-SMF ID, V-CN-Tunnel-Info, PDU Session Type, PCO, Number Of Packet Filters, User location information, Access Type, RAT Type, PCF ID, [Small Data Rate Control Status], SM PDU DN Request Container, DNN Selection Mode, Control Plane CIoT 5GS Optimisation Indication, [Always-on PDU Session Requested], AMF ID). Protocol Configuration Options may contain information that H-SMF may needs to properly establish the PDU Session (e.g. SSC mode or SM PDU DN Request Container to be used to authenticate the UE by the DN-AAA as defined in clause 4.3.2.3). The H-SMF may use DNN Selection Mode when deciding whether to accept or reject the UE request. If the V-SMF does not receive any response from the H-SMF due to communication failure on the N16 interface, depending on operator policy the V-SMF may create the PDU Session to one of the alternative H-SMF(s) if additional H-SMF information is provided in step 3a, as specified in detail in TS 29.502 [36]. The Small Data Rate Control Status is included if received from the AMF. The Control Plane CIoT 5GS Optimisation Indication is set by the V-SMF, if the PDU Session is intended for Control Plane CIoT 5GS Optimisation.
	V-SMF SM Context ID contains the addressing information it has allocated for service operations related with this PDU Session. The H-SMF stores an association of the PDU Session and V-SMF Context ID for this PDU Session for this UE.
	If the H-SMF needs to use V-SMF services for this PDU Session (invoking Nsmf_PDUSession_Update Request) before step 13, at the first invocation of Nsmf_PDUSession_Update Request the H-SMF provides the V-SMF with the H-SMF SM Context ID it has allocated for service operations related with this PDU Session.
	If the RAT type was included in the message, then the H-SMF stores the RAT type in SM Context.
7-12b.	These steps are the same as steps 4-10 in clause 4.3.2.2.1 with the following differences:
-	These steps are executed in Home PLMN;
-	The H-SMF does not provides the Inactivity Timer to the H-UPF as described in step 9a in clause 4.3.2.2.1.
-	Step 5 of clause 4.3.2.2.1 is not executed.
	When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off event trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in TS 23.503 [20].
12c.	This step is the same as step 16c in clause 4.3.2.2.1 with the following difference:
-	The H-SMF registers for the PDU Session with the UDM using Nudm_UECM_Registration (SUPI, DNN, S-NSSAI with the value defined by the HPLMN, PDU Session ID).
13.	H-SMF to V-SMF: Nsmf_PDUSession_Create Response (QoS Rule(s), QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), PCO including session level information that the V-SMF is not expected to understand, selected PDU Session Type and SSC mode, Reliable Data Service Support, H-CN Tunnel Info, QFI(s), QoS profile(s), Session-AMBR, Reflective QoS Timer (if available), information needed by V-SMF in case of EPS interworking such as the PDN Connection Type, User Plane Policy Enforcement)
	If the PDU Session being established was requested to be an always-on PDU Session, the H-SMF shall indicate to the V-SMF whether the request is accepted or not via the Always-on PDU Session Granted indication in the response message to V-SMF. If the PDU Session being established was not requested to be an always-on PDU Session but the H-SMF determines that the PDU Session needs to be established as an always-on PDU Session, the H-SMF shall indicate it to the V-SMF by including Always-on PDU Session Granted indication that the PDU Session is an always-on PDU Session.
	The information that the H-SMF may provide is the same than defined for step 11 of Figure 4.3.2.2.1-1.
	The H-CN Tunnel Info contains the tunnel information for uplink traffic towards H-UPF.
	Multiple QoS Rules and QoS Flow level QoS parameters for the QoS Flow(s) associated with the QoS rule(s) may be included in the Nsmf_PDUSession_Create Response.
	If Control Plane CIoT 5GS Optimisation is enabled for the PDU Session, certain information, e.g. H-CN tunnel info, is not provided in the response to V-SMF.
14-18.	These steps are the same as steps 11-15 in clause 4.3.2.2.1 with the following differences:
-	These steps are executed in Visited PLMN;
-	The V-SMF stores an association of the PDU Session and H-SMF ID for this PDU Session for this UE;
-	If the H-SMF indicates the PDU Session can be established as an always-on PDU Session, the V-SMF shall further check whether the PDU Session can be established as an always-on PDU Session based on local policies. The V-SMF notifies the UE whether the PDU Session is an always-on PDU Session or not via the Always-on PDU Session Granted indication in the PDU Session Establishment Accept message.
-	If the N2 SM information indicates failure of user plane resource setup, and the V-SMF rejected the PDU session establishment as described in step 15 in clause 4.3.2.2.1, step 19 is skipped and instead the V-SMF releases the N4 Session with V-UPF.
-	If Control Plane CIoT 5GS Optimisation is enabled for the PDU Session, steps 19, 20 and 23 below are omitted.
19a.	The V-SMF initiates an N4 Session Modification procedure with the V-UPF. The V-SMF provides Packet detection, enforcement and reporting rules to be installed on the V-UPF for this PDU Session, including AN Tunnel Info, H-CN Tunnel Info and V-CN Tunnel Info.
19b.	The V-UPF provides a N4 Session Modification Response to the V-SMF.
	After this step, the V-UPF delivers any down-link packets to the UE that may have been buffered for this PDU Session.
20.	This step is the same as step 17 in clause 4.3.2.2.1 with the following differences:
-	The SMF is a V-SMF. The H-SMF and V-SMF subscribe to UE reachability event from AMF.
21.	This step is same as step 18 in clause 4.3.2.2.1. In addition, if during the procedure, after step 14, the PDU Session establishment is not successful as specified in step 15 of clause 4.3.2.2.1, the V-SMF triggers the V-SMF initiated PDU Session release procedure from step 1b-3b as defined in clause 4.3.4.3.
22.	H-SMF to UE, via H-UPF and V-UPF in VPLMN: In case of PDU Session Type IPv6 or IPv4v6, the H-SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the H-UPF and V-UPF. If the Control Plane CIoT 5GS Optimisation is enabled for this PDU session the V-UPF forwards the IPv6 Router Advertisement to the V-SMF for transmission to the UE using the Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation procedures (see clause 4.24.2).
23.	If the V-SMF received in step18 an indication that the (R)AN has rejected some QFI(s) the V-SMF notifies the H-SMF via a Nsmf_PDUSession_Update Request. The H-SMF is responsible of updating accordingly the QoS rules and QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) in the UE.
24.	This step is the same as step 20 in clause 4.3.2.2.1 with the following differences:
-	this step is executed in the Home PLMN;	Comment by LTHBM1: Indentation corrected
-	the SMF also deregisters for the given PDU Session using Nudm_UECM_Deregistration (SUPI, DNN, PDU Session ID). The UDM may update corresponding UE context by Nudr_DM_Update (SUPI, Subscription Data, UE context in SMF data).
NOTE:	The SMF in HPLMN can initiate H-SMF initiated PDU Session release procedure as defined in clause 4.3.4.3, already after step 13.
[bookmark: _Toc20203976][bookmark: _Toc27894661]4.3.2.2.3	SMF selection
4.3.2.2.3.1	General
The SMF selection function, as described in TS 23.501 [2] clause 6.3.2, is supported by the AMF and is used to allocate an SMF that manages the PDU Session.
The SMF selection function described in this clause does not apply to the selection of an SMF for Emergency services. For SMF selection for Emergency services is described in clause 5.16.4.5 of TS 23.501 [2].
Two main branches of deployment scenarios to consider:
-	Non-roaming and roaming with local breakout, see clause 4.3.2.2.3.2
-	Home routed roaming, see clause 4.3.2.2.3.3
In the case of non-roaming and local breakout, there are two operational scenarios dependent on the configuration of AMF and the deployment option of NSSF in the serving PLMN.
In the case of home-routed, there are two main options dependent on the operators' choices in terms of involvement of NRF, NSSF and configuration of AMF. The decision of which option to use is part of the roaming agreements.
NOTE:	The use of NSI ID and the use of multiple NRFs in the network are optional and depend on the deployment choices of the operator.
4.3.2.2.3.2	Non-roaming and roaming with local breakout


Figure 4.3.2.2.3.2-1: SMF selection for non-roaming and roaming with local breakout scenarios
This procedure may be skipped altogether if SMF information is available in the AMF by other means (e.g. locally configured); otherwise:
-	when the serving AMF is aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance based on configuration or based on the Network Slice selection information received during Registration, only steps 3 and 4 in the following procedure are executed as described in Figure 4.3.2.2.3.2-1;
-	when the serving AMF is not aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance, all steps in the following procedure are executed as described in Figure 4.3.2.2.3.2-1.
1.	The AMF invokes the Nnssf_NSSelection_Get service operation from the NSSF in serving PLMN with the S-NSSAI of the Serving PLMN from the Allowed NSSAI requested by the UE, PLMN ID of the SUPI, TAI of the UE and the indication that the request is within a procedure of PDU Session establishment in either the non-roaming or roaming with local breakout scenario.
2.	The NSSF in serving PLMN selects the Network Slice instance, determines and returns the appropriate NRF to be used to select NFs/services within the selected Network Slice instance, and optionally may return a NSI ID corresponding to the Network Slice instance.
3.	AMF queries the appropriate NRF in serving PLMN by issuing the Nnrf_NFDiscovery_Request including S-NSSAI of the Serving PLMN for this PDU Session from the Allowed NSSAI, PLMN ID of the SUPI, DNN and possibly NSI ID in case the AMF has stored an NSI ID for the S-NSSAI of the Serving PLMN for this PDU Session from the Allowed NSSAI.
4.	The NRF in serving PLMN provides to the AMF, e.g. FQDN or IP address, of a set of the discovered SMF instance(s) or Endpoint Address(es) of SMF service instance(s) in Nnrf_NFDiscovery_Request response message, and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI for subsequent NRF queries.
4.3.2.2.3.3	Home routed roaming
The selection of the SMF in VPLMN is performed in the same way as for non-roaming and roaming with local breakout (see clause 4.3.2.2.3.2). The selection of the SMF in HPLMN is performed by means of one of two main options. Which of these two options to use is decided based on Service Level Agreements between the operators.
NOTE 1:	The procedures described in this clause are not limited to SMF selection but can be used to discover and select any NF/NF service in the HPLMN part of a Network Slice instance.
In the first option, requiring the use of NSSF in both the VPLMN and the HPLMN, the selection of the SMF in HPLMN is performed by means of the procedure depicted in Figure 4.3.2.2.3.3-1.


Figure 4.3.2.2.3.3-1: Option 1 for SMF selection for home-routed roaming scenarios
1.	Based on the operator's configuration, if the AMF is not aware of the appropriate NRF to be used to select NFs/services in the HPLMN, the AMF invokes the Nnssf_NSSelection_Get service operation from the NSSF in VPLMN with the VPLMN S-NSSAI from the Allowed NSSAI requested by the UE for this PDU Session, the HPLMN S-NSSAI that maps to the VPLMN S-NSSAI, PLMN ID of the SUPI, the TAI of the UE and the indication that the request is within a procedure of PDU Session establishment in the home-routed roaming scenario.
2.	If slicing configuration information for the S-NSSAI in the HPLMN is not available (e.g. the NSSF has no cached information), the NSSF of the VPLMN invokes the Nnssf_NSSelection_Get service operation from NSSF of the HPLMN according to the PLMN ID of SUPI by including the HPLMN S-NSSAI.
3.	The NSSF in HPLMN may include the NSI ID, if needed, for the Network Slice instance in HPLMN selected for the corresponding S-NSSAI of the HPLMN in the Nnssf_NSSelection_Get response. The NSSF in HPLMN also includes the appropriate hNRF to be used to select NFs/services within HPLMN in the Nnssf_NSSelection_Get response.
4.	The serving NSSF includes in the Nnssf_NSSelection_Get response all the information that has been received from the NSSF in HPLMN when responding to the AMF.
5.	The AMF queries the target vNRF using the Nnrf_NFDiscovery_Request by including PLMN ID of the SUPI, DNN, HPLMN S-NSSAI, and possibly an HPLMN NSI ID in case the AMF has stored an NSI ID for the selected Network Slice instance corresponding to the HPLMN S-NSSAI.
6.	The NRF in serving PLMN identifies NRF in HPLMN (hNRF) based on the information provided by the NSSF in the serving PLMN, and it invokes the Nnrf_NFDiscovery_Request service from hNRF according the procedure in Figure 4.17.4-1 to get the expected SMF instance(s) deployed in the HPLMN. As the vNRF in VPLMN triggers the "NF Discovery" on behalf of the AMF, the NRF in the VPLMN shall not replace the information of the NF, i.e. AMF ID, in the Nnrf_NFDiscovery_Request message it sends to the hNRF.
7-8. The hNRF provides to the AMF, via vNRF, the information e.g. FQDN or IP address, of a set of the SMF instance(s) in Nnrf_NFDiscovery_Request response message and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI of the HPLMN for subsequent NRF queries.
When the NSSF is not deployed in HPLMN then the AMF in VPLMN relies on either the configuration to obtain the NRF in HPLMN or on the option below.
The second option for the selection of the SMF in HPLMN is performed by means of the procedure depicted in Figure 4.3.2.2.3.3-2.


Figure 4.3.2.2.3.3-2: Option 2 for SMF selection for home-routed roaming scenarios
1.	Based on the operator's configuration, the AMF queries the vNRF with PLMN ID of the SUPI, PLMN ID of the serving PLMN, DNN, the HPLMN S-NSSAI that maps to the S-NSSAI from the Allowed NSSAI of the Serving PLMN the UE has requested, NSI ID (if the AMF has stored an HPLMN NSI ID for the selected Network Slice instance corresponding to the S-NSSAI of the HPLMN) and DNN.
2.	The vNRF queries, on behalf of the AMF in VPLMN, the hNRF identified by means of the PLMN ID of the SUPI. The NRF in VPLMN requests "NF Discovery" service from hNRF according the procedure in Figure 4.17.4-1 to get the expected SMF instance(s) deployed in the HPLMN. As the NRF in the serving PLMN triggers the "NF Discovery" on behalf of the AMF, the NRF in the VPLMN shall not replace the information of the NF, i.e. AMF ID, in the Nnrf_NFDiscovery_Request message it sends to the hNRF.
	Depending on the available information and based on configuration, the hNRF may either execute steps in 3(A) or in 3(B).
3(A)	The hNRF provides to the AMF, via vNRF, the information e.g. FQDN or IP address, of a set of the discovered SMF instance(s) and possibly an NSI ID for the selected HPLMN part of the Network Slice instance corresponding to the S-NSSAI of the HPLMN for subsequent NRF queries in Nnrf_NFDiscovery_Request response message(steps 3a and 3b).
3(B)	The hNRF queries, on behalf of the AMF, an appropriate local NRF in HPLMN (e.g. a slice level NRF); this local NRF provides the IP address or the FQDN of expected SMF instance(s) and possibly an NSI ID for the selected HPLMN part of the Network Slice instance corresponding to the S-NSSAI of the HPLMN for subsequent NRF queries (steps 3a and 3b) that the hNRF returns, via vNRF, to the AMF (steps 3c and 3d).
[bookmark: _Toc27894662][bookmark: _Toc20203977]4.3.2.2.4	Multiple PDU Sessions towards the same DNN and S-NSSAI
A UE may establish multiple PDU Sessions associated with the same DNN and S-NSSAI, and the AMF may select the same SMF or different SMFs as specified in clause 6.3.2 of TS 23.501 [2].
During PDU Session establishment, the AMF checks if the SMF selection subscription data indicates that the same SMF is required for multiple PDU Sessions, and if required, the AMF checks if any SMF is already selected for the same DNN and S-NSSAI, if so, the same SMF will be used for the additional PDU Session.
NOTE 1:	The SMF ID can be notified from UDM to the AMF when one AMF is selected for 3GPP access in VPLMN and a different AMF is selected in HPLMN for non-3GPP access.
NOTE 2:	The same SMF is selected for multiple PDU Sessions towards the same DNN and S-NSSAI to facilitate the selection of the same PCF e.g. for the purpose of usage monitoring.
[bookmark: _Toc27894663]4.3.2.3	Secondary authorization/authentication by an DN-AAA server during the PDU Session establishment
The PDU Session establishment authentication/authorization is optionally triggered by the SMF during a PDU Session establishment and performed transparently via a UPF or directly with the DN-AAA server without involving the UPF if the DN-AAA server is located in the 5GC and reachable directly, as described in TS 23.501 [2], clause 5.6.6.
In the case of Home Routed Roaming, unless specified otherwise, the SMF in the information flow defined in this clause is the H-SMF.


Figure 4.3.2.3-1: PDU Session Establishment authentication/authorization by a DN-AAA server
NOTE 1:	Steps 2, 3a, 3f and 4 are not defined in this specification. Steps 3 can be repeated depending on the mechanism used.
NOTE 2:	When the SMF directly communicates with the DN-AAA server without involving the UPF, Step 1 is skipped and Step 2, 3a, 3f, 4 and 6 are executed without involving the UPF.
0.	The SMF determines that it needs to contact the DN-AAA server. The SMF identifies the DN-AAA server based on local configuration or using the DN-specific identity (TS 33.501 [15]) provided by the UE inside the SM PDU DN Request Container provided by the UE in the PDU Session Establishment request or inside the EAP message in the PDU Session Authentication Complete message (TS 24.501 [25]).
NOTE 3:	The content of the SM PDU DN Request Container is defined in TS 24.501 [25].
1.	If there is no existing N4 session that can be used to carry DN-related messages between the SMF and the DN, the SMF selects a UPF and triggers N4 session establishment.
2.	The SMF initiates the authentication procedure with the DN-AAA via the UPF to authenticate the DN-specific identity provided by the UE as specified in TS 29.561 [63].
	When available, the SMF provides the GPSI in the signalling exchanged with the DN-AAA.
	The UPF transparently relays the message received from the SMF to the DN-AAA server.
3a.	The DN-AAA server sends an Authentication/Authorization message towards the SMF. The message is carried via the UPF.
3b.	Transfer of DN Request Container information received from DN-AAA towards the UE.
	In non-roaming and LBO cases, the SMF invokes the Namf_Communication_N1N2MessageTransfer service operation on the AMF to transfer the DN Request Container information within N1 SM information sent towards the UE.
	In the case of Home Routed roaming, the H-SMF initiates a Nsmf_PDUSession_Update service operation to request the V-SMF to transfer DN Request Container to the UE and the V-SMF invokes the Namf_Communication_N1N2MessageTransfer service operation on the AMF to transfer the DN Request Container information within N1 SM information sent towards the UE. In Nsmf_PDUSession_Update Request, the H-SMF additionally includes the H-SMF SM Context ID.
3c:	The AMF sends the N1 NAS message to the UE
3d-3e.	Transfer of DN Request Container information received from UE towards the DN-AAA.
	When the UE responds with a N1 NAS message containing DN Request Container information, the AMF informs the SMF by invoking the Nsmf_PDUSession_UpdateSMContext service operation. The SMF issues an Nsmf_PDUSession_UpdateSMContext response.
	In the case of Home Routed roaming, the V-SMF relays the N1 SM information to the H-SMF using the information of PDU Session received in step 3b via a Nsmf_PDUSession_Update service operation.
3f:	The SMF (In HR case it is the H-SMF) sends the content of the DN Request Container information (authentication message) to the DN-AAA server via the UPF.
	Step 3 may be repeated until the DN-AAA server confirms the successful authentication/authorization of the PDU Session.
4.	The DN-AAA server confirms the successful authentication/authorization of the PDU Session. The DN-AAA server may provide:
-	an SM PDU DN Response Container to the SMF to indicate successful authentication/authorization;
-	DN Authorization Data as defined in TS 23.501 [2] clause 5.6.6;
-	a request to get notified with the IP address(es) allocated to the PDU Session and/or with N6 traffic routing information or MAC address(es) used by the UE for the PDU Session; and
-	an IP address (or IPV6 Prefix) for the PDU Session.
	The N6 traffic routing information is defined in TS 23.501 [2] clause 5.6.7.
	After the successful DN authentication/authorization, a session is kept between the SMF and the DN-AAA. If the SMF receives a DN Authorization Data, the SMF uses the DN Authorization Profile Index to apply the policy and charging control (see TS 23.501 [2] clause 5.6.6).
5.	The PDU Session establishment continues and completes. In the step 7b of the Figure 4.3.2.2.1-1, if the SMF receives the DN Authorization Profile Index in DN Authorization Data from the DN-AAA, it sends the DN Authorization Profile Index to retrieve the PDU Session related policy information (described in TS 23.503 [20] clause 6.4) and the PCC rule(s) (described in TS 23.503 [20] clause 6.3) from the PCF. If the SMF receives the DN authorized Session AMBR in DN Authorization Data from the DN-AAA, it sends the DN authorized Session AMBR within the Session AMBR to the PCF to retrieve the authorized Session AMBR (described in TS 23.503 [20] clause 6.4).
6.	If requested so in step 4 or if configured so by local policies, the SMF notifies the DN-AAA with the IP/MAC address(es) and/or with N6 traffic routing information allocated to the PDU Session together with the GPSI.
Later on the SMF notifies the DN-AAA if the DN-AAA had requested to get notifications about:
.-	allocation or release of an IPV6 Prefix for the PDU Session of IP type or addition or removal of source MAC addresses for the PDU Session of Ethernet type (e.g. using IPV6 multi-homing as defined in TS 23.501 [2] clause 5.6.4.3),
-	Change of N6 traffic routing information.
When later on the PDU Session gets released as described in clause 4.3.4, the SMF notifies the DN-AAA.
The DN-AAA server may revoke the authorization for a PDU Session or update DN authorization data for a PDU Session. According to the request from DN-AAA server, the SMF may release or update the PDU Session.
At any time after the PDU Session establishment, the DN-AAA server or SMF may initiate Secondary Re-authentication procedure for the PDU Session as specified in clause 11.1.3 in TS 33.501 [15]. Step 3a to step 3f are performed to transfer the Secondary Re-authentication message between the UE and the DN-AAA server. The Secondary Re-authentication procedure may start from step 3a (DN-AAA initiated Secondary Re-authentication procedure) or step 3b (SMF initiated Secondary Re-authentication procedure). For the DN-AAA server initiated Secondary Re-authentication, the message in step 3a shall include GPSI, if available, and the IP/MAC address(es) of the PDU session, for SMF to identify the corresponding UE and PDU session.
DN-AAA may initiate DN-AAA Re-authorization without performing re-authentication based on local policy. DN-AAA Re-authorization procedure may start from step 4.
During Secondary Re-authentication/Re-authorization, if the SMF receives DN Authorization Profile Index and/or DN authorized Session AMBR, the SMF reports the received value(s) to the PCF (as described in TS 23.501 [2]) by triggering the Policy Control Request Trigger as described in TS 23.503 [20].


NEXT CHANGE (2)

[bookmark: _Toc20204296][bookmark: _Toc27894988]4.22	ATSSS Procedures
[bookmark: _Toc20204297][bookmark: _Toc27894989]4.22.1	General
This clause specifies the procedures that enable the support of Access Traffic Steering, Switching and Splitting (ATSSS), as defined in TS 23.501 [2], clause 5.32. These procedures can be applied only by ATSSS-capable UEs and 5GC networks.
The key enabler of ATSSS is the Multi Access-PDU (MA PDU) Session. As specified in TS 23.501 [2], clause 5.32.1, a MA PDU Session is a PDU Session associated with two independent N3/N9 tunnels between the PSA and RAN/AN and with multiple access types, i.e. with one 3GPP access and one non-3GPP access. The traffic of a MA PDU Session can be transferred over 3GPP access, or over non-3GPP access, or over both accesses. How the traffic is transferred over the available accesses of a MA PDU Session is governed by the applicable policy created by the 5GC network.
[bookmark: _Toc20204298][bookmark: _Toc27894990]4.22.2	UE Requested MA PDU Session Establishment
[bookmark: _Toc20204299][bookmark: _Toc27894991]4.22.2.1	Non-roaming and Roaming with Local Breakout
The signalling flow for a MA PDU Session establishment when the UE is not roaming, or when the UE is roaming and the PDU Session Anchor (PSA) is located in the VPLMN, is based on the signalling flow in Figure 4.3.2.2.1-1 with the following differences and clarifications:
-	The PDU Session Establishment Request message may be sent over the 3GPP access or over the non-3GPP access. In the steps below, it is assumed that it is sent over the 3GPP access, unless otherwise specified.
-	In step 1, the UE provides a "MA PDU Request" indication in UL NAS Transport message and an ATSSS Capability (e.g. an "MPTCP Capability" and/or an "ATSSS-LL Capability"), as defined in TS 23.501 [2], clause 5.32.2 (Multi Access PDU Sessions) in PDU Session Establishment Request message.
	The "MA PDU Request" indication and the Request Type = "initial request" indicate to the network that this PDU Session Establishment Request is to establish a new MA PDU Session and to apply the ATSSS-LL functionality, or the MPTCP functionality, or both functionalities, for steering the traffic of this MA PDU session.
	If the UE requests an S-NSSAI and the UE is registered over both accesses, it shall request an S-NSSAI that is allowed on both accesses.
-	In step 2, if the AMF supports MA PDU sessions, then the AMF selects an SMF, which supports MA PDU sessions.
-	In step 3, the AMF informs the SMF that the request is for a MA PDU Session (i.e. it includes an "MA PDU Request" indication) and, in addition, it indicates to SMF whether the UE is registered over both accesses. If the AMF determines that the UE is registered via both accesses but the requested S-NSSAI is not allowed on both accesses, then the AMF shall reject the MA PDU session establishment.
-	In step 4, the SMF retrieves, via Session Management subscription data, the information whether the MA PDU session is allowed or not.
-	In step 7, if dynamic PCC is to be used for the MA PDU Session, the SMF sends an "MA PDU Request" indication to the PCF in the SM Policy Control Create message and ATSSS Capability. The PCF decides whether the MA PDU session is allowed or not based on operator policy and subscription data and provides ATSSS Steering policy.
	The PCF provides PCC rules for the MA PDU session, i.e. PCC rules that include ATSSS policy control information, as specified in TS 23.503 [20]. From the received PCC rules, the SMF derives (a) ATSSS rules, which will be sent to UE for controlling the traffic steering, switching and splitting in the uplink direction, and (b) N4 rules, which will be sent to UPF for controlling the traffic steering, switching and splitting in the downlink direction. If the UE indicates the support of "ATSSS-LL Capability", the SMF may derive the Measurement Assistance Information.
	If the SMF receives a UP Security Policy for the PDU Session with Integrity Protection set to "Required" and the MA PDU session is being established over non-3GPP access, the SMF does not verify whether the access can satisfy the UP Security Policy.
-	In the remaining steps of Figure 4.3.2.2.1-1, the SMF establishes the user-plane resources over the 3GPP access, i.e. over the access where the PDU Session Establishment Request was sent on:
-	In step 10, the N4 rules derived by SMF for the MA PDU session are sent to UPF and two N3 UL CN tunnels info are allocated by the SMF or by the UPF. If the ATSSS Capability for the MA PDU Session indicates "ATSSS-LL Capability", the SMF may include information for measurement into the N4 rule to instruct the UPF to initiate performance measurement for this MA PDU Session. In step 10a, the UPF allocates addressing information for the Performance Measurement Function (PMF) in the UPF. In step 10b, the UPF sends the addressing information for the PMF in the UPF to the SMF.
-	In step 11, for the MA PDU session, the SMF includes an "MA PDU session Accepted" indication in the Namf_Communication_N1N2MessageTransfer message to the AMF and indicates to AMF that the N2 SM Information included in this message should be sent over 3GPP access. The AMF marks this PDU session as MA PDU session based on the received "MA PDU session Accepted" indication.
-	In step 13, the UE receives a PDU Session Establishment Accept message, which indicates to UE that the requested MA PDU session was successfully established. This message includes the ATSSS rules for the MA PDU session, which were derived by SMF. If the ATSSS Capability for the MA PDU Session indicates "ATSSS-LL Capability", the SMF may include the addressing information of PMF in the UPF into the Measurement Assistance Information.
-	After step 18 in Figure 4.3.2.2.1-1, if the SMF was informed in step 2 that the UE is registered over both accesses, then the SMF initiates the establishment of user-plane resources over non-3GPP access too. The SMF sends an N1N2 Message Transfer to AMF including N2 SM Information and indicates to AMF that the N2 SM Information should be sent over non-3GPP access. The N1N2 Message Transfer does not include an N1 SM Container for the UE because this was sent to UE in step 13. After this step, the two N3 tunnels between the PSA and RAN/AN are established.
The last step above is not executed when the UE is registered over one access only, in which case the MA PDU Session is established with user-plane resources over one access only. How user-plane resources can be added over an access of the MA PDU Session is specified in clause 4.22.7 below.
[bookmark: _Toc20204300][bookmark: _Toc27894992]4.22.2.2	Home-routed Roaming
When the UE is registered to the same VPLMN over 3GPP access and non-3GPP access, the MA PDU Session is established as specified in Figure 4.3.2.2.2-1 ("UE-requested PDU Session Establishment for home-routed roaming scenarios") with the differences and clarifications:
-	In step 1, the UE provides a "MA PDU Request" indication in UL NAS Transport message and an ATSSS Capability (e.g. an "MPTCP Capability" and/or an "ATSSS-LL Capability"), as defined in TS 23.501 [2], clause 5.32.2 (Multi Access PDU Sessions) in PDU Session Establishment Request message.
-	In step 2, if the AMF supports MA PDU sessions, then the AMF selects a V-SMF and an H-SMF, which supports MA PDU sessions.
-	In step 3, the AMF also includes an "MA PDU Request" indication and, in addition, the AMF indicates to V-SMF that the UE is registered over both accesses.
-	In step 5, two DL N9 tunnel CN info and two UL N3 tunnel CN info are allocated by the V-SMF or by the V-UPF.
-	In step 6, the V-SMF also includes an "MA PDU Request" indication and indicates to H-SMF that the UE is registered over both accesses.
-	In step 7, the SMF retrieves, via Session Management subscription data, the information whether the MA PDU session is allowed or not.
-	In step 9, if dynamic PCC is to be used for the MA PDU Session, the H-SMF sends an "MA PDU Request" indication to H-PCF in the SM Policy Control Create message and ATSSS Capability. The H-PCF decides whether the MA PDU session is allowed or not based on operator policy and subscription data and provides ATSSS sterring policy.
	The H-SMF also initiates the establishment of user-plane resources over non-3GPP access.
	The H-PCF provides the PCC rules for the MA PDU session and the H-SMF derives the ATSSS rules for the UE and the N4 rules for the H-UPF.
-	In step 12, two UL N9 tunnel CN info are allocated by the H-SMF or by the H-UPF. After this step, the two N9 tunnels between the H-UPF and V-UPF are established.
-	In step 13, the H-SMF sends "MA PDU session Accepted" indication to V-SMF in the Nsmf_PDUSession_Create Response message.
-	In step 14, the V-SMF sends the "MA PDU session Accepted" indication in the Namf_Communication_N1N2MessageTransfer message to the AMF and indicates on which access to send the N2 SM Information included in this message. The AMF marks this PDU session as MA PDU session based on the received "MA PDU session Accepted" indication.
-	In step 16, the UE receives a PDU Session Establishment Accept message, which indicates to UE that the requested MA PDU session was successfully established. This message includes the ATSSS rules for the MA PDU session, which were derived by H-SMF, and may include Measurement Assistance Information.
-	After step 18, two N9 tunnels between the H-UPF and the V-UPF as well as two N3 tunnels between the V-UPF and RAN/AN are established, or, if the H-UPF is connected to two different V-UPFs, the H-UPF has one N9 tunnel with each V-UPF.
When the UE is registered to different PLMNs over 3GPP access and non-3GPP access, the MA PDU Session is established as specified in Figure 4.3.2.2.2-1 ("UE-requested PDU Session Establishment for home-routed roaming scenarios") with the following differences and clarifications:
-	In step 1, the UE provides a "MA PDU Request" indication and an ATSSS Capability (e.g. an "MPTCP Capability" and/or an "ATSSS-LL Capability"), as defined in TS 23.501 [2], clause 5.32.2 (Multi Access PDU Sessions).
-	In step 2, if the AMF supports MA PDU sessions, then the AMF selects a V-SMF, which supports MA PDU sessions.
-	In step 3, the AMF informs the V-SMF that the request is for a MA PDU Session (i.e. it includes an "MA PDU Request" indication).
-	In step 6, the V-SMF informs the H-SMF that the request is for a MA PDU Session (i.e. it includes an "MA PDU Request" indication).
-	In step 7, the SMF retrieves, via Session Management subscription data, the information whether the MA PDU session is allowed or not.
-	In step 9, if dynamic PCC is to be used for the MA PDU Session, the H-SMF sends an "MA PDU Request" indication to PCF in the SM Policy Control Create message. The PCF decides whether the MA PDU session is allowed or not based on operator policy and subscription data.
-	In step 12, additional UL N9 tunnel CN info is allocated by the H-SMF or by the H-UPF. After this step, the two N9 tunnels are established.
-	In step 16, the UE receives a PDU Session Establishment Accept message, which indicates to UE that the requested MA PDU session was successfully established. This message includes the ATSSS rules for the MA PDU session, which were derived by H-SMF, and may include Measurement Assistance Information.
-	After the successful completion of the procedure in Figure 4.3.2.2.2-1, i.e. after the MA PDU Session is successfully established on the first access, the UE shall initiate again the procedure in Figure 4.3.2.2.2-1 over the other access. In particular:
-	In step 1, the UE shall send another PDU Session Establishment Request over the other access containing also a "MA PDU Request" indication and the same PDU Session ID that was provided over the first access.
-	In step 16, the UE receives another PDU Session Establishment Accept message, which may contain updated ATSSS rules for the MA PDU session.
-	After step 18, two N9 tunnels between the H-UPF and two different V-UPFs as well as two N3 tunnels between different V-UPF and RAN/AN are established.
[bookmark: _Toc20204301][bookmark: _Toc27894993]4.22.3	UE Requested PDU Session Establishment with Network Modification to MA PDU Session
When an ATSSS-capable UE requests to establish a single-access PDU Session, but no policy in the UE and no local restrictions mandate a single access, the 5GC network may decide to modify it to a Multi-Access PDU (MA PDU) Session. This decision may be taken when e.g. the SMF wants to offload some traffic of the requested PDU Session to non-3GPP access or when the SMF wants to apply MPTCP to provide bandwidth aggregation for the requested PDU Session.
In the case of non-roaming or roaming with local breakout, the procedure for establishing a MA PDU Session when the UE requests a single-access PDU Session is the same with the procedure specified in clause 4.22.2.1, with the following clarifications and modifications:
-	In step 1, the UE does not include the "MA PDU Request" indication but it may include the "MA PDU Network-Upgrade Allowed" indication in UL NAS Transport message and its ATSSS Capability in PDU Session Establishment Request message, if no policy in the UE (e.g. no URSP rule) and no local restrictions mandate a single access for the requested PDU Session. The "MA PDU Network-Upgrade Allowed" indication indicates that the requested single-access PDU Session may be converted to a MA PDU Session, if the 5GC network wants to.
-	In step 2, if the AMF receives the "MA PDU Network-Upgrade Allowed" indication, the AMF may select a SMF that supports MA PDU sessions. The AMF does not send the "MA PDU Request" indication to SMF, but it sends the "MA PDU Network-Upgrade Allowed" indication, if received from the UE. If the AMF sends the "MA PDU Network-Upgrade Allowed" indication to SMF, it shall also indicate to SMF whether the UE is registered over both accesses.
-	After step 6, if SMF receives the "MA PDU Network-Upgrade Allowed" indication, the SMF may decide, if dynamic PCC is not to be used, to convert the single-access PDU Session requested by the UE into a MA PDU Session. The SMF may take this decision based on local operator policy, subscription data indicating whether the MA PDU session is allowed or not, and/or other conditions, which are not specified in the present document.
	If the SMF receives a UP Security Policy for the PDU Session with Integrity Protection set to "Required" and the MA PDU session is being established over non-3GPP access, the SMF does not verify whether the access can satisfy the UP Security Policy.
-	In step 7, if dynamic PCC is to be used for the MA PDU Session, the SMF indicates to PCF that the SM policy control information is requested for a MA PDU Session via "MA PDU Network-Upgrade Allowed" indication.
-	In step 10, the N4 rules derived by SMF for the MA-PDU session are sent to UPF, and two N3 UL CN tunnels info are allocated by the SMF or by the UPF.
-	In step 11, for the MA PDU Session, the SMF sends an "MA PDU session Accepted" indication in the Namf_Communication_N1N2MessageTransfer message to the AMF. The AMF marks this PDU session as MA PDU session based on the received "MA PDU session Accepted" indication.
-	The PDU Session Establishment Accept message includes ATSSS rules which indicate to UE that the requested PDU Session was converted by the network to a MA PDU Session.
-	The SMF triggers the establishment of user-plane resources in both accesses, in case it was informed in step 2 that the UE is registered over both accesses.
In the case of home-routed roaming, when the UE is registered to the same VPLMN over 3GPP access and non-3GPP access, the procedure for establishing a MA PDU Session when the UE requests a single-access PDU Session but no policy in the UE and no local restrictions mandate a single access, is the same with the procedure specified in clause 4.22.2.2, with the following clarifications and modifications:
-	In step 1, the UE does not include the "MA PDU Request" indication but it may include an "MA PDU Network-Upgrade Allowed" indication in UL NAS Transport message and its ATSSS Capability (e.g. the "ATSSS-LL Capability" and/or the "MPTCP Capability") in PDU Session Establishment Request message.
-	In step 2, if the AMF receives the "MA PDU Network-Upgrade Allowed" indication, the AMF may select a V-SMF and a H-SMF that support MA PDU sessions.
-	In step 3, the AMF does not send the "MA PDU Request" indication to V-SMF, but it may send the "MA PDU Network-Upgrade Allowed" indication, if received from the UE. If the AMF sends the "MA PDU Network-Upgrade Allowed" indication to V-SMF, it shall also indicate to V-SMF whether the UE is registered over both accesses.
-	In step 5, two DL N9 tunnel CN info and two UL N3 tunnel CN info are allocated by the V-SMF or by the V-UPF.
-	In step 6, the V-SMF does not provide the "MA PDU Request" indication to H-SMF, but it provides the "MA PDU Network-Upgrade Allowed" indication, if received from AMF, together with an indication whether the UE is registered over both accesses.
-	After step 6, if the H-SMF receives the "MA PDU Network-Upgrade Allowed" indication, the H-SMF may decide to convert the single-access PDU Session requested by the UE into a MA PDU Session, if dynamic PCC is not to be used. The H-SMF may take this decision based on local operator policy, subscription data indicating whether the MA PDU session is allowed or not, and/or other conditions, which are not specified in the present document.
-	In step 9, if dynamic PCC is to be used for the MA PDU Session, the H-SMF sends an "MA PDU Network-Upgrade Allowed" indication instead of "MA PDU Request" indication to H-PCF in the SM Policy Control Create message. The H-PCF decides whether the single-access PDU Session can be converted into an MA PDU session or not based on operator policy and subscription data.
-	In step 13, the H-SMF sends "MA PDU session Accepted" indication to V-SMF in the Nsmf_PDUSession_Create Response message.
-	In step 14, the V-SMF includes the "MA PDU session Accepted" indication in the Namf_Communication_N1N2MessageTransfer message to the AMF. The AMF mark this PDU session as MA PDU session based on the received "MA PDU session Accepted" indication.
-	In step 16, the UE receives a PDU Session Establishment Accept message, which includes ATSSS rules and indicates to UE that the requested single-access PDU session was established as a MA PDU Session.
-	After step 18, two N9 tunnels between the H-UPF and the V-UPF as well as two N3 tunnels between the V-UPF and 5G-AN are established, or, if the H-UPF is connected to two different V-UPFs, the H-UPF has one N9 tunnel with each V-UPF.
In the case of home-routed roaming, when the UE is registered to different PLMNs over 3GPP access and non-3GPP access, the procedure for establishing a MA PDU Session when the UE requests a single-access PDU Session but no policy in the UE and no local restrictions mandate a single access, is the same with the procedure specified in clause 4.22.2.2, with the following clarifications and modifications:
-	In step 1, the UE does not include the "MA PDU Request" indication but it may include an "MA PDU Network-Upgrade Allowed" indication in UL NAS Transport message and its ATSSS Capability (e.g. the "ATSSS-LL Capability" and/or the "MPTCP Capability") in PDU Session Establishment Request message.
-	In step 2, if the AMF receives the "MA PDU Network-Upgrade Allowed" indication, the AMF may select a V-SMF that supports MA PDU sessions.
-	In step 3, the AMF does not send the "MA PDU Request" indication to V-SMF, but it may send the "MA PDU Network-Upgrade Allowed" indication, if received from the UE.
-	In step 6, the V-SMF does not provide the "MA PDU Request" indication to H-SMF, but it provides the "MA PDU Network-Upgrade Allowed" indication, if received from AMF.
-	After step 6, if the H-SMF receives the "MA PDU Network-Upgrade Allowed" indication, the H-SMF may decide to convert the single-access PDU Session requested by the UE into a MA PDU Session, if dynamic PCC is not to be used. The H-SMF may take this decision based on local operator policy, subscription data indicating whether the MA PDU session is allowed or not, and/or other conditions, which are not specified in the present document.
-	In step 9, if dynamic PCC is to be used for the MA PDU Session, the H-SMF sends an "MA PDU Network-Upgrade Allowed" indication to H-PCF in the SM Policy Control Create message.
-	In step 13, the H-SMF sends "MA PDU session Accepted" indication to V-SMF in the Nsmf_PDUSession_Create Response message.
-	In step 14, the V-SMF includes the "MA PDU session Accepted" indication in the Namf_Communication_N1N2MessageTransfer message to the AMF. The AMF mark this PDU session as MA PDU session based on the received "MA PDU session Accepted" indication.
-	In step 16, the UE receives a PDU Session Establishment Accept message, which includes ATSSS rules and indicates to UE that the requested single-access PDU session was established as a MA PDU Session.
-	After the MA PDU Session is established over one access, the UE shall send another PDU Session Establishment Request over the other access containing a "MA PDU Request" indication and the same PDU Session ID that was provided over the first access.
[bookmark: _Toc20204302][bookmark: _Toc27894994]4.22.4	Access Network Performance Measurements
The PMF of UE side or/and UPF side should be able to correlate the measurement packets with the corresponding access type in order to get the accurate measurement result for each access. The PMF of UE side correlates the sent measurement request and received measurement response messages via the same access type, and the PMF of UPF side correlates the sent measurement request and received measurement response messages via the same N3 or N9 Tunnel. The PMF of UPF side shall record the relationship between the RTT measurement result and the N3 or N9 Tunnel.
NOTE:	The frequency for RTT measurement for each access is decided by the PMF of the UE and the UPF respectively.
[bookmark: _Toc20204303][bookmark: _Toc27894995]4.22.5	Reporting of Access Availability
After the MA PDU session is established, if Reporting of Access Availability is required by network, the UE performs detection of the unavailability and availability of an access based on implementation. To report the availability/unavailability of the access, the UE sends the PMF-Access Report to the UPF via the user plane of any available access of the MA PDU session. The UPF shall use this report to decide which access can be used to deliver the downlink packets.
[bookmark: _Toc20204304][bookmark: _Toc27894996]4.22.6	EPS Interworking
[bookmark: _Toc20204305][bookmark: _Toc27894997]4.22.6.1	General
This clause includes procedures for interworking with EPS based on N26 interface.
[bookmark: _Toc20204306][bookmark: _Toc27894998]4.22.6.2	Impacts to EPS interworking procedures
[bookmark: _Toc20204307][bookmark: _Toc27894999]4.22.6.2.1	5GS to EPS handover using N26 interface
Based on the signaling flow in Figure 4.11.1.2.1-1, the procedure is performed with the following differences and modifications:
-	Step 2 is also performed with all the PGW-C+SMFs corresponding to MA PDU Sessions with allocated EBI(s).
-	In step 12e, the AMF requests the release of the 3GPP access of the MA PDU Session which has resources established for 3GPP access, but not expected to be transferred to EPC, i.e. no EBI(s) allocated to the MA PDU Session by triggering Nsmf_PDUSession_UpdateSMContext service operation.
NOTE:	When the SMF received the release request from the AMF, the SMF decides whether the MA PDU Session is completely released or released over a single access based on its local policy.
-	In step 16, if the MA PDU Session is established in both 3GPP and non-3GPP accesses and the MA PDU Session is moved to EPS, the SMF triggers the MA PDU Session Release procedure over non-3GPP access.
[bookmark: _Toc20204308][bookmark: _Toc27895000]4.22.6.2.2	5GS to EPS idle mode mobility using N26 interface
Based on the signaling flow in Figure 4.11.1.3.2-1, the procedure is performed with the following differences and modifications:
-	Step 5a is also performed with all the PGW-C+SMFs corresponding to the MA PDU Sessions with allocated EBI(s).
-	In step 12, if the MA PDU Session is established in both 3GPP and non-3GPP accesses and the MA PDU Session is moved to EPS, the SMF triggers the MA PDU Session Release procedure over non-3GPP access.
-	In step 15a, the AMF also requests the release of the MA PDU Session which has resources established for 3GPP access, but not expected to be transferred to EPS, i.e. no EBI(s) allocated to the MA PDU Session by triggering Nsmf_PDUSession_UpdateSMContext service operation.
[bookmark: _Toc20204309]NOTE:	When the SMF received the release request from the AMF, the SMF decides whether the MA PDU Session is completely released or released over a single access based on its local policy.
[bookmark: _Toc27895001]4.22.6.2.3	EPS bearer ID allocation
Based on the signaling flow in Figure 4.11.1.4.1-1, additionally for the MA PDU Session, with the following differences and clarifications:
-	In step 1, the following procedures and relevant steps are also initiated during the UE Requested MA PDU Session Establishment, the UE Requested PDU Session Establishment with Network Modification to MA PDU Session and the UE or network requested MA PDU Session Modification procedures.
-	In step 2, if the QoS Flow(s) of the MA PDU Session is established and the MA PDU Session is established over 3GPP access and other existing conditions satisfies EPS interworking, the SMF requests EBI allocation for the QoS Flow(s) of the MA PDU Session.
[bookmark: _Toc20204310][bookmark: _Toc27895002]4.22.6.2.4	EPS bearer ID revocation
Based on the clause 4.11.1.4.3, additionally the following procedures are updated to revoke the EPS bearer ID(s) assigned to the QoS Flow(s) in the MA PDU Session:
-	UE or network requested MA PDU Session Release (non-roaming and roaming with local breakout) in clause 4.22.10.2.
-	UE or network requested MA PDU Session Release (home-routed roaming) in clause 4.22.10.3.
-	UE or network requested MA PDU Session Modification (non-roaming and roaming with local breakout) in clause 4.22.8.2.
-	UE or network requested MA PDU Session Modification (home-routed roaming) in clause 4.22.8.3.
-	When the MA PDU Session is released over 3GPP access, the UE and the SMF locally release the EBI(s) for the MA PDU Session. The SMF notifies the AMF of the released EBI(s) by sending Nsmf_PDUSession_SMContextStatusNotify service operation if the MA PDU Session is established in the same PLMN. If the MA PDU Session is established in different PLMNs, the SMF notifies the release of the MA PDU Session and as a result, the AMF removes associated EBI(s).
[bookmark: _Toc20204311][bookmark: _Toc27895003]4.22.6.3	Network Modification to MA PDU Session after a UE moving from EPC
Figure 4.22.6.3-1 describes procedure for Network Modification to MA PDU Session after a UE is moving from EPS. This procedure shall not be used when the PDU session was originally established in 5GC as a single access PDU session.


Figure 4.22.6.3-1: Network Modification to MA PDU Session after a UE moving from EPS
1.	When the network supports interworking with N26 interface, a PDN Connection can be moved from EPS to 5GS as described in clause 4.11.1.2.2 and clause 4.11.1.3.3.
2.	If the UE requests MA PDU session, or if no policy in the UE (e.g. no URSP rule) and no local restrictions mandate a single access for the PDU Session, the UE requests PDU Session Modification over 3GPP access as described in clause 4.22.8 with following modifications:
-	In step 1a, the UE provides an "MA PDU Request" indication in UL NAS Transport message, or, if no policy in the UE (e.g. no URSP rule) and no local restrictions mandate a single access for the PDU Session, the UE provides an "MA PDU Network-Upgrade Allowed" indication in UL NAS Transport message. The UE provides an ATSSS Capability (e.g. an "MPTCP Capability" and/or an "ATSSS-LL Capability"), as defined in TS 23.501 [2], clause 5.32.2 (Multi Access PDU Sessions) in PDU Session Modification Request message.
-	In step 3a, if the SMF decides to change the PDU Session to MA PDU Session, the SMF includes ATSSS rule(s) in the PDU Session Modification Command message. The SMF may also include Measurement Assistance Information. When the SMF sends Nsmf_PDUSession_UpdateSMContext response, the SMF includes "MA PDU session Accepted" indication. The AMF marks the PDU Session as MA PDU Session based on the indication. If the SMF was informed in step 1a that the UE is registered over both accesses, then the SMF initiates the establishment of user-plane resources over non-3GPP access too.
-	In step 5, if the UE receives ATSSS rule(s) in the PDU Session Modification Command message, the UE stores that the PDU Session is MA PDU Session.
3.	If the UE is registered to the different PLMN over 3GPP and non-3GPP access, the UE triggers the UE requested PDU Session Establishment procedure as described in clause 4.22.7 over non-3GPP access to add second access to the MA PDU Session.
[bookmark: _Toc20204312][bookmark: _Toc27895004]4.22.7	Adding / Re-activating / De-activating User-Plane Resources
If the UE has established a MA PDU Session but the user-plane resources over one access of the MA PDU Session have not been established, then:
-	If the UE wants to add user-plane resources over this access, the UE shall initiate the UE Requested PDU Session Establishment procedure over this access, as specified in clause 4.3.2.2. In the UL NAS Transport message, the UE provides a "MA PDU Request" indication, a Request Type indicating "Existing PDU Session" and the same PDU Session ID of the established MA PDU Session. If only one N9 tunnel is established for the Home Routed roaming case as described in clause 4.22.2.2, additional N9 tunnel is established during this UE Requested PDU Session Establishment procedure.
-	The PDU Session Establishment Accept message received by the UE may contain updated ATSSS rules for the MA PDU session.
-	If the SMF receives the PDU Session Establishment request message over an access and the SMF already has SM Contexts for the access, the SMF shall not release existing SM Contexts and shall re-activate user plane resources over the access while providing the PDU Session Establishment Accept message to the UE.
If the UE has established a MA PDU Session and the user-plane resources over one access of the MA PDU Session have been established but are currently inactive (e.g. because the UE is CM-IDLE over this access), then:
-	If the UE wants to re-activate the user-plane resources over this access, then the UE shall initiate the Registration or UE Triggered Service Request procedure over this access, as specified in clause 4.22.9.1 and clause 4.22.8.2, or clause 4.12.4.1.
-	If the network wants to re-activate the user-plane resources over 3GPP access of the MA PDU Session, or over non-3GPP access of the MA PDU Session, the network shall initiate the Network Triggered Service Request procedure, as specified in clause 4.2.3.3.
	If the UE is in CM-IDLE on non-3GPP access, the AMF shall reject the request from SMF. The (H-) SMF may indicate the Anchor UPF that the user-plane resources on non-3GPP is unavailable. Further action by the UPF is implementaion dependent.
NOTE:	The provision of access availability/unavailability reports via user plane specified in clause 5.32.5.3 is UE implementation dependent. Such reporting by UE to UPF, can assist Anchor UPF to decide on handling DL traffic for t he UE.
If the UE has established a MA PDU Session and the user plane resources are activated over either one access or both accesses, then:
-	If the network wants to de-activate the user-plane resources over single access, then the network shall initiate the CN-initiated deactivation of UP connection procedure over this access, as specified in clause 4.3.7.
[bookmark: _Toc20204313]In all cases, if the UP security protection associated with this PDU session indicates that UP security is required, the SMF shall not establish resources over the 3GPP access unless the 3GPP access network can enforce the required UP security protection, even if resources were previously established over non-3GPP access.
[bookmark: _Toc27895005]4.22.8	UE or network requested MA PDU Session Modification
[bookmark: _Toc20204314][bookmark: _Toc27895006]4.22.8.1	General
This procedure is triggered in the following cases:
-	QoS Flow creation / modification (including GBR QoS Flow movement).
-	Update of ATSSS rules and/or N4 rules.
[bookmark: _Toc20204315][bookmark: _Toc27895007]4.22.8.2	UE or network requested MA PDU Session Modification (non-roaming and roaming with local breakout)
The signalling flow for a MA PDU Session Modification when the UE is not roaming, or when the UE is roaming and the PDU Session Anchor (PSA) is located in the VPLMN, is based on the signalling flow in Figure 4.3.3.2-1 with the following differences and clarifications:
-	In step 1b, the SMF may decide to update ATSSS rules and/or N4 rules based on updated PCC rules.
-	In step 1d, if the UPF determines that it cannot send GBR traffic over the current ongoing access e.g. based on the N4 rules and access availability and unavailability report from the UE, the UPF shall send Access Availability report to the SMF. When the SMF receives the Access Availability report, the SMF may decide to move the GBR QoS Flow to the other access as described in clause 5.32.4 of TS 23.501 [2]. If the SMF decides to move the GBR QoS Flow, the SMF triggers this procedure and, afterwards moves the GBR QoS Flow to the target access.
-	In step 3, if the SMF decides to move the GBR QoS Flow to the other access, the SMF sends N2 SM information to the target AN. The PDU Session Modification Command message is sent to the UE to update ATSSS rule of the UE so that the UE sends uplink GBR traffic over the target access. The SMF releases AN resources of the GBR QoS Flow in the source access.
-	In step 3, when the SMF establishes user plane resources for a QoS flows, the SMF provides QoS profile to the AN as follows:
-	for Non-GBR QoS Flow, steps 3 to 8 are performed over each access for which the user plane resources are activated.
-	for GBR QoS Flow allowed in a single access, steps 3 to 8 are performed in the allowed access.
-	for GBR QoS Flow allowed in both accesses, steps 3 to 8 are performed in the access according to the decision by the SMF (as described in clause 5.32.4, TS 23.501 [2]).
-	In step 3, if the SMF wants to update ATSSS rules, the SMF includes updated ATSSS rules in the N1 SM container (PDU Session Modification Command). When the SMF provides N1 SM container and/or N2 SM information, the SMF includes access type in the Namf_Communication_N1N2MessageTransfer to provide routing information to the AMF.
-	In step 8, if the SMF decides to moves GBR QoS Flow to the other access, the SMF may send updated N4 rules to the UPF.
[bookmark: _Toc20204316][bookmark: _Toc27895008]4.22.8.3	UE or network requested MA PDU Session Modification (home-routed roaming)
The signalling flow for a MA PDU Session Modification when the UE is roaming and the PDU Session Anchor (PSA) is located in the HPLMN, is based on the signalling flow in Figure 4.3.3.3-1 with the following differences and clarifications:
-	In step 1b, the H-SMF may decide to update ATSSS rules and/or N4 rules based on updated PCC rules.
-	In step 1d, if the H-UPF determines that it cannot send GBR traffic over the current ongoing access e.g. based on the N4 rules and access availability and unavailability report from the UE, the H-UPF shall send Access Availability report to the H-SMF. When the H-SMF receives the Access Availability report, the H-SMF may decide to move the GBR QoS Flow to the other access as described in clause 5.32.4 of TS 23.501 [2]. If the H-SMF decides to move GBR QoS Flow, the H-SMF triggers this procedure and, afterwards moves the GBR QoS flow to the target access.
-	In step 3, if the H-SMF decides to move the GBR QoS Flow to the other access, the H-SMF sends updated GBR QoS Flow information contains associated access type and ATSSS rule to the V-SMF. Based on the information the V-SMF establishes AN resources for the GBR QoS Flow to the target access.
-	In step 3, when the H-SMF provides GBR QoS Flow information, the H-SMF includes associated access type in Nsmf_PDUSession_Update. When the H-SMF provides non-GBR QoS Flow information, H-SMF provides the information for both accesses in Nsmf_PDUSession_Update.
-	In step 3, if the H-SMF wants to update ATSSS rules, the H-SMF triggers Nsmf_PDUSession_Update and includes an updated ATSSS rules.
-	In step 4, if the H-SMF decides to move the GBR QoS Flow to the other access, the PDU Session Modification Command message is sent to the UE to update ATSSS rule of the UE so that the UE sends uplink GBR traffic over the target access. The V-SMF releases AN resources of the GBR QoS Flow in the source access.
-	In step 4, when the V-SMF establishes user plane resources for a QoS flows, the V-SMF provides QoS profile to the AN as follows:
-	for Non-GBR QoS Flow, steps 4 to 9 are performed over each access for which the MA PDU Session is established.
-	for GBR QoS Flow allowed in a single access, steps 4 to 9 are performed in the allowed access.
-	for GBR QoS Flow allowed in both accesses, steps 4 to 9 are performed in the access according to the decision by the SMF (as described in clause 5.32.4, TS 23.501 [2]).
-	In step 4, if the H-SMF provides updated ATSSS rules, the V-SMF includes the updated ATSSS rules in the N1 SM container (PDU Session Modification Command). When the V-SMF provides N1 SM container and/or N2 SM information, the V-SMF includes access type in the Namf_Communication_N1N2MessageTransfer to provide routing information to the AMF.
[bookmark: _Toc20204317][bookmark: _Toc27895009]4.22.9	Connection, Registration and Mobility Management procedures
[bookmark: _Toc20204318][bookmark: _Toc27895010]4.22.9.1	Registration procedures
The signalling flow for a Registration is based on the signalling flow in Figure 4.2.2.2.2-1 with the following differences and clarifications:
-	In step 1, if the UE wants to re-activate the user plane of the MA PDU Session(s) over the access the Registration message is sent to, the UE indicates PDU Session ID(s) of the MA PDU Session(s) in the List Of PDU Sessions To Be Activated.
	If the UE locally releases the MA PDU Session(s) in both accesses, the UE indicates it in the PDU Session Status. If the AMF receives the PDU Session Status and finds mismatch, regardless of roaming mode of the MA PDU Session(s) (i.e. non-roaming, local breakout roaming, home routed roaming in the same PLMN or home routed roaming in different PLMNs), the AMF invokes Nsmf_PDUSession_ReleaseSMContext service towards the SMF(s) in order to release any network resources related to the MA PDU Session(s).
-	In step 22, if the AMF indicates that the PDU Session(s) has been released in the PDU Session Status to the UE in Registration Accept message, the UE removes locally any internal resources related to the MA PDU Session(s) that are not marked as established.
[bookmark: _Toc20204319][bookmark: _Toc27895011]4.22.9.2	UE Triggered Service Request
The signalling flow for a UE Triggered Service Request is based on the signalling flow in Figure 4.2.3.2-1 with the following differences and clarifications:
-	In step 1, if the UE wants to re-activate the user plane of the MA PDU Session(s) over the access the Service Request message is sent to, the UE indicates PDU Session ID(s) of the MA PDU Session(s) in the List Of PDU Sessions To Be Activated.
	If the UE locally releases the MA PDU Session(s), the UE indicates it in the PDU Session Status. If the AMF receives the PDU Session Status and finds mismatch, regardless of roaming mode of the MA PDU Session (i.e. non-roaming, local breakout roaming, home routed roaming in the same PLMN or home routed roaming in different PLMNs), the AMF invokes Nsmf_PDUSession_ReleaseSMContext service towards the SMF(s) in order to release any network resources related to the MA PDU Session(s).
-	In step 12, if the AMF indicates that the PDU Session(s) has been released in the PDU Session Status to the UE in Service Accept message, the UE removes locally any internal resources related to the MA PDU Session(s) that are not marked as established.
[bookmark: _Toc20204320]NOTE:	For an MA PDU session established when UE was registered on only one access, during the registration on the second access, the AMF does not notify the SMF (for this MA PDU session) that the UE is now registered on the second access since this will occur later, i.e. when the UE sends the second PDU Session Establishment Request to add user plane resources.
[bookmark: _Toc27895012]4.22.10	MA PDU Session Release
[bookmark: _Toc20204321][bookmark: _Toc27895013]4.22.10.1	General
The MA PDU Session Release procedure is used to release the MA PDU Session or release the MA PDU Session over a single access. The MA PDU Session release over a single access may be triggered by the network due to e.g. when the UE is deregistered over an access or when S-NSSAI of the MA PDU Session is not in the Allowed NSSAI over an access.
[bookmark: _Toc20204322][bookmark: _Toc27895014]4.22.10.2	UE or network requested MA PDU Session Release (non-roaming and roaming with local breakout)
The signalling flow for a MA PDU Session Release when the UE is not roaming, or when the UE is roaming and the PDU Session Anchor (PSA) is located in the VPLMN, is based on the signalling flow in Figure 4.3.4.2-1 with the following differences and clarifications:
-	In step 1, If the AMF need to release the MA PDU Session over a single access, the AMF invokes the Nsmf_PDUSession_UpdateSMContext service operation to request the release of the MA PDU Session over a single access. In this case, the AMF includes in which access the MA PDU Session should be released.
NOTE:	When the SMF received the release request from the AMF, the SMF decides whether the MA PDU Session completely released or released over a single access based on its local policy.
-	In step 1, if the AMF need to release the MA PDU Session (e.g. locally released when the UE is CM-IDLE), the AMF invokes the Nsmf_PDUSession_ReleaseSMContext service operation to request the release of the MA PDU Session.
-	In step 1, when the SMF initiates MA PDU Session Release procedure, the SMF includes access type (e.g. 3GPP, non-3GPP or both access) it want to release in the PDU Session Release Command message.
-	In step 3, if the SMF releases the MA PDU Session over a single access, the SMF shall not include "skip indicator" in the Namf_Communication_N1N2MessageTransfer service.
	In step 3, if the SMF releases the MA PDU Session over both accesses and user plane resources are established in both accesses, the SMF includes both N1 SM container (PDU Session Release Command) and N2 SM Resource Release request together in the Nsmf_PDUSession_UpdateSMContext or Namf_Communication_N1N2MessageTransfer service so that the UE does not request to activate user plane resources. The SMF releases user plane resources of the other access by including N2 SM Resource Release only in Namf_Communication_N1N2MessageTransfer service.
-	In step 3, when the SMF provides N1 SM container and/or N2 SM information, the SMF includes access type in the Namf_Communication_N1N2MessageTransfer to provide routing information to the AMF.
-	In step 11, the SMF triggers Nsmf_PDUSession_SMContextStatusNotify service only when the MA PDU Session is released in both accesses.
[bookmark: _Toc20204323][bookmark: _Toc27895015]4.22.10.3	UE or network requested MA PDU Session Release (home-routed roaming)
The signalling flow for a MA PDU Session Modification when the UE is roaming and the PDU Session Anchor (PSA) is located in the HPLMN, is based on the signalling flow in Figure 4.3.4.3-1 with the following differences and clarifications:
-	In step 1, If the V-AMF need to release the MA PDU Session over a single access, the V-AMF may invoke the Nsmf_PDUSession_UpdateSMContext service operation to request the release of the MA PDU Session over a single access. In this case, the AMF shall include in which access the MA PDU Session should be released. The V-SMF invokes Nsmf_PDUSession_Update service operation to request the release of the MA PDU Session over a single access. The V-SMF shall include in which access the MA PDU Session should be released.
NOTE:	When the H-SMF received the release request from the V-SMF, the H-SMF decides whether the MA PDU Session released or released over a single access based on its local policy.
-	In step 1, if the V-AMF need to release the MA PDU Session (e.g. locally released when the UE is CM-IDLE), the AMF invokes the Nsmf_PDUSession_ReleaseSMContext service operation to request the release of the MA PDU Session. The V-SMF invokes Nsmf_PDUSession_Release service operation to request the release of the MA PDU Session.
-	In step 1, when the H-SMF initiates MA PDU Session Release procedure, the H-SMF includes access type (e.g. 3GPP, non-3GPP or both access) it want to release in the PDUSession_Update service operation.
-	In step 5, when the V-SMF initiates MA PDU Session Release procedure, the V-SMF includes access type (e.g. 3GPP, non-3GPP or both access) it want to release in the PDU Session Release Request or PDU Session Release Command message.
-	In step 5, if the V-SMF releases the MA PDU Session over a single access network, the V-SMF shall not include "skip indicator" in the Namf_Communication_N1N2MessageTransfer service.
-	In step 5, if the V-SMF releases the MA PDU Session over both accesses and user plane resources are established in both accesses, the V-SMF includes both N1 SM container (PDU Session Release Command) and N2 SM Resource Release request together in the Nsmf_PDUSession_UpdateSMContext or Namf_Communication_N1N2MessageTransfer service so that the UE does not request to activate user plane resources. The V-SMF releases user plane resources of the other access by including N2 SM Resource Release only in Namf_Communication_N1N2MessageTransfer service.
-	In step 5, when the V-SMF provides N1 SM container and/or N2 SM information, the V-SMF includes access type in the Namf_Communication_N1N2MessageTransfer to provide routing information to the V-AMF.
-	In step 16, the H-SMF triggers Nsmf_PDUSession_StatusNotify service only when the MA PDU Session is released in both accesses . The V-SMF triggers Nsmf_PDUSession_SMContextStatusNotify service only when the MA PDU Session is released in both accesses.
[bookmark: _Toc20204324][bookmark: _Toc27895016]4.23	Support of deployments topologies with specific SMF Service Areas
[bookmark: _Toc20204325][bookmark: _Toc27895017]4.23.1	General
This clause captures changes to 5GC procedures in other clauses of this specification and new procedures to support deployments topologies with specific SMF Service Areas that are defined in TS 23.501 [2] clause 5.34.
For a Home Routed PDU Session, if a UE moves out of V-SMF serving area in the serving PLMN, the serving AMF can change the V-SMF, in this case, below procedures applies for the V-SMF change (i.e. by replacing the I-SMF with V-SMF).
[bookmark: _Toc20204326][bookmark: _Toc27895018]4.23.2	I-SMF selection
For non roaming or LBO roaming case, the AMF selects an SMF serving the PDU Session as described in clause 4.3.2.2.3. If the service area of the selected SMF does not control UPF that can serve the UE location, the AMF selects an I-SMF as described in clause 4.3.2.2.3.2 with UE location information as addtional input to NRF in step 3.
For home routed roaming case, the AMF selects V-SMF as described in clause 4.3.2.2.3.2 with UE location information as additional input to NRF in step 3.
When the delegated discovery is used, the SCP selects the SMF as described in Annex E.
[bookmark: _Toc20204327][bookmark: _Toc27895019]4.23.3	Registration procedure
The following impacts are applicable to clause 4.2.2.2 (Registration procedure) when the UE has established PDU Session(s):
-	Step 5: The UE context transferred from old AMF includes SMF information. If I-SMF is available for the PDU Session(s), the received SMF information includes I-SMF information and SMF information.
-	Step 17: The AMF determines whether I-SMF insertion/change/removal is needed. If the AMF does not have the service area of the SMF(s), the AMF queries NRF to get service area information of the received SMF(s). The AMF determines whether new I-SMF needs to be selected based on UE location and service area of the received SMF information. It includes the following cases:
a.	if the received SMF information includes only SMF information and service area of SMF includes the area where the UE camps, new I-SMF selection is not needed; or
b.	if the received SMF information includes both I-SMF information and SMF information, and service area of I-SMF includes the area where the UE camps, the I-SMF can be reused; or
c.	if the received SMF information includes both I-SMF information and SMF information, and the UE moves into the service area of SMF, the I-SMF removal process is triggered; or
d.	if the received SMF information includes only SMF information, and the service area of SMF does not include the area where the UE camps, the AMF selects an I-SMF. The I-SMF insertion process is triggered; or
e.	if the received SMF information includes both I-SMF and SMF information, and the service area of SMF and I-SMF does not include the area where the UE camps, the AMF selects a new I-SMF. The change of I-SMF process is triggered.
	For case a), no additional change to step 17 of clause 4.2.2.2.2 is needed for the update of the PDU Session.
	For case b), the SMF in step 17 of clause 4.2.2.2.2 is changed to I-SMF, and in addition, the reference clause 4.2.3.2 is changed to clause 4.23.4.2.
	For cases c), d) and e), the AMF invokes Nsmf_PDUSession_CreateSMContext (SM Context ID at SMF) towards the new I-SMF in case of I-SMF insertion or change, or towards SMF in case of I-SMF removal. Steps from step 4 onwards as described in clause 4.23.4.3 are executed.
[bookmark: _Toc20204328][bookmark: _Toc27895020]4.23.4	Service Request procedures
[bookmark: _Toc20204329][bookmark: _Toc27895021]4.23.4.1	General
The following two scenarios are considered:
-	The I-SMF is available for the PDU Session and I-SMF is not changed or removed during the service request procedure. The procedure to support this scenario is described in clause 4.23.4.2.
-	The I-SMF is inserted, changed or removed during service request procedure. The procedure to support this scenario is described in clause 4.23.4.3.
When the AMF receives the service request message, for each PDU Session to be activated based on the service area information of SMF and the location where the UE camped the AMF determines which procedure is used.
[bookmark: _Toc20204330][bookmark: _Toc27895022]4.23.4.2	UE Triggered Service Request without I-SMF change/removal
When both I-SMF and SMF are available for a PDU session and no I-SMF change or removal is needed during the service request procedure, the procedure in this clause is used. Compared to the procedure in clause 4.2.3.2, the SMF is replaced with the I-SMF and the impacted UPF(s) are UPFs that are controlled by I-SMF. Difference are captured below:
-	Steps 6a-6b, these steps are not needed as the CN Tunnel Info of UPF (PSA) allocated for N9 is available at the I-SMF when the I-SMF is inserted.
-	Step 7a, the SMF provides the DL Tunnel Info of new intermediate UPF received from I-SMF to UPF(PSA).
-	Step 10, this step does not apply as in this scenario the I-UPF is always needed.
-	Step 16, the SMF gets the UE location information from I-SMF at step 5a. If dynamic PCC is deployed, the SMF may notify the UE location information to PCF and gets the updated policy.
-	Steps 18a-18b, these steps do not apply as in this scenario the I-UPF is always needed.
-	Step 21a, this step does not apply as in this scenario the I-UPF is always needed.
[bookmark: _Toc20204331][bookmark: _Toc27895023]4.23.4.3	UE Triggered Service Request with I-SMF insertion/change/removal
When, as part of a UE Triggered Service Request, I-SMF is to be inserted, changed or removed, the procedure in this clause is used. It includes the following cases:
-	the UE moves from SMF service area to new I-SMF service area, a new I-SMF is inserted (i.e. I-SMF insertion); or
-	the UE moves from old I-SMF service area to new I-SMF service area, the I-SMF is changed (i.e. I-SMF change); or
-	the UE moves from old I-SMF service area to SMF service area, the old I-SMF is removed (i.e. I-SMF removal).
If the service request is triggered by network due to downlink data and a new I-UPF is selected, forwarding tunnel is established between the old I-UPF(if the old I-UPF is different from PSA) and the new I-UPF to forward buffered data.
For Home Routed Roaming case, the I-SMF (old and new) and I-UPF (old and new) are located in Visted PLMN, while the SMF and UPF(PSA) are located in the Home PLMN. In this HR roaming case only the case of I-SMF change applies (there is always a V-SMF for the PDU Session).


Figure 4.23.4.3-1: UE Triggered Service Request procedure with I-SMF insertion/change/removal
1.	Same as the steps 1-3 defined clause 4.2.3.2.
2.	The AMF determines whether new I-SMF needs to be selected based on UE location and service area of the SMF, if new I-SMF needs to be selected, the AMF selects a new I-SMF as described in clause 4.23.2.
Case: I-SMF insertion or I-SMF change, steps 3-9 are skipped for I-SMF removal case.
3.	If the AMF has selected a new I-SMF, the AMF sends a Nsmf_PDUSession_CreateSMContext Request (PDU Session ID, SM Context ID, UE location info, Access Type, RAT Type, Operation Type) to the new I-SMF. The SM Context ID points to the old I-SMF in case of I-SMF change or to SMF in case of I-SMF insertion.
	The AMF set the Operation Type to "UP activate" to indicate establishment of N3 tunnel User Plane resources for the PDU Session(s). The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.
	If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.
4a.	The new I-SMF retrieves SM Context from the old I-SMF (in case I-SMF change) or SMF (in case I-SMF insertion) by invoking Nsmf_PDUSession_Context Request (SM context type, SM Context ID). The new I-SMF uses SM Context ID received from AMF for this service operation. SM Context ID is used by the recipient of Nsmf_PDUSession_Context Request in order to determine the targeted PDU Session. SM context type indicates that the requested information is all SM context, i.e. PDN Connection Context and 5G SM context.
4b.	The old I-SMF in case of I-SMF change or SMF in case of I-SMF insertion responds with the SM context of the indicated PDU Session.
	If the service request is triggered by downlink data , the old I-SMF or SMF includes a forwarding indication in the response to indicate that a forwarding tunnel is needed for sending buffered downlink packets . For I-SMF insertion, if I-UPF controlled by SMF was available for the PDU Session, the SMF includes a forwarding indication.
5.	The new I-SMF selects a new I-UPF: Based on the received SM context, e.g. S-NSSAI, and UE location information, the new I-SMF selects a new I-UPF as described in clause 6.3.3 of TS 23.501 [2].
6.	The new I-SMF initiates a N4 Session Establishment to the new I-UPF. In case tunnel endpoint is allocated by the new I-UPF, the new I-UPF provide tunnel endpoints to the new I-SMF, otherwise the new I-SMF allocates the tunnel endpoints and provides them to the new I-UPF.
	If forwarding indication was received, the new I-SMF also allocates the tunnel endpoints for transferring the buffered DL data from the old I-UPF, or requests the new I-UPF to allocate them. In this case, the new I-UPF begins to buffer the downlink packet(s) received from the UPF (PSA) and start a timer.
7a. If the tunnel endpoints for the buffered DL data were allocated, the new I-SMF invokes Nsmf_PDUSession_UpdateSMContext Request (tunnel endpoints for buffered DL data) to the old I-SMF in the case of I-SMF change in order to establish the forwarding tunnel. The new I-SMF uses the SM Context ID received from AMF for this service operation.
7b.	The old I-SMF, in the case of I-SMF change initiates a N4 session modification to the old I-UPF to send the tunnel endpoints for buffered DL data to the old I-UPF. After this step, the old I-UPF starts to send buffered DL data to the new I-UPF.
7c.	The old I-SMF, in the case of I-SMF change responds the new I-SMF with Nsmf_PDUSession_UpdateSMContext response.
8a.	In the case of I-SMF change, the new I-SMF invokes Nsmf_PDUSession_Update Request (SUPI, PDU Session ID, new I-UPF DL tunnel information, SM Context ID at I-SMF, Access Type, RAT Type, DNAI list supported by the new I-SMF) towards the SMF. The new I-SMF uses the SM Context ID at SMF received from old I-SMF for this service operation.
	In the case of I-SMF insertion, the new I-SMF invokes Nsmf_PDUSession_Create Request (new I-UPF DL tunnel information, new I-UPF tunnel endpoint for buffered DL data, SM Context ID at I-SMF, Access Type, RAT type, DNAI list supported by the new I-SMF) towards the SMF.
	The SM Context ID at I-SMF is to be used by the SMF for further PDU Session operation, e.g. to notify the new I-SMF of PDU session release. If SM Context ID at the I-SMF exists (i.e. in the case of I-SMF change), the SMF shall replace the SM Context ID at I-SMF.
	The new I-UPF tunnel endpoint for buffered DL data is used to establish the forwarding tunnel (from old I-UPF controlled by SMF to new I-UPF controlled by new I-SMF).
8b.	The SMF initiates N4 Session Modification toward the PDU Session Anchor UPF. During this step:
-	The SMF provides the new I-UPF DL tunnel information.
-	If different CN Tunnel Info need be used by PSA UPF, i.e. the CN Tunnel Info at the PSA for N3 and N9 are different, a CN Tunnel Info for the PDU Session Anchor UPF is allocated.
-	For I-SMF insertion, if a new I-UPF tunnel endpoint for buffered DL data is received, the SMF triggers the transfer of buffered DL data to the new I-UPF tunnel endpoint for buffered DL data.
	From now on the PDU Session Anchor UPF begins to send the DL data to the new I-UPF as indicated in the new I-UPF DL tunnel information. The UPF (PSA) sends one or more "end marker" packets for each N9 tunnel to the old I-UPF immediately after switching the path to new I-UPF. The new I-UPF should not send the DL packet(s) received from the UPF (PSA) until end marker packets were received from the old I-UPF or the timer started at step 6 is expired.
8c.	The SMF responds to the new I-SMF with Nsmf_PDUSession_Update Response (the DNAI(s) of interest for this PDU Session in the case of I-SMF change) or Nsmf_PDUSession_Create Response (the DNAI(s) of interest for this PDU Session Tunnel Info at UPF(PSA) for UL data in the case of I-SMF insertion if it is allocated in step 8b).
	In the case of I-SMF insertion and the PDU session corresponds to a LADN, the SMF shall release the PDU session after the service request procedure is completed.
	In the case of I-SMF insertion the SMF starts a timer to release resource, i.e. resource for the indirect data forwarding tunnel.
9.	The new I-SMF sends a Nsmf_PDUSession_CreateSMContext Response (N2 SM information (PDU Session ID, QFI(s), QoS profile(s), CN N3 Tunnel Info, S-NSSAI, User Plane Security Enforcement, UE Integrity Protection Maximum Data Rate), N1 SM Container, Cause)) to the AMF. The CN N3 Tunnel Info is the UL Tunnel Info of the new I-UPF.
	If the PDU Session has been assigned any EPS bearer ID, the new I-SMF also includes the mapping between EPS bearer ID(s) and QFI(s) into the N2 SM information to be sent to the NG-RAN.
	The new I-SMF starts a timer to release resource, i.e. reource for the indirect data forwarding tunnel.
Case: I-SMF removal: steps 10 to 16 are skipped for I-SMF insertion or I-SMF change cases.
10.	If the UE has moved from service area of old I-SMF into the service area of SMF, the AMF sends a Nsmf_PDUSession_CreateSMContext Request (SUPI, PDU Session ID, AMF ID, SM Context ID at I-SMF, UE location info, Access Type, RAT Type) to the SMF.
	If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.
	The AMF set the Operation Type to "UP activate" to indicate establishment of User Plane resources for the PDU Session(s). The AMF determines Access Type and RAT Type based, as defined in clause 4.2.3.2.
11a.	The SMF retrieves SM Context from the I-SMF by invoking Nsmf_PDUSession_Context Request (SM context type). The SMF uses SM Context ID received from AMF for this service operation. SM context type indicates that the requested SM context is all, i.e. PDN Connection Context and 5G SM context.
11b.	The old I-SMF responds with the SM context of the indicated PDU Session. If the service request is triggered by downlink data (i.e. the old I-SMF received downlink data notification from old I-UPF), the old I-SMF includes a forwarding indication in the response to indicate that a forwarding tunnel is needed for sending buffered downlink packets from old I-UPF to new I-UPF or PSA (in the case that new I-UPF is not selected).
12.	The SMF may select a new I-UPF: If the SMF determines that the service area of the PSA does not cover the UE location, the SMF selects a new I-UPF based on S-NSSAI, and UE location information as described in clause 6.3.3 of TS 23.501 [2].
13.	If a new I-UPF is selected by SMF, the SMF initiates a N4 Session Establishment to the new I-UPF. If the tunnel endpoint is allocated by the new I-UPF, the new I-UPF provide tunnel endpoints to the SMF, otherwise the SMF allocates the tunnel endpoints and provides them to the new I-UPF. If forwarding indication was received, the SMF also allocate the tunnel endpoints for the buffered DL data from the old I-UPF, or request the new I-UPF to allocate them. In this case, the new I-UPF begins to buffer the downlink packet(s) received from the UPF (PSA) and start a timer.
	If the new I-UPF is not selected, i.e. the PSA can serve the UE location, the SMF may initiate N4 Session Modification to the PSA to allocate UL N3 tunnel endpoints Info of PSA. The SMF provides the UL N3 tunnel endpoints Info to PSA in case tunnel endpoint is allocated by the SMF, otherwise, the PSA provides the UL N3 tunnel endpoints to SMF. If the forwarding indication was received, the SMF allocates the tunnel endpoints for the buffered DL data from the old I-UPF, or request the PSA to allocate them. In this case, the UPF (PSA) begins to buffer the DL data it may receive at the same time from the N6 interface and start a timer. The UPF (PSA) sends one or more "end marker" packets for each N9 tunnel to the old I-UPF immediately after switching the path to (R)AN. The UPF (PSA) should not send the DL data received from the N6 interface until it receives end marker packets from the old I-UPF or the timer is expired.
14a.	If the tunnel endpoints for the buffered DL data were allocated, the SMF invokes Nsmf_PDUSession_UpdateSMContext Request (tunnel endpoints for buffered DL data) to the old I-SMF in order to establish the forwarding tunnel. The SMF uses the SM Context ID received from AMF for this service operation.
14b.	The old I-SMF initiates a N4 session modification to the old I-UPF and sends the tunnel endpoints for buffered DL data to the old I-UPF. After this step, the old I-UPF start to send buffered DL data to the new I-UPF or PSA in case new I-UPF is not selected.
14c.	The old I-SMF responds the SMF with Nsmf_PDUSession_UpdateSMContext response.
15.	If a new I-UPF was selected by SMF, the SMF initiates N4 Session Modification toward the PDU Session Anchor UPF, providing the new I-UPF DL tunnel information. The PSA begins to send the DL data to the new I-UPF as indicated in the new I-UPF DL tunnel information. The UPF (PSA) sends one or more "end marker" packets to the old I-UPF immediately after switching the path to new I-UPF. The new I-UPF should not send the DL packet(s) received from the UPF (PSA) until end marker packets were received from the old I-UPF or the timer started at step 13 is expired.
16.	The SMF sends a Nsmf_PDUSession_CreateSMContext Response (N2 SM information (PDU Session ID, QFI(s), QoS profile(s), CN N3 Tunnel Info, S-NSSAI), N1 SM Container, Cause)) to the AMF. The CN N3 Tunnel Info is the UL Tunnel Info of the new I-UPF.
	If the PDU Session has been assigned any EPS bearer ID, the SMF also includes the mapping between EPS bearer ID(s) and QFI(s) into the N2 SM information to be sent to the NG-RAN.
	The SMF starts a timer to release the resource, i.e. resource for indirect data forwarding tunnel.
17.	These steps are same as steps 12 to 14 in clause 4.2.3.2. After step 16, the Uplink data is transferred from (R)AN via new I-UPF (if exists) to PSA. If procedure in clause 4.2.3 is triggered together with this procedure, this step can be executed together with the corresponding steps in clause 4.2.3.
17a. If the step 9 or step 16 was successful response, in case of I-SMF removal or change, the AMF sends Nsmf_PDUSession_ReleaseSMContext Request (I-SMF only indication) to old I-SMF for the release of resources in old I-SMF. The I-SMF only indication indicates to old I-SMF not to invoke resource release in SMF.
	The old I-SMF starts a timer to release resources, i.e. resource for indirect data forwarding tunnel.
17b. The old I-SMF responds to AMF with Nsmf_PDUSession_ReleaseSMContext response.
Case: I-SMF insertion or I-SMF change: steps 18 to 21 are skipped for the I-SMF removal case.
18.	The AMF sends an Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, RAT type, Access type) to the new I-SMF.
	If the AMF received N2 SM information (one or multiple) in step 17, then the AMF shall forward the N2 SM information to the relevant new I-SMF per PDU Session ID.
19.	The new I-SMF updates the new I-UPF with the AN Tunnel Info and List of accepted QFI(s). Downlink data is now forwarded from new I-UPF to UE.
20a.	The new I-SMF invokes Nsmf_PDUSession_Update request (RAT type, Access type) to SMF. The SMF updates associated access of the PDU Session.
20b.	If dynamic PCC is deployed, SMF may initiate notification about new location information to the PCF (if subscribed) by performing an SMF initiated SM Policy Modification procedure as defined in clause 4.16.5.1. The PCF may provide updated policies.
20c.	The SMF responds with Nsmf_PDUSession_Update Response.
21.	The new I-SMF sends a Nsmf_PDUSession_UpdateSMContext Response to AMF.
Case: I-SMF removal: steps 22 to 25 are skipped for the I-SMF insertion or I-SMF change cases.
22.	The AMF sends a Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, RAT Type, Access Type) to the SMF. The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.
	If the AMF received N2 SM information (one or multiple) in step 17, then the AMF shall forward the N2 SM information to the relevant new I-SMF per PDU Session ID.
23.	If dynamic PCC is deployed, SMF may initiate notification about new location information to the PCF by performing an SMF initiated SM Policy Modification procedure as defined in clause 4.16.5.1. The PCF may provide updated policies.
24.	If a new I-UPF was selected by the SMF, the SMF updates the new I-UPF with the AN Tunnel Info and List of accepted QFI(s), otherwise, the SMF updates the PSA with the AN Tunnel Info and List of accepted QFI(s).
25.	The SMF sends a Nsmf_PDUSession_UpdateSMContext Response to AMF.
26a.	In the case of I-SMF insertion or I-SMF change, upon timer set in step 9 expires and the indirect data forwarding tunnel was established before, the new I-SMF sends N4 Session Modification request to new I-UPF to release resources for the forwarding tunnel.
	In the case of I-SMF removal, upon timer set in step 16 expires and the indirect data forwarding tunnel was established before, the SMF sends N4 Session Modificatin request to the new I-UPF or PSA to release the resource for the forwarding tunnel.
26b.	In the case of I-SMF removal or change, upon timer set in step 17a expires and the indirect data forwarding tunnel was established before, the old I-SMF sends N4 Session Release request to the old I-UPF to release resources for the PDU Session. The old I-SMF releases the SM Context for the PDU Session. If the old I-UPF acts as UL CL and is not co-located with local PSA, the old I-SMF also sends N4 Session Release request to the local PSA to release resources for the PDU Session.
	In the case of I-SMF insertion, upon timer set in step 8c expires and the indirect data forwarding tunnel was established before, the SMF sends N4 Session Release request to the old I-UPF to release the resource for the PDU Session.
[bookmark: _Toc20204332][bookmark: _Toc27895024]4.23.4.4	Network Triggered Service Request
For network triggered service request procedure, if the procedure is triggered by downlink packet, the procedure in clause 4.2.3.3 are impacted as following:
-	if the I-SMF is available for the PDU Session, the procedure is triggered by I-SMF. Correspondingly, the SMF in that proecedure is replaced by the I-SMF.
-	Step 4a:
-	If I-SMF is not available for the PDU Session and no I-SMF insertion is needed, no additional change is needed.
-	If I-SMF is available for the PDU Session and no I-SMF change or removal is needed, steps 12 to 22 in clause 4.23.4.2 is performed where the SMF in that proecedure is replaced by the I-SMF.
-	If I-SMF will be inserted, changed or removed, steps 2 to 25 in clause 4.23.4.3 is performed.
-	Step 6: If the UE is in CM-IDLE state in 3GPP access, upon reception of paging request for a PDU Session associated to 3GPP access:
-	If I-SMF is not available for the PDU Session and no I-SMF insertion is needed, no additional change is needed.
-	If I-SMF is available for the PDU Session and no I-SMF change or removal is needed, UE Triggered Service Request procedure as defined in clause 4.23.4.2 is performed.
-	If I-SMF will be inserted, changed or removed, UE Triggered Service Request procedure as defined in clause 4.23.4.3 is performed.
[bookmark: _Toc20204333][bookmark: _Toc27895025]4.23.5	PDU Session Management procedure
[bookmark: _Toc20204334][bookmark: _Toc27895026]4.23.5.1	PDU Session establishment procedure
For non roaming or LBO roaming, it includes the following cases:
-	If the service area of the selected SMF includes the location where the UE camps, the UE requested PDU Session Establishment procedure is same as described in clause 4.3.2.2.1.
-	If the service area of the selected SMF does not include the location where the UE camps, the AMF selects an I-SMF that serves the area where UE camps. The UE requested PDU Session Establishment procedure for Home-routed Roaming defined in clause 4.3.2.2.2 is used to establish the PDU Session. Compared to the procedure defined in clause 4.3.2.2.2, the V-SMF and V-UPF are replaced by I-SMF and I-UPF, and H-SMF and H-UPF are replaced by SMF and UPF(PSA) respectively. Also only the S-NSSAI with the value defined by the serving PLMN is sent to the SMF. The I-SMF provides the DNAI list it supports to SMF and the SMF provides the DNAI(s) of interest for this PDU Session to I-SMF based on the DNAI list information received from I-SMF as defined in Figure 4.23.9.1-1 step 1.
-	When the delegated discovery is used, the SCP selects the SMF as described in Annex E.
For the Home-Routed roaming case, the UE requested PDU Session Establishment procedure for Home-routed Roaming in clause 4.3.2.2.2 can be reused without change.
[bookmark: _Toc20204335][bookmark: _Toc27895027]4.23.5.2	PDU Session release procedure
For the non roaming or LBO roaming case, the procedure defined in clause 4.3.4.3 (UE or network requested PDU Session Release for Home-routed Roaming) is used to release the PDU Session, with the V-SMF and V-UPF are replaced by I-SMF and I-UPF, and H-SMF and H-UPF are replaced by SMF and UPF(PSA) respectively.
For AMF triggers PDU Session Release procedure in Registration procedure (see step 17 of clause 4.2.2.2.2) and Deregistration procedure (see step 2 of clause 4.2.2.3.2), if I-SMF is used for the session, the AMF invokes PDU Session Release operation towards the I-SMF, then I-SMF releases the PDU Session towards SMF.
[bookmark: _Toc20204336][bookmark: _Toc27895028]4.23.5.3	PDU Session modification procedure
For the non roaming or LBO roaming case, the procedure defined in clause 4.3.3.3 (UE or network requested PDU Session Modification for Home-routed Roaming) is used to modify the PDU Session, with the V-SMF and V-UPF are replaced by I-SMF and I-UPF, and H-SMF and H-UPF are replaced by SMF and UPF(PSA) respectively.
[bookmark: _Toc20204337][bookmark: _Toc27895029]4.23.6	I-SMF Related Procedures with PCF
[bookmark: _Toc20204338][bookmark: _Toc27895030]4.23.6.1	General
This clause provides PCC related details for scenarios including an I-SMF.
[bookmark: _Toc20204339][bookmark: _Toc27895031]4.23.6.2	Policy Update Procedures with I-SMF
Figure 4.23.6-1 shows procedures related to provisioning of PCC rules containing traffic steering information related to an I-SMF.


Figure 4.23.6-1: Policy Update procedure
In cases where step 1a in figure 4.23.6-1 is triggered in response to PCF receiving AF request, below steps 3 and 4 are applicable, in addition to those steps as explained in clause 4.3.6.1.
	Step 3:	SMF provides to I-SMF with DNAI(s) of interest for this PDU Session for local traffic steering. If PCC rule changes for traffic offloaded via ULCL/BP due to the AF request, the SMF provides the updated N4 information to the I-SMF.
[bookmark: _Toc20204340][bookmark: _Toc27895032]4.23.6.3	Reporting UP path change to the AF
Figure 4.23.6.3-1 shows procedures related Reporting UP path change to the AF.


Figure 4.23.6.3-1: Reporting UP path change to the AF
1a.	I-SMF indicates that UP path change may occur for the PDU Session via Nsmf_PDUSession_Update Request as described in clause 4.23.9; the SMF responds to the I-SMF.
2.	If early notification has been requested by a PCC rule on behalf of AF as described in clause 4.3.6.2, then the SMF notifies the AF accordingly by invoking Nsmf_EventExposure_Notify service operation as described in clause 4.3.6.3. In this case the SMF may wait for further instructions of the AF.
3.	SMF initiates Nsmf_PDUSession_Update Request with N4 information to control the local PSA and ULCL/BP as described in clause 4.23.9.
4.	I-SMF enforces the change of DNAI or addition, change, or removal of UPF as described in clause 4.23.9.
5	I-SMF answers back to the Nsmf_PDUSession_Update from the SMF.
6.	If late notification has been requested by a PCC rule on behalf of AF as described in clause 4.3.6.2, then the SMF notifies the AF accordingly by invoking Nsmf_EventExposure_Notify service operation as described in clause 4.3.6.3.
[bookmark: _Toc27895033]4.23.7	Inter NG-RAN node N2 based handover
[bookmark: _Toc20204342][bookmark: _Toc27895034]4.23.7.1	General
The following two scenarios are considered:
-	The I-SMF is available for the PDU Session and I-SMF is not changed or removed during the inter NG-RAN node N2 based handover procedure. The procedure to support this scenario is described in clause 4.23.7.2.
-	The I-SMF is inserted, changed or removed during inter NG-RAN node N2 based handover procedure. The procedure to support this scenario is described in clause 4.23.7.3.
[bookmark: _Toc20204343][bookmark: _Toc27895035]4.23.7.2	Inter NG-RAN node N2 based handover without I-SMF change/removal
[bookmark: _Toc20204344][bookmark: _Toc27895036]4.23.7.2.1	General
When both I-SMF and SMF are available for a PDU Session, and no I-SMF change or removal is needed during inter NG-RAN node N2 handover procedure, the procedure defined in clause 4.9.1.3.2, 4.9.1.3.3 are used with the following differences.
[bookmark: _Toc20204345][bookmark: _Toc27895037]4.23.7.2.2	Preparation phase
Compared to the procedure in clause 4.9.1.3.2, the SMF interacting with the S-UPF, T-UPF, S-AMF and T-AMF is the I-SMF. The difference is following:
-	Step 3: The N14 context exchanged between S-AMF and T-AMF contains the SM Context ID at I-SMF, or SM Context ID at SMF if I-SMF is not applicable before.
-	Step 4: The T-AMF determines whether Target I-SMF needs to be selected based on UE location and service area of the SMF. In this case no I-SMF change or removal is needed.
-	Step 5: The I-SMF checks whether I-UPF needs to be reallocated, i.e. select a T-UPF.
[bookmark: _Toc20204346][bookmark: _Toc27895038]4.23.7.2.3	Execution phase
Compared to the procedure for execution phase in 4.9.1.3.3, the SMF interacting with the S-UPF, T-UPF, S-AMF and T-AMF is the I-SMF. The difference is as following:
-	Step 10a: If I-SMF is available for a PDU Session, and the existing intermediate S-UPF is re-allocated, i.e. a new T-UPF is selected, the I-SMF invokes an Nsmf_PDUSession_Update Request (DL CN Tunnel Info of the T-UPF, End Marker indication) service operation toward the SMF. The End Marker Indication is used to indicate that End Marker(s) is to be sent. The SMF sends N4 Session Modification Request message to PDU Session Anchor UPF, providing DL CN Tunnel Info to the PDU Session Anchor UPF. The PDU Session Anchor sends one or more "end marker" packets for each N3/N9 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN.
-	Step 10b: The SMF responds with the Nsmf_PDUSession_Update Response service operation to I-SMF once the PDU Session Anchor UPF is updated with the DL Tunnel Info of the T-UPF.
[bookmark: _Toc20204347][bookmark: _Toc27895039]4.23.7.3	Inter NG-RAN node N2 based handover with I-SMF insertion/change/removal
[bookmark: _Toc20204348][bookmark: _Toc27895040]4.23.7.3.1	General
When I-SMF is inserted or changed or removed during inter NG-RAN node N2 handover, the procedures defined in this clause are used.
[bookmark: _Toc20204349][bookmark: _Toc27895041]4.23.7.3.2	Preparation phase


Figure 4.23.7.3.2-1: Inter NG-RAN node N2 based handover, preparation phase, with I-SMF insertion/change/removal
1.	Steps 1-3 in clause 4.9.1.3.2 are performed.
2.	The AMF determines whether a (new) Target I-SMF needs to be selected based on Target UE location and service area of the SMF or of the old I-SMF. If Target I-SMF needs to be selected, the AMF selects a Target I-SMF as described in clause 5.35.3 of TS 23.501 [2]. If the UE moves from the service area of the I-SMF to the service area of the SMF, the I-SMF will be removed.
Case: I-SMF insertion, or I-SMF change, step 3~8 are skipped for I-SMF removal case.
3.	T-AMF to Target I-SMF: Nsmf_PDUSession_CreateSMContext (PDU Session ID, Target ID, T-AMF ID, SM Context ID).
	The SM Context ID points to the source I-SMF in case of I-SMF change or to SMF in case of I-SMF insertion.
Case: I-SMF change, step 4 are skipped for I-SMF insertion case.
4a.	(I-SMF change case) Target I-SMF to Source I-SMF: Target I-SMF retrieves SM Context from the source I-SMF by invoking Nsmf_PDUSession_Context Request (SM context type, SM Context ID).
	The Target I-SMF uses SM Context ID received from T-AMF for this service operation. SM context type indicates that the requested information is all SM context, i.e. PDN Connection Context and 5G SM context. The SM Context ID is used by the recipient of Nsmf_PDUSession_Context Request in order to determine the targeted PDU Session.
4b.	Source I-SMF to Target I-SMF: Nsmf_PDUSession_Context Response. The source I-SMF responds with the requested SM context.
Case: I-SMF insertion, step 5 are skipped for I-SMF change case.
5a.	Target I-SMF to SMF: Target I-SMF retrieves SM Context from the SMF by invoking Nsmf_PDUSession_Context Request (SM context type, SM Context ID).
	The Target I-SMF uses SM Context ID received from T-AMF for this service operation. SM context type indicates that the requested information is all SM context, i.e. PDN Connection Context and 5G SM context. The SM Context ID is used by the recipient of Nsmf_PDUSession_Context Request in order to determine the targeted PDU Session.
5b.	[Conditional] SMF to UPF (PSA): N4 Session Modification Request.
	If different CN Tunnel Info need be used by PSA UPF, i.e. the CN Tunnel Info for N3 and N9 are different, the SMF provides requests the CN Tunnel Info (on N9) if the CN Tunnel Info is allocated by the SMF.
5c.	[Conditional] UPF(PSA) to SMF: N4 Session Modification Response.
	The UPF (PSA) sends an N4 Session Establishment Response message to the SMF. If the UPF (PSA) allocates was requested CN Tunnel Info (on N9) of UPF (PSA), it provides CN Tunnel Info (on N9) to the SMF.
5d.	SMF to Target I-SMF: Nsmf_PDUSession_Context Response.The SMF responds with the requested SM context.
6.	The Target I-SMF selects a Target I-UPF: Based on the received SM context, e.g. S-NSSAI, and UE location information, the Target I-SMF selects a Target I-UPF as described in clause 6.3.3 of TS 23.501 [2].
7a.	The Target I-SMF to Target I-UPF: N4 Session Establishment Request.
	If CN Tunnel Info is allocated by the Target I-UPF, aAn N4 Session Establishment Request message is sent to the Target I-UPF, providing Packet detection, enforcement and reporting rules to be installed on the Target I-UPF. The Target I-UPF provides the CN Tunnel Info to Target I-SMF. The UL CN Tunnel Info (on N9) of UPF (PSA) for this PDU Session, which is used to setup N9 tunnel, is also provided to the Target I-UPF.
7b.	Target I-UPF to Target I-SMF or SMF: N4 Session Establishment Response.
	If CN Tunnel Info is allocated by the UPF, tThe Target I-UPF sends an N4 Session Establishment Response message to the Target I-SMF with DL CN Tunnel Info (i.e. N9 tunnel info) and UL CN Tunnel Info (i.e. N3 tunnel info).
8.	The Target I-SMF to T-AMF: Nsmf_PDUSession_CreateSMContext Response (PDU Session ID, N2 SM Information, Reason for non-acceptance).
	If N2 handover for the PDU Session is accepted, the Target I-SMF includes in the Nsmf_PDUSession_CreateSMContext Response the N2 SM Information containing the N3 UP address and the UL CN Tunnel ID of the UPF and the QoS parameters.
Case: I-SMF removal, step 9~13 are skipped for I-SMF insertion, or I-SMF change case.
9.	T-AMF to SMF: Nsmf_PDUSession_CreateSMContext (PDU Session ID, Target ID, T-AMF ID, SM Context ID). The SM Context ID points to the source I-SMF.
10.	The SMF selects a Target I-UPF if the UE is not in the service area of the PDU Session Anchor UPF. The SMF selects a Target I-UPF as described in clause 6.3.3 of TS 23.501 [2].
11a.	[Conditional] SMF to UPF(PSA): N4 Session Modification.
	If theTarget I-UPF was not selected (i.e. the service area of PSA covers UE location), and different CN Tunnel Info (on N3) need to be used by PSA, the SMF sends N4 Session Modification Reqeust to UPF(PSA). The SMF provides the UL CN Tunnel Info (on N3) if the CN Tunnel Info is allocated by the SMF.
11b.	[Conditional] UPF(PSA) to SMF: N4 Session Establishment Response. If the CN Tunnel Info is allocated by UPF, tThe PSA UPF sends UL CN Tunnel Info (i.e. N3 tunnel info) to SMF.
12a:	[Conditional] SMF to Target I-UPF: N4 Session Establishment Request.
	If the a Target I-UPF is selected by SMF in step 10, the SMF sends N4 Session Establishment Request to Target I-UPF.
	If CN Tunnel Info is allocated by the Target I-UPF, aAn N4 Session Establishment Request message is sent to the Target I-UPF, providing Packet detection, enforcement and reporting rules to be installed on the Target I-UPF. The Target I-UPF provides the CN Tunnel Info to SMF. The UL CN Tunnel Info (on N9) of UPF (PSA) for this PDU Session, which is used to setup N9 tunnel, is also provided to the Target I-UPF.
12b.	[Conditional]Target I-UPF to SMF: N4 Session Establishment Response. If CN Tunnel Info is allocated by the UPF, tThe Target I-UPF sends an N4 Session Establishment Response message to the SMF with DL CN Tunnel Info (i.e. N9 tunnel info) and UL CN Tunnel Info (i.e. N3 tunnel info).
13.	SMF to T-AMF: Nsmf_PDUSession_CreateSMContext Response (PDU Session ID, N2 SM Information, Reason for non-acceptance).
	If N2 handover for the PDU Session is accepted, the Target I-SMF includes in the Nsmf_PDUSession_CreateSMContext Response the N2 SM Information containing the N3 UP address and the UL CN Tunnel ID of the UPF and the QoS parameters.
14.	Same as step 8-10 clause 4.9.1.3.2 are performed.
Case: I-SMF insertion, or I-SMF change, step 15~23 are skipped for I-SMF removal case.
15.	T-AMF to Target I-SMF: Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID, N2 SM response received from T-RAN).
	The Target I-SMF stores the N3 tunnel info of T-RAN from the N2 SM response if N2 handover is accepted by T-RAN.
16a.	[Conditional]Target I-SMF to Target I-UPF: N4 Session modification request (T-RAN SM N3 forwarding Information list, indication to allocate DL forwarding tunnel(s) for indirect forwarding).
	Indirect forwarding may be performed via a UPF which is different from the Target I-UPF, in which case the Target I-SMF selects another UPF for indirect forwarding.
16b.	[Conditional]Target I-UPF to Target I-SMF: N4 Session Modification Response (Target I-UPF N9 forwarding Information list).
	The Target I-UPF allocates Tunnel Info and returns an N4 Session Modification Response message to the Target I-SMF.
	The Target I-UPF SM N9 forwarding info list includes Target I-UPF N9 address, Target I-UPF N9 Tunnel identifiers for forwarding data.
Case: I-SMF change, step 17~19 are skipped for I-SMF insertion case.
17.	[Conditional]Target I-SMF to Source I-SMF: Nsmf_PDUSession_UpdateSMContext Request.
	Target I-SMF invokes Nsmf_PDUSession_UpdateSMContext Request (Target I-UPF SM N9 forwarding Information list, Operation type) to the source I-SMF in order to establish the indirect forwarding tunnel. The Target I-SMF uses the SM Context ID received from Target AMF for this service operation. The Operation type indicates the establishment of forwarding tunnel(s) for indirect forwarding.
18a.	[Conditional]The source I-SMF initiates a N4 session modification request (Target I-UPF SM N9 forwarding Information list, indication to allocate DL forwarding tunnel(s) for indirect forwarding) to the source I-UPF to establish indirect forwarding tunnel.
	Indirect forwarding may be performed via a UPF which is different from the Source I-UPF.
18b.	[Conditional]The source I-UPF to source I-SMF: N4 Session Modification Response (source I-UPF SM N3 forwarding Information list).
19.	[Conditional]Source I-SMF to Target I-SMF: Nsmf_PDUSession_UpdateSMContext response (Source I-UPF SM N3 forwarding Information list).
Case: I-SMF insertion, step 20~22 are skipped for I-SMF change case.
20.	[Conditional]Target I-SMF to SMF: Nsmf_PDU Session_UpdateSMContext.
	The Target I-SMF invokes Nsmf_PDUSession_UpdateSMCotnext Request (Target I-UPF SM N9 forwarding Information list, Operation type) to the SMF in order to establish the indirect forwarding tunnel. The Target I-SMF uses the SM Context ID received from Target AMF for this service operation. The Operation type indicates the establishment of forwarding tunnel(s) for indirect forwarding.
21a.	[Conditional]The SMF initiates a N4 session modification request (UPF SM N9 forwarding Information list, indication to allocate DL forwarding tunnel(s) for indirect forwarding) to the UPF(PSA) to establish indirect forwarding tunnel.
	Indirect forwarding may be performed via a UPF which is different from the UPF(PSA).
21b	[Conditional] The UPF(PSA) to SMF: N4 Session Modification Response (UPF SM N3 forwarding Information list).
22.	[Conditional] The SMF to Target I-SMF: Nsmf_PDUSession_UpdateSMContext response (UPF SM N3 forwarding Information list).
23.	Target I-SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response (N2 SM Information).
	Target I-SMF creates an N2 SM information containing the DL forwarding Tunnel Info to be sent to the S-RAN by Source AMF via the Target AMF. Target I-SMF includes this information in the Nsmf_PDUSession_UpdateSMContext response. The DL forwarding Tunnel Info can be one of the following information:
-	If direct forwarding applies, then Target I-SMF includes the T-RAN N3 forwarding information received in step 15.
-	If the indirect forwarding tunnel is setup, then the SMF includes Source I-UPF forwarding information containing the N3 UP address and the Tunnel ID of the Source I-UPF.
Case: I-SMF removal, step 24~30 are skipped for I-SMF insertion, or I-SMF change case.
24.	T-AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID, N2 SM response received from T-RAN).
	The SMF stores the N3 tunnel info of T-RAN from the N2 SM response if N2 handover is accepted by T-RAN.
25a.	[Conditional] SMF to UPF (PSA): N4 Session modification Request.
	If the Target I-UPF is not selected (i.e. the service area of PSA covers UE location), the SMF sends N4 Session modification request to UPF(PSA) to allocate DL forwarding tunnel(s).
	Indirect forwarding may be performed via a UPF which is different from the UPF(PSA), in which case the SMF selects another UPF for indirect forwarding.
25b.	[Conditional] UPF (PSA) to SMF: N4 Session Modification Response (UPF N9 forwarding Information list).
26a.	[Conditional] SMF to Target I-UPF:
	If the Target I-UPF is selected, the SMF sends N4 Session modification request to Target I-UPF to allocate DL forwarding tunnel(s) for indirect forwarding;
	Indirect forwarding may be performed via a UPF which is different from the Target I-UPF, in which case the SMF selects another UPF for indirect forwarding.
26b.	[Conditional] Target I-UPF to SMF: N4 Session Modification Response (Target I-UPF N9 forwarding Information list).
27.	[Conditional] SMF to Source I-SMF: Nsmf_PDUSession_UpdateSMContext.
	The SMF invokes Nsmf_PDUSession_UpdateSMContext Request (SM N9 forwarding Information list, Operation type) to the source I-SMF in order to establish the indirect forwarding tunnel. The SMF uses the SM Context ID received from T-AMF for this service operation. The Operation type indicates the establishment of forwarding tunnel(s) for indirect forwarding.
28a.	[Conditional] Source I-SMF to Source I-UPF: N4 Session Modification Request.
	The source I-SMF initiates a N4 session modification request (Target I-UPF SM N9 forwarding Information list, indication to allocate DL forwarding tunnel(s) for indirect forwarding) to the source I-UPF to establish indirect forwarding tunnel.
	Indirect forwarding may be performed via a UPF which is different from the Source I-UPF.
28b.	[Conditional]The source I-UPF to source I-SMF: N4 Session Modification Response (source I-UPF SM N3 forwarding Information list).
29.	[Conditional]The source I-SMF to SMF: Nsmf_PDUSession_UpdateSMContext response (Source I-UPF SM N3 forwarding Information list).
30.	SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response (N2 SM Information).
	The SMF creates an N2 SM information containing the DL forwarding Tunnel Info to be sent to the S-RAN by the Source AMF via the Target AMF. The DL forwarding Tunnel Info can be one of the following information:
-	If direct forwarding applies, then the SMF includes the T-RAN N3 forwarding information the SMF received in step 24.
-	If the indirect forwarding tunnel is setup, then the SMF includes Source I-UPF forwarding information containing the N3 UP address and the Tunnel ID of the Source I-UPF.
31.	Same as step 12 in clause 4.9.1.3.2 is performed.
[bookmark: _Toc20204350][bookmark: _Toc27895042]4.23.7.3.3	Execution phase


Figure 4.23.7.3.3-1: Inter NG-RAN node N2 based handover, execution phase, with I-SMF insertion/change/removal
1.	Steps 1-6 in clause 4.9.1.3.3 are performed with the following change:
	Step 6a: If the I-SMF is changed, removed, the T-AMF includes an indication in Namf_Communication_N2InfoNotify to indicate the I-SMF change/removal.
	Step 6c: The SMF in this step is source I-SMF in case of I-SMF removal or change, or is SMF in case of I-SMF insertion.
Case: I-SMF insertion, or I-SMF change, step 2~9 are skipped for I-SMF removal case.
2.	T-AMF to Target I-SMF: Nsmf_PDUSession_UpdateSMContext Request (Handover Complete indication, (N2 SM Information (Secondary RAT usage data))).
	Handover Complete indication is sent per each PDU Session to the corresponding Target I-SMF to indicate the success of the N2 Handover.
	If in step 6b of clause 4.9.1.3.3 the source AMF has provided information for secondary RAT usage reporting the T-AMF propagates this information to the Target I-SMF.
Case: I-SMF change, step 3 is skipped for I-SMF insertion.
3a.	S-AMF to Source I-SMF: Nsmf_PDUSession_ReleaseSMContext Request (I-SMF only indication).
	After received N2 handover notify from T-AMF, if indication of I-SMF change/removal has been received, the S-AMF invokes Nsmf_PDUSession_ReleaseSMContext Request to inform the Source I-SMF to release the SM context of the PDU Session. The I-SMF only indication is used to inform the Source I-SMF not to invoke resource release in SMF. The Source I-SMF initiates a timer to release the SM Context of the PDU Session.
3b.	Source I-SMF to S-AMF: Nsmf_PDUSession_ReleaseSMContext Response.
4a.	Void.
4b.	Void.
5a.	Target I-SMF to Target I-UPF: N4 Session Modification Request. The N4 Modification Request indicates DL AN Tunnel Info of T-RAN to UPF.
5b.	The Target I-UPF to Target I-SMF: N4 Session Modification Response.
6.	Target I-SMF to SMF: 
In the case of I-SMF change, Nsmf_PDUSession_Update Request (PDU Session ID, End Marker indication, DL CN Tunnel Info of Target I-UPF for N9, DNAI(s) supported by the I-SMF, (N2 SM Information (Secondary RAT usage data))).
	In the case of I-SMF insertion, Nsmf_PDUSession_Create (PDU Session ID, End Marker indication, DL CN Tunnel Info of Target I-UPF for N9, DNAI(s), (N2 SM Information (Secondary RAT usage data))). The SMF initiates a timer to release the resource, i.e. resource for indirect data forwarding tunnel.
	The End Marker Indication is used to indicate that End Marker(s) is to be sent.
	If the T-AMF has provided information for secondary RAT usage reporting in step 2, the Target I-SMF propagates this information to the SMF.
7a.	SMF to UPF (PSA): N4 Session Modification Request.
	The SMF sends N4 Session Modification Request to UPF PSA, providing the DL CN Tunnel Info of Target I-UPF to the UPF PSA.
7b.	UPF (PSA) to SMF: N4 Session Modification Response.
8.	SMF to Target I-SMF: In the case of I-SMF change, Nsmf_PDUSession_Update Response. In the case of I-SMF insertion, Nsmf_PDUSession_Create Response. The SMF provides the DNAI(s) of interest for this PDU Session to Target I-SMF.
	In the case of I-SMF insertion and the PDU session corresponds to a LADN, the SMF shall release the PDU session after the handover procedure is completed.
9.	Target I-SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response.
	If indirect data forwarding applies, the Target I-SMF starts an indirect data forwarding timer, to be used to release the resource of indirect data forwarding tunnel.
Case: I-SMF removal, step 10~14 are skipped for I-SMF insertion, or I-SMF change case.
10.	T-AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (Handover Complete indication, (N2 SM Information (Secondary RAT usage data))).
	Handover Complete indication is sent per each PDU Session to the corresponding SMF to indicate the success of the N2 Handover.
	If in step 6b of clause 4.9.1.3.3 the source AMF has provided information for secondary RAT usage reporting the T-AMF propagates this information to the SMF.
11a.	S-AMF to Source I-SMF: Nsmf_PDUSession_ReleaseSMContext Request (Handover Complete indication, I-SMF only indication).
	After received N2 handover notify from T-AMF, if indication of I-SMF change/removal has been received, the S-AMF invokes Nsmf_PDUSession_ReleaseSMContext Request to inform the Source I-SMF to release the SM context of the PDU Session. I-SMF only indication is used to inform the Source I-SMF not to invoke resource release in SMF. The Source I-SMF initiates a timer to release the SM Context of the PDU Session.
11b.	Source I-SMF to S-AMF: Nsmf_PDUSession_ReleaseSMContext Response.
12a.	[Conditional]SMF to Target I-UPF: N4 Session Modification Request.
	If the Target I-UPF is selected by SMF, the SMF to Target I-UPF: N4 Session Modification Request. The N4 Modification Request indicates DL AN Tunnel Info of T-RAN to Target I-UPF.
12b.	[Conditional] Target I-UPF to SMF: N4 Session Modification Response
13a.	SMF to UPF (PSA): N4 Session Modification Request.
	The SMF sends N4 Session Modification Request to UPF(PSA). The N4 Modification Request indicates DL AN Tunnel Info of T-RAN to UPF(PSA) if Target I-UPF is not selected by SMF. The N4 Modification Reqeust indicates DL CN Tunnel Info of Target I-UPF if Target I-UPF is selected by SMF.
13b.	UPF (PSA) to SMF: N4 Session Modification Response. PDU Session Anchor sends one or more "end marker" packets for each N3/N9 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN.
14.	SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response (PDU Session ID).
	If indirect data forwarding applies, the SMF starts an indirect data forwarding timer, to be used to release the resource of indirect data forwarding tunnel.
15.	Steps 12, 14 in clause 4.9.1.3.3 are performed.
Case: I-SMF insertion, or I-SMF change, step 16~18 are skipped for I-SMF removal case.
16a.	[Conditional]Target I-SMF to Target I-UPF: N4 Session Modification Request.
	After indirect data forwarding timer set in step 9 expires, the Target I-SMF sends an N4 Session Modification Request to Target I-UPF to release the indirect data forwarding resource in Target I-UPF.
16b.	[Conditional]Target I-UPF to SMF: N4 Session Modification Response.
Case: I-SMF change, step 17 is skipped for I-SMF insertion.
17a.	Source I-SMF to Source I-UPF: N4 Session Release Request.
	Upon the timer set in step 3 expires, the Source I-SMF sends N4 Session Release Request (Release Cause) to Source I-UPF to release the the resources for the PDU Session. This message is also used to release the indirect data forwarding resource in Source I-UPF.
	If the Source I-UPF acts as UL CL and is not co-located with local PSA, the Source I-SMF also sends N4 Session Release Request to the local PSA to release the resources for the PDU Session.
17b.	Source I-UPF to Source I-SMF: N4 Session Release Response.
	The Source I-SMF releases SM Context of the PDU Session.
Case: I-SMF insertion, step 18 is skipped for I-SMF change.
18a.	SMF to UPF: N4 Session Modification Request.
	Upon the timer set in step 6 expires, if UPF(PSA) is used for indirect forwarding, the SMF sends an N4 Session Modification Request to UPF(PSA) to release the the indirect data forwarding resource in UPF(PSA). If the UPF (PSA) uses different Tunnel Info for N3 and N9, this message is also used to release the N3 Tunnel. If I-UPF is used for indirect forwarding, the SMF sends an N4 Session Modification Request to the I-UPF to release the indirect data forwarding resource.
18b.	UPF to SMF: N4 Session Modification Response.
	If UPF(PSA) is used for indirect forwarding, the UPF (PSA) sends N4 Session Modification Response to SMF.
	If I-UPF is used for indirect forwarding, the I-UPF sends N4 Session Modification Response to SMF.
Case: I-SMF removal, step 19~20 are skipped for I-SMF insertion, I-SMF change case.
19a.	The Source I-SMF to Source I-UPF: N4 Session Release Request.
	Upon the timer set in step 11 expires, the Source I-SMF sends N4 Session Release Request (Release Cause) to Source I-UPF to release the the resources for the PDU Session. This message is also used to release the indirect data forwarding resource in Source I-UPF.
19b.	Source I-UPF to Source I-SMF: N4 Session Release Response.
	The Source I-SMF releases SM Context of the PDU Session.
20a.	SMF to UPF: N4 Session Modification Request.
	Upon the timer set in step 14 expires, if UPF(PSA) is used for indirect forwarding, the SMF sends an N4 Session Modification Request to UPF (PSA) to release the indirect forwarding resource in UPF (PSA). If the UPF (PSA) uses different Tunnel Info for N3 and N9, this message is also used to release the N3 Tunnel. If I-UPF is used for indirect forwarding, the SMF sends an N4 Session Modification Request to the I-UPF to release the indirect data forwarding resource.
20b.	UPF to SMF: N4 Session Modification Response.
	If UPF(PSA) is used for indirect forwarding, the UPF (PSA) sends N4 Session Modification Response to SMF.
	If I-UPF is used for indirect forwarding, the I-UPF sends N4 Session Modification Response to SMF.
[bookmark: _Toc20204351][bookmark: _Toc27895043]4.23.8	AN Release procedure involving I-SMF
For the AN release procedure, if the PDU Session involves an I-SMF, the procedure defined in clause 4.2.6 applies with:
-	The SMF and UPF in the procedure replaced by the I-SMF and I-UPF.
[bookmark: _Toc20204352][bookmark: _Toc27895044]4.23.9	Branching Point or UL CL controlled by I-SMF
[bookmark: _Toc27895045][bookmark: _Toc20204353]4.23.9.0	Overview
The procedures in this clause describe the Addition, Removal and Change of PDU Session Anchor (PSA2), Branching Point or UL CL controlled by I-SMF. They all rely on following principles:
1.	When a (new) I-SMF is inserted (e.g. as described in clause 4.23.7 or clause 4.23.11), the I-SMF provides the DNAI list it supports to the SMF. This list is assumed to remain constant during the N16a association between the I-SMF and the SMF for a PDU Session .
2.	Based on the DNAI list information received from I-SMF, the SMF may then at any time provide or update the list of DNAI(s) of interest for this PDU Session to I-SMF. This may take place e.g. when the I-SMF provides the DNAI list it supports or when new or updated or removed PCC rule(s) is/are received by the SMF as defined in clause 4.23.6. This list of DNAI(s) of interest for this PDU Session indicates to the I-SMF the list of DNAI(s) candidate for local traffic steering within the PDU Session.
	An indication of whether Multi-homing is possible is also provided to the I-SMF, and the I-SMF uses this information to decide whether multi-homing can be used for the PDU Session.
3.	Whenever the I-SMF has inserted or removed or changed a local offload capability the I-SMF invokes a Nsmf_PDUSession_Update Request to indicate to the SMF the list of corresponding DNAI(s). Based on this indication the SMF invokes a Nsmf_PDUSession_Update Request to send the corresponding N4 information to the I-SMF.
4.	Then SMF may then at any time invoke a Nsmf_PDUSession_Update Request to send N4 information to the I-SMF.
5.	The I-SMF may at any time send a Nsmf_PDUSession_Update Request to forward to the SMF N4 events received from a local UPF; this may e.g. correspond to traffic reporting.
[bookmark: _Toc27895046]4.23.9.1	Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF
This clause describes a procedure to add a PDU Session Anchor and Branching Point or UL CL controlled by I-SMF.


Figure 4.23.9.1-1: Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF
1.	UE has an established PDU Session with a UPF including the PDU Session Anchor 1, which is controlled by SMF.The I-SMF and an I-UPF controlled by I-SMF have already been inserted for the PDU Session. Events described in item 1 and 2 of clause 4.23.9.0 have taken place.
2.	At some point, using the list of DNAI(s) of interest for this PDU Session received from the SMF, the I-SMF decides to establish a new PDU Session Anchor e.g. due to UE mobility. The I-SMF selects a UPF and using N4 establishes the new PDU Session Anchor 2 (PSA2) of the PDU Session. During this step:
-	(if needed) the PSA2 CN Tunnel Info of the local N9 termination on the PSA2 may be determined,
-	In the case of IPv6 multi-homing applies to the PDU Session, a new IPv6 prefix corresponding to PSA2 is allocated by the I-SMF or by the UPF supporting the PSA2.
3.	The I-SMF may select a UPF that will be acting as UL CL or Branching Point and replace the current I-UPF.
	If a new UPF that will act as UL CL/Branching Point is selected (i.e. the existing I-UPF is replaced), the I-SMF uses N4 establishment to provide the 5G AN Tunnel Info, the PSA1 and (where applicable) PSA2 CN Tunnel Info to the new UPF.
NOTE 1:	If the Branching Point or UL CL and the PSA2 are co-located in a single UPF then steps 2 and 3 can be merged.
4.	The I-SMF invokes Nsmf_PDUSession_Update Request (Indication of UL CL or Branching Point insertion, IPv6 prefix @PSA2, DNAI(s) supported by PSA2, DL Tunnel Info of the new UL CL/Branching Point, if any) to SMF. Whether the UL CL/Branching Point and PSA2 are supported by the same UPF is transparent to the SMF. Multiple local PSAs (i.e. PSA2) may be inserted at one time, each corresponds to a DNAI and/or an IPv6 prefix in the case of multi-homing.
	The I-SMF informs the SMF that a UL CL or Branching Point is inserted, the I-SMF provides DNAI(s) supported by PSA2 to the SMF. The DL Tunnel Info of UL CL/Branching Point is provided to SMF if a new UPF is selected to replace I-UPF in step 3.
	In the case of IPv6 multi-homing PDU Session, the IPv6 prefix @PSA2 is also provided to SMF.
	The SMF performs the Session Management Policy Modification procedure as defined in clause 4.16.5 to provide the new allocated IPv6 prefix to the PCF. The SMF may also send a notification to the AF, as described in clause 4.3.6.3.
	The DNAI(s) supported by PSA2 may be used by the SMF to determine which PCC rules are to be applied at UPF(s) controlled by the I-SMF. The SMF acknowledges the Nsmf_PDUSession_Update from the I‑SMF
5.	If a new DL Tunnel Info of UL CL/ Branching Point has been provided in step 4, the SMF updates the PSA1 via N4 with the CN Tunnel Info for the downlink traffic. Now the downlink packets from PSA1 are sent to UE via the new UPF which will act as Branching Point/UL CL. The SMF may also update the forwarding rules in PSA1 if some traffic is to be moved to UPFs controlled by I-SMF.
6.	The SMF provides I-SMF with N4 information for the PSA and for the UL CL with a SMF initiated Nsmf_PDUSession_Update Request (set of (N4 information, involved DNAI), Indication of no DNAI change, Indication of no local PSA change)). The SMF generates N4 information for local traffic handling based on PCC rules and CHF requests that will be enforced by UPFs controlled by I-SMF. The N4 information for local traffic handling corresponds to N4 rules (PDR, FAR, URR, QER, etc.) related with the support of a DNAI. This is described in TS 23.501 [2] clause 5.34.6. N4 information for local traffic handling may indicate information (as the 5G AN Tunnel Info) that the SMF does not know and that the I-SMF needs to determine itself to build actual rules sent to the UPF(s). If the rule is applied to the local PSA, the N4 information includes the associated DNAI.
	If the "Indication of application relocation possibility" or "UE IP address preservation indication" attributes are included in the PCC rule, the SMF includes the corresponding Indication of no DNAI change and Indication no local PSA change respectively.
	If the CN Tunnel Info at the PSA1 has changed, the SMF may also provide its new value.
	The I-SMF uses N4 information for local traffic handling received from the SMF as well as 5G AN Tunnel Info received from the 5G AN via the AMF and local configuration to determine N4 rules to send to the UPF(s) it is controlling.
7.	The I-SMF updates the PSA2 via N4 providing N4 rules determined in step 6. It also provides the Branching Point or UL CL CN Tunnel Info for down-link traffic if the PSA2 and the UL CL/Branching Point are supported by different UPF(s).
8. The I-SMF updates the Branching Point or UL CL via N4 providing N4 rules determined in step 6.
NOTE 2:	If the Branching Point or UL CL and the PSA2 are co-located in a single UPF then step 7 and step 8 can be merged.
9.	The I-SMF Issues a Nsmf_PDUSession_Update Response to SMF that may include N4 information received from the local UPF(s).
10.	Steps 6-8 of clause 4.3.5.4 are performed. In the case of IPv6 multi-homing PDU Session, the SMF notifies the UE of the IPv6 prefix @PSA2 and updates the UE with IPv6 multi-homed routing rule via a PSA controlled by the SMF.
NOTE 3:	Step 6 of clause 4.3.5.4 is skipped if the current I-UPF is selected to act as Branching Point or UL CL.
11.	If a new UPF is selected to replace I-UPF in step 3, the I-SMF uses N4 Release to remove the I-UPF of the PDU Session. The I-UPF releases resources for the PDU Session.
[bookmark: _Toc20204354][bookmark: _Toc27895047]4.23.9.2	Removal of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF
This clause describes a procedure to remove a PDU Session Anchor, and Branching Point or UL CL controlled by I-SMF.


Figure 4. 23.9.2-1: Removal of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF
1.	UE has an established PDU Session with a UPF including the PDU Session Anchor 1 (controlled by SMF), and the UL-CL/BP and the PDU Session Anchor 2 (controlled by I-SMF). Events described in item 1 and 2 of clause 4.23.9.0 have taken place.
	At some point the I-SMF decides to remove the PDU Session Anchor 2 and UL-CL/BP function, e.g. due to UE mobility.
2.	The I-SMF may select a new UPF acting as new I-UPF, and replace the existing I-UPF which was acting as UL-CL/BP before.
	If a new UPF acting as new I-UPF is selected, the I-SMF uses N4 establishment to provide the PSA1 CN Tunnel Info and (R)AN Tunnel Info to the new I-UPF.
3.	The I-SMF invokes Nsmf_PDUSession_Update Request (Indication of Removal of traffic offload, Removal of IPv6 prefix @PSA2, DNAI associated with the PSA2, DL Tunnel Info of new I-UPF, if any) to SMF. Multiple local PSAs may be removed, in this case, the I-SMF provides for each local PSA to be removal, the associated DNAI and an IPv6 prefix in the case of multi-homing.
	The I-SMF informs the SMF that local traffic offload is removed. In the case of IPv6 multi-homing, the I-SMF also notifies the SMF with the removal of the IPv6 prefix @PSA2.
	The SMF issues a SM Policy Association Modification (clause 4.16.5) corresponding to the IP address allocation/release PCRT(Policy Control Request Trigger). The SMF may also send a notification to the AF, as described in clause 4.3.6.3.
4.	If a new UPF that replaces existing I-UPF is selected in step 2, the SMF updates the PSA1 via N4. It provides the CN Tunnel Info of the new I-UPF for the downlink traffic. The SMF may update the packet handling rules in PSA1 as now all traffic is to be moved to PSA1.
5.	In the case of IPv6 multi-homing, the SMF notifies the UE to stop using the IPv6 prefix corresponding to PSA2. Also the SMF sends IPv6 multi-homed routing rule along with the IPv6 prefix corresponding to PSA1 to the UE. Based on the information provided in the Router Advertisement, the UE starts using the IPv6 prefix (corresponding to PSA1) for corresponding traffic.
6.	The SMF responds I-SMF with Nsmf_PDUSession_Update Response.
7.	The SMF provides I-SMF with N4 information for the local UPF(s) with a SMF initiated Nsmf_PDUSession_Update Request; The N4 information indicates the removal of the traffic offload rules.
8.	If a new UPF that replaces existing I-UPF is selected in step 2, the I-SMF releases the old I-UPF. Otherwise the I-SMF updates the existing I-UPF with new rules in order to remove the UL-CL/BP functionality from that I-UPF.
	If a new UPF that replaces existing I-UPF is selected in step 2, the SMF updates the (R)AN with the new I-UPF CN Tunnel Info.
	If the PSA2 is not collocated with UL-CL/BP function, the I-SMF releases it via N4.
[bookmark: _Toc20204355]9.	The I-SMF answers to the SMF with a Nsmf_PDUSession_Update Response SMF that may include N4 information received from the local UPF(s).
[bookmark: _Toc27895048]4.23.9.3	Change of PDU Session Anchor for IPv6 multi-homing or UL CL controlled by I-SMF
This clause describes a change of UL-CL/BP function, e.g. addition of a new PDU Session Anchor (i.e. PSA2) and release of the existing additional PDU Session Anchor (i.e. PSA0), via modifying IPv6 multi-homing or UL CL rule in the same Branching Point or UL CL under controlled by the same I-SMF.


Figure 4.23.9.3-1: Change of PDU Session Anchor for Branching Point or UL CL controlled by I-SMF
1.	The UE has an established PDU Session with a UPF including the PDU Session Anchor 1(controlled by SMF), and the PDU Session Anchor 0 and an I-UPF acting as UL CL or BP (controlled by I-SMF). Events described in item 1 and 2 of clause 4.23.9.0 have taken place.
2.	At some point the I-SMF decides to establish a new PDU Session Anchor and release the existing PDU Session Anchor e.g. due to UE mobility. The I-SMF selects a UPF and using N4 establishes the new PDU Session Anchor 2 of the PDU Session.
	In the case of IPv6 multi-homing PDU Session, the I-SMF ensures allocation of a new IPv6 prefix corresponding to PSA2.
3.	The I-SMF invokes Nsmf_PDUSession_Update Request (Indication of Change of traffic offload, (new allocated IPv6 prefix @PSA2, DNAI(s) supported by PSA2), (Removal of IPv6 prefix @PSA0, DNAI(s) supported by PSA0)) to SMF. Multiple local PSAs may be changed, in this case, the I-SMF provides for each local PSA to be changed, the DNAI now reachable, an new IPv6 prefix and the link-local address in the case of multi-homing, the DNAI no more reachable and the old IPv6 prefix in the case of multi-homing.
	The I-SMF informs the SMF that a change of traffic offload may occur.
	The I-SMF provides the list of DNAI(s) no more reachable and the list of DNAI now reachable to SMF.
	In the case of multi-homing, the new allocated IPv6 prefix @PSA2 and removal of IPv6 prefix @PSA0 are also provided to SMF.
4.	The SMF may issue a SM Policy Association Modification (clause 4.16.5) corresponding to the IP address allocation/release PCRT. The SMF may also send an "early" notification to the AF, as described in clause 4.23.6.3.
5.	The SMF generates the N4 information based on DNAI(s) information received in step 3.The SMF provides I-SMF with N4 information for the PSA and for the UL CL with a SMF initiated Nsmf_PDUSession_Update Request (set of (N4 information, involved DNAI), Indication of no DNAI change, Indication of no local PSA change)). The information includes N4 information to remove the traffic offload related to the DNAI(s) that are no more reachable and to enable the traffic offload related to the DNAI(s) that are now reachable.
6-9.	Same as step 7-9 of clause 4.23.9.1
10.	The I-SMF releases via N4 the PSA0 if PSA0 is not collocated with UL CL/BP, or updates the UL CL/BP to remove corresponding rules if it is collocated with UL CL/BP.
[bookmark: _Toc20204356][bookmark: _Toc27895049]4.23.9a	Void

[bookmark: _Toc20204357][bookmark: _Toc27895050]4.23.10	CN-initiated selective deactivation of UP connection of an existing PDU Session involving I-SMF
For the CN-initiated selective deactivation of UP connection of an existing PDU Session procedure, if the PDU Session involved I-SMF, the procedure defined in clause 4.3.7 are impacted as following:
-	The SMF and UPF in the procedure are replaced by the I-SMF and I-UPF.
[bookmark: _Toc20204358][bookmark: _Toc27895051]4.23.11	Xn based handover
[bookmark: _Toc20204359][bookmark: _Toc27895052]4.23.11.1	General
This clause describes the Xn based handover with the insertion, reallocation and removal of I-SMF.
[bookmark: _Toc20204360][bookmark: _Toc27895053]4.23.11.2	Xn based handover with insertion of intermediate SMF
This procedure is used to hand over a UE from a Source NG-RAN to a Target NG-RAN using Xn interface (in this case the AMF is unchanged) and the AMF decides that insertion of a new intermediate I-SMF is needed. This procedure is used for non-roaming or local breakout roaming scenario.
The call flow is shown in figure 4.23.11.2-1.


Figure 4.23.11.2-1: Xn based inter NG-RAN handover with insertion of intermediate SMF
1.	Step 1 is the same as described in clause 4.9.1.2.2.
2.	For each PDU Session Rejected in the list of PDU Sessions received in the N2 Path Switch Request, the AMF perform same step as step 2 in clause 4.9.1.2.2.
3a.	For each PDU Session To Be Switched, the AMF checks if an I-SMF needs to be selected as described in clause 5.35.3 of TS 23.501 [2].
3b.	If a new I-SMF is selected the AMF sends Nsmf_PDUSession_CreateSMContext Request(SUPI, AMF ID, SMF ID, SM Context ID, PDU Session To Be Switched with N2 SM Information (Secondary RAT usage data), UE Location Information, UE presence in LADN service area) to the new selected I-SMF.
4.	The new I-SMF sends Nsmf_PDUSession_Context Request(SM context type, SM Context ID) to SMF to retrieve the SM Context.
	The Target I-SMF uses SM Context ID received from AMF for this service operation. SM context type indicates that the requested information is all SM context, i.e. PDN Connection Context and 5G SM context. The SM Context ID is used by the recipient of Nsmf_PDUSession_Context Request in order to determine the targeted PDU Session.
5a.	I-SMF to I-UPF: N4 Session Establishment Request (Target NG-RAN Tunnel Info, UL CN Tunnel Info of the UPF(PSA))
	For PDU Sessions to be switched, the I-SMF then selects a I-UPF based on UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. An N4 Session Establishment Request message is sent to the I-UPF. The target NG-RAN Tunnel Info is included in the N4 Session Establishment Request message. If the CN Tunnel Info of the I-UPF is allocated by the I-SMF, the I-SMF provides the UL and DL CN Tunnel Info of I-UPF to the I-UPF.
5b.	I-UPF to I-SMF: N4 Session Establishment Response.
[bookmark: _Hlk32931647]	The I-UPF sends an N4 Session Establishment Response message to the I-SMF. If the CN Tunnel Info of the I-UPF is allocated by the UPF, tThe UL CN Tunnel Info and DL CN Tunnel Info of I-UPF is are sent to the I-SMF.
6.	I-SMF to SMF: Nsmf_PDUSession_Create Request to the SMF(SUPI, PDU Session ID, Secondary RAT usage data, UE Location Information, UE presence in LADN service area, DL CN Tunnel Info of the I-UPF, DNAI list supported by the I-SMF, End Marker Indication).
	The End Marker Indication is used to indicate that End Marker(s) is to be sent.
	The I-SMF provides the DNAI list it supports to the SMF as defined in Figure 4.23.9.1-1 step 1.
	Secondary RAT usage data) is extracted from PDU Session To Be Switched with N2 SM Information received from NG RAN.
7a.	SMF to UPF (PSA): N4 Session Modification Request(DL CN Tunnel Info of the I-UPF).
	If the SMF provides the DL CN Tunnel Info of the I-UPF to the UPF(PSA).
7b.	UPF (PSA) to SMF: N4 Session Modification Response.
	The PDU Session Anchor responds with the N4 Session Modification Response message after requested PDU Sessions are switched. At this point, PDU Session Anchor starts sending downlink packets to the Target NG-RAN via I-UPF.
	PDU Session Anchor sends one or more "end marker" packets for each N3/N9 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN.
8.	In order to assist the reordering function in the Target NG-RAN, the PDU Session Anchor sends one or more "end marker" packets for each N3/N9 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN.
9.	SMF to I-SMF: Nsmf_PDUSession_Create Response(Information for local traffic steering location).
	In the case of I-SMF insertion and the PDU session corresponds to a LADN, the SMF shall release the PDU session after the handover procedure is completed.
10.	I-SMF to AMF: Nsmf_PDUSession_CreateSMContext Response (UL CN Tunnel Info of the I-UPF).
	The SMF sends an Nsmf_PDUSession_CreateSMContext response to the AMF.
11-13.	Steps 11-13 are same as steps 7-9 defined in clause 4.9.1.2.2.
[bookmark: _Toc20204361][bookmark: _Toc27895054]4.23.11.3	Xn based handover with re-allocation of intermediate SMF
This procedure is used to hand over a UE from a Source NG-RAN to a Target NG-RAN using Xn interface (in this case the AMF is unchanged) and the AMF decides that the intermediate SMF(I-SMF) is to be changed. This procedure is used for non-roaming or local breakout roaming scenario. In case of home routed roaming scenario, this procedure is also used except the I-SMF is replaced by V-SMF.
The call flow is shown in figure 4.23.11.3 -1.


Figure 4.23.11.3-1: Xn based inter NG-RAN handover with intermediate I-SMF re-allocation
1-3.	Steps 1-3 are same as steps 1-3 described in clause 4.23.11.2 except that in step 2 the AMF sends Nsmf_PDUSession_UpdateSMContext Request to source I-SMF and then the source I-SMF sends the Nsmf_PDUSession_Update Request to SMF.
4.	The target I-SMF sends Nsmf_PDUSession_Context Request to Source I-SMF to retrieve 5G SM Context.
5a-11.	Steps 5a-11 are same as steps 5a-11 described in clause 4.23.11.2 with the following difference:
	In step 6, the target I-SMF invokes Nsmf_PDUSession_Update Request (Secondary RAT usage data, UE Location Information, UE presence in LADN service area, DL CN Tunnel Info of the I-UPF, DNAI list supported by target I-SMF, End Marker Indication) toward the SMF;
	In step 9, the SMF respond with Nsmf_PDUSession_Update Response. The SMF may provide the DNAI(s) of interest for this PDU Session to I-SMF as described in step 1 of Figure 4.23.9.1-1.
	Secondary RAT usage data is extracted from PDU Session To Be Switched with N2 SM Information received from NG RAN.
12a.	The AMF sends Nsmf_PDUSession_ReleaseSMContext	Request (I-SMF only indication) to source I-SMF. The source I-SMF removes the SM context of this PDU session. An indication is included in this message to avoid invoking resource release in SMF.
12b.	The source I-SMF sends N4 Session Release to release the resource in source I-UPF. If the source I-UPF acts as UL CL and is not co-located with local PSA, the source I-SMF also sends N4 Session Release to the local PSA to release the resource for the PDU Session.
13-14.	Steps 13-14 are same as steps 12-13 described in clause 4.23.11.2.
[bookmark: _Toc20204362][bookmark: _Toc27895055]4.23.11.4	Xn based handover with removal of intermediate SMF
This procedure is used to hand over a UE from a Source NG-RAN to a Target NG-RAN using Xn interface(in this case the AMF is unchanged) and the AMF decides that removal of intermediate I-SMF is needed. This procedure is used for non-roaming or local breakout roaming scenario. In case of home routed roaming scenario, this procedure is also used except the I-SMF is replaced by V-SMF.
The call flow is shown in figure 4.23.11.4-1.


Figure 4.23.11.4-1: Xn based inter NG-RAN handover with removal of intermediate SMF
1.	Step 1 is the same as described in clause 4.9.1.2.2.
2.	For each PDU Session Rejected in the list of PDU Sessions received in the N2 Path Switch Request, the AMF sends Nsmf_PDUSession_UpdateSMContext Request to source I-SMF and then the source I-SMF sends the Nsmf_PDUSession_Update Request to SMF forwarding the failure cause. The SMF decides whether to release the PDU Session.
3a.	For each PDU Session To Be Switched, the AMF performs I-SMF selection as described in clause 5.35.3 of TS 23.501 [2], and the AMF decides to remove I-SMF in this case.
3b.	The AMF sends Nsmf_PDUSession_CreateSMContext Request (SUPI, PDU Session ID, AMF ID, PDU Session To Be Switched with N2 SM Information (Secondary RAT usage data), UE Location Information, UE presence in LADN service area, Target NG-RAN Tunnel Info) to the SMF.
4a.	[Conditional] SMF to I-UPF: N4 Session Establishment Request (Target NG-RAN Tunnel Info, UL CN Tunnel Info of the UPF (PSA)).
	For PDU Sessions to be switched, the SMF may select an I-UPF based on UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If an I-UPF is selected, an N4 Session Establishment Request message is sent to the I-UPF. The target NG-RAN Tunnel Info is included in the N4 Session Establishment Request message. If the CN Tunnel Info of the I-UPF is allocated by the SMF, the SMF provides the UL and DL CN Tunnel Info of I-UPF to the I-UPF.
4b.	I-UPF to SMF: N4 Session Establishment Response.
	The I-UPF sends an N4 Session Establishment Response message to the I-SMF. If the CN Tunnel Info of the I-UPF is allocated by the UPF, tThe UL and DL CN Tunnel Info of I-UPF is sent to the I-SMF.
5a.	SMF to UPF (PSA): N4 Session Modification Request (DL CN Tunnel Info of the I-UPF).
	The SMF provides the DL CN Tunnel Info of the I-UPF to the UPF (PSA).
5b.	UPF (PSA) to SMF: N4 Session Modification Response.
	The PDU Session Anchor responds with the N4 Session Modification Response message after requested PDU Sessions are switched. PDU Session Anchor sends one or more "end marker" packets for each N3/N9 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN. At this point, PDU Session Anchor starts sending downlink packets to the Target NG-RAN via I-UPF.
6a.	[Conditional] SMF to I-UPF: N4 Session Modification Request (UL CN Tunnel Info of the UPF (PSA)).
	If the UL CN Tunnel Info of the UPF (PSA) has been changed, the SMF provides the UL CN Tunnel Info of the UPF (PSA) to I-UPF.
6b.	I-UPF to SMF: N4 Session Modification Response.
	The I-UPF responds with the N4 Session Modification Response message.
7.	In order to assist the reordering function in the Target NG-RAN, the PDU Session Anchor sends one or more "end marker" packets for each N3/N9 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN.
8.	SMF to AMF: Nsmf_PDUSession_CreateSMContext Response (UL CN Tunnel Info of the I-UPF).
	The SMF sends an Nsmf_PDUSession_CreateSMContext response to the AMF.
9.	Step 9 is same as step 7 defined in clause 4.9.1.2.2.
10a.	AMF to source I-SMF: Nsmf_PDUSession_ReleaseSMContext request (I-SMF only Indication).
	The AMF sends Nsmf_PDUSession_ReleaseSMContext request to source I-SMF. The I-SMF only indication is included in this message to avoid invoking resource release in SMF.
10b.	Source I-SMF to source I-UPF: N4 Session Release Request/Response.
	The source I-SMF sends N4 Session Release Request to source I-UPF in order to release resources for the PDU Session.
10c.	Source I-SMF to AMF: Nsmf_PDUSession_ReleaseSMContext Response.
	The source I-SMF responds to AMF with Nsmf_PDUSession_ReleaseSMContext response.
11-12.	Steps 11-12 are same as steps 8-9 defined in clause 4.9.1.2.2.
[bookmark: _Toc20204363][bookmark: _Toc27895056]4.23.12	N26 based Interworking Procedures with I-SMF
[bookmark: _Toc20204364][bookmark: _Toc27895057]4.23.12.1	General
When UE moves from EPS to 5GS, for a each PDU Session, the AMF determines whether I-SMF needs to be inserted based on UE location and service area of the PGW-C+SMF.
This clause describes the N26 based Interworking Procedures with I-SMF insertion when UE move from EPS to 5GS and removal when UE moves from 5GS to EPS.
[bookmark: _Toc20204365][bookmark: _Toc27895058]4.23.12.2	5GS to EPS Idle mode mobility using N26 interface with I-SMF removal
The considered scenario is that a UE has PDU sessions with I-SMF, I-UPF available. The I-SMF is removed after idle mode mobility to EPS.


Figure 4.23.12.2-1: 5GS to EPS Idle mode mobility using N26 interface with I-SMF removal
1.	Step 1-4 from clause 4.11.1.3.2.
2.	Step 5 from clause 4.11.1.3.2 with the following differences:
-	PGW-C+SMF is replaced by I-SMF.
-	PGW-U+UPF is replaced by I-UPF
4.	Step 6-19 from clause 4.11.3.2.
5.	After the timer, started in step 4 in AMF, expires, the AMF sends Nsmf_PDUSession_ReleaseSMContext Request (I-SMF only indication) to the old I-SMF for the release of resources in old I-SMF. The I-SMF only indication indicates to old I-SMF not to invoke resource release in SMF.
NOTE:	The PGW-C+SMF locally releases the N16a related resources when it is notified by SGW about the mobility to EPC.
6.	The I-SMF initiates PDU session release in I-UPF.
7.	The old I-SMF responds to AMF with Nsmf_PDUSession_ReleaseSMContext response and remove the PDU session.
[bookmark: _Toc20204366][bookmark: _Toc27895059]4.23.12.3	EPS to 5GS mobility registration procedure (Idle and Connected State) using N26 interface with I-SMF insertion
For EPS to 5GS Mobility registration procedure using N26 with I-SMF insertion, the procedure "EPS to 5GS Mobility Registration Procedure (Idle and Connected State) using N26 interface" defined in clause 4.11.1.3.3 for the home routed-roaming case are re-used, with the following change:
-	The V-SMF is replaced by I-SMF, and H-SMF is replaced by SMF, V-UPF is replaced by I-UPF.
-	The V-SMF selection is replaced by the I-SMF selection.
-	The V-CN Tunnel Info is replaced by Tunnel Info at I-UPF, H-CN Tunnel Info is replaced by Tunnel Info at UPF(PSA).
[bookmark: _Toc20204367][bookmark: _Toc27895060]4.23.12.4	Procedures for EPS bearer ID allocation
The EPS Bearer ID allocation procedure, EPS Bearer ID transfer procedure and EPS Bearer ID revocation procedure are perfomed as described for the home-routed roaming case in clause 4.11.1.4, with the following differences:
-	H-SMF is replaced by SMF.
-	V-SMF is replaced by I-SMF.
[bookmark: _Toc27895061]4.23.12.5	EPS to 5GS mobility registration procedure (Idle) using N26 interface with AMF reallocation and I-SMF insertion
For EPS to 5GS Mobility registration procedure using N26 with AMF reallocation and I-SMF insertion, the procedure "EPS to 5GS Mobility Registration Procedure (Idle) using N26 interface with AMF reallocation" defined in clause 4.11.1.3.4 are re-used, with the following change:
-	The V-SMF is replaced by I-SMF, and H-SMF is replaced by SMF, V-UPF is replaced by I-UPF.
-	The V-SMF selection is replaced by the I-SMF selection.
-	The V-CN Tunnel Info is replaced by Tunnel Info at I-UPF, H-CN Tunnel Info is replaced by Tunnel Info at UPF(PSA).
[bookmark: _Toc27895062]4.23.12.6	5GS to EPS handover using N26 interface with I-SMF removal
The procedure "5GS to EPS handover using N26 interface" in clause 4.11.1.2.1 for the home routed-roaming case is applied to handover from 5GS to EPS using N26 interface with I-SMF removal with the following changes:
-	The V-SMF is replaced by I-SMF, and H-SMF is replaced by SMF, V-UPF is replaced by I-UPF.
[bookmark: _Toc27895063]4.23.12.7	EPS to 5GS handover using N26 interface with I-SMF insertion
[bookmark: _Toc27895064]4.23.12.7.1	Preparation phase
For handover from EPS to 5GS using N26 interface, if I-SMF needs to be inserted, the preparation procedure defined in clause 4.11.1.2.2.1 for the home routed-roaming case are re-used, with the following changes:
-	The V-SMF is replaced by I-SMF, and H-SMF is replaced by SMF, V-UPF is replaced by I-UPF.
-	The V-SMF selection is replaced by the I-SMF selection.
-	The V-CN Tunnel Info is replaced by Tunnel Info at I-UPF, H-CN Tunnel Info is replaced by Tunnel Info at UPF(PSA).
[bookmark: _Toc27895065]4.23.12.7.2	Excecution phase
For handover from EPS to 5GS using N26 interface, if I-SMF needs to be inserted, the execution procedure defined in clause 4.11.1.2.2.2 for the home routed-roaming case are re-used, with the following change:
-	The V-SMF is replaced by I-SMF, and H-SMF is replaced by SMF, V-UPF is replaced by I-UPF.
-	The V-SMF selection is replaced by the I-SMF selection.
-	The V-CN Tunnel Info is replaced by Tunnel Info at I-UPF, H-CN Tunnel Info is replaced by Tunnel Info at UPF(PSA).
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A PDU Session 
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ishment may correspond to:
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a UE initiated PDU Session Establishment procedure.
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